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1 Reason for Change

The changes proposed in this CR to fix notification introduction text and message format include:
1. Add update/download of SG and normal files as one of the notification types into section 8.0 and 8.2. 
These two types of notifications have been specified in section 8.3 Format of Notification Message, but missing in section 8.0 and 8.2

2. Add new section for Service-specific notification discovered through SGDD. 

We can only rely on Access fragment in SG if we assume every main service always has a specific notification channel. Sometimes this assumption is not achievable, means multiple main services have to share one notification channel even for delivering service-specific notifications. The added new section addresses this case.
3. Move “IDRef” E2 element under “AuxDataTrigger” to be E1 element
Because “IDRef” is the reference to the main services or contents which the notification message is related to, it can be generally applied to various notification types including AuxData trigger notification and others. 
4. Modify SGDD related sub-Elements/Attributes in Notification message to consist with recently agreed changes on SGDD in Section 5.5.2.2, but with three modifications for specially notification message “NotificationReception” element in the original SGDD is not included in the notification message, because it is useless here.

(1) BSDAid attribute in the original SGDD is not included in the notification message, because the BSDA sending the notification message should be the same BSDA updating the notified SGDD.

(2) “DescriptorEntry” element is (NM/TM, 1..N) in the original SGDD, it is changed to (NO/TM,0..N) in the notification message. If DescriptoreNntry is not present in the notification, it means the notification message only notifies the  SGDD indicated by SGDDid&SGDDVersion has a new version, but does not include the real content of the updated SGDD. 
5. Propose to indicate SG fragments ID using “Fragment” element, also change the element name to “FragmentID”. The description and datatype of “Fragment” element is TBD in the existing spec.

6. Some other editorial changes to consist with recently agreed revision on notification. 
R00(R01: Remove the proposed new section for “Service-specific notifications: discovery through SGDD”
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

If BCAST agree the proposal, the CR will be reflected on the related section of TS-Service Guide.
6 Detailed Change Proposal

8. Notification Function

Notification function can be used to provide information about forthcoming, imminent or immediate events, messages and notifications related to the BCAST system, to all broadcast services, or to a specific broadcast service. The notifications may be targeted to all reachable terminals or users, or specific terminals or users. Notifications are delivered as Notification Messages, which can be delivered over Broadcast Channel or over Interaction Channel. The users are able to subscribe to user-oriented notifications using Notification Request. Notification function may also be applied for use as advertisements or any other predefined use if required. The following outlines the purpose of Notification function in terms of types of Notifications Messages that are envisioned:

· Emergency messages

· General announcements (informing about BCAST system problems, operator announcements, etc.)
· Broadcast main service or content associated notifications


·  Information regarding the availability of a specific service such as service breaks, abrupt change in the     schedule (start time / end time) or access entry point of the service

· 
Service-specific information that is a part of service experience (such as news, sports scores, etc.)

· 
Information about services available in neighbouring systems, messages providing roaming support
·      Download or update announcement on SGDD or SG fragments

·      Download or update announcement on normal files such as movie, music, software, etc.
· 
Auxiliary data downloading or insertion trigger (which are related to the main service or contents)

· 
Other information related to the main service or content
· Notification-based information that the user has subscribed (i.e. asked to get delivered as soon the information is available).

Specification of Notification function consists of following parts:


· Discovery of availability and access to notifications


· Specification of event types of notifications (EventType)


· Format of Notification Message


· Notification Message delivery

·  Delivery over Broadcast Channel 

·  Push delivery over Interaction Channel (including subscribing to notifications over Interaction Channel)

·  Polling notifications over Interaction Channel

· Notification Interfaces
8.1 Discovery of Availability and Access to Notifications 
8.1.1 Discovery of availability and access to general notifications 

General notifications are not bound to any specific service. Usually they are meant to be received by either all or majority of terminals. Examples of general notifications are emergency messages and announcements related to the operational aspects of BCAST system.  

General notifications can be delivered either over Broadcast Channel or over Interaction Channel. There are two ways the availability and access to general notifications can be discovered: discovery through SGDD and discovery through Terminal Provisioning. 

8.1.1.1 General notifications: discovery through SGDD

The availability and access to generic notifications can be signalled using the Service Guide Delivery Descriptor by including the NotificationReception element in the SGDD as defined in section 5.5.2.2.

· NTC in the Terminal SHALL support the signalling of the availability and access to generic notifications through the SGDD.


· NTDA in the Network SHALL support the signalling of the availability and access to generic notifications through the SGDD.

8.1.1.2 Generic notifications: discovery through Terminal Provisioning

The availability and access to generic notifications can be signalled using the Terminal Provisioning to set the value of Management Object <TBD1> to corresponding to the NotificationReception element that would be carried in the SGDD as defined in section 5.5.2.2.

· If the Terminal supports Terminal Provisioning, the Terminal SHALL support setting the value of Management Object <TBD1> that corresponds semantically the information carried in the NotificationReception element of SGDD.

8.1.2 Discovery of availability and access to service-specific notifications 

Service-specific notifications are notifications that are associated with a specific service. Usually they are meant to be received by the terminals that are accessing the service in question. Examples of service-specific notifications are sports goals, news and operational announcements related to a specific service.  

Service-specific notifications can be delivered either over Broadcast Channel or over Interaction Channel. There are two ways the availability and access to service-specific notifications can be discovered: discovery through Access Fragment and discovery through Terminal Provisioning. 
8.1.2.1    Service-specific notifications: discovery through Access fragment

The availability and access to service-specific notifications can be signalled by including the NotificationReception element in any of the Access Fragments associated with a Service as defined in section 5.2.2.4. 

· NTC in the Terminal SHALL support the signalling of the availability and access to service-specific notifications through Access fragment.


· NTDA in the Network SHALL support the signalling of the availability and access to service-specific notifications through the Access fragment.

8.1.2.2    Service-specific notifications: discovery through Terminal Provisioning

The availability and access to service-specific notifications can be signalled using the Terminal Provisioning to set the value of Management Object <TBD2> to corresponding to the NotificationReception element that would be carried in the Access fragment as defined in section 5.2.2.4.

· If the Terminal supports Terminal Provisioning, the Terminal SHALL support setting the value of Management Object <TBD2> that corresponds semantically the information carried in the NotificationReception element of Access fragment.

8.2 Specification of event types of notifications (EventType)

Attribute EventType describes the type of notification and is used both in Notification Message and in Notification Request. In the Notification Message the EventType allows the Terminal to identify the type of the received notification. In the Notification Request the EventType allows the Terminal to specify the type of the requested notifications. The following are the values for EventType that both Terminal and Network SHALL support.

	EventType
	Name
	Description

	1
	Emergency notification
	To announce emergency messages to users.

	2
	Auxiliary Data Trigger for Real-time main contents
	To trigger either the auxiliary data downloading and storage, or the auxiliary data insertion, associated with the real-time main service or content.  This notification may be associated with filtering related data to support customization of the auxiliary data storage or insertion. 

	3
	Auxiliary Data Trigger for Non-Real-time main  contents
	To trigger either the auxiliary data downloading and storage, or the auxiliary data insertion, associated with the non-real-time main service content.  This notification may be associated with filtering related data to support customization of the auxiliary data storage or insertion.

	4
	SG download or update notification
	To announce download or update of SGDD or SG fragments

	5
	File download or update notification
	To announce download or update of normal files such as movie, music, software, etc.

	6-200
	For future use
	

	201-255
	For proprietary use
	


8.3 Format of Notification Message

Notification Message structure consists of:

· Generic fields: id, version, NotificationType, EventType, IDRef , Validity, Title, Description, PresentationType, and ExtensionURL

· Notification content: SessionInformation, MediaInformation, ServiceGuideDistributionDescriptor, Fragment, and AuxDataTrigger
While the generic fields are used with all types of notifications, the notification content varies according to the notification type and event type. For example: emergency notification could contain generic fields + MediaInformation; SGDD update could contain SGDD or Fragment; etc.
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	Data Type

	Notification
Message
	E
	
	
	Notification Message Fragment

Contains the following attributes:

id
version

NotificationType
EventType
Validity

Contains the following elements:

IDRef
Title 
Description

PresentationType

ExtensionURL

SessionInformation

MediaInformation
ServiceGuideDeliveryDescriptor
FragmentID
AuxDataTrigger
	

	id
	A
	NM/
TM
	1
	Identifier of Notification Message
	anyURI

	version
	A
	NM/
TM
	1
	Notification Message version information. It is to be used to check for Notification Message Redundancy and new Notification Messages.
	int (32 bits) expressed as NTP time

	Notification
Type
	A
	NM/
TM
	1
	Notification Type:

If NotificationType=0, this message is user-oriented message, such as notice from SP, emergency, etc.

If NotificationType=1, this message is terminal-oriented message, such as start of service, file download, AuxDataTrigger, etc.

Other NotificationType can be determined due to service providers, operators, or broadcasters’ purpose..


	unsignedByte (8 bits)

	EventType
	A
	NM/TM
	1
	Type of notification event carried in this notification message.  See section 8.2
	unsignedByte (8 bits)

	Validity
	A
	NO/
TM
	0..1
	Valid time of Notification message fragment.

If Validity is specified, Notification message should be expired at the specified time.
	int (32 bits) expressed as NTP time

	IDRef
	E1
	NO/
TM
	0..N
	Fragment ID references of the main services or contents which the notification message is related to
	anyURI

	Title
	E1
	NO/
TM
	0..N
	Title of notification message, possibly in multiple languages. 

The language is expressed using built-in XML attribute xml:lang with this element.
	string

	Description
	E1
	NO/
TM
	0..N
	Description or Messages of Notification, possibly in multiple languages

The language is expressed using built-in XML attribute xml:lang with this element
	string

	Presentation
Type
	E1
	NM/
TM
	1
	Defines the type of presentation for received notification messages

If PresentationType=0, Terminal will immediately render the notification message after interrupting all the application.

If PresentationType=1, Terminal will store the notification message.  User can see the stored message whenever he or she wants. 
If PresentationType=2, Terminal will immediately render the notification message, overlaying the present playing services.

Other PresentationTypes can be determined due to service providers, operators, or broadcasters’ purpose
	unsignedByte (8 bits)

	ExtensionURL
	E1
	NO/
TM
	0..N
	URL containing additional information related to  notification message
	anyURI

	SessionInformation
	E1
	NO/
TM
	0..N
	This element SHALL be present when the Notification Message carries pointer to another delivery session.

SessionInformation defines the delivery session information, objects or fragments information delivered through the indicated session, and URI as alternative method for delivery.  After receiving Notification Message with SessionInformation, Terminal would access the relevant session specified by SessionInformation and take a proper action like receiving contents.

Contains the following attributes:

ValidFrom

ValidTo

UsageType
Contains the following elements:

DeliverySession

TransportObjectID

AlternativeURI
	

	ValidFrom
	A
	NO/
TM
	0..1
	The first moment when the session for terminal to receive data is valid.  
	int (32 bits) expressed as NTP time

	ValidTo
	A
	NO/
TM
	0..1
	The last moment when the session for terminal to receive data is valid
	int (32 bits) expressed as NTP time

	UsageType
	A
	NO/
TM
	0..1
	Defines the type of the object transmitted through the indicated delivery session.

If UsageType=0, the indicated delivery session would be used for file delivery.

Note: The files delivered in the indicated session can be SGDD, SG fragments, auxiliary data triggered by this notification, or other normal files.

If UsageType=1, the service would start through the indicated delivery session at scheduled.

Other UsageType can be determined due to service providers, operators, or broadcasters’ purpose
	unsignedByte (8 bits)

	Delivery
Session
	E2
	NO/
TM
	0..1
	Target delivery session information indicated by the notification message.

Contains the following attributes:

IpAddress

Port
SourceIP

TransportSessionID
Contains the following element:

TransportObjectID
	

	IpAddress
	A
	NM

TM
	1
	Destination IP address of the target delivery session
	string

	Port
	A
	NM/

TM
	1
	Destination port of target delivery session
	unsignedShort (16 bits)

	SourceIP
	A
	NO/
TM
	0..1
	Source IP address of the delivery session
	string

	Transport
SessionID
	A
	NM/
TM
	1
	Identifier of target delivery session
	unsignedShort (16bits)

	Transport
ObjectID
	E3
	NO/
TM
	0..N
	The transport object ID (TOI) of the object transmitting through the indicated delivery session including the following Fragment Elements
	unsignedInt(32bits)

	AlternativeURI
	E2
	NO/
TM
	0..1
	Alternative URI for receiving the object via the interaction channel.  If terminal cannot access the indicated delivery session, the terminal can receive the objects associated with the notification message by AlternativeURI.
	anyURI

	Media
Information
	E1
	NO/
TM
	0..1
	This element SHALL be present when the Notification Message carries information for rendering support of the notification.

Media Information is used to construct and render notification messages.
Contains the following elements:

Picture

Video

Audio
	

	Picture
	E2
	NO/
TM
	0..N
	Defines how to obtain a picture and MIME type.

Contains the following elements:

MIMEtype

PictureURI
	

	MIMEtype
	A
	NO/
TM
	0..1
	MIME type of Picture
	string

	PictureURI
	A
	NO/
TM
	0..1
	The URI referencing the picture
	anyURI

	Video
	E2
	NO/
TM
	0..N
	Defines how to obtain a video and MIME type.

Contains the following elements:

MIMEtype

VideoURI
	

	MIMEtype
	A
	NO/
TM
	0..1
	MIME type of Video
	string

	VideoURI
	A
	NO/
TM
	0..1
	The URI referencing the video
	anyURI

	Audio
	E2
	NO/
TM
	0..N
	Defines how to obtain an audio and MIME type.

Contains the following elements:

MIMEtype

AudioURI
	

	MIMEtype
	A
	NO/
TM
	0..1
	MIME type of Audio
	string

	AudioURI
	A
	NO/
TM
	0..1
	The URI referencing the audio
	anyURI

	ServiceGuideDeliveryDescriptor
	E1
	NO/
TM
	0..N
	The Service Guide Delivery Descriptor

This element SHALL be present when the Notification Message carries SGDD.
Contains the following attributes:

SGDDid

SGDDversion

Contains the following sub-element:

DescriptorEntry
	

	SGDDid
	A
	NM/
TM
	1
	Identifier of SGDD
	anyURI

	SGDDversion
	A
	NM/
TM
	1
	Version of SGDD
	unsignedInt (32 bits)

	Descriptor
Entry
	E2
	NO/
TM
	0..N
	An entry in the Service Guide Delivery Descriptor.

Contains the following sub-elements:

GroupingCriteria,

Transport,

AlternativeAccessURL,

ServiceGuideDeliveryUnit

	

	GroupingCriteria
	E3
	NO/
TM
	0..1
	Specifies the criteria for grouping Service Guide fragments in this Service Guide DescriptorEntry.

If several criteria for grouping are present at the same time, all those grouping criteria apply to the set of Service Guide fragments in this Service Guide DescriptorEntry.

Contains the following sub-elements:

TimeGroupingCriteria,

GenreGroupingCriteria,

ServiceProviderCriteria
ServiceCriteria
	

	TimeGroupingCriteria
	E4
	NO/
TM
	0..1
	Specifies the period of time this DescriptorEntry describes. (For example: declares a certain subgroup of valid Service Guide fragments for next 2 hours)

Contains the following attributes:

StartTime,

EndTime
	

	StartTime
	A
	NM/
TM
	1
	Start of the time period this DescriptorEntry declares fragments for. 

(Note: this is different than fragment validity time)
	int (32bit)
expressed as NTP time

	EndTime
	A
	NM/
TM
	1
	End of the time period this DescriptorEntry declares fragments for.

(Note: this is different than fragment validity time)
	int (32bit)
expressed as NTP time

	GenreGroupingCriteria
	E4
	NO/
TM
	0..1
	Specifies the classification of the services/content associated with the fragments in this  Service Guide Delivery Unit (e.g. comedy, action, drama)
	string

	ServiceProviderCriteria
	E4
	NO/
TM
	0..1
	Specifies the each service provider by unique name.
	string

	ServiceCriteria
	E4
	NO/TM
	0..1
	Allows to group fragments by service. The value of this field is the id of the Service fragment related to that service.
	anyURI

	Transport
	E3
	NO/
TM
	0..1
	The pointer to the transport session delivering the Service Guide fragments within Service Guide Delivery Units announced in this DescriptorEntry.

Contains the following attributes:

IpAddress,

Port,

SrcIpAddress,

SessionID
	

	IpAddress
	A
	NM/
TM
	1
	Destination IP address of the target delivery session
	string

	Port
	A
	NM/
TM
	1
	Destination port of target delivery session
	unsignedShort
(16 bits)

	SrcIpAddress
	A
	NO/
TM
	0..1
	Source IP address of the delivery session
	string

	SessionID
	A
	NM/
TM
	1
	Identifier of target delivery session
	unsignedShort 
(16 bits)

	AlternativeAccessURL
	E3
	NO/
TM
	0..N
	Alternative URL for retrieving the Service Guide delivery units via the interaction channel
	anyURI

	ServiceGuideDeliveryUnit
	E3
	NM/
TM
	1..N
	A group of fragments.

Contains the following attributes:

transportObjectID,

validFrom,

validTo

Contains the following sub-element:

Fragment
	

	transportObjectID
	A
	NO/
TM
	0..1
	The transport object ID of the Service Guide Delivery Unit carrying the declared fragments within this group.
	unsignedInt
(32 bits)

	validFrom
	A
	NO/
TM
	0..1
	The first moment of time this group of Service Guide fragments is valid. The format is NTP.

Note: If this attribute is not present, “validFrom” attribute MUST be present in the “Fragment” sub-element.
	int (32bit)
expressed as NTP time

	validTo
	A
	NO/
TM
	0..1
	The last moment of time this group of Service Guide fragments is valid. The format is NTP.

Note: If this attribute is not present, “validTo” attribute MUST be present in the “Fragment” sub-element.
	int (32bit)
expressed as NTP time

	Fragment
	E4
	NM/
TM
	1..N
	Declaration of Service Guide fragment that is available over broadcast channel.

Contains the following attributes:

transportID,

id,

version,

validFrom,

validTo,

	

	transportID
	A
	NM/
TM
	1
	The identifier of the announced Service Guide fragment to be used in the Service Guide Delivery Unit header.
	unsignedInt
(32 bits)

	id
	A
	NM/
TM
	1
	The identifier of the announced Service Guide fragment.
	anyURI 

	version
	A
	NM/
TM
	1
	The version of the announced Service Guide fragment.

Note: The scope of the version is limited to the given transport session. The value of version turn over from 2^32-1 to 0.
	unsignedInt (32 bits)

	validFrom
	A
	NO/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past.

Note: If this attribute is present and “validFrom” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribiute “validFrom”.
	int (32bit)
expressed as NTP time

	validTo
	A
	NO/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.

Note: If this attribute is present and “validTo” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribute “validTo”.
	int (32bit)
expressed as NTP time

	
	
	
	
	
	

	FragmentID
	E1
	NO/
TM
	0..N
	The globally unique ID of SG fragments.
This element SHALL be present when the Notification Message notifies update of the SG fragments referenced by this element.
	anyURI

	AuxDataTrigger
	E1
	?
	0..N
	This Element contains information to trigger the auxiliary data downloading and storage, or the auxiliary data insertion associated with main service or content. 

GlobalContentID and/or FilteringData can be used to identify and/or fetch the auxiliary data content, and/or FilteringData associated with the auxiliary data content.
Note: The auxiliary data downloading trigger indicates that auxiliary data should be downloaded and stored when the filtering criteria are met.  Absence of FilteringData in the downloading trigger implies that the auxiliary data should be stored.  Persistence of storage is terminal implementation dependent.
Contains the following Elements:


GlobalContentID

FilteringData
PresentationRule
	

	
	
	

	
	(Notes to Editor: “IDRef” is moved to E1 level)
	

	GlobalContentID
	E2
	NO/
TM
	0..1
	Globally Unique Identifier of the auxiliary data content.
	anyURI

	FilteringData
	E2
	NO/
TO
	0..N
	Reference to the location of the filtering related information associated with the AuxDataTrigger notification message, or the filtering–related information embedded within this notification message.

Note: filtering related information can include attributes, values, rules, filter IDs, etc. 
	string

	PresentationRule
	E2
	NO/
TM
	0..1
	Specifies the presentation rules when the cached content should be rendered with this notification message.  
Contains the following attributes:

RenderingTime
Duration
	

	RenderingTime
	A
	NO/
TM
	0..1
	Specifies the timing to start the presentation of the auxiliary data.
In case EventType = 2 this element represent the time instant as NTP time for which the notification message is displayed or the auxiliary data insertion event occurs.
In case EventType = 3, this element represent the offset in  segments for which the auxiliary data insertion event occurs, relative to the start of the presentation of the associated main content.
	int (32bits)

	Duration
	A
	NO/
TM
	0..1
	Time length of presentation of the auxiliary data in seconds.
	unsignedShort (16 bits)


Legend: 

Type: E=Element A=Attribute E1=sub-element, E2=sub-element’s sub-element

Category:NM = Mandatory for network to use; NO = Optional for network to use; 
TM = Mandatory for terminal to support; TO = Optional for terminal to support
8.4 Notification Message Delivery

Notification Messages are created by the NTG (Notification Generation Function) according to the structure in section 8.3 and are prepared for delivery by the NTDA (Notification Distribution/Adaptation Function). Notification Messages may be delivered in a number of ways: 
· Notification Message delivery over Broadcast Channel (see section 8.4.1)


· Notification Message push-delivery over Interaction Channel (see section 8.4.2)


·  Related to push-delivery over Interaction, subscribing to Notification Messages (see section 8.4.2.1)

· Polling Notification Messages over Interaction Channel (see section 8.4.3)

8.4.1 Notification Message Delivery over Broadcast Channel
Over Broadcast Channel, the Notification Messages SHALL be delivered to terminals using the following methods:
· The Notification Message SHALL be encoded in XML and delivered in a UDP packet. It is RECOMMENDED that to avoid IP level segmentation Notification Message sizes should be less than 1500 bytes, the average network MTU (Maximum Transmission Unit) size.

· The UDP packet is sent over Broadcast Channel using the IP address and port as defined NotificationReception in the SGDD or in the Access fragment

The Notification Messages MAY be repeatedly transmitted by the Service Provider or Network Provider to increase the probability of all intended terminals receive the Notification Messages.
The following figure illustrates the protocol stack of Notification Message delivery over Broadcast Channel:
	Notification Message (XML)

	UDP

	IP


8.4.2 Notification Message push-delivery over Interaction Channel

<Method is TBD. Could we use OMA PUSH?>

8.4.2.1 Subscribing to Notification Messages
By Notification Request the NTC lets the NTG know what kind of notifications it is requesting to get and through which address. The Notification Request applies only for Notification Messages that are to be delivered over Interactive Channel. The NTC in Terminal with Interaction Channel capability SHALL support subscribing to notifications by sending a Notification Request to NTG through the NTDA in the Network as follows:

· NTC submits the Notification Request using HTTP POST to the NotificationRequestURL associated with NTDA that is either provided in SGDD or Access fragment within the NotificationReception element, or provisioned via Terminal Provisioning as Management Object <TBD3>. The Notification Request message SHALL comply with to the following format:
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	Data Type

	Notification
Request
	E
	
	
	Notification Message Fragment

Contains the following attributes:

UserID

DeliveryAddress
  Port

Contains the following elements:

NotificationType


	

	UserID
	A
	M
	1
	Identifier of the user who subscribes to notification
	<TBD>

	Delivery
Address
	A
	M
	1
	IP address through which the terminal requests the subscribed notifications to be delivered.
	string

	Port
	A
	M
	1
	Requested port for delivery of notifications.
	integer

	EventType
	E1
	M
	1..N
	Event Types of notifications messages which the terminal subscribes to. See section 8.2.


	unsignedByte (8 bits)


Legend: 

Type: E=Element A=Attribute E1=sub-element, E2=sub-element’s sub-element, etc.

Category: M = Mandatory to use. 

The NTDA in Network SHALL support notification subscription request from the NTC in the Terminal.

8.4.3 Polling notifications over Interaction Channel

The NTC in Terminal with Interaction Channel capability SHALL support polling to notifications over Interaction Channel as follows:

· NTC sends HTTP Request to the NotificationPollURL associated with NTDA that is either provided in SGDD or Access fragment within the NotificationReception element, or provisioned via Terminal Provisioning as Management Object <TBD3>.
· Response to the HTTP Request SHALL be Notification Message encapsulated in HTTP message. Content-Type of the HTTP message SHALL be set to <TBD4>
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