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1 Reason for Contribution

This IC, in conjunction with OMA-BCAST-2006-0374R01, represents QUALCOMM’s consistency review comments and proposed resolution on the BCAST AD.
2 Summary of Contribution

Section 3 below, in conjunction with OMA-BCAST-2006-0374R01, represents QUALCOMM’s consistency review comments and proposed resolutions on the BCAST AD.
3 Detailed Proposal

The following comments are submitted by QUALCOMM against OMA-TS-BCAST_Services-V1_0-20060326-D.
	ID
	Open Date
	Edit
	Section
	Description
	Status

	
	
	N
	5.2, Fig. 3 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The BCAST functional architecture is missing a reference point between a broadcast-only terminal and the BSM for out-of-band subscription.

Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN



	
	
	N
	5.2, Fig. 3 and Table 2
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The BCAST functional architecture is missing a reference point between the BSD/A and the terminal, traversing both the BDS Service Distribution (BDS-SD) and the Broadcast Distribution System (BDS).  This interface represents the delivery of broadcast service/content, service guide, notifications, and Short Term Key Messages across the BDS-SD and BDS from the BSD/A to the terminal.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.2, Fig. 3 and Table 2
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365, OMA-BCAST-2006-0374
Comment:

The BCAST functional architecture is missing a reference point between the BSM and the terminal, traversing both the BDS Service Distribution (BDS-SD) and the Interaction Network.  This interface represents the delivery of registration, subscription, terminal provisioning and Long Term Key Message information across the BDS-SD and Interaction Network between the BSM and the terminal.

Proposed resolution:

See the proposed changes in Doc-374.
	Status: OPEN

	
	
	N
	5.2, Fig. 3 and Table 2
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
BCAST-5 should be shown as traversing the Broadcast Distribution System since it represents an end-to-end reference point between the BSD/A and the terminal.  In addition, it should be qualified that BCAST-5 applies to implementations whereby the BSD/A contains the BDS-SD functionality pertaining to the transmission of data through the Broadcast Channel.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.2, Fig. 3 and Table 2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:
BCAST-7 should be qualified as applicable to implementations whereby the BSM contains the BDS-SD functionality pertaining to the transmission of data through the Interaction Channel.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.2.2
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
Description for BDS-1 in Table 2 is missing the functionality of signaling the content priority by the BCAST Enabler to the underlying BDS.

During the Vancouver meeting, when this comment and proposed resolution was submitted (in Doc-314), it was agreed that “notification priority” should be added to the description as shown.  However, it was felt that some words of qualification should be added regarding the signaling of broadcast service/content priority.  Therefore, it is proposed to add double asterisks (**) after “Broadcast Service/Content priority”, followed by an editor’s note, below Table 2, as shown below.
Proposed resolution:
Add “BCAST Service/Content priority” to the description of BDS-1 such that the resulting description becomes:
“Unprotected and/or protected BCAST Service, content-unprotected and/or content-protected BCAST Service, BCAST Service attributes and Content attributes, BCAST Service/Content priority **, Notification, Notification priority, Service Guide and Security material.

Note: Service protection or Content Protection of RTP streams may be employed by the BDS itself, if available.”

(The following editor’s note should be added after Table 2):

“** Higher priority in delivery of broadcast service/content may be given to certain categories of service/content, such as those targeted for public safety/public service personnel, or emergency information.”
	Status: OPEN

	
	
	N
	5.3.1, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:
It should be qualified that SG-5 applies to implementations whereby the BSD/A contains the BDS-SD functionality pertaining to the transmission of the Service Guide through the Broadcast Channel.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.1, Fig. 4 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
SG-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section, and should be added to Fig. 4 and the table. This interface, applicable to implementations whereby the BSD/A does not contain the BDS-SD functionality pertaining to the transmission of the Service Guide through the Broadcast Channel, represents the file delivery of broadcast service guide across the BDS-SD and BDS from the BSD/A to terminal via the BDS-SD and the broadcast network.  

Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.1.2
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The description of this section is incomplete.  It is missing the SG delivery mode in which the SG is sent from the BSD/A to the BDS-SD over SG-B1, and the BDS-SD, in delivering the SG to the terminal, does not perform application level manipulation of the SG, but may perform lower layer processing such as application layer FEC encoding, transport protocol conversion, and unicast-to-multicast IP address translation. 

Proposed resolution:
See the proposed text changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.2, 5.3.3, 5.3.5, 5.3.6, 5.3.7,
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01
Comment:
For clarity and consistency, the naming of functional components in these sections should be aligned between the architecture diagrams and subsequent descriptions in these sections.  For example, for file distribution, the entity within the BSD/A is called “File Delivery Function” but in the heading of Sec. 5.3.2.2, it is called ‘File Delivery Component”.
Proposed resolution:
Either remove all instances of the word “Function” as in “XX Function” in the diagrams of these sections, or replace that word by “Component”.
	Status: OPEN

	
	
	
	5.3.2, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
Description for FD-B1 is missing the functionality of signaling the file content priority by the BCAST Enabler to the underlying BDS.  In addition, it is proposed that a qualifier regarding signaling of content priority be added.
Proposed resolution:

Add “Signaling of file content priority to the underlying BDS” to the description of FD-B1 such that the resulting description becomes:

“Delivery of a service and/or content protected file or a bundle of files to BDS.

Delivery of signalling information to a file or bundle of files distribution.

Delivery of bearer information used for a file or bundle of files distribution.

Signaling of file content priority** to the underlying BDS.
Note: If BDS service distribution does not exist, then the interface defined for FD-B1 is applied for x-1 and/or x-2.”
(The following editor’s note should be added after the table in this section):

“** Higher priority in the delivery of file content may be given to certain categories of content, such as those targeted for public safety/public service personnel, or emergency information.”
	Status: OPEN

	
	
	N
	5.3.2, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:
It should be qualified that FD-5 applies to implementations whereby the BSD/A contains the BDS-SD functionality pertaining to the transmission of files through the Broadcast Channel.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.2, Fig. 5 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
FD-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section, and should be added to Fig. 5 and the table. This interface, applicable to implementations whereby the BSD/A does not contain the BDS-SD pertaining to the transmission of files through the Broadcast Channel, represents the file delivery of broadcast service/content across the BDS-SD and BDS from the BSD/A to terminal via the BDS-SD and the broadcast network.  
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.2.2
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The description of the File Delivery Component is incomplete.  In particular, there may be two different BDS assisted modes.  In mode 1, the BDS-SD performs application data level manipulation of the file content it receives from the FD, before delivering such content to the terminal.  In mode 2, the BDS-SD does not perform application data level manipulation of the file(s) received from the FD, before delivering such content to the terminal.  However it may perform lower layer processing such as application layer FEC encoding, transport protocol conversion, and unicast-to-multicast IP address translation. 

Proposed resolution:
See the proposed text changes in Doc-374R01.
	Status: OPEN

	
	
	
	5.3.3, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
Description for SD-B1 is missing the functionality of signaling the stream content priority by the BCAST Enabler to the underlying BDS.  In addition, it is proposed that a qualifier regarding signaling of content priority be added.
Proposed resolution:

Add “Signaling of content priority to the underlying BDS” to the description of SD-B1such that the resulting description becomes:

“Delivery of a stream to BDS.

Delivery of a protected stream to BDS.

Delivery of a stream attribute to determine bearers used for stream distribution.

Delivery of bearer information used for a stream distribution.

Delivery of a BDS specific profile for the adaptation of Stream to BDS.

Signaling of stream content priority** to the underlying BDS.
Note:  If BDS service distribution does not exist, then the interface defined for FD-B1 is applied for x-1 and/or x-2.”
(The following editor’s note should be added after the table in this section):

“** Higher priority in delivery of stream content may be given to certain categories of content, such as those targeted for public safety/public service personnel, or emergency information.”
	Status: OPEN

	
	
	N
	5.3.3, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:
It should be qualified that SD-5 applies to implementations whereby the BSD/A contains the BDS-SD functionality pertaining to the transmission of streams through the Broadcast Channel.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.3, Fig. 6 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
SD-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section, and should be added to Fig. 6 and the table.  This interface, applicable to implementations whereby the BSD/A does not contain the BDS-SD pertaining to the transmission of files through the Broadcast Channel, represents the stream delivery of broadcast service/content across the BDS-SD and BDS from the BSD/A to terminal via the BDS-SD and the broadcast network.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.3.2
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The description of the Stream Delivery Component is incomplete.  In particular, there may be two different BDS assisted modes.  In mode 1, the BDS-SD performs application data level manipulation of the stream content it receives from the SD, before delivering such content to the terminal.  In mode 2, the BDS-SD does not perform application data level manipulation of the stream content received from the FD, before delivering such content to the terminal.  However it may perform lower layer processing such as application of native BDS service protection and unicast-to-multicast IP address translation. 

Proposed resolution:
See the proposed text changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The title for this section is incorrect.  It was agreed during the early phase of the AD Review last year with respect to the obsolete service protection and content protection architectures specified in OMA-AD-BCAST-V1_0-20050505-D.  In particular, the content protection architecture as shown in that AD version applies only for file distribution.  In the consistency review version of the AD, the content protection architecture diagram and description supports content protection of both file and stream distribution.  Therefore, it is proposed that the title for this section be revised to refer to general service protection.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN



	
	
	N
	5.3.4.3
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The first sentence under this section is not clear/correct, and should be revised similar to that proposed above for the section header.  In addition, it should be stated that the assumption of Fig. 9 is that service protection encryption is performed at the BCAST level, as opposed to employing native BDS service protection.  Lastly, it should be stated that either BSA, BSD/A or BSM can generate the STKM, although only the BSD/A delivers the STKM to the terminal; the LTKM is strictly generated by the BSM.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3, Figure 9 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
SP-B1, applicable only to MBMS and BCMCS, and corresponding to service protection related communications between the BSD/A and the BDS-SD is missing in this section.  Over this interface, broadcast content, security material, and security-related signaling are exchanged.  Service protection encryption may be performed at the BCAST level by the BSD/A, or BDS level by the BDS-SD.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3, Figure 9 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
SP-B2, applicable only to MBMS and BCMCS, and corresponding to service protection related communications between the BSM and the BDS-SD is missing in this section.  Over this interface, security material, security-related signaling, and registration information are exchanged.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3, Figure 9 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
SP-1 and SP-2-1 are not applicable from the service protection perspective.  Service protection is about ensuring that the Service Provider gets paid, or that only its subscribers can access the content.  The content sent across SP-1 is from the “content provider” to the “service provider”, and not to the end user.  Therefore regardless of whether the content sent over SP-1 is encrypted or not, it is irrelevant from the service protection perspective.  SP-2 is similarly not applicable, and in fact is equivalent to SD-2/FD-2.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The definition for SP-2-1 isn’t quite correct.  It should address the function of this interface only, as opposed to downstream interfaces (as currently done).
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN 

	
	
	N
	5.3.4.3, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The definition for SP-2-2 isn’t quite correct.  This interface does not implement “the creation of the STKM” - only its delivery.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The definition for SP-3 is unintelligible:

“This interface delivers SEAK or PEAK for encryption of services Short Term Keys from the SP-M to SP-A.”
In addition, it should be noted that SEAK/PEAK is delivered only in the case of the DRM Profile, whereas SEK/PEK is delivered for the Smartcard Profile.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The definition for SP-4-1 should be improved by similar modification as for SP-3.

Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The definition for SP-4-2 should be improved.

Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The definition for SP-4-3 should be corrected and improved.

Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
Since SP-5-1 does not traverse the BDS-SD, it should be clarified that its applicability is to implementations whereby the BSD/A contains the BDS-SD functionality pertaining to the distribution of service protection encrypted file and stream content over the Broadcast Channel.    In addition, since service protection is optional, content passed over SP-5-1 may also be in the clear (e.g. for free-to-air services).
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3,

Fig. 9 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
SP-5-2b as shown in Fig. 9 does not exist.  For it to terminate on the Smartcard, the BDS technology associated with this BCAST terminal must be MBMS or BCMCS, and consequently SP-5-2b must traverse the BDS-SD.  As correction, SP-5-2b should be removed from Fig. 9, and SP-5-2a renamed to SP-5-2.  Accordingly, the description for SP-5-2 should be modified.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3,

Fig. 9 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:
SP-6, comprised of SP-6-1 and SP-6-2 are missing in Fig. 9 and the table.  This interface implements layers 2, 3 and 4 of the 4-layer model (Long Term Key Message, Short Term Key Message and encrypted traffic delivery) over the Interaction Channel.  It is applicable to implementations whereby the BCAST Service Distribution/Adaptation contains the BDS Service Distribution functionality pertaining to the distribution of such data over the Interaction Channel.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The descriptions for SP-7a and SP-7b should be improved with regards to “terminal” and “smartcard” based key management.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3,

Fig. 9 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
SP-8 as indicated to map to Reference Point BCAST-8 is incorrect.  It should be instead renamed as SP-9 and maps to BCAST-9 (as proposed in an earlier comment, and shown in Doc-374R01).  The corresponding description is also unclear/incorrect.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3,

Fig. 9 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
SP-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section, and should be added to Fig. 9 and the table. This interface represents the delivery of service protection encrypted or unencrypted content from the BSD/A to the terminal via the BDS-SD and the broadcast network.  It is applicable to implementations whereby the BSD/A does not contains the BDS-SD functionality pertaining to the distribution of service protection encrypted file and stream content over the Broadcast Channel.    Also, note that SP-10 is comprised of SP-10-1 and SP-10-2.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.3,

Fig. 9 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365, OMA-BCAST-2006-0374
Comment:

SP-11 (corresponding to BCAST-11 as described in an earlier comment and shown in Doc-0374) is missing in this section and should be added to Fig. 9 and the table. This interface, applicable only when the underlying BDS technology is MBMS or BCMCS, represents the delivery of LTKM from the BSM to the terminal via the BDS-SD and the Interaction Network.

Proposed resolution:

See the proposed changes in Doc-374.
	Status: OPEN

	
	
	N
	5.3.4.3:

Fig. 9 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
As result of previous proposals to change SP-8 to SP-9, and introduction of new entry SP-10 in Fig. 9 and the table, the existing SP-9 and SP-10 in the figure and table should be modified to become SP-11 and SP-12, respectively.

Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	Y
	5.3.4.3.5, 5.3.4.3.6
	Comment:

It should be added that the SP Encryption and SP Decryption Components may be null functions for the case of delivery of free-to-air services, or the Service Guide.

Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	Y
	5.3.4.3.2,

5.3.4.3.4. 5.3.4.3.7

5.3.4.3.8
	Comment:
Since only SEAK and PEAK transfer are specified, these sections are currently limited is specific to the DRM Profile.  In the Smartcard Profile, SEK/PEK are directly transferred between BCAST network entities in LTKMs.  Both profiles should be accommodated in the descriptions of these sections.
Proposed resolution:

Wherever “SEAK/PEAK” are indicated in these sections, add “SEK/PEK”.
	Status: OPEN

	
	
	N
	5.3.4.4
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The first paragraph text is incorrect.  It was adopted during the early phase of the AD Review last year (per comment ID#163 from Orange) with respect to the obsolete service protection and content protection architectures then specified in OMA-AD-BCAST-V1_0-20050505-D.  In particular, the content protection architecture as shown in that AD version applies only for file distribution.  In the consistency review version of the AD, the content protection architecture diagram and description has been modified to show support for content protection of both file and stream distribution.
In addition, it should be stated that built in to this architecture is the assumption that content protection encryption is performed by the BCAST Enabler, as opposed to Content Creation.  Should the Content Creation and the BCAST Service Application belong to separate business entities, it can be assumed that a business agreement exists between these business entities such that the Content Creation provider trusts the BCAST Service Application provider to content encryption protect the clear content sent across CP-1.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:

The description of CP-1 is incorrect. Although the content sent across this interface may be unencrypted, the Content Creation may generate the TEK and send that across this interface to the CP-E for use in content protection encryption of the files/streams also sent across CP-1. As described in the SvcCntProt spec (e.g. in Sections 4.3.1,  6.6.2 and 9.3), broadcast content may be encrypted at the “content level” (e.g. AUs encrypted by ISMACryp for streams, or TEK-based encryption of file content placed in the DCF for files).
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The description for CP-2-1 is not quite accurate, since the content protection provided over this interface is limited to content encryption. 
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4, table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The description for CP-2-2 is not quite accurate, since the content protection provided over this interface is limited to content encryption.  Also, it should be clarified that the content protection encryption of the file sent across CP-2-2 may be performed by either the CC or the BSA. 

Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4, Figure 11 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
CP-B1, applicable only to MBMS and BCMCS, and corresponding to Content Protection related communications between the BSD/A and the BDS-SD is missing in this section.  Over this interface, content protection encrypted content, security material, and security-related signaling are exchanged.

Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4, Figure 11 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
CP-B2, applicable only to MBMS and BCMCS, and corresponding to Content Protection related communications between the BSM and the BDS-SD is missing in this section.  Over this interface, security material, security-related signaling, and registration information are exchanged.

Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4,

Fig. 11 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
CP-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section and should be added to Fig. 11 and the table. This interface, applicable only when the underlying BDS technology is MBMS or BCMCS, represents the delivery of content protection encrypted files and streams and Short Term Key Messages from the BSD/A to the terminal via the BDS-SD and the broadcast network.  CP-10 is comprised of CP-10-1 and CP-10-2.  CP-10-1 carries encrypted streams and STKM.  CP-10-2 carries encrypted files.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4,

Fig. 11 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:

CP-11 (corresponding to BCAST-11 as described in an earlier comment and shown in Doc-374R01) should be added to Fig. 11 and the table. This interface, applicable only when the underlying BDS technology is MBMS or BCMCS, represents the delivery of Long Term Key Messages and registration information between the BSM and the terminal via the BDS-SD and the Interaction Network.

Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4.4, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:
The description of CP-4 is unclear regarding “delivery of TKM, the long term key message”.  Is it both STM and LTKM, or just LTKM transported across this interface?  The answer seems the former, since it is described in Sec. 5.3.4.4.4 that the CP-M sends the STKM to the BSD/A, for subsequent delivery to the terminal over the broadcast channel.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4:  Fig. 11 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:
In the The definitions of CP-5-1 should also include STKM delivery, since STKM for streamed content must also be streamed over the same network stack as the protected media streams. and CP-5-2, the carriage of STKM is indicated for the wrong interface – it is delivered via stream distribution and therefore must be delivered over CP-5-1.  As a consequence of this error, Fig. 11 should be revised to remove the interface between FD-C and CP-C in the terminal, and add an interface between SD-C and CP-C in the terminal.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4,

Fig. 11 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:
CP-6, comprised of CP-6-1 and CP-6-2 are missing in Fig. 11 and the table.  CP-6-1 provides the delivery of content protection encrypted streams and Short Term Key Messages, over the Interaction Channel.  CP-6-2 provides the delivery of content protection encrypted files over the Interaction Channel.   These interfaces are applicable when the BCAST Service Distribution/Adaptation contains the BDS-SD functionality pertaining to the distribution of the above data over the Interaction Channel.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4:  Fig. 11 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
In the definition of CP-7, SP-7a and SP-7b are erroneously used in the place of CP-7a and CP-7b.  In addition, the text should be improved with respect to terminal and smartcard based key management.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4,

Fig. 11 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
CP-8 as indicated to map to Reference Point BCAST-8 is incorrect.  It should be instead renamed as CP-9 and maps to BCAST-9 (as proposed in an earlier comment, and shown in Doc-374R01).  The corresponding description is also unclear/incorrect.

Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4:

Fig. 11 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
As result of previous change from CP-8 to CP-9, and introduction of new entries CP-10 and CP-11 in Fig. 11 and the table, the current entries CP-9, CP-10, CP-11 and CP-12 in the diagram and table should be modified to CP-12, CP-13, CP-14 and CP-15, respectively.  In addition, CP-14 should be shown as going from SD-C to CP-C, since the Short Term Key Message is delivered over the broadcast channel via stream distribution instead of file distribution.
Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4.1
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
It should be clarified that content protection encryption is only performed by the CP-E when the content received by BSA from CC is not already encrypted.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4.4
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The LTKMs sent from CP-C to the CP-M may contain Rights Objects in addition to SEK/PEK.

Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.4.4.7
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
It should be stated that the STKM is delivered from the CP-M to the SD as well as the FD(rather than FD).  In addition it should be stated that the CP-C receives the STKM from the SD-C (not FD), via delivery over the broadcast channel from the SD.

Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.7
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01
Comment:
To be better aligned with the TS-SG and also to provide more examples, the examples of notification messages in the 1st para should include auxiliary data triggers.

Proposed resolution:

Add the following phrase to the examples in the 1st para: “Auxiliary Data download or insertion trigger”.
	Status: OPEN

	
	
	N
	5.3.7,

Fig. 14 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
NT-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section and should be added to Fig. 14 and the table. This interface, applicable only when the underlying BDS technology is MBMS or BCMCS, represents the delivery of notification messages to a terminal or group of terminals via the BDS-SD and the broadcast network.

Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.7.3
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The description of the Notification Distribution/Adaptation Component is incomplete.  The notification message delivery over the broadcast network may occur via either NT-5 or NT-10.
Proposed resolution:
See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.3.7.4
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
The 2nd sentence of this section is written a bit awkwardly.  Suggest to modify.
Proposed resolution:
Modify the sentence as shown below, with proposed changes marked by strikethrough and added underlined text:

“NTC informs the relevant BCAST function of the impending occurrence of an event, notice by a as indicated by the received notification message from the NTDA to the relevant BCAST function.”
	Status: OPEN

	
	
	N
	5.3.8,

Fig. 15 and table
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
TP-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section and should be added to Fig. 15 and the table. This interface, applicable only when the underlying BDS technology is MBMS or BCMCS, represents the delivery of terminal provisioning messages, terminal management messages, or terminal management objects to a terminal via the BDS-SD and the broadcast network.

Proposed resolution:

See the proposed changes in Doc-374R01.
	Status: OPEN

	
	
	N
	5.4.1.1
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
Another example of SG generation and delivery should be shown, whereby the SG is delivered from the SG-G/D/A to the BDS Service Distribution, for subsequent delivery over the BDS.

Proposed resolution:

Add the sequence diagram as shown by Fig. 16b in Doc-374R01.
	Status: OPEN

	
	
	N
	5.4.3
	Source: QUALCOMM
Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
In accordance to Doc-350R01 which indicates the multiplicity of possible SD-B1 interfaces, there should be included in this section a stream distribution call flow in which the Stream Adaptation function is performed in the BSD/A but Service Protection is done by the BDS-SD. 

Proposed resolution:

Add the sequence diagram as shown by Fig. XX in Doc-374R01.
	Status: OPEN


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree on and incorporate the proposed comment resolutions into the BCAST AD.









NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 19)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 18 (of 20)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

