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1 Reason for Change

This CR is to resolve Action Item #35. The following changes are proposed:

1. Cleaned up text and messages for roaming in Section 5.8

· Deleted Table 2 and related text: 
( Covered in Global Status Codes

· Removed note regarding User ID:
( User ID has been defined

· Clarified the roaming procedure:
( Separated PurchaseItem list request procedure into an optional procedure 
(the working mechanism was not clear)
· Changed category “NM/TM” format to “M” format :
( “NM/TM” style value for category is only applicable to TS-ServiceGuide

· Editorial work:

( Fixed some typos

2. Updated roaming flows in Appendix to show the separated optional procedure
Revision 1 has the following changes:
1. Changed data type of RoamingAuthorisationStauts from unsignedInt to unsignedByte for consistency with other BCAST specifications

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed changes and apply them to the latest version of TS-Services.
6 Detailed Change Proposal
Change 1:  Clean up of Section 5.8; Clarified roaming procedures and removed table 2
5.8 Broadcast Roaming

Broadcast Roaming allows a user to receive Broadcast Services from a Broadcast Service Provider different from his Home Broadcast Service Provider. The following main scenario is supported for Broadcast Roaming: 

The change of the Mobile Broadcast Service Provider allows the user to receive Broadcast Services from another Broadcast Service Provider independent of the underlying Broadcast Distribution System.

Enabling the Broadcast Roaming is involves three functions of BCAST: Service Guide; Service Provisioning; and; Service and Content Protection. 

If the Broadcast Service Provider wants to make a particular Broadcast Service X available for the users of other Broadcast Service Providers the following SHALL be possible, subject to service providers roaming agreements:

a. Service Guide fragment describing the Service X and the related fragments describing the Content, Schedule and Provisioning and Access aspects of the Service SHALL be made available to all terminals in the respective (visited) Broadcast Service Area in clear (i.e. not encrypted) over SG-5 or SG-6.

b. The entry point to the delivery of the above-mentioned Service Guide fragments SHALL be made available to all terminals in the respective (visited) Broadcast Service Area.

c. The entry point to the delivery of the above-mentioned Service X via the home network or the visited network SHALL be made available in the Service Guide.

d. Broadcast Service Provisioning Management component in the visited BCAST Subscription Management SHALL accept Service requests (either over PR-7 or PR-8) for Service X either from terminals other than the terminals that are current subscribers associated with the visited Broadcast Service Provider,  or from the home BSM of such terminals.. 

e. Upon successful purchase of the Service X, the Service and Content Protection functionality of the Broadcast Service Provider SHALL support all terminals that have access to the Service X irrespective (visited) who the Broadcast Service Provider of each terminal is.

Note : Roaming agreement between Visited BSM and Home BSM and the related trust relationship are out of BCAST scope


	
	

	
	

	
	


	
	


	
	


	
	


5.8.1 Roaming initiated via Home Service Provider 

[Note] If BCAST can’t find a reason ( e.g. DRM related issue or some service scenario ), then 5.8.1 will be deleted.
This section defines the roaming procedure message formats for when a terminal requests roaming services directly to its Home Service Provider to initiate the roaming procedure. 
When the visited BDS network is not an interaction network or without interaction network in it, such as DVB-H network. The terminal can request roaming services directly to its Home Service Provider BSM with other methods such like call to the support centre to initiate the roaming procedure. 
Note: The values used in the messages of the following sub-sections SHALL be extracted from the Service Guide Context and Service Guide unless otherwise stated.
5.8.1.1 Service discovery and Service Guide delivery

To initiate the roaming procedure, BCAST service discovery and Service Guide delivery SHALL be possible via information provided to the terminal from the underlying Broadcast Distribution System (BDS). The specific mechanisms of this step  is defined in OMA BCAST Adaptation specification. 

5.8.1.2 Request access to roaming BCAST services

The terminal SHALL send the following message to the Home Service Provider BSM (BCAST Subscription Management):

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	UserID
	E
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).


	String

	VisitedServiceProviderID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited Service Provider.
	anyURI

	VisitedServiceProviderBSMID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited Service Provider BSM.
	anyURI

	VisitedBSDAID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited BSDA.
	anyURI

	PurchaseItemID
	E
	M
	1..N
	Should a user want to purchase one or more particular services that he/she has seen from the Service Guide this field SHALL be used.

	anyURI


Note: After sending the request for roaming services, the Home Service Provider may initiate terminal authentication. 

5.8.1.3 Roaming service authorisation request

The Home Service Provider BSM SHALL send the following message to the Visited Service Provider BSM:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	UserID
	E
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).
	String

	HomeServiceProviderID
	E
	M
	1
	A unique ID that SHALL be used to identify the Home Service Provider.
	anyURI

	HomeServiceProviderBSMID
	E
	M
	1
	A unique ID that SHALL be used to identify the Home Service Provider BSM.
	anyURI

	VisitedBSDAID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited BSDA.
	anyURI

	TerminalSubscriptionType
	E
	M
	1
	A field that SHALL indicate the subscription scope of the terminal in terms of roaming. The Home Service Provider and the Visited Service Provider have a common understanding of the field according to roaming agreements between them.
	anyURI

	PurchaseItemID
	E
	M
	1..N
	Should a user want to purchase a particular service that he/she has seen from the Service Guide this field SHALL be used.

	anyURI


5.8.1.4 Roaming service authorisation response

The Visited Service Provider BSM SHALL send the following message to the Home Service Provider BSM:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	RoamingAuthorisationStatus
	E
	M
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. 
Note: The codes in table 1 are be used 
	UnsignedByte

	RoamingServiceScope
	E
	M
	1..N
	A field that SHALL indicate the roaming service scope of each PurchaseItem that has been permitted to the terminal. This field MAY have information such as surcharge of roaming services or the requested PurchaseItem Service etc. There SHALL be one RoamingServiceScope for each originally requested PurchaseItem. The terminal SHALL be able to recognise this field and also be able to present it to the user.
	String

	
	
	
	
	
	


5.8.1.5 Response to access roaming BCAST services

The Home Service Provider BSM SHALL send the following message to the terminal: 

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	RoamingAuthorisationStatus
	E
	M
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. 
Note: The codes in table 1 are be used
	UnsignedByte

	RoamingServiceScope
	E
	M
	1..N
	A field that SHALL indicate the roaming service scope of each PurchaseItem  that has been permitted to the terminal. This field MAY have information such as surcharge of roaming services or the requested PurchaseItem Service etc. There SHALL be one RoamingServiceScope for each originally requested PurchaseItem.The terminal SHALL be able to recognise this field and also be able to present it to the user.

	String

	
	
	
	
	
	


5.8.1.6 Confirm terms of roaming services

The terminal SHALL send the follow message to the Home Service Provider BSM. 

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	ConfirmRoaming
	E
	M
	1..N
	A field that SHALL be used to indicate whether a user agrees or not to the terms of the RoamingServiceScope for each PurchaseItem. This element SHALL be present for each PurchaseItem originally requested.

	Boolean

	
	
	
	
	
	


5.8.1.7 Long-term key message request
The Home Service Provider BSM SHALL request the long-term key message from the Visited Service Provider BSM so that the Home Service Provider BSM can forward the long-term key message to the terminal.

Note: Actual long-term key message format shall depend on CPSP method used.
5.8.1.8 Long-term key message response

The Visited Service Provider BSM SHALL deliver the long-term key message to the Home Service Provider BSM so that the Home Service Provider BSM can forward the long-term key message to the terminal.

Note: Actual long-term key message format shall depend on CPSP method used.
5.8.1.9 Long-term key message delivery
The Home Service Provider BSM SHALL deliver the long-term key message to the terminal so that the terminal may decode encoded services.

Note: Actual long-term key message format shall depend on CPSP method used.
5.8.1.10 Service delivery

After successful completion of the roaming registration procedure the terminal SHALL be able to receive and present BCAST services provided by the Visited Service Provider to the user. 

5.8.2 Roaming initiated via Visited Service Provider

This section defines the roaming procedure message formats for when a terminal requests roaming services to the Visited Service Provider to initiate the roaming procedure. 

Note: The values used in the messages of the following sub-sections SHALL be extracted from the Service Guide Context and Service Guide unless otherwise stated.
5.8.2.1 Service discovery and Service Guide delivery

To initiate the roaming procedure, BCAST service discovery and Service Guide delivery SHALL be possible via information provided to the terminal from the underlying Broadcast Distribution System (BDS). The specific mechanisms of this step are out of BCAST scope.

5.8.2.2 Request access to roaming BCAST services

The terminal SHALL send the following message to the Visited Service Provider BSM (BCAST Subscription Management):

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	UserID
	E
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).
	String

	HomeServiceProviderID
	E
	M
	1
	A globally unique ID that SHALL be used to identify the Home Service Provider.
	anyURI

	HomeServiceProviderBSMID
	E
	M
	1
	A unique ID that SHALL be used to identify the Home Service Provider BSM.
	anyURI

	PurchaseItemID
	E
	M
	1..N
	Should a user want to purchase one or more  particular services that he/she has seen from the Service Guide this field SHALL be used.

	anyURI


Note: After sending the request for roaming services, the Visited Service Provider may initiate terminal authentication. 

5.8.2.3 Roaming Service Authorisation Request

The Visited Service Provider BSM SHALL send the following message to the Home Service Provider BSM. 
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	UserID
	E
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).
	String

	VisitedServiceProviderID
	E
	M
	1
	A globally unique ID that SHALL be used to identify the Visited Service Provider.
	anyURI

	VisitedServiceProviderBSMID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited Service Provider BSM.
	anyURI


5.8.2.4 Roaming Service Authorisation Response

The Home Service Provider BSM SHALL send the following message to the Visited Service Provider BSM.
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	RoamingAuthorisationStatus
	E
	M
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. 
Note: The codes in table 1 are be used 
	UnsignedByte

	TerminalSubscriptionType
	E
	M
	1
	A field that SHALL indicate the subscription scope of the terminal in terms of roaming. The Home Service Provider and the Visited Service Provider have a common understanding of the field according to roaming agreements between them.


	UnsignedInt (32 bits)

	Authentication
	E
	O
	1
	The message authentication, created as described in section 5.1.3
[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


5.8.2.5 Response to access roaming BCAST services

The Visited Service Provider BSM SHALL send the following message to the terminal.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	RoamingAuthorisationStatus
	E
	M
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. 
Note: The codes in table 1 are be used
	UnsignedByte

	RoamingServiceScope
	E
	M
	1..N
	A field that SHALL indicate the roaming service scope of each PurchaseItem that has been permitted to the terminal. This field MAY have information such as surcharge of roaming services or the requested PurchaseItem Service etc. There SHALL be one RoamingServiceScope for each originally requested PurchaseItem. The terminal SHALL be able to recognise this field and also be able to present it to the user.

	String

	
	
	
	
	
	

	Authentication
	E
	NO/TO
	1
	The message authentication, created as described in section 5.1.3
[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


5.8.2.6 Confirm terms of roaming services

The terminal SHALL send the follow message to the Visited Service Provider BSM. 

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	ConfirmRoaming
	E
	M
	1..N
	A field that SHALL be used to indicate whether a user agrees or not to the terms of the RoamingServiceScope for each PurchaseItem. This element SHALL be present for each PurchaseItem originally requested.


	Boolean

	
	
	
	
	
	


5.8.2.7 Long-term key message delivery

The Visited Service Provider BSM SHALL deliver the long-term key message which is related with the requested purchase items to the terminal so that it may decode encoded services.

Note: Actual long-term key message format shall depend on CPSP method used.
5.8.2.8 Service delivery

After successful completion of the roaming registration procedure the terminal SHALL be able to receive and present BCAST services provided by the Visited Service Provider to the user. 

5.8.3 PurchaseItem List Request Procedure

5.8.3.1 Home Service Provider initiated PurchaseItem List Request

This flow is an optional step within the above defined roaming procedure. The following steps are to be used between “5.8.1.1 Service discovery and Service Guide delivery” and “5.8.1.2 Request access to roaming BCAST services”.
5.8.3.1.1 Request roaming PurchaseItem list
The terminal SHALL send the following message to the Home Service Provider BSM (BCAST Subscription Management)

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	UserID
	E
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).
	String

	VisitedServiceProviderID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited Service Provider.
	anyURI

	VisitedServiceProviderBSM ID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited Service Provider BSM.
	anyURI

	Visited BSDA ID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited BSDA.
	anyURI


5.8.3.1.2 Request PurchaseItem list
The Home Service Provider BSM SHALL send the following message to the Visited Service Provider BSM:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	UserID
	E
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).
	String

	HomeServiceProviderID
	E
	M
	1
	A unique ID that SHALL be used to identify the Home Service Provider.
	anyURI

	HomeServiceProviderBSMID
	E
	M
	1
	A unique ID that SHALL be used to identify the Home Service Provider BSM.
	anyURI

	VisitedBSDAID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited BSDA.
	anyURI

	TerminalSubscriptionType
	E
	M
	1
	A field that SHALL indicate the subscription scope of the terminal in terms of roaming. The Home Service Provider and the Visited Service Provider have a common understanding of the field according to roaming agreements between them.
	anyURI


5.8.3.1.3 Response to request PurchaseItem list

The Visited Service Provider BSM SHALL send the following message to the Home Service Provider BSM:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	RoamingAuthorisationStatus
	E
	M
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. 
Note: The codes in table 1 are be used 
	UnsignedByte

	PurchaseItem 
	E
	M
	0..N
	This field SHALL indicate the PurchaseItems that may be purchased by the roaming terminal in the Visited Service Provider network. The GlobalPurchaseItemID SHALL be used to identify each PurchaseItem.

	anyURI


5.8.3.1.4 Response to request roaming PurchaseItem list

The Home Service Provider BSM SHALL send the following message to the terminal:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	RoamingAuthorisationStatus
	E
	M
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. 
Note: The codes in table 1 are be used 
	UnsignedByte

	PurchaseItem
	E
	M
	0..N
	This field SHALL indicate the PurchaseItems that may be purchased by the roaming terminal in the Visited Service Provider network. The GlobalFragmentID SHALL be used to identify the PurchaseItem.


	anyURI


5.8.3.2 Visited Service Provider initiated PurchaseItem List Request
This flow is an optional step within the above defined roaming procedure. The following steps are to be used between “5.8.2.1 Service discovery and Service Guide delivery” and “5.8.2.2 Request access to roaming BCAST services”.

5.8.3.2.1 Request roaming PurchaseItem list

The terminal SHALL send the following message to the Visited Service Provider BSM (BCAST Subscription Management)

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	UserID
	E
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).
	String

	HomeServiceProviderID
	E
	M
	1
	A globally unique ID that SHALL be used to identify the Home Service Provider.
	anyURI

	HomeServiceProviderBSMID
	E
	M
	1
	A unique ID that SHALL be used to identify the Home Service Provider BSM.
	anyURI


5.8.3.2.2 Request roaming terminal subscription information

The Visited Service Provider BSM SHALL send the following message to the Home Service Provider BSM. 
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	UserID
	E
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).
	String

	VisitedServiceProviderID
	E
	M
	1
	A globally unique ID that SHALL be used to identify the Visited Service Provider.
	anyURI

	VisitedServiceProviderBSMID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited Service Provider BSM.
	anyURI


5.8.3.2.3 Response to request roaming terminal subscription information

The Home Service Provider BSM SHALL send the following message to the Visited Service Provider BSM.
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	RoamingAuthorisationStatus
	E
	M
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. 
Note: The codes in table 1 are be used 
	UnsignedByte

	TerminalSubscriptionType
	E
	M
	1
	A field that SHALL indicate the subscription scope of the terminal in terms of roaming. The Home Service Provider and the Visited Service Provider have a common understanding of the field according to roaming agreements between them.


	UnsignedInt (32 bits)

	Authentication
	E
	O
	1
	The message authentication, created as described in section 5.1.3
[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


5.8.3.2.4 Response to request roaming PurchaseItem list

The Visited Service Provider BSM SHALL send the following message to the terminal.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RequestID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	RoamingAuthorisationStatus
	E
	M
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. 
Note: The codes in table 1 are be used
	UnsignedByte

	PurchaseItem
	E
	M
	0..N
	This field SHALL indicate the PurchaseItems that may be purchased by the roaming terminal in the Visited Service Provider network. The GlobalPurchaseItemID SHALL be used to identify each PurchaseItem.


	anyURI


5.8.4 Protocol stack for message exchanges between BSMs

[Note: Interface between A BSM and B BSM is to be defined in AD]
The following protocol stack SHALL be used for message exchange between BSMs. HTTP over TCP/IP SHOULD be used for the delivery of the roaming procedure authorisation messages. IPsec SHOULD be used in conjunction with TCP/IP to provide secure delivery of the authorisation messages.
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Change 2:  Update of Appendix D for consistency with changes proposed above.
Appendix D. Roaming Related Flows
Note: This appendix should be reflected on the Architecture Document during the Consistency Review period.
 Broadcast roaming means that an End User moves into a service area of a Visited Service Provider and consumes Broadcast Services provided by this Visited Service Provider. The Visited Service Provider provides the Service Guide and Contents for the roaming terminal. The Visited Service Provider and Home Service Provider communicate with each other to authorise roaming for a Terminal.

D.1 Roaming initiated via Home Service Provider

This flow describes where the terminal requests roaming services directly to its Home Service Provider to initiate the roaming procedure. 
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Figure D.1 - Roaming initiation at Home Service Provider

1. The Terminal moves to the Visited Service Provider service area from its Home Service Provider service area. The Terminal discovers that BCAST services are available by means of information provided from the underlying BDS or IN or BDS-SD. The specifics of how service discovery is executed is beyond the scope of OMA BCAST. Through the Service Guide Acquisition step the Terminal is able to obtain the entry point for the Service Guide. From the information obtained through the Service Guide entry point the Terminal is able to receive the Service Guide. After viewing the Service Guide the user decides to request roaming services. Depending upon operator policies, terminal or smartcard authentication may be initiated before the terminal actually begins roaming.

2. This is an optional step in the roaming process where the Terminal may request a list of PurchaseItems that it may subscribe to while roaming.

2-1. The Terminal sends a request to the Home Service Provider BSM that is wishes to receive a list of the PurchaseItems it may subscribe to while roaming in the Visited Service Provider service area. If the Home Service Provider does not have a roaming agreement with the Visited Service Provider it may refuse the request from the Terminal. If required the Home Service Provider may optionally initiate terminal or smartcard authentication.
2-2. The Home Service Provider BSM sends a message to the Visited Service Provider BSM that a Terminal has requested a list of PurchaseItems it may subscribe to while roaming. The Home Service Provider BSM sends information to the Visited Service Provider BSM based on the roaming agreement between them and the Terminal’s original subscription.
2-3. The Visited Service Provider BSM evaluates the information from the Home Service Provider BSM and sends a response consisting of the list of PruchaseItems that the roaming Terminal may subscribe to. 
2-4. The Home Service Provider BSM sends a response to the Terminal requesting the PurchaseItem list based on the response from the Visited Service Provider BSM.
3. The Terminal sends a request to the Home Service Provider BSM that it wishes to access services provided by the Visited Service Provider. It may additionally send information related to a specific service that the user may want to consume. If the Home Service Provider does not have a roaming agreement with the Visited Service Provider it may refuse the roaming request from the Terminal. If required the Home Service Provider may optionally initiate terminal or smartcard authentication.
4. The Home Service Provider BSM sends a message to the Visited Service Provider BSM that a Terminal has requested roaming services. The Home Service Provider BSM sends information to the Visited Service Provider BSM based on the roaming agreement between them and what services the Terminal may receive based on the Terminal’s original subscription.

5. The Visited Service Provider BSM evaluates the information from the Home Service Provider BSM and sends a response on whether roaming is possible or if any further charging may occur for the Terminal requesting roaming services if the roaming agreement between the Service Providers does not cover all charging for the Terminal. 

6. The Home Service Provider BSM sends a response to the Terminal requesting roaming services based on the response from the Visited Service Provider BSM.

7. After receiving the response for the roaming request the Terminal decides whether to accept the terms of roaming  and responds to the Home Service Provider BSM. 

8. If the user accepts the terms of roaming, the Home Service Provider BSM requests the Long-term Key message to the Visited Service Provider BSM.

9. The Visited Service Provider BSM sends the Long-term Key message to the Home Service Provider BSM.

10. The Home Service Provider BSM sends the Long-term Key message to the Terminal so that it may access the encoded services.

11. Services are delivered to the Terminal for user consumption.

D.2 Roaming initiated via Visited Service Provider

This flow describes where the terminal requests roaming services directly to the Visited Service Provider to initiate the roaming procedure. 
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Figure D.2 - Roaming initiation at Visited Service Provider

1. The Terminal moves to the Visited Service Provider service area from its Home Service Provider service area. The Terminal discovers that BCAST services are available by means of information provided from the underlying BDS or IN or BDS-SD. The specifics of how service discovery is executed is beyond the scope of OMA BCAST. Through the Service Guide Acquisition step the Terminal is able to obtain the entry point for the Service Guide. From the information obtained through the Service Guide entry point the Terminal is able to receive the Service Guide. After viewing the Service Guide the user decides to request roaming services. Depending upon operator policies, terminal or smartcard authentication may be initiated before the terminal actually begins roaming.
2. This is an optional step in the roaming process where the Terminal may request a list of PurchaseItems that it may subscribe to while roaming.

2-1. The Terminal sends a request to the Visited Service Provider BSM that is wishes to receive a list of the PurchaseItems it may subscribe to while roaming in the Visited Service Provider service area. If the Visited Service Provider does not have a roaming agreement with the Home Service Provider it may refuse the request from the Terminal. If required the Home Service Provider may optionally initiate terminal authentication by request of the Visited Service Provider.
2-2. The Visited Service Provider BSM sends a message to the Home Service Provider BSM requesting information regarding the Terminal requesting a list of PurchaseItems it may subscribe to.
2-3. The Home Service Provider BSM evaluates the request from the Visited Service Provider BSM and sends a response consisting of  PurchaseItems the Terminal is allowed to subscribe to, while in the Visited Service Provider service area. In the response the Home Service Provider BSM sends information to the Visited Service Provider BSM based on the roaming agreement between them and the Terminal’s original subscription. 

2-4. The Visited Service Provider BSM sends a message to the Terminal consisting of the PurchaseItem list it may subscribe to while roaming.

3. The Terminal sends a request to the Visited Service Provider BSM that it wishes to access services provided by the Visited Service Provider. It may additionally send information related to a specific service that the user may want to consume. If the Visited Service Provider does not have a roaming agreement with the Home Service Provider it may refuse the roaming request from the Terminal. If required the Home Service Provider may optionally initiate terminal authentication by request of the Visited Service Provider.
4. The Visited Service Provider BSM sends a message to the Home Service Provider BSM that a Terminal has requested roaming services.

5. The Home Service Provider BSM evaluates the request from the Visited Service Provider BSM and sends a response on whether roaming is possible to the Visited Service Provider BSM. In the response the Home Service Provider BSM sends information to the Visited Service Provider BSM based on the roaming agreement between them and what services the Terminal may receive based on the Terminal’s original subscription.

6. The Visited Service Provider BSM sends a message to the Terminal which requested roaming services whether roaming is possible and information related to charging. If any further charging may occur for the Terminal requesting roaming services if the roaming agreement between the Service Providers does not cover all charging for the Terminal. Also a confirmation request on accepting the terms of roaming (i.e. charging) is sent together with the response message.

7. After receiving the response for the roaming request the Terminal decides whether to accept the terms of roaming access and responds to the Visited Service Provider BSM. 

8. If the user accepts the terms of roaming, the Visited Service Provider BSM sends the Long-term Key message to the Terminal so that it may have access to the encoded services which will be delivered.

9. Services are delivered to the Terminal for user consumption.
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