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1 Reason for Contribution

Some review comments on Services TS.
2 Summary of Contribution

Review comments on Services TS
3 Detailed Proposal

	ID
	Open Date
	Edit
	Section
	Description
	Status

	
	
	N
	5.1.5.1
	Source: Orange

From: 
Comment:

We don't understand why for Request ID we've got O and cardinality "1": we 've got the same problem in many elements

Proposed Resolution:

Harmonize the category and the cardinality
	Status: OPEN



	
	
	N
	5.1.5.2
	Source: Orange

From: 
Comment:
It seems that the response embeds possible several ESG fragments? Is there a possibility to compress these fragments? If not why not providing the identifier of the fragments (instead of the fragments themselves) and let the possibility to the terminal to request the fragments over the interactive channel (gzip could be used)

Proposed Resolution:

providing the identifier of the fragments (instead of the fragments themselves) and let the possibility to the terminal to request the fragments over the interactive channel (gzip could be used). This proposed solution could apply at each time, in the Services-spec a response embeds ESG fragments
	Status: OPEN



	
	
	N
	5.1.5.2
	Source: Orange

From: 
Comment:
Why the price info is unique whereas there are possibly many PurchaseItem?)

Proposed Resolution:

For each PurchaseItemID provide one Price_Info
	Status: OPEN



	
	
	N
	5.2.1.1 (and 5.2.1.2)
	Source: Orange

From: 
Comment:
We should be more specific stating that the existence of content fragments is mandatory in case the files parameters are signalled in the Service Guide (in case of a broadcast transmission). The same issue exists into the 5.2.1.2 section

Proposed Resolution:
There MAY be one or more Content fragments that specify the Terminal Provisioning messages as files, as defined in section 5.2.1. The existence of such Content Fragments is mandated in case of a broadcast transmission for which the files parameters are signaled into the Service Guide and not into the File Delivery Table of the defined File Distribution session.

	Status: OPEN



	
	
	N
	5.3.6.1
	Source: Orange

From: 
Comment:
Change the reference to ESG spec in the section :"The delivery method used for the delivery SHALL be signaled within the InteractivityData fragment of the Service Guide as specified in section 5.2.2.10 of [BCAST10-ESG]".

Proposed Resolution:
Align the reference sectioning when BCAST10-ESG  spec is finalized 


	Status: OPEN



	
	
	N
	5.3.6.1
	Source: Orange

From: 

Comment:

Different terminology is used into this section: media objects bundle, media objects set…

Proposed Resolution:

Replace bundle by set into: 

"The media objects of a media object set are packed into one file bundle transported separately from the InteractivityMedia document. The InteractivityMedia document (i.e. the parent Media Object Group) only describes for each media set the involved interactivity technology, the type of included media objects, and the file delivery information needed to retrieve the media objects set"

	Status: OPEN



	
	
	N
	5.3.6.1
	Source: Orange

From: 

Comment:

It's not clear whether we speak of media object group or media object set in different sentences: example "Setting an Update Flag in the first document to “true” enables the rendering of the media object set for the next question". It appears that in the Interactivity_Media_document the Update_flag is rather associated to the Media_object_group…
Proposed Resolution:

Clarify the definition of Media Object Group and Media Object Set


	Status: OPEN



	
	
	N
	5.3.6.1
	Source: Orange

From: 

Comment:
Are Update_flag and On_Action_Pointer
exclusive? If not what happens if they are both declared at the moment of the "Input_allowed_time" expires? 

Same questions for the co-existence of Update_flag and On_Time_Out_Pointer
Proposed Resolution:

Clarify the possibility to have Update_flag and On_Action_Pointer declared and Update_flag and On_Time_Out_Pointer declared
	Status: OPEN



	
	
	N
	5.3.6.1
	Source: Orange

From:
Comment:
Is the attribute RelativePreference the same thing as relative priority described in the introduction of chapter 5.3.6.1?
Proposed Resolution:

Replace relative priority by relative preference 
	Status: OPEN



	
	
	N
	5.3.6.1
	Source: Orange

From:
Comment:
The RelativePreference of the generic media object set is mandatory and not the

RelativePreference attribute of the SMSTemplate

Proposed Resolution:
Make the RelativePreference attribute of the SMSTemplate mandatory


	Status: OPEN



	
	
	N
	5.3.6.1.4.1
	Source: Orange

From:
Comment:
The section refers to a MMS Template in the InteractivityMedia Document: such template doesn't exist in the Interactivity Media document generic format

Proposed Resolution:
Define the MMS template into the InteractivityMedia document
	Status: OPEN



	
	
	N
	5.7.1 Specifying alternative accesses for a service
	Source: Orange

From:
Comment:
In the SG spec, we speak of AlternativeAccessURL and not InteractiveAccessURL 

Proposed Resolution:
replace InteractiveAccessUrl by AlternativeAccessURL in this chapter
	Status: OPEN



	
	
	N
	5.8.1.4
	Source: Orange

From:
Comment:
Roaming Service Scope is not clearly specified. There is no table 2
Proposed Resolution: 

Specify the semantics of different possible value  for this field
	Status: OPEN



	
	
	N
	5.8.1.3
	Source: Orange

From:
Comment:
PurchaseItem can include services, and services bundles, or one or more content items
Proposed Resolution: 

Replace in the definition of the PurchaseItem ID "particular service" by "particular PurchaseItem" 

	Status: OPEN



	
	
	N
	5.8.1.4
	Source: Orange

From:
Comment:
PurchaseItem can include services, and services bundles, or one or more content items
Proposed Resolution: 

Replace in the definition of the PurchaseItem ID "services or service bundles" by "PurchaseItems" 
	Status: OPEN



	
	
	N
	1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Scope is missing. What is the document about, what is it for, what does it contain? How is it related to the other BCAST documents etc.
	Status: OPEN



	
	
	Y
	2
	Source: Orange

From: 

Comment:

Delete yellow OMA template box.
	Status: OPEN



	
	
	Y
	2.1
	Source: Orange

From: 

Comment:

Order references alphabetically
	Status: OPEN



	
	
	Y
	3.1
	Source: Orange

From: 

Comment:

Section needs to be cleaned up.
	Status: OPEN



	
	
	Y
	3.2
	Source: Orange

From: 

Comment:

Remove yellow template box. Order alphabetically. Define LTKM as per service and content protection spec.
	Status: OPEN



	
	
	Y
	3.3
	Source: Orange

From: 

Comment:

Remove OMA template yellow box. Order abbreviations alphabetically
	Status: OPEN



	
	
	N
	4
	Source: Orange

From: 

Comment:

Yellow box from template needs to be removed. list of specifications needs to be added. References to adaptation specifications also.
	Status: OPEN



	
	
	N
	5
	Source: Orange

From: 

Comment:

Table refers to service protection and content protection. As the functional difference between these is minimal, it is recommended to distinguish interfaces for transport encryption or content encryption OR for file protection and  stream protection.
	Status: OPEN



	
	
	N
	5.1
	Source: Orange

From: 

Comment:

Text in the section  highlighted in yellow needs to be resolved and removed. The introductory sentence about service provisioning is rather short. Where is it explained properly? Where are the message flows? Is it better explained in another document? More generally the section is a list of messages with parameters and it is not always clear what they are for. 
	Status: OPEN



	
	
	N
	5.1.1
	Source: Orange

From: 

Comment:

Sentence says " The device needs to know the URL for HTTP or HTTPS sessions. It is expected that this is supported by information contained in the Service Guide."
Is the information in the ESG or not?
	Status: OPEN



	
	
	N
	5.1.3
	Source: Orange

From: 

Comment:

Sentence says message authentication will use the methods specified by the underlying protection mechanism.

What does it mean? It could mean everything and nothing. Is it BDS specific? Mentioned in adaptation specs? Out of scope? What if there is no underlying protection mechanism?
	Status: OPEN



	
	
	N
	5.2
	Source: Orange

From: 

Comment:

Last bullet says

· Over interface TP-4 the exchange of information SHALL consist of OMA DM provisioning messages [OMA DM]. Over this interface, the OMA DM provisioning messages are exchanged as file objects of type “application/vnd.syncml.dm+wbxml”. The delivery mechanism of these messages is not specified.

Why is the last sentence needed? If the messages are file objects are these not delivered using BCAST file delivery? Does DM define another mechanism? Either way it's hard to believe it is "not specified". This seems to mean one does not know how to deliver the messages, which seems rather worrying. Don't 5.2.3 and 5.2.4 explain this?
	Status: OPEN



	
	
	N
	5.2.1
	Source: Orange

From: 

Comment:

Section states software updates SHOULD be possible via TP-M. Where is this explained?

How exactly are all of the functionalities used? Where is it specified? The whole section seems to list hypothetical functionality. How is it actually done? Does DM do everything?
	Status: OPEN



	
	
	N
	5.2.1.3
	Source: Orange

From: 

Comment:

TBD in yellow. Management Object is missing.
	Status: OPEN



	
	
	Y
	5.3
	Source: Orange

From: 

Comment:

section TBD in list 1 and 3.
	Status: OPEN



	
	
	Y
	5.3.1
	Source: Orange

From: 

Comment:

section X.Y needs to be corrected.
	Status: OPEN



	
	
	N
	5.3.1
	Source: Orange

From: 

Comment:

media codec part is TBD. Either we provide a minimum list of codecs are we say the BDS specific codecs apply. 
	Status: OPEN



	
	
	N
	5.4,5.3.5
	Source: Orange

From: 

Comment:

Empty sections.
	Status: OPEN



	
	
	Y
	5.3.6
	Source: Orange

From: 

Comment:

sectionm xx needs to be correct to section ? If it is in the ESG document, reference needs to be added too.
	Status: OPEN



	
	
	Y
	5.3.6.1
	Source: Orange

From: 

Comment:

After several lengthy paragraphs there is a message structure. This is not introduced in the text. What is it? A sentence introducing it should be placed just before the table.
	Status: OPEN



	
	
	Y
	ALL tables
	Source: Orange

From: 

Comment:

Several tables are in the document, should these not be labeled so that we know what they are for?
	Status: OPEN



	
	
	Y
	5.3.6.1
	Source: Orange

From: 

Comment:

Lots of yellow highlights and barred text. This should be corrected.
	Status: OPEN



	
	
	Y
	5.3.6.1.2
	Source: Orange

From: 

Comment:

Note refers to section 5.3.6.1.x. This should be corrected.
	Status: OPEN



	
	
	Y
	5.4.1
	Source: Orange

From: 

Comment:

Text in yellow "How this mapping is done, is tbd" should be resolved.
	Status: OPEN



	
	
	Y
	5.4.2
	Source: Orange

From: 

Comment:

Yellow note needs to be resolved. 

TBD type for UserID has to be corrected.

Also, Appendix X is highlighted in yellow. This should be corrected.
	Status: OPEN



	
	
	Y
	5.5,5.5.1,5.5.2,5.5.3,5.5.4
	Source: Orange

From: 

Comment:

Empty text.
	Status: OPEN



	
	
	N
	5.6
	Source: Orange

From: 

Comment:

general question on charging. Is it possible to re-use the underlying BDS charging functionality? e.g. for MBMS? BCMCS? Is this in or out of scope?
	Status: OPEN



	
	
	Y
	5.6.1
	Source: Orange

From: 

Comment:

Interactive Service Ordering in table refers to section 5.3.4 (TBD). What is the TBD?
	Status: OPEN



	
	
	Y
	5.6.3
	Source: Orange

From: 

Comment:

The text in bold just under the section title is unclear. Is that what the table is about? Introductory text for the tables is perhaps missing?
	Status: OPEN



	
	
	N
	5.6.3
	Source: Orange

From: 

Comment:

Are tables complete as sometimes there are empty boxes eg missing BCAST field names. Does this mean we can ignore the OMA data elements?
	Status: OPEN



	
	
	Y
	5.7.2
	Source: Orange

From: 

Comment:

attribute TBD appears twice. Two editorial notes are present saying mobility and roaming need to be defined.
	Status: OPEN



	
	
	N
	5.7.1
	Source: Orange

From: 

Comment:

section 5.7.1 appears twice. The second one is called "between service areas of of a BDS". What does that mean?
	Status: OPEN



	
	
	N
	5.8
	Source: Orange

From: 

Comment:

Yellow note about roaming agreement seems rather important. 
	Status: OPEN



	
	
	N
	5.8
	Source: Orange

From: 

Comment:

How does the whole section relate to e.g. roaming between MBMS networks or BCMCS networks? As these have their own roaming mechanisms are we not duplicating things here? Would there be two levels of roaming? Or just one? Should this be detailed in the service and content protection specification? Also in the adaptation specifications? 
	Status: OPEN



	
	
	N
	5.8.1
	Source: Orange

From: 

Comment:

As per the note, is this needed?
	Status: OPEN



	
	
	N
	5.8.1
	Source: Orange

From: 

Comment:

Why is second note in yellow? 
	Status: OPEN



	
	
	N
	5.8 and sections within
	Source: Orange

From: 

Comment:

Why are there no message flows? Where are they? A link should be provided.
	Status: OPEN



	
	
	N
	5.8.1.2
	Source: Orange

From: 

Comment:

Yellow note after table seems rather important. Should it not be clarified?
	Status: OPEN



	
	
	N
	5.8.1.2,5.8.13,5.8.2.x
	Source: Orange

From: 

Comment:

data type for IDs is "anyURI". This does not seem to be correct.
	Status: OPEN



	
	
	N
	5.8 and sections within
	Source: Orange

From: 

Comment:

List of messages is given with normative SHALL send statements but it is not clear when they shall be sent.
	Status: OPEN



	
	
	N
	5.8.1.7
	Source: Orange

From: 

Comment:

Why should the home service provider send LTKMs to the terminal in a visited network? The terminal is in the visited network and if it wants to access any service in the visited network it will contact the relevant RightsIssuer. It does not make sense to go through the home network.
	Status: OPEN



	
	
	Y
	5.8.1.x
	Source: Orange

From: 

Comment:

Several yellow notes
	Status: OPEN



	
	
	Y
	5.8.2.x
	Source: Orange

From: 

Comment:

Several yellow notes.
	Status: OPEN



	
	
	N
	5.8.2.7,5.8.2.8
	Source: Orange

From: 

Comment:

This reads as though it describes a message flow. Otherwise it adds nothing to the specification.
	Status: OPEN



	
	
	N
	5.8.3
	Source: Orange

From: 

Comment:

Yellow note. Is interface defined in AD? Which one?
	Status: OPEN



	
	
	N
	5.8.3
	Source: Orange

From: 

Comment:

Protocol stack uses IPsec for security. HTTPs has been recommended by SEC and adopted in service and content protection specification. It should also be used in 5.8.3.

Proposed Resolution:

The following protocol stack SHALL be used for message exchange between BSMs. HTTPS over TCP/IP SHOULD be used for the delivery of the roaming procedure authorisation messages. IPsec SHOULD be used in conjunction with TCP/IP to HTTPS provide ensures the secure delivery of the authorisation messages.
Editor: please correct protocol stack in figure ????
	Status: OPEN



	
	
	Y
	5.8.3
	Source: Orange

From: 

Comment:

Protocol stack figure is not labeled and has no number.
	Status: OPEN



	
	
	Y
	5.9
	Source: Orange

From: 

Comment:

reference to OMA MLP to be added in yellow.
	Status: OPEN



	
	
	Y
	6
	Source: Orange

From: 

Comment:

What does "Application to Example Services" mean? This is not correct English.
	Status: OPEN



	
	
	Y
	6
	Source: Orange

From: 

Comment:

Editor's note should be replaced by introductory text explaining what the section is about and what it contains.
	Status: OPEN



	
	
	Y
	6.1
	Source: Orange

From: 

Comment:

Would a better title not be "Use of MMS Template for Service Interaction"? Perhaps with a "- example" at the end?
	Status: OPEN



	
	
	N
	6.1
	Source: Orange

From: 

Comment:

A simple message flow chart would greatly enhance the value of this section as it would others.
	Status: OPEN



	
	
	Y
	6.1.2.1
	Source: Orange

From: 

Comment:

Is this really the first figure in the whole document?
	Status: OPEN



	
	
	Y
	document template
	Source: Orange

From: 

Comment:

OMA-Template-Spec-2004-0928-I is visible in the lower right-hand corner of all pages. Presumably this should be removed.
	Status: OPEN



	
	
	Y
	Appendix C
	Source: Orange

From: 

Comment:

OMA template yellow box.
	Status: OPEN



	
	
	N
	Appendix D
	Source: Orange

From: 

Comment:

Aha, here are the flows! These should be in the relevant sections in the document otherwise we just have a list of messages. Also, where there is a number to a message this should be reflected accordingly in the text. 
	Status: OPEN



	
	
	Y
	Appendix D
	Source: Orange

From: 

Comment:

Yellow note. What should be reflected in the AD? Has it been?
	Status: OPEN



	
	
	Y
	Last page?
	Source: Orange

From: 

Comment:
Other than seeing that we're at page 80 of 80, is there not an empty page in the OMA template indicating it is deliberately blank or that we're at the end of the spec?
	Status: OPEN




4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Above comments to be discussed and relevant solutions agreed in BAC BCAST SWG.
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