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1 Reason for Contribution

Orange consistency review comments on OMA-TS-BCAST_ MBMS_Adaptation-V1_0-20060419-D
2 Summary of Contribution

Review comments on OMA-TS-BCAST_ MBMS_Adaptation-V1_0-20060419-D
3 Detailed Proposal

Comments regarding OMA-TS-BCAST_ MBMS_Adaptation-V1_0-20060419-D
	ID
	Open Date
	Edit
	Section
	Description
	Status

	
	
	Y
	Tables
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Funny characters where Tables list should be

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Scope is vague and unclear. Adaptation to underlying BDS functionality should be mentioned. The possibility of using BCAST over the BDS as a pure bearer should also be mentioned as this means no such limitations.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	Y
	2.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	2.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

RFCF3711 SRTP missing.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	4
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Introduction applies when adapting to the underlying BDS functionality. The possibility of using BCAST over the BDS as a pure bearer should also be mentioned as this means no such limitations.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

First paragraph sounds just like an introduction, this seems redundant with the text in 4. Again, restrictions apply only when "sharing" functionality / streams.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.2.4
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Section heading is called "Disallowed elements and attributes" but bullets give restrictions in number. Proposed to rename the section "Constraints on elements and attributes"

Proposed Resolution:

5.2.4 Disallowed Constraints on elements and attributes
	Status: OPEN

<provide response>

	
	
	N
	5.2
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Reference to 3GPP specifications does not respect OMA format e.g. [26.346]. Also, reference to BCAST documents uses old terminology e.g. [TS SCP], [TS Distribution]. Editor: please correct.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.2.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

SG is never defined as being abbreviation for Service Guide.

Proposed Resolution:

5.2.1
Service Guide Delivery over Broadcast Channel

If the Service gGuide (SG) is delivered over the broadcast channel, it SHALL be delivered using an MBMS download session and using FLUTE as the transport protocol.
	Status: OPEN

<provide response>

	
	
	N
	3.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

SG abbreviation missing

Proposed Resolution:

SG Service Guide
	Status: OPEN

<provide response>

	
	
	N
	5.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Reference to SvcContProt needs to be corrected. Sentence on GBA should refer to Smartcard Profile using (U)SIM instead.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

OMA DRM 2.0 based mechanism should actually say DRM Profile and have relevant reference to SvcContProt.

Proposed Resolution:

The Terminal MAY support service protection using the OMA DRM 2.0 based mechanism DRM Profile [BCAST10-ServContProt].
	Status: OPEN

<provide response>

	
	
	N
	5.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Sentence after OMA DRM 2.0 based mechanism does not mean anything or add any value as everything is in DRM Profile. Should be removed.

Proposed Resolution:

IF DRM based service protection is supported, the Terminal SHALL support the reception and processing of keys transported in OMA DRM 2.0 ROs.
	Status: OPEN

<provide response>

	
	
	N
	5.4.5
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Section heading is rather convoluted / complex. Propose to simplify.

Proposed Resolution:

5.4.5
SRTP encryption: Sharing between BCAST and 3GPP-MBMS compatible terminals SRTP protected media streams
	Status: OPEN

<provide response>

	
	
	N
	5.4.5
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

SRTP is only mandatory when re-using the MBMS functionality or wishing to share access with MBMS terminals.

Proposed Resolution:

This subsection describes how a number of Operators can share the same SRTP protected stream(s) while maintaining compatibility with the 3GPP MBMS specifications. This solution allows MBMS only terminals to share the same protected media stream as BCAST terminals
. The use of SRTP is mandatory with respect to 3GPP MBMS [TS 3GPP 33.246]. This does not exclude the use of IPSec or ISMACryp with BCAST terminals, but this means the protected streams can not be shared with MBMS terminals.
	Status: OPEN

<provide response>

	
	
	N
	5.4.5
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

MKI identifier is discussed as are MSK ID and MTK ID. Their lengths should be stated explicitly.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.4.5
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

It is not clear what identifier is used for the programme / service and whether this has to be the same as that used for an MBMS service. What is the impact in terms of the BCAST ESG? Are there extra constraints on the identifier? This should be stated explicitly.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.4.5
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Phrase "3GPP MBMS variant of the Smartcard Profile" is used. Proposal to replace all to Smartcard Profile using MBMS key management or Smartcard Profile using (U)SIM. 

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.4.5.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Section heading is too long, propose to simplify

Proposed Resolution:

5.4.5.1 A single SRTP protected media stream shared by three operators using the MBMS variant of the Smartcard Profile using MBMS key management
	Status: OPEN

<provide response>

	
	
	N
	5.4.5.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Text refers to Figure 14 whereas figure is Figure 1.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.4.5.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Figure caption is complex, propose to simplify

Proposed Resolution:

Sharing a single SRTP protected media stream between three operators implementing using the 3GPP MBMS variant of the Smartcard Profile for 3GPP MBMS key management
	Status: OPEN

<provide response>

	
	
	N
	5.4.5.2
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Section heading is too long, propose to simplify

Proposed Resolution:

5.4.5.2 Two SRTP protected media streams, provided by two different service providers (BSD/A) and shared by three operators using the MBMS variant of the Smartcard Profile using MBMS key management
	Status: OPEN

<provide response>

	
	
	N
	5.4.5.2
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Figure caption is complex, propose to simplify

Proposed Resolution:

Sharing two SRTP protected media streams between three operators implementing using the MBMS variant of the Smartcard Profile for using MBMS key management
	Status: OPEN

<provide response>

	
	
	N
	5.4.5.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Section heading is too long, propose to simplify

Proposed Resolution:

5.4.5.3 A single SRTP protected stream shared by operators using DRM profile, MBMS and sSmartcard profiles using MBMS and BCMCS key management and BCMCS smartcard profile
	Status: OPEN

<provide response>

	
	
	Y
	5.4.5.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Typo, implments instead of implements

Proposed Resolution:

For key management Operators A implements the DRM Profile, Operator B implements MBMS variant of the Smartcard Profile and C implements the BCMCS variant of the Smartcard profile.
	Status: OPEN

<provide response>

	
	
	N
	5.4.6
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Section should be removed completely as this belong to main ServContProt specification (BCAST generic solution without MBMS key management limitations)

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	6
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Empty sections!

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	Y
	7.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

NO = Mandatory for network to use should say Optional for network to used

Proposed Resolution:

NO = Mandatory Optional for network to use;
	Status: OPEN

<provide response>

	
	
	N
	7.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

NM / NO both mean network mandatory to support though it doesn't say so. This should be added.

Proposed Resolution:

NM = Mandatory for network to use and support; NO = Mandatory Optional for network to use and mandatory to support;
	Status: OPEN

<provide response>

	
	
	N
	Appendix B C-004, S-003
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Should MBMS-USD for Session Description not be M?

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	Appendix B C-008
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

C-008 GBA based profile should refer to Smartcard Profile using (U)SIM. Reference needs to be corrected

Proposed Resolution:

Change:

GBA based Smartcard profiles using (U)SIM for service protection
Change:

Sections 5.1.1.3.1 and 5.1.2.2.2 6 in [BCAST10-ServContProt] ServContProt TS
	Status: OPEN

<provide response>

	
	
	N
	Appendix B C-009
	Source: Orange

From: <INP doc, mtg, confcall

Comment: OMA DRM 2.0 is DRM Profile. Reference to TS ServContProt should be added.

Proposed Resolution:

Change:

OMA DRM Profile 2.0 for service protection
Change:

Section 5 in [BCAST10-ServContProt]
	Status: OPEN

<provide response>

	
	
	N
	Appendix B C-010
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Not needed as this is part of DRM Profile in C-009

Proposed Resolution:

Remove C-010
	Status: OPEN

<provide response>

	
	
	N
	Appendix B S-010
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Should be Mandatory otherwise can not share SRTP streams with MBMS terminals!

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	Appendix B S-011
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

This section will be removed as it belong to main ServContProt specification. However, pure BCAST behaviour should also be possible for BCAST only terminals on an MBMS network. Hence this behaviour should be present de facto.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	Appendix B S-012, S-013
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Why are these Optional and not Mandatory?

Proposed Resolution:
	Status: OPEN

<provide response>


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Consider and resolve comments during consistency review.









� It is noted that the MBMS terminals and BCAST terminals are likely to be receiving the media stream over different bearers in which cases their would be no bandwidth efficiency savings but there are still potentially valid use cases, e.g. an Operator chooses to broadcast protected media over MBMS or another bearer dependent location to dual mode terminals.   
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