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	Submission Date:
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	Source:
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	Attachments:
	n/a

	Replaces:
	n/a


1 Reason for Contribution

This Input Contribution is for the internal collection of comments and resolutions related to [BCAST10-XBS] for BCAST 1.0 Consistency Review. The content of this IC will be reflected in the formal BCAST 1.0 Consistency Review Report later. 
2 Summary of Contribution

Collection of comments and resolutions related to [BCAST10-XBS] for BCAST 1.0 Consistency Review.
3 Detailed Proposal

Review Comments

< OMA-TS-DRM-XBS-V1_0-20060321-D.doc>
	ID
	Open Date
	Edit
	Section
	Description
	Status

	DX001
	2006.03.26
	N
	3.4
	Source: Nokia

From: OMA-BCAST-2006-281
Comment:

Some operations used in the document have not been defined in Section 3.4.

These operations are:

· A{K}(M)
· V{K}(M)
· A | B
· A<<B

· A>>B

These definitions are necessary for the clear understanding of the rest of the document.

Proposed Resolution:
Proposed solution is introduced in CR 284
	Status: closed

OMA-BCAST-2006-0284 was temporally agreed at BCAST/DLDRM joint meeting on April 3rd.



	DX002
	2006.03.26
	Y
	several
	Source: Nokia

From: OMA-BCAST-2006-281
Comment:

“Noar” should be replaced by  correct name “Naor”

Proposed Resolution:
All occurrences should be searched and replaced.
	Status: closed

The proposed resolution was accepted by BCAST/DLDRM.

Note :  Joint meeting minute does not have the decision about this. According to my memory, the proposed resolution was accepted. Anyhow, the check is necessary.

	DX003
	2006.03.26
	Y
	several
	Source: Nokia

From: OMA-BCAST-2006-281
Comment:

References to “PCKS” should be replaced by correct name “PKCS” PKCS stands for “Public-Key Cryptography Standard”.

Proposed Resolution:
All occurrences should be searched and replaced
	Status: closed

The proposed resolution was accepted by BCAST/DLDRM.

Note :  Joint meeting minute does not have the decision about this. According to my memory, the proposed resolution was accepted. Anyhow, the check is necessary.

	DX004
	2006.03.26
	N
	3.4
	Source: Nokia

From: OMA-BCAST-2006-281
Comment:

Missing abbreviations:  OBEX , OOB (out of band, CA, CRL , UTC, IV , MII, PKCS#1, MTU, SI/PSI , ID as "identifier" , PPV and IPPV 

Proposed Resolution:
Abbreviations need to be defined in Section 3.4
	Status: OPEN



	DX005
	2006.03.26
	N
	6.1.2.1.6
	Source: Nokia

From: OMA-BCAST-2006-281
Comment:

Section on “Token Request” is missing in the document

Proposed Resolution:
Proposed solution is introduced in CR 287
	Status: closed

OMA-BCAST-2006-0287 was temporally agreed at BCAST/DLDRM joint meeting on April 3rd.



	DX006
	2006.03.26
	N
	6.3.4.1.1
	Source: Nokia

From: OMA-BCAST-2006-281
Comment:

In the calculation of real_position_in_group concatentation operation (“||”) is erroneously used. This should be replaced by bit-wise OR operation (“|”).

Proposed Resolution:
Proposed solution is introduced in CR 283
	Status: closed

OMA-BCAST-2006-0283 was temporally agreed at BCAST/DLDRM joint meeting on April 3rd.



	DX007
	2006.03.26
	N
	6.1.3.2.2
	Source: Nokia

From: OMA-BCAST-2006-281
Comment:

The statement “If the keyset_block fits into one RSA block continues at step 5. Else continue at step 4.”  incorrectly refers to step 5 and 4. The correct steps are 6 and 5.

Proposed Resolution:
Proposed solution is introduced in CR 285
	Status: closed

OMA-BCAST-2006-0285 was temporally agreed at BCAST/DLDRM joint meeting on April 3rd.



	DX008
	
	N
	5.1.1.1
	Source: Nokia

From: OMA-BCAST-2006-281R1

Comment:

Section on “Authentication keys on traffic layer” incorrectly mentions “by means of the BCRO Authentication Key (BAK) which is derived from the RI Authentication Key (RIAK)”.  It should be replaced by  “by means of the Traffic Authentication Key ( TAK), which is derived from the Traffic Authentication Seed (TAS)”

Proposed Resolution:
Proposed solution is introduced in CR 282
	Status: Closed

OMA-BCAST-2006-0282 was temporally agreed at BCAST/DLDRM joint meeting on April 3rd.



	DX009
	2006.03.26
	N
	7.2.5.7
	Source: Nokia

From: OMA-BCAST-2006-281R1
Comment:

ICROs have the capability of conveying export system specific parameters by appending them to the system name in the system constraint, prefixed by "?" as per RFC 2396. However, in BCROs this technique cannot be used, because the system_id is the hash of the system name, and it would thus become undecodable if the parameters were appended. This problem can be fixed by reserving the subsequent bytes (called parameter (bytes) in the system constraint descriptor for this purpose.

Proposed Resolution:

Proposed solution is introduced in CR 286
	Status: 

OMA-BCAST-2006-0286R01 was temporally agreed at BCAST/DLDRM joint meeting on April 3rd.



	DX010
	2006.03.31
	N
	7.4.2.1
	Source: Nokia

From: OMA-BCAST-2006-281R1
Comment:

Section 7.4.2.1 allows SEK to be used as CIEK for superdistributable recordings, and thus the device that wants to play the recording would need to get hold of SEK, even though it may not be a subscriber to the service. Leakage of SEK to non-subscribers shouldn't be allowed.

Proposed Resolution:

Proposed solution is introduced in CR 320
	Status: OPEN



	DX011
	2006.03.31
	N
	7.2.1
	Source: Philips

From: OMA-BCAST-2006-0319

comment:

BCRO is incompatible with DVB-SPP specification

Proposed Resolution:

Proposed solution is introduced in CR 318
	Status: OPEN



	DX012
	24 March 2006
	N
	3.3

6.1.3.2

6.3.4.1

6.3.4.1

7.2.1-7.2.4

9.2.1

A.8.1

A.8.2

A.13.3
	Source: Fraunhofer IIS

Form: OMA-BCAST-2006-0332

Comment:
At several places in the specification there are references to fixed subscriber group sizes of 256 or 512 subscribers. Also some of the structures are still based on fixed subscriber group sizes. This causes inconsistency with the format of the BCRO.
Proposed solution:
CR OMA-BCAST-2006-0274 solves the inconsistencies.
	Status : open

	DX013
	30 March 2006
	Y
	3.3

6.1

6.1.1.1

6.1.1.2.1

6.1.1.3.1

6.1.2.1

6.1.2.1.4

6.1.2.1.5

6.1.3.2.1

6.1.3.2.2

6.2.4.1.1

6.2.5.1.1

6.3.4.1.1

6.4.2

6.4.3.1.1

6.4.3.1.2

6.4.3.2.1

7.1

7.2.2

7.3

9.3.1

9.3.3.4
	Source: Fraunhofer IIS

Form: OMA-BCAST-2006-0332

Comment:
On several places in the XBS document, the wording is unclear or the sentences are malformed. This reduces the readability the specification.

Proposed solution:
CR OMA-BCAST-2006-0297R01 proposes some corrections in the wording of the XBS document. The corrections are not of a technical nature.
	Status : closed

OMA-BCAST-2006-0297R1 was temporally agreed at BCAST/DLDRM joint meeting on April 3rd.



	G-001
	2006.04.19
	N
	All BCAST 1.0 specs
	Source: Qualcomm

Form: Action item

The name “Clipcast” in representing scheduled file delivery broadcast services has been recognized to be a trademarked term.  While OMA process (OMA-Process-V1_2-20040412-D) does not explicitly address this issue, it was recommended by the OP Chair to avoid potential legal/liability issues due to use of a trademarked term in OMA specs.  
	Status: OPEN

OMA-BCAST-2006-0248R01
resolves this comment.

	
	
	
	
	Source: <Name or email>

Form: <INP doc, mtg, confcall

<Describe issue>
	Status: OPEN / CLOSED

<provide response>

	
	
	N
	All document
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

GRO or generalized RO is mentioned throughout the text but this is not defined in the XBS document, only in the service and content protection spec.

Proposed Resolution:


	

	
	
	Y
	2.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

No reference exists for the service and content protection document.

Proposed Resolution:


	

	
	
	N
	12
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Adapted PDCF is in XBS document, should this still be the case as it also works for the smartcard profile and is not related to broadcast only mode of operation of DRM profile?

Proposed Resolution:

Move adapted PDCF section to BCAST service and content protection spec.
	

	
	
	N
	12
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Text applies to ISMACryp only and should refer to BCAST spec. Also, reference to figure 9 is not needed. Text should be made generic as adapted PDCF applies to both profiles.

Proposed Resolution:

This section allows a Traffic Encryption Key (TEK) stream (transmitted using Layer 3 of the 4-layer model for Service Protection and Content Protection of RTP streams) to be stored within a PDCF. 

The existing PDCF file format as defined in OMA DRM v2.0 [DRMCF-v2.0] allows audio video content to be stored in a file format together with the relevant OMA DRM information.  Audio and video tracks can be encrypted as defined in [DRMCF-v2.0] using the appropriate CEK stored in a Generalised Rights Object (GRO).

In the context of broadcast services, RTP streams can be encrypted at the content level (encrypting Access Units using ISMACryp as explained in [DRMCF-v2.0 BCAST10-ServContProt]) using TEKs transmitted using Layer 3 as shown in Figure 9.1. This key is not the traditional CEK stored in a RO.  In the broadcast context the CEK is a Service Encryption Key (SEK) or a Program Encryption Key (PEK) delivered using Layer 2 (delivered in a BCRO or via a return path). This SEK or PEK allows the TEK delivered in Traffic Encryption Key stream messages delivered in Layer 3 to be decrypted. The TEK is used to encrypt content transmitted in RTP packets using ISMACryp.  As this key changes regularly, this section explains how the PDCF file format can be adapted to include storage of the relevant TEK stream information.


	

	
	
	N
	12 and all sections within
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Adapted PDCF applies to smartcard profile also and is part of BCAST spec. It is suggested to change the title of the OMADRMAUHeader to OMABCASTAUHeader.

Proposed Resolution:

Replace everywhere 

OMABCASTDRMAUHeader
	

	
	
	N
	12.2.1.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

OMAKeySampleDescriptionEntry does not contain indication of TBK ID and RightsIssuerURI. This need to be added.
Proposed Resolution:

aligned(8) class OMAKeySampleDescriptionEntry extends SampleEntry(‘oksd’) {

unsigned int(8) sample_version;

// sample version

unsigned int(8) sample_type;


// sample type

if (terminal_binding_flag in STKM == 1) {// from the STKM

      unsigned int(32) TerminalBindingKeyID; // from the ESG

unsigned int(16) RightsIssuerURILength;


// Rights Issuer URI field length in bytes


char
RightsIssuerURL[];
// Rights Issuer URI string
      }

}


	

	
	
	N
	12.2.2.4
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

ISMACryp sends IV before key indicator. As BCAST is using ISMACryp for broadcast, the adapted PDCF should use the same order so as to avoid re-ordering of each AU.

Proposed Resolution:

aligned(8) class OMADRMAUFormatBox extends FullBox('odaf', 0, 0) {

bit(1) SelectiveEncryption;

bit(7) reserved;

unsigned int(8) IVLength;

unsigned int(8) KeyIndicatorLength;

unsigned int(8) IVLength;

}

Parameters are as defined below:

Table 1: OMA Sample Format Box fields

Field name

Type

Purpose

SelectiveEncryption

Bit(1)

Indicate whether selective encryption is used or not
Reserved

Bit(7)

Reserved, SHOULD be set to 0.
IVLength

unsigned int(8)

Size of the IV in bytes

KeyIndicatorLength

Unsigned int(8)

Size of the key indicator in bytes

IVLength

unsigned int(8)

Size of the IV in bytes


	

	
	
	N
	12.2.2.5
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

ISMACryp sends IV before key indicator. As BCAST is using ISMACryp for broadcast, the adapted PDCF should use the same order so as to avoid re-ordering of each AU.

Proposed Resolution:

aligned(8) class OMADRMAUHeader {


if (SelectiveEncryption == 1) {// from the OMASampleFormatBox


bit(1)
EncryptedAU;

// Encryption indicator



bit(7)
reserved;


// Must be zero


}


else EncryptedAU = 1;


if (EncryptedAU==1) {



unsigned int(8 * IVLength) IV;

              unsigned int(8 * KeyIndicatorLength) KeyIndicator;



unsigned int(8 * IVLength) IV;


}

}

Table 2: OMA DRM AH Header fields

Field name

Type

Purpose

EncryptedAU

bit(1)

Encryption Indicator for the access unit. 

IV

unsigned int(8)

IV preceding the access unit payload.

KeyIndicator

unsigned int(8)

Key indicator field preceding the access unit payload.

IV

unsigned int(8)

IV preceding the access unit payload.


	

	
	
	N
	12.4
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Section is about content encryption i.e. ISMACryp

Proposed Resolution:

12.4 Recording RTP streams encrypted using ISMACryp
This section explains how RTP streams encrypted at the content level using ISMACryp can be recorded in a PDCF file.


	

	
	
	N
	12.4.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

12.4.1 refers to file delivery and not streaming using ISMACry, it should be moved to a separate section.

Proposed Resolution:

Move outside section 12 altogether in a section for file delivery.
	

	
	
	N
	12.4.2
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Section refers to ISMACry, this should be stated explicitly. Furthermore, dynamic keying is not in broadcast extensions but in OMA BCAST. The fact that this works for the different profiles should be mentioned.

Proposed Resolution:

12.4.2
Content encrypted by a TEK stream using ISMACryp
OMA BCASTroadcast extensions provides dynamic keying that can be applied to encryption of content transmitted in RTP streams (content protection of RTP streams using ISMACryp).  The adapted PDCF file format described in this specification provides the means to record encrypted AUs directly.  The associated STKM TEK key stream (containing the TEKs) can be recorded in the appropriate key track.

For broadcast purposes TEK messages may be repeated several times during the same cryptoperiod (time interval during which the same key is used).  These messages are therefore redundant and MAY be ignored.  However, if these messages are different in any other way (i.e. due to other information they contain, even though the keys are the same), they SHALL be stored in the PDCF key track. Note that the key track can record STKMs in the format used by DRM Profile or the Smartcard Profile.
	

	
	
	Y
	12.4.2
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

ISMACryp should be mentioned.

Proposed Resolution:

OMA Broadcast extensions provide dynamic keying that can be applied to encryption of content transmitted in RTP streams (content protection of RTP streams using ISMACryp).  The adapted PDCF file format described in this specification provides the means to record encrypted AUs.  The associated TEK key stream can be recorded in the appropriate key track.

For broadcast purposes TEK messages may be repeated several times during the same cryptoperiod (time interval during which the same key is used).  These messages are therefore redundant and MAY be ignored.  However, if these messages are different in any other way (i.e. due to other information they contain, even though the keys are the same), they SHALL be stored in the PDCF key track.


	

	
	
	N
	12.4.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

GRO is mentioned, a generic term applicable to DRM and Smartcard Profiles should be used.

Proposed Resolution:

12.4.3
Change of Rights and Recommendations for Recording

The following rules SHALL be observed when recording streamed content in a PDCF:

1.
If the user has a valid Rights and the end of a program / event is reached, a new track MAY be created for the new program / event. Alternatively, a new file MAY be created for the new program / event, rather than using the same file.

2.
If the user has a valid Service Rights and PEKs are used to protect TEKs, then new tracks or files MAY be created when PEKs change, rather than using the same track.

3.
If a program / event is being recorded for which the user has the appropriate Rights and a new program / event starts for which the user has NO valid Rights, a new track or a new file SHOULD be created, rather than using the same track.

4.
If a program / event is being recorded for which the user has no Rights, a new track or file MAY be created for a new program / event, rather than using the same track, if the user still has no valid Rights for the new program / event.

If the user has valid Rights for the new program / event, a new track or file SHOULD be created, rather than using the same track.

5.
In all cases, if a different SEK or PEK or GRO is required, a different track or file SHALL be used.
	

	
	
	Y
	Appendix A.1.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

[BCAST-CntSvcProt] is used as a reference. This is not the correct reference. Furthermore the reference does not exist in the reference list.

Proposed Resolution:


	

	
	May 17
	N
	8.1
	Source: Alcatel, Safenet

Comment:

The examples do not conform to the REL DTD and two examples are given. One should be sufficient. 

Proposed Resolution:

Update the example to conform to the new DTD (also see previous comment) and remove the duplicated example. 
	

	
	May 17
	N
	8.1.1, 8.1.2, 8.1.3, 8.1.4
	Source: Alcatel, Safenet 

The <count> <timed-count> and <accumulated> elements will always be empty.
Proposed resolution: 

Replace the current REL DTD section for tokens with the elements and attributes below. Sections 8.12, 8.3 and 8.1.4 which describe these elements will need to be updated accordingly. 

<!ELEMENT oma-dd:token-based ( oma-dd:token-constraint-count?,  oma-dd:token-constraint-timed-count?, oma-dd:token-constraint-accumulated?)>

<!ELEMENT oma-dd:token-constraint-count (oma-dd:token-unit,oma-dd:tokens-consumed)>

<!ELEMENT oma-dd:token-constraint-timed-count (oma-dd:token-unit,oma-dd:tokens-consumed)>

<!ATTLIST oma-dd:token-timed-count timer CDATA #IMPLIED>

<!ELEMENT oma-dd:token-constraint-accumulated (oma-dd:token-unit,oma-dd:tokens-consumed)>

<!ELEMENT oma-dd:tokens-consumed  (#PCDATA)>

<!ELEMENT oma-dd:token-unit  (#PCDATA)>
	

	
	May 17
	N
	8.2.2
	Source: Safenet

TokenAcquisition trigger should contain a sequence of IDs to conform to the format of other triggers.

Resolution: 

Modify the following text in the schema as shown below.

  <complexType name="TokenAcquisitionTrigger">

  <sequence>

    <element name="riID" type="roap:Identifier"/>

    <element name="nonce" type="roap:Nonce" minOccurs="0"/>

    <element name="roapURL" type="anyURI"/>

     <element name="tokenID" type="ID"/>

      </sequence>

<attribute name="id" type="ID"/>

</complexType>

	

	
	May 17
	N
	8.2.4
	Source: Alcatel, Safenet.

A negative number of tokens can be delivered, e.g. to clear post-paid tokens. However, the type of the tokenQuantity element’s value is NonNegativeInteger. 

Resolution: 

The type should be changed as follows

<element name="tokenQuantity"  type="integer"/>

	

	
	May 17
	N
	8
	Source: Safenet, Alcatel

All DTDs, schemas and complex types should be consistent with the recently approved OMA DRM 2.0 spec (version 6).

These structures have been updated since the metering text was added to the BCAST spec. Some examples are as follows:

· Some types in ROAP schema (RegistrationRequestTrigger, ROAcquisitionTrigger, DomainTrigger) have been extended by new sub-elements (riAlias, roAlias, domainAlias) and so XBS schema is not complete 

· Some types have been extended on both sides (Status, RoapTrigger) and so are conflicting 

· The Token Acquisition Trigger is defined from a duplication of ROAP Trigger schema that no longer exists since incorporated in ROAP schema now.

Resolution: 

Replace the REL spec and ROAP complex types with the latest ones from the approved spec and add the extensions for metering to these updated DTDs, schemas and complex types. 


	

	
	11 May 
	
	6.1.3.2.1
and

6.3.4.1
	SourcePhilips 
Form:OMA-BCAST-2006-0471 

The Token Delivery key, its use and how to broadcast it are defined, but not in which message it must be broadcast. The soultion is to add a row to Table 4: device_registration_response message description and a description, see accompanying CR OMA-BCAST-2006-0471
	Open

	
	18 May
	
	6.3.2.2
	Source:Philips 
From:thise-mail 
Comment: 
DVB-IPDC does not use flexible subscriber group addressing nor signed BCROs. This creates backwards compatibility problems. 


ProposedResolution:  
Add text about optionality for support for these features when using DVB-H.
	Open

	
	
	Y
	5
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

It is very strange to go from 4 Introduction to 5 Authentication

Where is the same diagram for the key management layer?

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

ServContProt refers to layers 1 to 4 whereas the subsections go from traffic layer to registration layer. Propose to make it consistent with ServContProt order.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	6
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

This refers to layer 1? Would help to say so?

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	6
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

No introductory text, would this not be helpful for chapter 6?

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	Y
	7
	Source: Orange

From: <INP doc, mtg, confcall

Comment: Typo in section heading "over aaan" to be replaced by "over an"

Proposed Resolution:


	Status: OPEN

<provide response>

	
	
	N
	7.4.2
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Text on recording refers to re-encryption with a single key but does not mention the use of adapted PDCF with ISMACryp.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	7.4.2
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Recording section is based on decryption of stream with TEKs and then re-encryption with single key. It thus applies for SRTP or IPSec or perhaps even ISMACryp. Would it not also work with the Smartcard profile? Should the whole section not be in main ServContProt document with common parts for DRM and Smartcard profiles?

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	Appendix 1 A.1.2
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

<Additional text TBD> needs to be resolved

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	Y
	Appendix 1 A.1.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Reference to BCAST-Cnt-SvcProt is wrong.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	Appendix C
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Where are the SCR tables?

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	All document
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

To a non-DRM specialist and a BCAST reader, the whole document feels out of place. BCAST is not mentioned anywhere, nor is the ServContProt specification. It is not clear to the reader how this document relates to BCAST, ServContProt or DRM Profile as these are not mentioned. The introduction only mentions DRMv2. (No reference to ServContProt exists in the document, nor to any BCAST document!).

Proposed Resolution:
	Status: OPEN

<provide response>


CRs tracking

	CR ID
	Addresses Comments
	Status of CR

	OMA-BCAST-2006-0284
	DX001
	Temporally agreed at BCAST/DLDRM joint meeting on April 3rd.

	N/A
	DX002
	Agreed

	N/A
	DX003
	Agreed

	OMA-BCAST-2006-411
	DX004
	Open

	OMA-BCAST-2006-0287
	DX005
	Temporally agreed at BCAST/DLDRM joint meeting on April 3rd.

	OMA-BCAST-2006-0283
	DX006
	Temporally agreed at BCAST/DLDRM joint meeting on April 3rd.

	OMA-BCAST-2006-0285
	DX007
	Temporally agreed at BCAST/DLDRM joint meeting on April 3rd.

	OMA-BCAST-2006-0282
	DX008
	Temporally agreed at BCAST/DLDRM joint meeting on April 3rd.

	OMA-BCAST-2006-0286R01
	DX009
	Temporally agreed at BCAST/DLDRM joint meeting on April 3rd.

	OMA-BCAST-2006-320
	DX010
	Open

	OMA-BCAST-2006-318
	DX011
	Open

	OMA-BCAST-2006-274
	DX012
	Open

	OMA-BCAST-2006-297R01
	DX013
	Temporally agreed at BCAST/DLDRM joint meeting on April 3rd.

	
	
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This is BCAST internal working document to collect and resolve Consistency Review comments that apply to BCAST Service Guide Technical Specification. Recommend including above comments and relevant resolutions to be agreed in BCAST 1.0 Consistency Review Report at the end of Consistency Review.
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