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1 Reason for Change

This CR attempts to resolve following consistency review comments regarding Section 5.3 and its subsections:
SC-New-0057;

SC-New-0106;

SC-New-0107;

SC-New-0323;

SC-New-0324;

SC-New-0325;

SC-New-0326;

SC-New-0327;

SC-New-0344;

SC-New-0369;

SC-New-0370;

SC-New-0371;

SC-New-0372;

SC-New-0373

2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

n/a
6 Detailed Change Proposal

5.3 Layer 1: Registration
5.4 The device must first register with the Rights Issuer to receive protected broadcast service.  Registration can be performed either via an interaction or broadcast channel.  In the case that an interaction channel is used, the registration protocol is as defined in OMA DRMv2.0 [DRMDRM-v2.0] and right encryption keys (used to protect Layer 2 RO) are delivered protected with the public key of the device. For the devices that do not support an interaction channel, an alternative process for the registration is defined in [XBS DRM extension-v1.0] and a set of keys (used to protect Layer 2 BCRO) are delivered over the broadcast channel protected with the public key of the device.
5.5 OMA DRM profile supports a notion of broadcast domain to facilitate sharing of content and services among the registered terminals.
5.6 Note: Probably we should move Section 5.3.1 and its subsections to XBS document since it deals with broadcast mode of operation as pointed out by Vodafone in their comment (SC-New-0267.)
5.6.2 Definition of Broadcast Domains

5.6.3 There are two types of broadcast domains as described below:
5.3.1.1 Service Domain

Service domain is a broadcast domain which is a collection of terminals that subscribe to a service or a service bundle having multiple services. It also includes a mechanism to implement subscriber group management, which is defined in [OMA-TS-DRM-XBS], and Domain Management, which is defined in [DRMDRM-v2.0].Terminals in the service domains share a common group key, which is called service domain key. One or more service encryption keys (SEK) or Program encryption keys (PEK) then would be encrypted using this service domain key.

Terminals in a service domain can share content and services with any other terminal in the same service domain, subject to permissions specified by content or service providers The advantage of service domains is that communicating changes in SEK or PEK consumes very little bandwidth.
For service domain join/leave operations, the definition of Layer 1 in the 4-layer key hierarchy model [OMA BCAST AD] is extended to include terminal registration and domain management.
For service domain, domain join/leave operations similar to the ones defined for device domain can be used.  One issue, however, is that these operations were defined for domains with small size. 

5.3.1.2 Device Domain

Device domain is a broadcast domain which is a collection of terminals that are defined, limited, and managed by an authorizing entity, such as a rights issuer. It also includes a mechanism to implement domain management as described in [DRMDRM-v2.0]. Terminals in a device domain share a common domain key, which is used to encrypt SEK or PEK. A common group key in a device domain is called device domain key. 
Terminals in a device domain can share content and services only with other terminals in the same device domain, subject to permissions specified by content or service providers.
For device domains, three additional use cases need to be addressed:
· 
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