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1 Reason for Change

Terminal provisioning using DM 1.2 has been agreed by the group.
Comments on software / firmware upgrades have identified upgrades over the broadcast channel was not possible in BCAST 1.0. However, firmware upgrades over the interactive channel is possible using DM 1.2 plus FUMO 1.0. This is possible for BCAST 1.0. Software upgrades will be possible in a future release using SCUMO.

This CR asks for FUMO 1.0 to be made mandatory in BCAST so as to allow firmware upgrades using DM.

2 Impact on Backward Compatibility

n/a.
3 Impact on Other Specifications

None known.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the proposed changes as part of consistency review resolution.
6 Detailed Change Proposal

Change 1:  Add FUMO 1.0 as normative reference
5.2 Normative References

	
	

	[OMA FUMO]
	" OMA Enabler Release Definition for Firmware Update Management Object v1.0", Open Mobile Alliance™, OMA-ERELD-FUMO-V1_0, http://www.openmobilealliance.org/

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[OMA DM]
	“Enabler Release Definition for OMA Device Management v1.2”, OMA-ERELD-DM-V1_2_0

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[DRMDRM-v2.0]
	“DRM Specification V2.0”, Open Mobile Alliance™, OMA-DRM-DRM-V2_0,

http://www.openmobilealliance.org/

	[URI-Schemes]
	“URI Schemes for the Mobile Applications Environment”, Version 1.0, Open Mobile Alliance™

	[BCAST10-Ser vices]
	"Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_Services-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ESG]
	"Service Guide for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_ServiceGuide-V1_0, http://www.openmobilealliance.org/

	[BCAST10-Distribution]
	"File and Stream Distribution for Mobile Broadcast Services ", Open Mobile Alliance™, OMA-TS-BCAST_Distribution-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ServContProt]
	"Service and Content Protection for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_SvcCntProtection-V1_0, http://www.openmobilealliance.org/

	[BCAST10-MBMS-Adaptation]
	"Broadcast Distribution System Adaptation – 3GPP/MBMS", Open Mobile Alliance™, OMA-TS-BCAST_MBMS_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10-BCMCS-Adaptation]
	"Broadcast Distribution System Adaptation – 3GPP2/BCMCS", Open Mobile Alliance™, OMA-TS-BCAST_BCMCS_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10-DVBH-IPDC-Adaptation]
	"Broadcast Distribution System Adaptation – IPDC over DVB-H", Open Mobile Alliance™, OMA-TS-BCAST_DVB_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10-Requirements]
	"Mobile Broadcast Services Requirements", Open Mobile Alliance™, OMA-RD-BCAST-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ERELD]
	"Enabler Release Definition for Mobile Broadcast Services", Open Mobile Alliance™, OMA-ERELD-BCAST-V1_0, http://www.openmobilealliance.org/

	[DRM20-Broadcast-Extensions]
	"OMA DRM v2.0 Extensions for Broadcast Support", Open Mobile Alliance™, OMA-TS-DRM-XBS-V1_0, http://www.openmobilealliance.org/


Change 2:  Add FUMO 1.0 as mandatory for terminal provisioning
5.3 Terminal Provisioning

The terminal Provisioning function SHOULD support OMA Device Management [OMA DM 1.2], as specified in this chapter. To allow firmware upgrades using DM, the Terminal Provisioning function SHALL support OMA FUMO 1.0 [OMA FUMO].
Terminal Provisioning function provides data structures to provision and manage the terminal through the broadcast channel using BCAST File Distribution [BCAST10-Distribution] or interaction channel using OMA DM [OMA DM 1.2]. 
The interfaces related to Terminal Provisioning function, as outlined in BCAST Architecture [BCAST10-Architecture] are normatively specified as follows:

· Over interface TP-7, both the network and the terminal SHALL support exchange of terminal provisioning and management messages as specified in [OMA DM]

· Over interface TP-5, the network MAY and the terminal SHALL support the delivery of OMA DM provisioning messages [OMA DM] within BCAST File Distribution [BCAST10-Distribution]; detailed specification how the binding is done is given in section 5.2.1.

· Over interface TP-4 the exchange of information SHALL consist of OMA DM provisioning messages [OMA DM]. Over this interface, the OMA DM provisioning messages are exchanged as file objects of type “application/vnd.syncml.dm+wbxml”. The delivery mechanism of these messages is not specified.

5.3.2 Terminal Provisioning of BCAST Client 
The Terminal Provisioning Client (TP-C) SHALL receive the parameters needed for OMA BCAST service by the Terminal Provisioning function which manage the terminal configuration parameters, e.g. data, parameters and applications with the help of OMA DM [OMA DM v1.2]. This information would be delivered either TP-5 as the file object type of BCAST File Distribution [BCAST10-Distribution] or TP-7 as specified in OMA DM [OMA DM v1.2].

The Terminal Provisioning Client (TP-C) SHALL be able to:

· receive the parameters needed for BCAST service included in the terminal provisioning messages sent over TP-5 or TP-7. 

· update the parameters needed for BCAST service included in the terminal provisioning messages sent over TP-5 or TP-7.
· perform firmware upgrades of the BCAST client using the interactive channel over TP-7.
The Terminal Provisioning Management (TP-M) SHOULD be able to perform the following operations that are needed for the support of the BCAST service:

· Initialization and updates all the configuration parameters necessary for the Terminal

· 
Further, the existence and access description to Terminal Provisioning function MAY be declared through the Service Guide using the Service, Access and Content fragments of Service Guide or through the  process as specified in OMA DM. Both of the following cases are specified in section 5.2.2:

· Declaration of the existence and access to the OMA File Distribution session carrying the OMA DM messages over TP-5; and;

· Declaration of the existence and access to the OMA DM based exchange over TP-7..

5.3.3 Declaring the existence and access to Terminal Provisioning

There are two ways to declare the existence and the access to Terminal Provisioning with Service Guide: Terminal Provisioning declared as a Service; and; Terminal Provisioning declared as an Access of a Service. The terminal SHALL support both of these ways of declaring the Terminal Provisioning within the Service Guide. The following sections specify both of these ways.

The TP-C MAY also be bootstrapped with the Terminal Provisioning server information to access the Terminal Provisioning either over TP-5 or TP-7.

5.2.1.1 Declaring Terminal Provisioning as a Service within Service Guide

When the Terminal Provisioning is declared as a service, the following applies:

· There SHALL be at least one Service fragment with the value of attribute “type” equals “14 – Terminal Provisioning services.

· There SHALL be at least one Access fragment that specifies the access to the above-mentioned Service:

· In case Terminal Provisioning over TP-5 is declared, the AccessType SHALL contain “BroadcastTransmission” element, which defines the access to the BCAST File Distribution session.

· In case Terminal Provisioning over TP-7 is declared, the AccessType SHALL contain “InteractiveTransmissionScheme” element, which defines the access to the respective OMA DM server.

· There MAY be one or more Content fragments that specify the Terminal Provisioning messages as files, as defined in section 5.2.1.

5.2.1.2 Declaring Terminal Provisioning as an Access of a Service within Service Guide

When the Terminal Provisioning is declared as an access of a service, the following applies:

· There SHALL be at least one Service fragment that defines a service of arbitrary type.

· There SHALL be at least one Access fragment associated with the above-mentioned Service. The Access fragment SHALL have “ServiceClass” element present with value “sdo.oma.tp”. Further:

· In case Terminal Provisioning over TP-5 is declared, the AccessType SHALL contain “BroadcastTransmission” element, which defines the access to the BCAST File Distribution session.

· In case Terminal Provisioning over TP-7 is declared, the AccessType SHALL contain “InteractiveTransmissionScheme” element, which defines the access to the respective OMA DM server.
5.2.1.3 Declaring Terminal Provisioning through Bootstrap

The Terminal Provisioning server information or account for such as the Session Description, Authentication, and/or Connectivity MAY be bootstrapped as specified in [OMA DM]. In case Terminal Provisioning over TP-5, the following management objects for the server account SHALL be supported.

[TBD]
5.3.4 Carrying OMA DM messages within OMA File Distribution

Over interface TP-5, OMA DM provisioning messages SHALL be delivered as files using the BCAST File Distribution [BCAST10-Distribution].

A file containing the OMA DM provisioning message SHALL be of following type: 

· application/vnd.syncml.dm+wbxml
This is the WBXML encoded OMA DM message [OMA DM].

The type of the file SHALL be declared using the internal mechanism of the BCAST File Distribution 

· When the file parameters are signalled in the Service Guide, either the “Content-Type” attribute of FileDescription element, or, the “Content-Type” attribute of File element SHALL be used with value “application/vnd.syncml.dm+wbxml”. 

· When the file parameters are signalled in-band, the “Content-Type” attribute in the FDT SHALL be used with value “application/vnd.syncml.dm+wbxml”

The OMA DM provisioning messages that are carried within BCAST File Distribution function SHALL be formatted and handled similarly as specified in OMA DM Bootstrap profile [OMA DM].  Depending on the purpose, this message SHALL be delivered to the targeted terminals.

When the broadcast channel is not protected by the Service and Content Protection Function, the OMA DM provisioning messages that are carried over TP-5 SHALL be authenticated by the Signature of the provisioning server. The Signature SHOULD be sent along with the corresponding OMA DM provisioning message. 

5.3.5 Carrying OMA DM messages through Interaction Channel

Over interface TP-7, DM provisioning messages SHALL be delivered using DM mechanism. The details would be followed of OMA DM procedure.
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