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1 Reason for Change

This CR provides the agreed resolution for SG162, making the offsets in the SGDU header bigger.

	SG
162
	2006.5.15
	N
	5.4.1.2
	Source: Siemens

From: OMA-BCAST-2006-0466
Comment:

When retrieving the SG over the interactive channel, the response shall be one SGDU. However, one SGDU has a size limit (64kBytes) which puts a restriction on the number of fragments. 

Proposed resolution:

Two options:

1) Use MIME/multipart for delivering multiple SGDUs via the interactive channel

2) Support bigger SGDUs by making all offsets in the SGDU header bigger


	OPEN
Use 32 bit offset and 24 bit for number of fragments in SGDU.


There is a dependency on another agreed CR (2006-0275R01) which is affected by this change in offset field size. This CR defines two new offsets (extension_offset and next_extension_offset) of type “16 bits” which must be changed to “uimsbf32”. 
Furthermore, the CR implements the agreed decision to remove the 3GPP and 3GPP2 metadata envelopes:

	SG413
	2006.05.24
	N
	5.4.4
	Source: QUALCOMM

Form: OMA-BCAST-2006-0509

Comment:

There does not exist a 3GPP2 Metadata Envelope for service guide related information.

Proposed resolution:

Remove the section in the SGDU structure:

if(service_guide_envelope_format[i] == 0x02) {

                              3GPP2_Metadata_Envelope

}

In addition, remove the 3GPP2_Metadata_Envelope entry in the semantics table.
	Status: OPEN
Change as proposed.

	SG481
	2006.05.24
	N
	5.4.4
	Source: Siemens

From: OMA-BCAST-2006-0579

Comment:

The SGDU allows the delivery of four types of fragments: BCAST XML, BCAST SDP, MBMS metadata inside a “3GPP metadata envelope” and BCMCS metadata inside a “3GPP2 metadata envelope”.

This design does not treat all BDSs equally, because it is not possible to transmit IPDC metadata (i.e. IPDC Service Guide fragments). Furthermore, the disadvantage of “tunneling” BDS-specific Service Guide metadata through the BCAST enabler is increased complexity in implementing and IOP-testing.

Proposed resolution:

Remove the BDS-specific fragments (i.e. remove the 3GPP and 3GPP2 metadata envelopes) to reduce complexity. Alternative solution: add an envelope for DVB-IPDC Service Guide fragments to treat all BDSs equally.


	OPEN
Remove 3GPP envelope and service_guide_envelope_format entries.


Finally, it proposes a resolution for SG163, shortening some fields which use too many bits. This resolution still has to be agreed by the group.
	SG163
	2006.5.15
	N
	5.4.4
	Source: Siemens

From: OMA-BCAST-2006-0466
Comment:

Some fields in the SGDU are only used to signal a very small number of alternatives but are 16 resp. 32 bits wide: 

· service_guide_envelope_format[i] is 32 bits and signals currently three values

· fragmentEncoding[i] is 16 bits and signals two values

Proposed resolution:

Make these fields 8 bits wide.


	OPEN
Make fragmentEncoding 8bits wide.

Service_guide_envelope_format no longer exists – no change required to this field.


2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This CR is presented for agreement and subsequent inclusion in the BCAST ServiceGuide TS.
6 Detailed Change Proposal

5.4.4 Service Guide Encapsulation

The following structure SHALL be used for the Service Guide Delivery Unit carrying the fragments of a Service Guide. The optional compression SHALL be performed on transport layer and apply to a transport unit as a whole.

The field “fragmentTransportID” is using the transport ID values as defined in section Fehler! Verweisquelle konnte nicht gefunden werden. to identify each of the fragments carried in the Service Guide Delivery Unit (SGDU). When encapsulating the fragments into the Service Guide Delivery Unit, the mapping defined in section Fehler! Verweisquelle konnte nicht gefunden werden. SHALL be used. Using the fragmentTransportID and fragmentVersion fields the terminal can quickly infer whether the associated fragment in the SGDU has changed.

The following rules apply to maintaining the mapping of fragmentIDs to fragmentTransport IDs in the terminal:

· If a terminal has received a Service Guide Delivery Descriptor (SGDD), the terminal SHALL record the mappings between the fragmentTransportID fields and the associated fragmentID fields delivered in that descriptor.

· If a terminal has not received the mapping for a particular fragmentTransportID from the SGDD, it SHALL decode the fragment delivered in the SGDU, associate the decoded fragmentID with the fragmentTransportID in the SGDU header and record that mapping.

· A terminal SHALL NOT use any recorded fragmentID-to-fragmentTransportID mapping after the fragment expires.

	Data Field Name
	Data Type

	Service_Guide_Delivery_Unit {
	

	
Unit_Header {
	

	

Reserved
	16 bits

	

n_o_service_guide_fragments
	uimsbf24

	

for(i=0; i< n_o_service_guide_fragments; i++) {
	

	


fragmentTransportID[i]
	uimsbf32

	


fragmentVersion[i]
	uimsbf32

	


offset[i]
	uimsbf32

	

}
	

	
}
	

	
Unit_Payload {
	

	

for(i=0; i< n_o_service_guide_fragments; i++) {
	

	
	

	
	

	


fragmentEncoding[i]
	uimsbf8

	


service_guide_fragment[i]
	Bitstring

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	

}
	

	
}
	

	}
	


Mnemonics

uimsbfN = Unsigned Nbit Integer, most significant bit first

bitstring = Array of bits

Semantics

	n_o_service_guide_fragments
	Number of service_guide_fragments encapsulated in this specific Delivery Unit.

	offset[i]
	Offset in bytes from the start of the Unit_Payload to the start of the fragment_encoding[i] field associated to the corresponding service_guide_fragment[i] in the Unit_Payload.

	fragmentTransportID[i]
	Signals the identifier of the service_guide_fragment[i] which is defined for transport (see 5.4.2.1)

	fragmentVersion[i]
	Signals the version of service_guide_fragment[i].

Note: The scope of the fragmentVersion is limited to this transport session. The value of FragmentVersion can turn over from 2^32-1 to 0.

	fragmentEncoding[i]
	Signals the encoding of service_guide_fragment[i], with the following values:

0 – Fragment is SDP encoded

1 – Fragment is XML encoded

Other values are unspecified under BCAST 1.0

	
	

	
	

	
	


Note: fragmentTransportID[i] and fragmentVersion[i] are entities to support caching of service_guide_fragments without requiring the terminal to decompress the service_guide_fragments.
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