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1. Scope

Editor’s note: This section defines the scope of this enabler, i.e. of this specification document and the complementing documents. It should not overlap with chapter 4, Introduction. Text may be derived from WI description and charter.

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”, Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	
	

	
	

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[OMA DM]
	“Enabler Release Definition for OMA Device Management v1.2”, OMA-ERELD-DM-V1_2_0

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[DRMDRM-v2.0]
	“DRM Specification V2.0”, Open Mobile Alliance™, OMA-DRM-DRM-V2_0,

http://www.openmobilealliance.org/

	[URI-Schemes]
	“URI Schemes for the Mobile Applications Environment”, Version 1.0, Open Mobile Alliance™

	[BCAST10-Ser vices]
	"Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_Services-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ESG]
	"Service Guide for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_ServiceGuide-V1_0, http://www.openmobilealliance.org/

	[BCAST10-Distribution]
	"File and Stream Distribution for Mobile Broadcast Services ", Open Mobile Alliance™, OMA-TS-BCAST_Distribution-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ServContProt]
	"Service and Content Protection for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_SvcCntProtection-V1_0, http://www.openmobilealliance.org/

	[BCAST10-MBMS-Adaptation]
	"Broadcast Distribution System Adaptation – 3GPP/MBMS", Open Mobile Alliance™, OMA-TS-BCAST_MBMS_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10-BCMCS-Adaptation]
	"Broadcast Distribution System Adaptation – 3GPP2/BCMCS", Open Mobile Alliance™, OMA-TS-BCAST_BCMCS_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10-DVBH-IPDC-Adaptation]
	"Broadcast Distribution System Adaptation – IPDC over DVB-H", Open Mobile Alliance™, OMA-TS-BCAST_DVB_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10-Requirements]
	"Mobile Broadcast Services Requirements", Open Mobile Alliance™, OMA-RD-BCAST-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ERELD]
	"Enabler Release Definition for Mobile Broadcast Services", Open Mobile Alliance™, OMA-ERELD-BCAST-V1_0, http://www.openmobilealliance.org/

	[DRM20-Broadcast-Extensions]
	"OMA DRM v2.0 Extensions for Broadcast Support", Open Mobile Alliance™, OMA-TS-DRM-XBS-V1_0, http://www.openmobilealliance.org/


2.2 Informative References

	
	

	[BCAST10-Architecture]
	"Mobile Broadcast Services Architecture", Open Mobile Alliance™, OMA-AD- BCAST-V1_0, http://www.openmobilealliance.org/

	[MMSCONF]
	“MMS Conformance Document 1.3”, Open Mobile Alliance. OMA-MMS-CONF-1_3.doc. http://www.openmobilealliance.org/

	[MMSTEMP]
	“MMS Message Template Specification 1.3”, Open Mobile Alliance. OMA-MMS-TEMP-1_3.doc. http://www.openmobilealliance.org/


Terminology and Conventions

2.3 Conventions

<< If doc includes normative material keep the next two paragraphs.  DELETE THIS COMMENT >>

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< OR if doc is informative just keep the next line.  DELETE THIS COMMENT>>

This is an informative document, which is not intended to provide testable requirements to implementations.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

2.4 Definitions

<< Add definitions in new rows of the following table as needed.  DELETE THIS COMMENT >>

	
	

	Broadcast Roaming
	Broadcast Roaming is the ability of a user to receive broadcast services from a Mobile Broadcast Service Provider different from the Home Mobile Broadcast Service Provider with which the user has a contractual relationship.

	Broadcast Service
	A Broadcast Service is a “content package” suitable for simultaneous distribution to many recipients (potentially) without knowing the recipient.  Either each receiver has similar receiving devices or the content package includes information, which allows the client to process the content according to his current conditions.

Examples of Broadcast Services are:

· pure Broadcast Services:
- mobile TV
- mobile newspaper
- mobile file downloading (clips, games, SW upgrades, other applications, applications)

· combined broadcast/interactive Broadcast Services:
- mobile TV for filedownloading with voting
- betting Broadcast Services
- auction Broadcast Services
- trading Broadcast Services

	Broadcast Service Area
	The geographical or logical area in which a Broadcast Service is distributed.

	Long-Term Key Message
	To be defined

	Purchase Item
	A purchase item groups one or multiple services or pieces of content that an end-user can purchase or subscribe to as a whole. [BCAST10-ESG]
. 

	Rights Object
	A collection of Permissions, Constraints, and other attributes which define under what circumstances access is granted to, and what usages are defined for, DRM Content. All OMA DRM Conformant Devices must adhere to the Rights Object associated with DRM Content. [DRMDRM-v2.0]

	Rights Issuer
	An entity that issues Rights Objects to OMA DRM Conformant Devices. [DRMDRM-v2.0]

	User ID
	A unique ID that can be used to identify the user in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP/3GPP2 IMSI (International Mobile Subscriber Identity) as specified in 3GPP TS 23.003 and 3GPP2 C.S0005 (for the case the Broadcast Service Provider is a cellular mobile operator).


2.5 Abbreviations

<< Add abbreviations as needed to the following table.  DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	BSD/A
	BCAST service distribution/adaptation

	BSM
	BCAST Subscription Management

	BSP-C
	Broadcast service provisioning Client Function

	BSP-M
	Broadcast service provisioning Management Function

	CID
	Content ID

	IMEI
	International Mobile Equipment Identity

	RI
	Rights Issuer

	RO
	Rights Object


3. Introduction

<< From a market perspective...  

What can you do with this specification?

What problem does this solve?

How can this specification be applied?

Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >>

This specification, together with the other specification comprising the Mobile Broadcast Services Enabler, define a technological framework for the generation, management and distribution of mobile broadcast services over different broadcast distribution systems. This includes for example the description of such services (service guide), service and content protection, file and stream distribution, provisioning, personalization and interaction. The mobile broadcast services enabler comprises the following specifications: (list to be added). Adaptations to specific broadcast distribution systems are possible, and will be specified in one specification document per broadcast distribution system. Part of the enabler are adaptation specifications for DVB-H [reference], 3GPP MBMS [reference], and 3GPP2 BCMCS [reference].

In general, the availability of both broadcast channel and interaction channel are assumed for the BCAST enabler. However, both broadcast channel and interaction channel may be temporarily unavailable, for example due to lack of radio coverage. Further, devices without access to an interaction channel are possible within the BCAST architecture and specifications. However, such devices may have limited functionality. Optimizations for devices without interactive channel are optional to implement in devices with interactive channel and are optional to use (for details see the SCR tables).

4. Mobile Broadcast Services

 Mobile Broadcast Services Architecture [BCAST10-Architecture] defines the Mobile Broadcast Services Enabler as a set of service-enabling functions. Within the overall architecture, each function has a set of interfaces, each of which form the basis for interoperability. Although the architecture as such is not normatively specified, the interfaces provide a useful tool to map the various parts of BCAST specifications to the context of overall architecture. The following table outlines how different parts of BCAST Enabler are specified in the Technical Specifications.

	Function
	Interface
	Normative Specification

	Service Guide
	SG-1
	Refer to [BCAST10-ESG], section 5.3

	
	SG-2
	Refer to [BCAST10-ESG], section 5.3

	
	SG-4
	Refer to [BCAST10-ESG], section 5.3

	
	SG-5
	Refer to [BCAST10-ESG], sections 5.3, 5.4.1.1 and 6.1 

	
	SG-6
	Refer to [BCAST10-ESG], sections 5.3, 5.4.1.2, 6.1 and 6.2

	
	SG-B1
	Refer to [BCAST10-ESG], sections 5.3 and each BDS Adaptation Specification.

	File Distribution
	FD-1
	Refer to [BCAST10-Distribution], section 5.4.1

	
	FD-2
	Refer to [BCAST10-Distribution], section 5.4.2

	
	FD-5
	Refer to [BCAST10-Distribution], section 5.2

	
	FD-6
	Refer to [BCAST10-Distribution], section 5.3

	
	FD-B1
	Refer to each BDS Adaptation Specification.

	Stream Distribution
	SD-1
	Refer to [BCAST10-Distribution], section 6.4.1

	
	SD-2
	Refer to [BCAST10-Distribution], section 6.4.2

	
	SD-5
	Refer to [BCAST10-Distribution], section 6.2

	
	SD-6
	Refer to [BCAST10-Distribution], section 6.2

	
	SD-B1
	Refer to each BDS Adaptation Specification.

	Service Protection
	SP-1
	Refer to [BCAST10-Distribution] Section 5.4.1 and 6.4.1


	
	SP-2
	Refer to [BCAST10-Distribution] Section 5.4.2 and 6.4.2

	
	SP 4-1
	Refer to [BCAST10-ServContProt] section 5.2.2

	
	SP 4-2
	Refer to [BCAST10-ServContProt] section 5.2.3

	
	SP 5-1
	Refer to [BCAST10-ServContProt] section 5.1.2.4

	
	SP 5-2
	Refer to [BCAST10-ServContProt] section 5.1.2.3

	
	SP-7
	Refer to [BCAST10-ServContProt] section 5.12.1 and 5.1.2.2

	
	SP-8
	TBD

	
	SP-9
	TBD

	Content Protection
	CP-1
	Refer to [BCAST10-Distribution], Section 5.4.1 and 6.4.1


	
	CP 2-1
	Refer to [BCAST10-Distribution] section 6.4.2

	
	CP 2-2
	Refer to [BCAST10-Distribution] section 5.4.2

	
	CP-3
	Refer to [BCAST10-ServContProt] section 5.2.4

	
	CP-4
	Refer to [BCAST10-ServContProt] section 5.2.5

	
	CP 5-1
	Refer to [BCAST10-ServContProt] section 5.1.2.4

	
	CP 5-2
	Refer to [BCAST10-ServContProt] section 5.1.2.3

	
	CP-7
	Refer to [BCAST10-ServContProt] section 5.1.2.1 and 5.1.2.2

	
	CP-8
	TBD

	
	CP-9
	TBD

	Service Interaction
	SI-8
	Refer to this specification, section 5.3

	Service Provisioning
	PR-7
	Refer to this specification, section 5.1

	
	PR-8
	Out of scope (this interface is for out-of-band subscription)

	Notification
	NT-1
	Refer to [BCAST10-ESG], section 8.5.1



	
	NT-3
	Refer to [BCAST10-ESG], section 8.5.2



	
	NT-4
	Refer to [BCAST10-ESG], section 8.5.3



	
	NT-5
	Refer to [BCAST10-ESG], section 8.4.1

	
	NT-6
	Refer to [BCAST10-ESG], section 8.4.2

	Terminal Provisioning
	TP-4
	Refer to this specification, section 5.2

	
	TP-5
	Refer to this specification, section 5.2

	
	TP-7
	Refer to this specification, section 5.2


In addition to specific functions, the BCAST Enabler defines such horizontal, or universal, features as support for Mobility, Roaming and Charging. These aspects are in the scope of this specification.

4.1 Service Provisioning

This section describes the messages used in service provisioning between a connected device and the BSM. The proposed messages should be synchronized with the BCAST-AD once the AD work progresses further.
4.1.1 Protocol

All the messages defined below are XML documents. The XML Schemas are to be defined. The exact format of the parameters described below will be defined in XML schema and that will be submitted as a separate CR.
The Broadcast Service Provisioning Management function SHALL support HTTP POST to be used for service order requests over the Interactivity channel.

The Broadcast Service Provisioning Management function MAY support HTTPS POST to be used for service order requests over the Interactivity channel.

The Broadcast Service Provisioning Client function SHALL support HTTP POST and MAY support HTTPS POST for service order requests over the Interactivity channel.

The device needs to know the URL for HTTP or HTTPS sessions. It is expected that this is supported by information contained in the Service Guide.

Note: messages over MMS, SMS need to be specified.
4.1.2 HTTP Binding

Request messages are sent as HTTP content of type “application/xml”. A specific OMA-BCAST content-type should be defined. Responses are always sent as part of the “200 OK” response to the original request. The content type is “application/xml” if the response has only one payload, or “multipart/mixed” in case of multiple payload (e.g. if the response includes one or more ROAP triggers)**. In the latter case, the content type of a single payload of the multipart content will be “application/xml” for the messages defined here, and “application/vnd.oma.drm.roap-trigger+xml” for the ROAP triggers**.

4.1.3 Message Authentication

Message authentication will use the methods specified by the underlying protection mechanism.

4.1.4 Global Status Codes

The following table lists all the possible status codes, and their applicability to each transaction. The table is to be used for GlobalStatusCode and RoamingAuthorisationStatus in Provisioning and Roaming response messages. The codes may also be used in other response messages in other BCAST technical specifications.
	Code
	Status

	000
	Success
The request was processed successfully.

	001
	Device Authentication Failed

This code indicates that the BSM was unable to authenticate the device, which may be due to the fact that the user or the device is not registered with the BSM.

In this case, the user may contact the BSM, and establish a contract, or get the credentials in place that are used for authentication.

	002
	User Authentication Failed

This code indicates that the BSM was unable to authenticate the user, which may be due to the fact that the user or the device is not registered with the BSM.

In this case, the user may contact the BSM, and establish a contract, or get the credentials in place that are used for authentication.

	003
	Purchase Item Unknown

This code indicates that the requested service item is unknown. This can happen e.g. if the device has a cached service guide with old information.

In this case, the user may re-acquire the service guide.

	004
	Device Authorization Failed

This code indicates that the device is not authorized to get Long-Term Key Messages from the RI, e.g. because the device certificate was revoked.

In this case, the user may contact the BSM operator.

	005
	User Authorization Failed

This code indicates that the user is not authorized to get Long-Term Key Messages from the RI, e.g. because the device certificate was revoked.
In this case, the user may contact the BSM operator.

	006
	Device Not Registered

This code indicates that the device is not registered with the RI that is used for the transaction.

When this code is sent, the response message includes a registration trigger that allows the device to register.

In this case, the device may automatically perform the registration, and, if the registration is successful, re-initiate the original transaction.

	007
	Server Error

This code indicates that there was a server error, such as a problem connecting to a remote back-end system.

In such a case, the transaction may succeed if it is re-initiated later.

	008
	Mal-formed Message Error

This code indicates that there has been a device malfunction, such as a mal-formed XML request.

In such a case, the transaction may or may not (e.g. if there is an interoperability problem) succeed if it is re-initiated later.

	009
	Charging Error

This code indicates that the charging step failed (e.g. agreed credit limit reached, account blocked).
The user may in such a case contact the BSM operator.

	010
	No Subscription

This code indicates that there has never been a subscription for this service item, or that the subscription for this item has terminated.

The user may in such a case issue a service request for a new subscription.

	011
	Operation not Permitted

This code indicates that the operation that the device attempted to perform is not permitted under the contract between BSM and user.

The user may in this case contact BSM operator and change the contract.

	012
	Unsupported version

This code indicates that the version number specified in the request message is not supported by the network. 

In this case, the user may contact the BSM operator.

	013
	Illegal Device

This code indicates that the device requesting services is not acceptable to the BSM. E.g. Blacklisted.

In this case, the user may contact the BSM operator.

	014
	Service Area not Allowed

This code indicates that the device is not allowed services in the requested area due to subscription limits

In this case, the user may contact the BSM operator or subscribe to the applicable service.

	015
	Requested Service Unavailable

This code indicates that the requested service is unavailable due to transmission problems.

In this case, the request may re-initiated at a later time.

	016 
	Request already Processed

This code indicates that an identical request has been previously processed. 

In this case, the user or the entity may check to see if the request had already been processed (i.e. received an LTK), if not retry the request.

	017
	Information Element Non-existent 

This code indicates that the message includes information elements not recognized because the information element identifier is not defined or it is defined but not implemented by the entity receiving the message. 

In this case related entities should contact each other.

	018 
	Unspecified

This code indicates that an error has occurred which cannot be identified.

In this case related entities should contact each other. 

	019 
	Process Delayed

Due to heavy load, request is in the cue, waiting to be processed.
In this case the user or entity should wait for the transaction to complete.

	020
	Generation Failure

This code indicates that the request information (message) could not be generated. 
In this case the user or entity should retry later.

	021
	Information Invalid

This code indicates that the information given is invalid and cannot be used by the system.

In this case the request should be rechecked and sent again.

	022
	Invalid Request

This code indicates that the requesting key materials and messages (e.g., LTKM) are not valid and can not be fulfilled.

In this case the request should be rechecked and sent again.

	023
	Wrong Destination

This code indicates that the destination of the message is not the intended one.

In this case the request should be rechecked and sent again.

	024
	Delivery of Wrong Key Information

This code indicates that the delivered key information and messages (e.g., LTKM) are invalid.

In this case the request should be rechecked and sent again.

	025
	Service Provider ID Unknown

This code indicates a confliction when the Visited Service Provider requests a message to the Home Service Provider.  

	026
	Service Provider BSM_ID Unknown

This code indicates a confliction when the Visited Service Provider BSM requests a message to the Home Service Provider BSM.

	027 ~ 127
	Reserved for future use

	128 ~ 255
	Reserved for proprietary use


Table 1: Global Status Status Codes 

4.1.5 Interactive Pricing Information Retrieval (from Service Guide)

[Note] the changes on 5.1.4 will be reflected the relative section of BCAST AD in the future.
4.1.5.1 Pricing Information Request

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	PR-7
Version
	E
	M
	1
	Version of this PR-7 interface supported by the terminal. The PR-7 interface version number described by this specification is 1.
	Integer

	UserID
	E
	O
	0..N
	The user identity known to the BSM.
Note : For roaming case, this element is mandatory otherwise this element is optional.
Contains the following attributes:

   Type
	String

	Type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are

0 – username defined in [RFC2865] 

1 – IMSI

2 – URI

3-200 reserved for future use

201-255 reserved for proprietary use  
	unsignedByte

	DeviceID
	E
	O
	0..1
	A unique device identification known to the BSM (e.g. the International Mobile Equipment Identity, IMEI).
	String

	BsdaID
	E
	O
	0..1
	Globally coordinated ID of the BSD/A. 
Note: This ID is used by BSM toretrieve service information from BSD/A. 

Note : For roaming case, this element is mandatory otherwise this element is optional.
	anyURI

	Purchase
ItemID
	E
	M
	1..N
	Identifier of the Purchase Item fragment for which the user wants to know the price. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	RequestID
	E
	O
	1
	Identifier for the Price Information request message.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


4.1.5.2 Pricing Information Response

If the price information request is accepted by BSM, then the message from BSM contains following data:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Global
Status
Code
	E
	M
	1
	The overall outcome of the request, according to the return codes defined in Table 2.
	Integer

	RequestID
	E
	O
	1
	Identifier for the corresponding Service Guide request message.
	Integer

	PurchaseItemID
	E
	M
	1..N
	Identifier of the Purchase Item for which a price was requested. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	Price_info
	E1
	M
	1
	Price information of Purchase Item that a user wants to know the price.
	String

	Service
Guide
Fragment
	E
	O
	1..N
	Service guide fragments containing information for the requested purchase items. The format is specified in [BCAST10-ESG]
	Complex Type

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


If the price information request is rejected by BSM, then the message from BSM contains following data:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Global
Status
Code
	E
	M
	1
	The overall outcome of the request, according to the return codes defined in Table 1.
	Integer

	ItemWise
Status
Code
	E
	M
	1..N
	A list of item-specific error codes (see Table 1).
	Integer

	Purchase
ItemID
	A
	M
	1
	For each status code, the identifier of the Purchase Item to which the particular error is related. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	RequestID
	E
	O
	1
	Identifier for the corresponding Price Information request message.
	Integer

	Authentication
	E
	O
	1
	The message authenticaton, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


.

Interactive service ordering

[Note] the changes on 5.1.6 will be reflected the relative section of BCAST AD in the future.
4.1.5.3 Service Request

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	PR-7
Version
	E
	M
	1
	Version of PR-7interface supported by the terminal. The PR-7version number described by this specification is 1.
	Integer

	UserID
	E
	M
	1..N
	The user identity known to the BSM. Contains the following attributes:

   Type
	String

	Type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are

0 – username defined in [RFC2865] 

1 – IMSI

2 – URI

3-200 reserved for future use

201-255 reserved for proprietary use  
	unsignedByte

	DeviceID
	E
	M
	1
	A unique device identification known to the BSM (e.g. the International Mobile Equipment Identity, IMEI).
	String

	RequestID
	E
	O
	1
	Identifier for the Service request message.
	Integer

	Service
Protection
Protocol
	E
	O
	1
	Lists each service protection protocol supported by the device, including the mandatory ones. Defined values: “ipsec”, “srtp”. The device is allowed to include more identifiers, however depending on the protocols supported by the network they may be ignored.

[Note] This element is only included in the message if a service is to be delivered over Interaction channel.
	String

	Broadcast
Mode
	E
	O
	1
	Indicates whether or not the device supports the optional broadcast mode of operation for rights acquisition, in addition to the interactive mode of operation.
	“yes” or “no”

	BsdaID
	E
	M
	1
	Globally coordinated ID of the BSD/A. 

Note: This ID is used by BSM to retrieve service information from BSD/A.. 
	anyUR

	RiURL
	E
	O
	1
	The Rights Issuer URL, from which BSM can retrieve the ROAP triggers** that will be delivered to the device.
	AnyURI

	Purchase
Item
	E
	M
	1..N
	A list of items the user wants to order. 
	Complex type

	Item ID
	E1
	M
	1
	The identifer of the Purchase Item.  The Purchase Item identifier is advertised in the guidePurchaseItem fragment as GlobalPurchaseItemID and is inserted in this message in the same format.
	anyURI

	Order
Option
	E1
	O
	1
	The order option identifier. Possible order options are advertised in the service guide.

[Note] Clarification on Order Option is required.
	String

	Price
	E1
	O
	1
	The price known to the user.

Note: Clarification on the usage of Price element is to be added.
	Integer

	Currency
	A
	O
	1
	The currency in which the price is expressed. If missing, a system default is assumed. Currency code is specified in [ISO4217]
	String

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary

	Notification
	E
	O
	0..1
	Subscription to receive Notification Message over Interaction Channel.  If Notification=TRUE, it means Notification over Interaction Channel is subscribed.  If Notification=FALSE, it means Notification over Interaction Channel should not be delivered. 
	Boolean


4.1.5.4 Service Response

If Service Request is accepted by BSM, then the message from BSM contains following data:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Global
Status
Code
	E
	M
	1
	The overall outcome of the request, according to the return codes defined in Table 1.
	Integer

	Rights
Validity
EndTime
	E
	O
	0..N
	The last time and date of validity of the Long-Term Key Message, after which it has to be renewed.
[Note] this element is validated if RO is broadcasted. Otherwise, this element is not necessary.
	DateTime

	ID
	A
	M
	1
	The ID of the Purchase Item to which the validity end time is related. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	RequestID
	E
	O
	1
	Identifier for the corresponding Service request message.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary

	Trigger
	E
	M
	1
	ROAP RO Acquisition Trigger**. The device is expected to use the trigger to initiate one or more Long-Term Key Message acquisitions.
	MIME part


If Service Request is rejected by BSM, then the message from BSM contains following data:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Global
Status
Code
	E
	M
	1
	The overall outcome of the request, according to the return codes defined in Table 1.
	Integer

	ItemWise
Status
Code
	E
	M
	1..N
	The error code relative to a particular service item.
	Integer

	Purchase
ItemID
	A
	M
	1
	The ID of the Purchase Item to which this error code is related. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	RequestID
	E
	O
	1
	Identifier for the corresponding Service request message.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary

	Trigger
	E
	O
	1
	If the service order failed because the device was unregistered, the response includes a ROAP Registration Trigger**. The device is expected to use the trigger to initiate a registration and repeat the service order once it is registered.
	MIME part


4.1.5.5 Service Completion

Service Completion Message May be sent by a terminal after it receives Long Term Key Message.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	S
P-7
Version
	E
	M
	1
	Version of PR-7 interface supported by the terminal. ThePR-7 version number described by this specification is 1.
	Integer

	LTK Message ID
	E
	M
	1..N
	A list containing the IDs of one or more Long-Term Key Messages received by the device.
	String

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


4.1.5.6 Subscription Long-Term Key Renewal Request

Subscription Long-term Key Renewal request message is sent if a user wants to renew a certain Purchase Item or group of purchase items.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	PR-7
Version
	E
	M
	1
	Version of PR-7 interface supported by the terminal. ThePR-7 version number described by this specification is 1
	Integer

	UserID
	E
	M
	1..N
	The user identity known to the BSM. Contains the following attributes:

   Type
	String

	Type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are

0 – username defined in [RFC2865] 

1 – IMSI

2 – URI

3-200 reserved for future use

201-255 reserved for proprietary use  
	unsignedByte

	DeviceID
	E
	M
	1
	A unique device identification known to the BSM (e.g. the International Mobile Equipment Identity, IMEI).
	String

	Purchase
ItemID
	E
	M
	1..N
	A list of identifiers of Purchase Item that the user wants to renew. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	RequestID
	E
	O
	1
	Identifier for the Subscription long term Key renewal request message.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


4.1.5.7 Subscription Renewal Response

If Subscription Renewal Response is accepted by BSM, then the message from BSM contains following data:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Global
Status
Code
	E
	M
	1
	The overall outcome of the request, according to the return codes defined in Table 1.
	Integer

	Long-Term Key 
Validity
EndTime
	E1
	O
	0..N
	The last time and date of validity of the Long-Term Key Message, after which it has to be renewed again.

[Note] the information on this element can be provided in RO.
	DateTime

	ID
	A
	M
	1
	The ID of the Purchase Item to which the validity end time is related. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	RequestID
	E
	O
	1
	Identifier for the corresponding Subscription request message.
	Integer

	Authenticaiton
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary

	Trigger
	E
	M
	1
	ROAP RO Acquisition Trigger**. The device is expected to use the trigger to initiate one or more Long-Term Key Message acquisitions.
	MIME part


If Subscription Renewal Response is rejected by BSM, then the message from BSM contains following data:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Global
Status
Code
	E
	M
	1
	The overall outcome of the request, according to the return codes defined in Table 1.
	Integer

	ItemWise
Status
Code
	E
	M
	1..N
	The error code relative to a particular service item.
	Integer

	Purchase
ItemID
	A
	M
	1
	The ID of the Purchase Item to which this error code is related. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	RequestID
	E
	O
	1
	Identifier for the corresponding Subscription request message.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary

	Trigger
	E
	O
	1
	If the service order failed because the device was unregistered, the response includes a ROAP Registration Trigger**. The device is expected to use the trigger to initiate a registration and repeat the service order once it is registered. The trigger is attached to the response as an additional MIME part.
	Complex type


4.1.5.8 Subscription Long-Term Key Renewal Completion

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	PR-7
Version
	E
	M
	1
	Version of PR-7 interface supported by the terminal. ThePR-7 version number described by this specification is 1
	Integer

	LongTermKeyID
	E
	M
	1..N
	A list containing the IDs of one or more Long-Term Key Messages received by the device.
	String

	Auhtentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


4.1.5.9 Unsubscribe Request

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	PR-7
Version
	E
	M
	1
	Version of PR-7 interface supported by the terminal. ThePR-7 version number described by this specification is 1
	Integer

	UserID
	E
	M
	1..N
	The user identity known to the BSM.
Contains the following attributes:

   Type
	String

	Type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are

0 – username defined in [RFC2865] 

1 – IMSI

2 – URI

3-200 reserved for future use

201-255 reserved for proprietary use  
	unsignedByte

	DeviceID
	E
	O
	0..N
	A unique device identification known to the BSM (e.g. the International Mobile Equipment Identity, IMEI).

[Note] if a User has multiple devices, then this element indicates a device or a group of devices that a user want to unsubscribe
	String

	Purchase Item ID
	E
	M
	1..N
	ID of the Purchase Item the user wants to unsubscribe from. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	RequestID
	E
	O
	1
	Identifier for the Unsubscribe request message.
	Integer

	Auhtentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary

	Notification
	E
	O
	0..1
	Unsubscription to receive Notification Message over Interaction Channel.  If Notification=TRUE, it means Notification over Interaction Channel is unsubscribed.  If Notification=FALSE, it means Notification over Interaction Channel should not be delivered. 
	Boolean


4.1.5.10 Unsubscribe Response

If Unsubscribe Request is accepted by BSM, then the message from BSM contains following data:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Global
Status
Code
	E
	M
	1
	The overall outcome of the request, according to the return codes defined in Table 1.
	Integer

	Unsubscribe
InfoMessage
	E
	M
	1..N
	For each subscription that was successfully removed, a message (in free text form) indicating when the cancellation of the subscription will become effective.
	String

	Purchase
ItemID
	A
	M
	1
	The ID of the Purchase Item to which the message is related. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	RequestID
	E
	O
	1
	Identifier for the corresponding Unsubscribe request message.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


If Unsubscribe Request is rejected by BSM, then the message from BSM contains following data:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Global
Status
Code
	E
	M
	1
	The overall outcome of the request, according to the return codes defined in Table 1.
	Integer

	ItemWise
Status
Code
	E
	M
	1..N
	The error code(s) relative to a particular service item.
	Integer

	Purchase
ItemID
	A
	M
	1
	The ID of the Purchase Item to which this error code is related. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	RequestID
	E
	O
	1
	Identifier for the corresponding Unsubscribe request message.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


Note that if the user has already renewed the subscription, the removal of the subscription will become effective only after an additional subscription period.

4.1.5.11 Token Purchase Request

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	PR-7
Version
	E
	M
	1
	Version of PR-7 interface supported by the terminal. ThePR-7 version number described by this specification is 1
	Integer

	UserID
	E
	M
	1..N
	The user identity known to the BSM.
Contains the following attributes:

   Type
	String

	Type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are

0 – username defined in [RFC2865] 

1 – IMSI

2 – URI

3-200 reserved for future use

201-255 reserved for proprietary use  
	unsignedByte

	DeviceID
	E
	M
	1
	A unique device identification known to the BSM (e.g. the International Mobile Equipment Identity, IMEI).
	String

	bsdaID
	E
	M
	1
	Globally coordinated ID of the BSD/A. 
Note: This ID is used by BSM to retrieve service information from BSD/A. 
	anyURI

	RequestID
	E
	O
	1
	Identifier for the Token Purchase request message.
	Integer

	RiURL
	E
	O
	1
	The Rights Issuer URL, from which BSM can retrieve the ROAP triggers** that will be delivered to the device.
	AnyURI

	Charging
Type
	E
	O
	1
	The type of charging (pre-paid or post-paid) the user wishes to use. The BSM will verify that the requested charging type is available for this user.
	Accepted values: “prepaid”, “postpaid”.

	Requested
Token
Amount
	E
	M
	1
	The amount of new tokens requested by the device (integer). In case of pre-paid, the amount of tokens requested is subtracted from the user’s credit. In case of post-paid, it is verified that the amount of tokens requested doesn’t exceed the user’s credit limit.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


4.1.5.12 Token Purchase Response

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Status
Code
	E
	M
	1
	The outcome of the request, according to the return codes defined in Table 1.
	Integer

	RequestID
	E
	O
	1
	Identifier for the corresponding Token Purchase request message.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary

	Trigger
	E
	O
	1
	If the token purchase succeeded, the response includes a ROAP Trigger** as an additional payload. The device is expected to use the trigger to initiate one or more token acquisitions. The type of the trigger is yet to be decided.
If the token purchase failed because the device was unregistered, the response includes a ROAP Registration Trigger** as an additional payload. The device is expected to use the trigger to initiate a registration and repeat the token purchase once it is successfully registered.

	MIME part


**These (ROAP messages) are OMA DRMv2.0 specific. Other service protection mechanisms will map their own proprietary messages to the corresponding fields.

4.1.6 Account Inquiry

Account Inquiry allows the End user to request his/her account information such as active purchase item list, Service Guide Fragments associated with subscribed PurchaseItem, or Billing Information. The AccountInquiry Element of the request message specified in 5.1.7.1 indicates which information the End user wants to receive and the response message can include GlobalPurchaseItem List or SG Fragments or Billing Information as per the request message.

5.1.7.1   Account Inquiry Request

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	PR-7 Version
	E
	M
	1
	Version of PR-7 Interface supported by the terminal.  The PR-7 version number described by this specification is 1.
	Integer

	UserID
	E
	O
	0..N
	The user identity known to the BSM.
Note: For roaming case, this element is mandatory otherwise this element is optional.

Contains the following attributes:

   Type
	String

	Type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:
0 – username defined in [RFC2865] 

1 – IMSI

2 – URI

3-200 reserved for future use

201-255 reserved for proprietary use  
	unsignedByte

	DeviceID
	E
	O
	0..1
	A unique device identification known to the BSM (e.g. IMEI (International Mobile Equipment Identity),MEID (Mobile Equipment Identifiers), etc.)

Note: If UserID is not present, this element is mandatory.
	String

	RequestID
	E
	O
	0..1
	Identifier for this request message
	Integer

	BSDAid
	E
	O
	0..1
	Globally coordinated ID of the BSD/A.  This ID is used by the BSM to retrieve service guide fragments from the BSD/A.  
	anyURI

	AccountInquiry
	E
	M
	1..N
	Specifies the account information which user want to receive from the BSM.  Possible values are:

0 – unspecified

1 – PurchaseItem List

2 – Service Guide Fragements

3 – Billing Information

4 ~ 127 – Reserved for future use

128 ~ 255 – Reserved for proprietary use

Note: If value is 0, BSM SHOULD deliver the default response message which is composed to provide account information to users.
	unsignedByte

	Authentication
	E
	O
	0..1
	The message authentication, created as described in section 5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded Binary


5.1.7.2    Account Inquiry Response

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Global Status Code
	E
	M
	1
	The overall outcome of the request, according to the return codes defined in Table 1.
	unsignedByte

	RequestID
	E
	O
	0..1
	Identifier for the corresponding AccountInquiry message
	Integer

	BillingInformation
	E
	O
	0..N
	Describes the total billing information when the End user sends this request message, possibly in multiple languages.  The language is expressed using built-in XML attribute xml:lang with this element.
	String

	GlobalPurchaseItemId
	E
	O
	0..N
	IDs of GlobalPurchaseItem to which the End user subscribed or purchased.

Contains the following elements:

   Description

   ServiceGuideFragments
	anyURI

	Description
	E1
	O
	0..N
	Describes the subscription information such as price, period, etc., possibly in multiple languages.  The language is expressed using built-in XML attribute xml:lang with this element.
	String

	ServiceGuideFragments
	E1
	O
	0..N
	Service Guide Fragments related to the PurchaseItem to which the End user subscribed or purchased.  The format is specified in [BCAST-SG].

Contains the following attribute:

    Namespace
	

	Namespace
	A
	O
	0..1
	set to the name of the BCAST Servie Guide XML namespace to signal that the content of SGData is BCAST SG compliant
	anyURI

	Authentication
	E
	O
	0..1
	The message authentication, created as described in section 5.1.3.

[Note] The method for message authentication is to be defined in 5.1.3.
	Base64 – encoded binary


4.2 Terminal Provisioning

The terminal Provisioning function SHOULD support OMA Device Management [OMA DM 1.2], as specified in this chapter.

Terminal Provisioning function provides data structures to provision and manage the terminal through the broadcast channel using BCAST File Distribution [BCAST10-Distribution] or interaction channel using OMA DM [OMA DM 1.2]. 
The interfaces related to Terminal Provisioning function, as outlined in BCAST Architecture [BCAST10-Architecture] are normatively specified as follows:

· Over interface TP-7, both the network and the terminal SHALL support exchange of terminal provisioning and management messages as specified in [OMA DM]

· Over interface TP-5, the network MAY and the terminal SHALL support the delivery of OMA DM provisioning messages [OMA DM] within BCAST File Distribution [BCAST10-Distribution]; detailed specification how the binding is done is given in section 5.2.1.

· Over interface TP-4 the exchange of information SHALL consist of OMA DM provisioning messages [OMA DM]. Over this interface, the OMA DM provisioning messages are exchanged as file objects of type “application/vnd.syncml.dm+wbxml”. The delivery mechanism of these messages is not specified.

4.2.1 Terminal Provisioning of BCAST Client 
The Terminal Provisioning Client (TP-C) SHALL receive the parameters needed for OMA BCAST service by the Terminal Provisioning function which manage the terminal configuration parameters, e.g. data, parameters and applications with the help of OMA DM [OMA DM v1.2]. This information would be delivered either TP-5 as the file object type of BCAST File Distribution [BCAST10-Distribution] or TP-7 as specified in OMA DM [OMA DM v1.2].

The Terminal Provisioning Client (TP-C) SHALL be able to:

· receive the parameters needed for BCAST service included in the terminal provisioning messages sent over TP-5 or TP-7. 

· update the parameters needed for BCAST service included in the terminal provisioning messages sent over TP-5 or TP-7.

The Terminal Provisioning Management (TP-M) SHOULD be able to perform the following operations that are needed for the support of the BCAST service:

· Initialization and updates all the configuration parameters necessary for the Terminal

· Software update for the application upgradeable handsets. 

Further, the existence and access description to Terminal Provisioning function MAY be declared through the Service Guide using the Service, Access and Content fragments of Service Guide or through the  process as specified in OMA DM. Both of the following cases are specified in section 5.2.2:

· Declaration of the existence and access to the OMA File Distribution session carrying the OMA DM messages over TP-5; and;

· Declaration of the existence and access to the OMA DM based exchange over TP-7..

4.2.2 Declaring the existence and access to Terminal Provisioning

There are two ways to declare the existence and the access to Terminal Provisioning with Service Guide: Terminal Provisioning declared as a Service; and; Terminal Provisioning declared as an Access of a Service. The terminal SHALL support both of these ways of declaring the Terminal Provisioning within the Service Guide. The following sections specify both of these ways.

The TP-C MAY also be bootstrapped with the Terminal Provisioning server information to access the Terminal Provisioning either over TP-5 or TP-7.

5.2.1.1 Declaring Terminal Provisioning as a Service within Service Guide

When the Terminal Provisioning is declared as a service, the following applies:

· There SHALL be at least one Service fragment with the value of attribute “type” equals “14 – Terminal Provisioning services.

· There SHALL be at least one Access fragment that specifies the access to the above-mentioned Service:

· In case Terminal Provisioning over TP-5 is declared, the AccessType SHALL contain “BroadcastTransmission” element, which defines the access to the BCAST File Distribution session.

· In case Terminal Provisioning over TP-7 is declared, the AccessType SHALL contain “InteractiveTransmissionScheme” element, which defines the access to the respective OMA DM server.

· There MAY be one or more Content fragments that specify the Terminal Provisioning messages as files, as defined in section 5.2.1.

5.2.1.2 Declaring Terminal Provisioning as an Access of a Service within Service Guide

When the Terminal Provisioning is declared as an access of a service, the following applies:

· There SHALL be at least one Service fragment that defines a service of arbitrary type.

· There SHALL be at least one Access fragment associated with the above-mentioned Service. The Access fragment SHALL have “ServiceClass” element present with value “sdo.oma.tp”. Further:

· In case Terminal Provisioning over TP-5 is declared, the AccessType SHALL contain “BroadcastTransmission” element, which defines the access to the BCAST File Distribution session.

· In case Terminal Provisioning over TP-7 is declared, the AccessType SHALL contain “InteractiveTransmissionScheme” element, which defines the access to the respective OMA DM server.
5.2.1.3 Declaring Terminal Provisioning through Bootstrap

The Terminal Provisioning server information or account for such as the Session Description, Authentication, and/or Connectivity MAY be bootstrapped as specified in [OMA DM]. In case Terminal Provisioning over TP-5, the following management objects for the server account SHALL be supported.

[TBD]
4.2.3 Carrying OMA DM messages within OMA File Distribution
Over interface TP-5, OMA DM provisioning messages SHALL be delivered as files using the BCAST File Distribution [BCAST10-Distribution].

A file containing the OMA DM provisioning message SHALL be of following type: 

· application/vnd.syncml.dm+wbxml
This is the WBXML encoded OMA DM message [OMA DM].

The type of the file SHALL be declared using the internal mechanism of the BCAST File Distribution 

· When the file parameters are signalled in the Service Guide, either the “Content-Type” attribute of FileDescription element, or, the “Content-Type” attribute of File element SHALL be used with value “application/vnd.syncml.dm+wbxml”. 

· When the file parameters are signalled in-band, the “Content-Type” attribute in the FDT SHALL be used with value “application/vnd.syncml.dm+wbxml”

The OMA DM provisioning messages that are carried within BCAST File Distribution function SHALL be formatted and handled similarly as specified in OMA DM Bootstrap profile [OMA DM].  Depending on the purpose, this message SHALL be delivered to the targeted terminals.

When the broadcast channel is not protected by the Service and Content Protection Function, the OMA DM provisioning messages that are carried over TP-5 SHALL be authenticated by the Signature of the provisioning server. The Signature SHOULD be sent along with the corresponding OMA DM provisioning message. 

4.2.4 Carrying OMA DM messages through Interaction Channel

Over interface TP-7, DM provisioning messages SHALL be delivered using DM mechanism. The details would be followed of OMA DM procedure.
4.3 Interaction

The BCAST enabler specifies different types of interactions between the end user and her terminal, and the service provider.

These are the following: 

1. Interactive retrieval of the Service Guide (SG). The terminal requests, and receives, the service guide or changed parts of the service guide for a service. This type of interaction is described in the [BCAST10-ESG], section TBD.

2. Interactive retrieval of additional information related to Service Guide fragments, for example in form of a webpage presenting additional information. This is enabled using the ExtensionURL which can optionally be included into some SG fragments for retrieving further information about the fragment by accessing the URL. For details see in the [TS ServiceGuide].

3. Service interaction, i.e. interaction as part of the service (in contrast to the previous two types of interaction, which are used to receive information about a service). Examples for such interactions within a service are  voting about the service or actor, or the offer to the user to order a ring-tone matching the music that is just played in a show. This is enabled using interactivity information in the SG as an entry point and interactivity media that are distributed in a channel associated with the service itself. This is described in more detail in this document in section TBD.

4. Interactive delivery of BCAST services, i.e. delivery over the interaction channel. This is for example enabled using the AlternativeAccessURL or InteractiveTransmissonScheme in the SG. 

In general, the availability of the interaction channel is assumed. However, the interaction channel may be temporarily unavailable, for example due to lack of radio coverage. Further, devices without access to an interaction channel are possible; however, such devices may have limited functionality.

4.3.1 Protocols and media codecs for Service Interaction Function

This section describes the protocols which are provided by the Service Interaction Function of the BCAST enabler at the interface between BSI-G and BSI-C through SI-8 and the media codecs the BCAST application supports. 

With respect to the protocols, please note that this section only specifies the protocols to be used for the Service Interaction Function. The use of the interaction channel by other functions (e.g. Service Guide Function) is defined in the respective other parts of the TS and is not part of this section.

A service making use of the interaction function MAY use any of the following protocols. 

The available interaction protocols for a service are signalled in the Service Guide according to section X.Y in the BCAST Service Guide specification. If a terminal does not support any of the interaction protocols specified here, it SHALL not offer the interactive parts of the service to the user.

Regarding support of the protocols in the terminal for use by the Service Interaction Function, the following rules apply:

· The terminal SHALL support the following protocols: IP, TCP, HTTP.

· The terminal MAY support the following protocols: SMS, IPSEC, UDP, MMS, WAP, HTTPS, SIP/IMS.
· If a terminal supports SMS, it SHALL support SMS as an interaction protocol for BCAST services.

· If a terminal supports MMS, it SHALL support MMS as an interaction protocol for BCAST services.
· Furthermore, the terminal MAY offer the user an option to initiate a voice call from the service application of an interactive broadcast service. In this case, the terminal SHALL prompt the user before actually making the call.

Regarding support of the media codecs by the BCAST application for use of Service Interaction Function, the following rules apply:

· T.B.D.

4.3.2 Interactive retrieval of Service Guide
If the Terminal has a capability for interaction, it SHALL support interactive retrieval of Service Guide fragments as specified in [BCAST10-ESG].

4.3.3 Interactive retrieval of Service Guide related information
Within the Service Guide itself, the network MAY include “ExtensionURL” element with any fragment. The semantics of this element is to provide a pointer to a web resource providing further information related to the fragment (For example, a www page related to the certain content can be reached by following an extension URL in Content fragment). If the Terminal has a capability for interaction, it SHALL support this element and SHALL be capable of accessing such additional information by using HTTP.
4.3.4 Interactive service ordering

<text>

4.3.5 Interaction for service and content protection

<text>

4.3.6 Service related interaction and feedback

The mechanism described in this section allows the user to interact with the service, for example for voting applications. The main entry point for interactivity services is the InteractivityData fragment in the ESG (see sectionm xx). This InteractivityData fragment points to an interactivity media document, which contains the actual interactivity media objects.

4.3.6.1 Interactivity Media Document

An InteractivityMedia document triggers the Terminal to render the “interactivity media objects” message onto the GUI. The InteractivityMedia document and Media Object Set files is are delivered using BCAST File Distribution functionalitydelivery. The system MAY deliver the InteractivityMedia documents and associated files over broadcast file distribution or serve those over interactive channel. The terminal SHALL support reception of InteractivityMedia documents over broadcast file distribution method. If the terminal supports interactive channel, the terminal SHALL support the retrieval of InteractivityMedia documents and associated files over interaction channel. The delivery method used for the delivery SHALL be signaled within the InteractivityData fragment of the Service Guide as specified in section 5.2.2.10 of [BCAST10-ESG].

The terminal SHALL render the InteractivityMedia objects when the document is completely and successfully retrieved from the file delivery stream and when the interactivity is scheduled to take place. When InteractivityMedia documents with the same GroupID are valid at the same time, the terminal SHALL render those media objects in the document with the highest GroupPosition.

The InteractivityMedia document defines the actual InteractivityMedia objects, which enables e.g. voting or ringtone ordering. The terminal SHALL be able to acquire and render the media objects attached to the InteractivityMedia Document without interrupting the acquisition and rendering of the ‘regular’ broadcast media stream.

Each InteractivityMedia Document can consist of multiple media object groups, and each media group can consist of one or several media object sets. A media object set is a bundle of related media objects to be rendered as a unit (e.g. XHTML pages + external stylesheet + pictures) and clearly identified as pertaining to a specific interactivity technology (SMS, MMS template, XHTML…). From each media object group only one media object set is rendered at the same time by the same terminal. This is indicated by the media object set with the highest relative priority and that is besides supported by the terminal. If a media object set is not supported by the terminal it is discarded and not stored.  If none of the media object sets is supported by the terminal the terminal SHALL display the alternative text.

The media objects of a media object set are packed into one file bundle transported separately from the InteractivityMedia document. The InteractivityMedia document (i.e. the parent Media Object Group) only describes for each media set the involved interactivity technology, the type of included media objects, and the file delivery information needed to retrieve the media objects bundle. This decoupled structure allows the terminal to discard the unsupported media object sets at the very beginning of file bundle reception, and more importantly to avoid their storage.Content promotion can be enabled by one media object group in the InteractivityMedia Document. By referring to this same media object group through the On_Action_Pointer the terminal will always return to the same media object set when the end-user triggered the terminal to send out a message over the interaction channel, as facilitated by e.g. the SMS-template or XHTML MP media object set. Referring to information on an external web-site can be enabled by declaring one media object group with an XHTML MP media object set in the InteractivityMedia document. By omitting the On_Action_Pointer, the XHTML hyperlinks can refer the user to external web-sites.

Time-dependent behaviour of the interaction can be enabled by defining 3 media object groups in the InteractivityMedia document. The first media group defines the media to start with, e.g a list of possible answers of a voting. When the user answers in time (as defined by the Input_Allowed_Time), the user is presented the media object set from the second media group (as defined by the On_Action_Pointer). If the user waits too long or does not provide any input the media object set from the third media group is presented (as defined by the On_Time_Out_Pointer). Setting an Update Flag in the first document to “true” enables the rendering of the media object set for the next question. When the Input_Allowed_time is passed the terminal will start listening to the file delivery channel for the Interactivity_Media_Document with a higher GroupPosition number.  
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	Data Type

	Interactivity Media
	E
	NO/TM
	0..N
	InteractivityMedia.

Contains the following attributes:


GroupID


GroupPosition


id

version

validFrom

validTo

Contains the following sub-elements:


Media_Object_Group



	

	GroupID
	A
	NM/TM
	1
	ID of the group of Interactivity Media document, globally unique
	AnyURI

	GroupPosition
	A
	NM/TM
	1
	Relative position of this document in the group.
	unsignedInt

(32 bits)

	id
	A
	NM/TM
	1
	ID of the InteractivityMedia document, globally unique. 
	AnyURI

	version
	A
	NM/TM
	1
	Version of this fragment. The newer version overrides the older one with the same id as soon as it has been received.
	Byte (8 bits)

	validFrom
	A
	NO/TM
	0..1
	The first moment when the media object sets in this document SHALL be rendered. If not given, the media object sets SHALL be rendered as soon as they are available.
	Integer (32 bits) expressed as NTP time

	validTo
	A
	NO/TM
	0..1
	The last moment when the media object set SHALL be rendered. If not given the rendering is assumed to end in undefined time in the future. 

Whenever there is an InteractivityMedia Document available with the same GroupID but with a higher GroupPosition the terminal SHALL stop rendering the current document. 
	Integer  (32 bits)
expressed as NTP time

	Media_Object_Group
	E1
	NO/TM
	0..N
	Grouping of the media object sets, which serve the same purpose during interactivity, e.g. as a starting media object set, as a media object set to be shown after action was taken or to be shown after time-out was reached.

Has the following attributes:

id

Start_Media_Flag

Has the following sub-elements:

Action_Descriptor


MediaObjectSet (generic structure)

SMSTemplate (non-generic media object set)

EMailTemplate (non-generic media object set)

Alternative text

	

	id
	A
	NM/TM
	1
	The ID of the media group
	AnyURI

	StartMedia_Flag
	A
	NM/TM
	1
	The flag indicates, whether the media object sets in this Media_Object Group should be started with.

There SHALL only be one Media_Object_Group with this flag set to “true” in an Interactivity Media Document
	Boolean

	Action Descriptor
	E2
	NO/TM
	0..1
	The action descriptor describes the behaviour of the terminal when the media objects enable end-user input.

Has the following attributes


Input_allowed_Time

On_Time_Out_Pointer

Update_Flag

On_Action_Pointer


	

	Input_Allowed_Time
	A
	NO/TM
	0..1
	The last moment the terminal allows the end-user to provide end-user input for the active media object set in this media object group.
	Integer  (32 bits)
expressed as NTP time

	On_Time_Out_Pointer
	A
	NO/TM
	0..1
	This pointer refers to the ID of a media object group in this interactivity media document. When the Input_Allowed_Time is passed the terminal SHALL present the appropriate media object set of the media object group indicated by this pointer.

The terminal SHALL NOT present this media object set if the terminal has already presented the media object set indicated by the On_Action_Pointer.
	AnyURI

	Update_Flag
	A
	NO/TM
	0..1
	Whenever this flag is “true” the terminal shall listen to and fetch the following interactivity media document and the associated media objects from the file delivery stream when the Input_allowed_time is passed. The following inter-activity media document is identified by the document with the same group ID and a higher GroupPosition number.
	Boolean

	On_Action_Pointer
	A
	NO/TM
	0..1
	This pointer refers to the ID of a media object group in this interactivity media document. When the end-user undertakes action before the Input_Allowed_Time, which triggers the terminal to send out a message over the interaction channel (e.g. MMS, SMS or HTTP request), the terminal SHALL present the appropriate media object set of the media object group indicated by this pointer. 

If this pointer refers to the same ID as the current media object group, the terminal SHALL return to the same media object set after completing the action. In this case Input_allowed_Time and On_Time_Out_Pointer SHALL NOT be declared.
	AnyURI

	MediaObjectSet
	E2
	NO/TM
	0..N
	A media object set is defines the media objects attached to one interactivity technology proposed in the MediaObjectGroup. These media objects are related to each other, and form an interactivity unit to be rendered upon Media_Object_Group activation (provided this interactivity technology is the one selected for rendering).

The set of media objects is not stored in the Media_Object_Group itself (i.e. in the InteractivityMedia document) but as another external file, where this external file is :

· either one uncompressed media file (like a .3GP video, a .JPEG picture).

· or one GZIP archive file containing one or several compressed media objects (a .GZ file e.g. containing a compressed SMIL + 3GP video + text)

The GZIP archive format is the one defined in [RFC1951] and [RFC1952]. In case the archive contains multiple media objects, it consists of the plain concatenation of each compressed media object (i.e. each GZIP member), as specified in section 2.2 of [RFC1952].

The optional FNAME field SHOULD be set by the sender in each GZIP member header, with an FNAME value in accordance with the <Object> Content-Location one (see below Content-Location description). 

The <MediaObjectSet> element contains the following attributes:

RelativePreference


Content-Type

Content-URI


xml:lang

The <MediaObjectSet> element contains the following elements:


Description


File


Object
	

	RelativePreference
	A
	NM/TM
	1
	This attribute gives the RelativePreference of this media object set.

If multiple media object sets are declared in the Media_Object_Group, the BCAST application SHALL render the media object set with the highest relative preference among the media object sets it supports.
	unsignedInt

(32 bits)

	Content-Type
	A
	NM/TM
	1
	Gives the media type of the <MediaObjectSet>’s external file :

· If this media type is ‘application/x-gzip’, the external file is a GZIP archive file containing one or several media objects.

· Otherwise (in this version of the specification) the external file is one uncompressed media file (e.g. ‘video/3gpp’ for a 3GP video file containing a SMIL presentation).

In case the external file is transported by FLUTE, this attribute MUST match the <File> Content-Type value provided in the FDT instance(s) describing this file.
	String

	Content-URI
	A
	NM/TM
	1
	Uniquely identifies the <MediaObjectSet>’s external file within the file delivery session.

In case this external file is transported by FLUTE, this attribute MUST match the <File> Content-Location value provided by the FDT instance(s) describing this file.
	AnyURI

	xml:lang
	A
	NM/TM
	0..1
	(Built-in XML attribute) : indicates the language required to needed to undof the media objects defined for the media object set. identify the language used in the media objects of the MediaObjectSet.
Editor’s note ; a ‘Languages’ attribute with the built-in xsd:Language type could be used instead if it is wanted to declare support of multiple languages at a time.
	[RFC3066]

	Description
	E3
	NO/TM
	0..N
	Description of the Media Object Set, possibly in multiple languages. This can be used to provide the end-user extra information regarding the Media Object Set content.

The language is expressed using built-in XML attribute xml:lang with this element. 
	String

	Object
	E3
	NO/TM
	0..N
	Describe each media object contained in the media object set.

Depending on <MediaObjectSet>’s external file nature:

· if a single uncompressed file, this element is not needed unless it can provide supplemental information not given by parent <MediaObjectSet> (such as <PartType>, etc.).

· if a GZIP archive, the sequence order of <Object>s in <MediaObjectSet> MUST be the same as the sequence of members in the GZIP archive (side-by-side relationship between <Object> sequence and GZIP members).

Contains the following attributes:

Content-Location


Content-Type

Start

Contains the following elements:


PartType


	

	Content-Location
	A
	NM/TM
	0..1
	If <MediaObjectSet>’s external file is an uncompressed file: useless.

If <MediaObjectSet>’s external file is a GZIP archive: 

The external file can be found by decompressing the n-th member of the GZIP archive, given n is the position of the <Object> in the <MediaObjectSet>. 

The Content-Location value SHALL be a Relative-Path Reference as defined in [RFC3986] and SHALL represent the sub-folder(s) + the filename of the deflated GZIP member to be used on storage.

This relative storage content location is intended to be directly pointed by common markup language references (typically via src=”” and href””).

If present, the FNAME field of the GZIP member MAY be verified against the filename part of Content-Location, ignoring case differences. In case these two values differ, the terminal MAY choose to discard the Media Object Set.

When storing the deflated media object, the terminal MUST create any indicated sub-folder(s) specified in the Content-Location, and store the media object in the leaf sub-folder, using the file name indicated in the Content-Location.The terminal SHOULD preserve the letter case specified in the Content-Location value when deflating the subfolders and the media file locally. The dot-segment “.” MUST be supported.  
Content-Location value SHALL be unique within the sequence of <Object> elements belonging to the same <MediaObjectSet> in the following respect: A folder (including root folder) SHALL NOT contain two different subfolders or files for which the names only differ by the letter case.

For security reasons, the terminal SHOULD discard the Media Object Set in case a naming conflict is detected.

For security reasons, the terminal SHOULD discard the Media Object Set if one or several dot-segments “..” are present in the Content-Location.
	AnyURI

	Content-Type
	A
	NM/TM
	1
	If <MediaObjectSet>’s external file is an uncompressed file: useless (information already given in <MediaObjectSet>).

If <MediaObjectSet>’s external file is a GZIP archive:
Gives the media type of the GZIP archive member mapped to the <Object>.
	String

	Start
	A
	NM/TM
	1
	If <MediaObjectSet>’s external file is an uncompressed file, or else a GZIP archive containing one media object: useless (implictly “true”).

If <MediaObjectSet>’s external file is a GZIP archive containing multiple media objects :
This attribute must be set to “true” for exactly one <Object> and one only in the <Object> sequence, the “start media object” on which the interactivity client must be launched.  

Default value, and applicable value for the other <Object> elements : false
	Boolean



	PartType
	E4
	NO/TM
	0..N
	Indicates the media types that should be supported also in order to correctly render an <Object> consisting of several sub-media objects.

E.g. a 3GP “Extended-presentation profile” would be one <Object> with one “application/smil” <PartType>  advertising the presence of a SMIL presentation in the file.
	

	File
	E3
	NO/TM
	0..1
	Present in case ALC without FLUTE is used for the delivery of <MediaObjectSet>’s external file.

Structure identical to the <File> child element of <FileDescription> in Content fragment.

Editor’s note : do we need to duplicate this lengthy description ?
	

	SMSTemplate
	E2
	NO/TM
	0..N
	Contains attributes:

RelativePreference

Presentation

SelectChoice

Note: the SMSTemplate is a media object set, although not encoded using the <MediaObjectSet> generic structure.

Note: The SMS Template provides information about the option(s) in an interaction, but does not contain rendering information. If rendering is to be specified by the service provider, the interaction can alternatively be described in an XHTML document with in-lined SMS URIs.
	

	RelativePreference
	A
	NO/TM
	0..1
	This attribute gives the RelativePreference of this media object set.

If multiple media object sets are declared in the Media_Object_Group, the BCAST application SHALL render the media object set with the highest relative preference of the media object sets it supports.
	unsignedInt

(32 bits)

	Presentation
	A
	NO/TM
	0..N
	Text describing the interaction to the end user, possibly in multiple languages. This text can e.g. describe the overall scope of the interaction, valid for all interaction options described below. It might e.g. also contain information about the prize of the SMS interaction.
	String

	SelectChoice
	E3
	NO/TM
	0..N
	Contains attributes:

SMS-URI

ChoiceText

Note: For an interaction with multiple choices (like a voting between several options), the SelectChoice elements describe the different options to the user, and declare the SMS interaction to be executed when the user selects this option. For an interaction with one choice (e.g. an offer to purchase merchandise like a ringtone), there is only one SelectChoice element. Rendering of the choice(s) to the user is out of scope of this specification.
	

	SMS-URI
	A
	NM/TM
	1
	SMS receiver address and payload encoded as “sms:” URI scheme.

Value of this attribute SHALL comply with “sms:” URI scheme [URI-Schemes], with the following exceptions:

If the sms-body [URI-Schemes] of the sms URI scheme contains the string “$userid$”, it shall be replaced by the user ID.

If the sms-body [URI-Schemes] of the sms URI scheme contains the string “$deviceid$”, it shall be replaced by the device ID.

If the sms-body [URI-Schemes] of the sms URI scheme contains the string “$userinput$”, it should be replaced by a string that the user can enter. This may be an empty string.
	AnyURI

	ChoiceText
	A
	NO/TM
	0..1
	Description of the inetraction option, possibly in multiple languages. This is used to provide the end-user information on this interaction choice..

The language is expressed using built-in XML attribute xml:lang with this element. 
	String

	EmailTemplate
	E2
	NO/TM
	0..N
	Contains attributes:

RelativePreference

Description

To_header

Cc_header

Bcc_header

Subject_header


MessageBody

Note: the EmailTemplate is a media object set, although not encoded using the <MediaObjectSet> generic structure.
	

	RelativePreference
	A
	NM/TM
	1
	This attribute gives the RelativePreference of this media object set.

If multiple media object sets are declared in the Media_Object_Group, the BCAST application SHALL render the media object set with the highest relative preference of the media object sets it supports.
	unsignedInt

(32 bits)

	Description
	E3
	NO/TM
	0..N
	Description of the Email Template, possibly in multiple languages. This can be used to provide the end-user extra information regarding the Email message.

The language is expressed using built-in XML attribute xml:lang with this element. 
	String

	To_header
	A
	NM/TM
	1
	The e-mail recipient(s) as defined in [RFC 2822]
	String

	Cc_header
	A
	NO/TM
	0..1
	The e-mail cc-recipient(s) as defined in [RFC 2822]
	String

	Bcc_header
	A
	NO/TM
	0..1
	The e-mail bcc-recipient(s) as defined in [RFC 2822]
	String

	Subject_header
	A
	NO/TM
	0..1
	The e-mail subject header as defined in [RFC 2822]
	String

	MessageBody
	A
	NO/TM
	0..1
	The e-mail message body (text format defined in [RFC 2822]
	String

	AlternativeText
	E2
	NO/TM
	0..1
	Alternative Text to be displayed if none of the other media object sets is supported by the terminal

Possibly in multiple languages. The language is expressed using built-in XML attribute xml:lang with this element.
	String

	<proprietary elements>
	
	
	
	Any number of proprietary or application-specific elements that are not defined in this specification.
	

	
	
	
	
	
	


5.3.6.1.1 MediaObjectSet parsing for interactivity technology selection

Information provided in the <MediaObjectSet> element is sufficient to determine whether the media object set is supported or not by the terminal. This without need to open and parse the external file bundle. The terminal MAY take guidance of the following rules to determine this support :

· if <MediaObjectSet>’s external file is a single uncompressed file, the media object set SHOULD be seen as “supported” if  :

· the “Content-Type” attribute value of the <MediaObjectSet> is supported, and

· if present, the “xml:lang” attribute value of the <MediaObjectSet> is suitable to the receiver, and

· if present, the <PartType>s values of the <Object> are all supported.
· if <MediaObjectSet>’s external file is an archive file, the media object set SHOULD be seen as “supported” if  :

· if present, the “xml:lang” attribute value of  the <MediaObjectSet> is suitable to the receiver, and

· the “Content-Type” attribute value of each <Object> is supported, and
· if present, the <PartType>s values in each <Object> are all supported.
5.3.6.1.2 MediaObjectSet definition for some interactivity technologies

A media object set conveying an MMS Message Template conforming to [MMSTEMP] SHALL consist of the following:

· one GZIP archive file containing all the media objects (Message Template Definition, MMS presentation part, fixed/replaceable media objects).

· one <MediaObjectSet>, with Content-Type attribute set to “application/x-gzip”, and containing :

· one “MTD” <Object>, with Content-Type attribute set to “application/vnd.omammsg-mtd+xml", and Start attribute set to “true”.

· zero or one “MMS presentation part” <Object>, with Content-Type attribute set to “application/smil". If <MediaObjectSet> contains MMS presentation part, the sub-folder(s) SHALL NOT be used in <Content-Location> since MMS-SMIL cannot support sub-folder(s).
· one <Object> per other bundled file, if any (fixed/replaceable media objects). 

Note: If the end user decides to interact as triggered by Media Object Set of type MMS Message Template, it implies that the Terminal SHALL be able to execute any interaction over the Interactive Channel by sending the MMS (the filled-in MMS Template).

A media object set conveying an XHTML MP bundle conforming to [XHTMLMP11] SHALL consist of the following:

· one GZIP archive file containing all the media objects (e.g. XHTML MP page(s), external ECMAScript MP files, external WAP CSS stylesheets, audio/visual media objects…).

· one <MediaObjectSet>, with Content-Type attribute set to “application/x-gzip”, and containing :

· one “XHTML MP” <Object>, with Content-Type attribute set to “application/vnd.wap.xhtml+xml" and Start attribute set to “true”.

· one <Object> per other bundled file, if any (that may be additional XHTML MP pages).

Note: If the end user decides to interact as triggered by Media Object Set of type XHTML MP bundle, it implies that the Terminal SHALL be able to execute any interaction over the Interactive Channel by executing HTTP requests (following the hyperlinks present in XHTML). Further, if the Terminal supports SMS-based messaging, the Terminal SHALL be able to support “sms:”-URI scheme as defined in section 5.3.6.1.x.and consequently be able to perform SMS-based interaction over the Interactive Channel.

A media object set conveying a 3GPP PSS SMIL bundle conforming for the presentation part to [3GPP 26.246R6]) SHALL consist of the following:

· one GZIP archive file containing all the media objects (SMIL presentation, audio/visual media objects…).

· one <MediaObjectSet>, with Content-Type attribute set to “application/x-gzip”, and containing :

· one “3GPP PSS SMIL” <Object>, with Content-Type attribute set to “application/smil" and Start attribute set to “true”.

· one <Object> per other bundled file, if any.

Note: If the end user decides to interact as triggered by Media Object Set of type 3GPP PSS SMIL bundle, it implies that Terminal SHALL be able to execute any interaction over the Interactive Channel by executing HTTP requests (following the hyperlinks present in SMIL). Further, if the Terminal supports SMS-based messaging, the Terminal SHALL be able to support “sms:”-URI scheme as defined in section 5.3.6.1.x.and consequently be able to perform SMS-based interaction over the Interactive Channel.

See Appendix C for some informative examples of <MediaObjectSet> elements.

5.3.6.1.3 Using URI scheme “sms:” 

The Terminals that support SMS-based messaging SHALL support the “sms:” URI scheme as specified in [URI-Schemes] as a valid scheme for hyperlinks. 

5.3.6.1.4 Service Interaction using MMS Message Template
This section describes how to retrieve and use MMS Message Template for Service Interaction.
5.3.6.1.3.1. Service Interaction retrieval
The terminal SHALL retrieve MMS Message Template from InteractivityMedia document (refer to 5.3.6.1). The terminal MAY retrieve MMS Message Template from MMS.

The terminal SHOULD store MMS Message Templates in its storage area after retrieval.
The terminal MAY use Application ID described in [MMSCONF] to launch client software, which handles MMS Message Template (MMS Message Template Client), in the case that the Template is retrieved from MMS.

 
5.3.6.1.3.2. Service Interaction launch and feedback

The terminal SHALL launch MMS Message Template Client according to the timing described in InteractivityMedia document, in a similar way to the other Service Interaction methods.
MMS Message Template Client SHALL create Multimedia Message (MM) according to the process defined in MMS Message Template Definition (MTD) [MMSTEMP].

After creating the resulting MM, MMS Message Template SHOULD send the Message to Service Application address defined in MTD.

4.4 Personalization/Support for User-based Profiles and Preferences
4.4.1 User-based Profiles over Broadcast Channel

The BCAST Enabler specifies two main features to enable user-based profiles over broadcast channel – for Service Guide and for File Delivery. 

· If user-based profiles are used within the Service Guide, the “TargetUserProfile” element of Service Guide SHALL be used for that purpose.

· If user-based profiles are used within the File Delivery, the file metadata information SHALL contain the same as “TargetUserProfile” as defined in the Service Guide [How this mapping is done, is tbd].

Exact terminal behavior for interpreting the “TargetUserProfile” in either of the above cases is not specified. However, the terminal MAY be able to filter the Service Guide and/or Files based on the “TargetUserProfile”.

4.4.2 Communicating the End User Preferences to Network

The terminal MAY communicate the End User preferences to the network using the scheme defined in this section. Both the Terminal and the network MAY support the scheme. The behavior of the network and any subsequent actions beyond providing the End User preferences are not specified in BCAST Enabler. 

NOTE: The attributes and possible values of the preferences need to be provisioned as well as the destination URI where the message is sent. The UserID element should be also provisioned. How the do this is TBD
The data structure for communicating the End User preferences from terminal to network is as follows:

	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	EndUserPreferences
	E
	NO/TO
	
	The end user preferences signalled to the Service Provider

Contains the following elements:

UserID

Preference
	

	UserID
	E1
	NM/TM
	1
	The identification of the end user whose preferences are to described here.
	[TBD]

	Preference
	E1
	NM/TM
	1..N
	The attribute-value pair describing an individual preference. NOTE: the exact attribute for preference shall be defined by service or content provider.

Contains the following attributes:

PreferenceAttribute

PreferenceValue
	

	PreferenceAttribute
	A
	NM/TM
	1
	Attribute being described
	String

	PreferenceValue
	A
	NM/TM
	1
	Value of the attribute
	String


The above data structure SHALL be instantiated as XML Schema instance according to XML Schema in Appendix X of this specification. The XML Schema instance in turn SHALL be communicated from terminal to network by HTTP POST. For confidentiality, HTTPS MAY be used.

4.5 Security and Privacy

<text>

4.5.1 Authentication

<text>

4.5.2 Authorization

<text>

4.5.3 Other Security Functions

4.5.4 Privacy

<text>

4.6 Charging

This section specifies the use of OMA Charging Enabler to realize the charging of OMA Mobile Broadcast Services. OMA Charging Enabler defines a set of interfaces to allow other Enablers to access the charging functionality. The interfaces are specified in [OMA-AD-Charging-V1_0-20051011-D]. This section defines how, when and by whom the charging is triggered and which unit invokes the charging using the interface of OMA Charging Enabler. This section also defines the data that will be exchanged within the charging event.

4.6.1 Chargeable Events in the Scope of the BCAST Enabler

Chargeable event is a service delivery that has taken place, and can be specified and recorded. This section identifies chargeable events in the scope of the OMA Mobile Broadcast Services technical specification. It should be noted that chargeable events can also occur for example in a Broadcast Distribution System or in other entities of the OMA BCAST Architecture to record the usage of the mechanisms that they provide (e.g. distribution and protection mechanisms) but these chargeable events are not specified in this document.

Not all chargeable events lead necessarily to a charging event, i.e. the sending of charging information to the Charging Enabler for further processing. The events that are actually charged for can depend on the implementation. Therefore, the list in this section should be regarded as a list of events that potentially trigger charging events.

	Chargeable Event
	Section where defined
	Source of the event

	Subscription-Based Charging

	Subscribe/Purchase Request

End-user subscribes or purchases a certain service based on information received through the Service Guide.
	5.1.6.1

[BCAST10-Architecture] 5.4.6.1
	BSM

	Subscription Update
In case of open-ended subscriptions, the BSM may need to generate charging information from time to time until the subscription is cancelled.
	5.1.6.1, 5.1.6.4

[BCAST10-Architecture] 5.4.6.7
	BSM

	Unsubscribe Request

Open-ended subscriptions, and possibly other subscriptions, are valid until they are cancelled by the end-user. Depending on the contract, they may also have to be cancelled (and renewed by issuing a new order request) when the price per subscription period changes.
	5.1.6.7

[BCAST10-Architecture] 5.4.6.8
	BSM

	Consumption-Based Charging

	Token Purchase Request

Token Purchase Request can be used to order tokens that can be used in consumption-based charging models. As to calls to the Charging Enabler, tokens can be used in two ways:

· Pre-paid tokens: When the BCAST client orders tokens, BSM calls the Charging Enabler and tokens are charged as they are ordered before the actual service delivery

· Post-paid tokens: When the BCAST client orders tokens, if the subscriber uses online charging, a respective credit reservation is made. In the offline case, a positive credit response is assumed implicitly. Used service units are reported to the Charging Enabler only when the BCAST client reports used tokens to the BSM.

NOTE! It is important to note here that the prepaid/postpaid distinction is independent of the type of the subscriber’s account in the Charging Infrastructure (i.e. pre-paid or post-paid subscription).
	5.1.6.9

[BCAST10-Architecture] 5.4.6.9
	BSM

	Service Interaction

	Interactive Service Ordering

The end-user reacts to an interaction pointer and requests for an additional service, such as voting or related value-added content. It is foreseeable that charging for interactive service ordering is in the BCAST Enabler’s scope only in simple cases where the additional service can be identified with a simple combination of a purchase item ID and purchase option or equivalent. In more complex cases, it is likely that service interaction is redirected to a separate application the charging of which is outside the scope the BCAST Enabler.
	5.3.4 (TBD)

[BCAST10-Architecture]5.4.5
	BSI-G


4.6.2 When to Trigger Calls to the Charging Enabler

This section identifies when charging information needs to be sent to the Charging Enabler in relation to the different chargeable events.

In the case of Subscription/Purchase Request, Subscription Update, Unsubscribe, Token Purchase Request, or Interactive Service Ordering, the high-level charging flow is the following:

· When the request arrives, before service delivery

· The BCAST Enabler implementation may know based on pre-configured information or through a query to an external system whether online or offline charging interface should be used towards the Charging Enabler. It this information is not available, the BCAST Enabler may assume online and make the first request to the online (CH-2) interface, which may return an error code indicating that offline should be used.

· If online charging is to be used, send an Initial Request using CH-2 to make a credit reservation

· During service delivery

· In the online case, Interim Requests to CH-2 may be needed if the quota granted in the previous step(s) is depleted

· After service delivery

· If the online-offline determination outcome was offline, report service usage using CH-1

· If the online-offline determination outcome was online, report the final service usage step using Termination Request of CH-2

4.6.3 BCAST-related Information in Charging Messages

Subscription-Based Charging: Subscribe/Purchase, Subscription Update, Unsubscribe Request

	BCAST Field Name
	Type
	Description and values
	OMA Data Element in Charging Interface

	
	
	Fixed value to identify the service specification in the context of which the charging events must be interpreted.

Value = OMA-BCAST-Services@openmobilealliance.org
	Service Context Id

	
	
	Identifies more precisely the type of service within the context defined by the Service Context Id. NOTE: Different from Service ID.

Values for Subscription-Based Charging:

SUBSCRIBE, SUBSCRPITION_UPDATE, UNSUBSCRIBE
	Service Identifier

	UserID
	String
	The globally unique identity of the subscriber
	Subscription Id Data

	
	
	Type of the subscriber identity (e.g. MSISDN)
	Subscription Id Type

	PurchaseItemID
	String
	The globally unique ID of the Service Guide fragment that describes what the end-user has ordered or cancelled. It should be noted that a particular Service Item may be available through several Purchase Items (e.g. because of bundling and several order options or purchase channels).

Value: AnyURI
	Service Id

	OrderOption
	String
	Differentiates between different subscription periods.
	

	
	
	Depending on the deployment, different identifiers can be used here to enable correlation between the charging events generated by BCAST service entities and charging events generated by other entities (such as distribution entities or content protection mechanisms).
	Correlation Id

	Price
	Integer
	Amount to be reserved/debited from the end-user’s account. In case of reservation, the listed data elements must be included in the requested service units data element. In case of reporting units to be debited, the used service units data element must be used in the charging interface.
	Unit Value, Value Digits, Exponent

	Currency
	String
	Currency code as specified in ISO4217
	Currency Code

	DeviceID
	
	A unique device identification known to the BSM (e.g. IMEI).
	User Equipment Info Data

	
	
	The type of the unique device identification (e.g. IMEI or MAC)
	User Equipment Info Type


Consumption-Based Charging: Token Purchase Request

	BCAST Field Name
	Type
	Description and values
	OMA Data Element in Charging Interface

	
	
	Fixed value to identify the service specification in the context of which the charging events must be interpreted.

Value = OMA-BCAST-Services@openmobilealliance.org
	Service Context Id

	
	
	Identifies more precisely the type of service within the context defined by the Service Context Id. NOTE: Different from Service ID.

Values for Subscription-Based Charging:

TOKEN_PURCHASE
	Service Identifier

	UserID
	String
	The globally unique identity of the subscriber
	Subscription Id Data

	
	
	Type of the subscriber identity (e.g. MSISDN)
	Subscription Id Type

	PurchaseItemID
	String
	The globally unique ID of the Service Guide fragment that represents the token product. 

Value: AnyURI
	Service Id

	
	String
	Depending on the deployment, different identifiers can be used here to enable correlation between the charging events generated by BCAST service entities and charging events generated by other entities (such as distribution entities or content protection mechanisms).
	Correlation Id

	Price
	Integer
	Amount to be reserved/debited from the end-user’s account. The Money data element is used in the charging interface if the BCAST Enabler is able to determine the price of the request (either in monetary or non-monetary terms).

In case of reservation for post-paid tokens, the listed data elements must be included in the requested service units data element. In case of reporting used post-paid tokens or ordering pre-paid tokens, the used service units data element must be used in the charging interface.
	Unit Value, Value Digits, Exponent

	Requested Token Amount
	Integer
	Amount of tokens to be reserved/debited from the end-user’s account. The Service specific units data element is used in the charging interface if price determination is left to the Charging Enabler.

In case of reservation for post-paid tokens, the listed data elements must be included in the requested service units data element. In case of reporting used post-paid tokens or ordering pre-paid tokens, the used service units data element must be used in the charging interface.
	Service Specific Units

	Currency
	String
	Currency code as specified in ISO4217
	Currency Code

	DeviceID
	
	A unique device identification known to the BSM (e.g. IMEI).
	User Equipment Info Data

	
	
	The type of the unique device identification (e.g. IMEI or MAC)
	User Equipment Info Type


Service Interaction

Service interaction pointers may lead the end-user to a completely different service from BCAST (e.g. to MMS sending), and these external services usually have their own charging which is not in the scope of this specification. This specification, however, caters for cases where the interactive additional service does not have charging specified separately and the price of the interaction transaction is available to the BCAST Enabler or some part of the BCAST Enabler implementation can determine the price. Also cases where price determination is delegated to the Charging Enabler but price can be calculated simply based on the InteractivityDataId accessed can be supported.
	BCAST Field Name
	Type
	Description and values
	OMA Data Element in Charging Interface

	
	
	Fixed value to identify the service specification in the context of which the charging events must be interpreted.

Value = OMA-BCAST-Services@openmobilealliance.org
	Service Context Id

	
	
	Identifies more precisely the type of service within the context defined by the Service Context Id. NOTE: Different from Service ID.

Values for Service Interaction:

SERVICE_INTERACTION
	Service Identifier

	UserID
	String
	The globally unique identity of the subscriber
	Subscription Id Data

	
	
	Type of the subscriber identity (e.g. MSISDN)
	Subscription Id Type

	InteractivityDataID
	String
	The globally unique ID of the Service Guide fragment that describes what the end-user has accessed.

Value: AnyURI
	Service Id

	
	
	Depending on the deployment, different identifiers can be used here to enable correlation between the charging events generated by BCAST service entities and charging events generated by other entities (such as distribution entities or content protection mechanisms).
	Correlation Id

	Price
	Decimal
	Amount to be reserved/debited from the end-user’s account. In case of reservation, the listed data elements must be included in the requested service units data element. In case of reporting units to be debited, the used service units data element must be used in the charging interface.
	Unit Value, Value Digits, Exponent

	Currency
	String
	Currency code as specified in ISO4217
	Currency Code

	DeviceID
	
	A unique device identification known to the BSM (e.g. IMEI).
	User Equipment Info Data

	
	
	The type of the unique device identification (e.g. IMEI or MAC)
	User Equipment Info Type


4.6.4 Exchange of charging data among systems 

It can be assumed that entities that are reflected in the BCAST architecture may need to exchange business related data.

However, the BCAST enabler does not specify a defined format for the exchange of charging data between Broadcast Service Providers, or between a Broadcast Service Provider and a Content Provider. This reflects the fact that no widely used standard for the exchange of such data exists.
4.7 Mobility

The location of the Terminal may change over time. Different usage scenarios typically involve different rates of change in the location of the Terminal. However, what is significant in the change is not the speed of the change but the fact that the change in the location of Terminal may involve a change in the set of available Mobile Broadcast Services. Along with the change in the location of Terminal the currently available transmission may become unavailable due to changing radio reception conditions. Alternatively, the change in Terminal’s location may move the Terminal away from its currently available Broadcast Service Area. In both cases the current set of available Mobile Broadcast Services may change. 

There are two cases to consider in the context of mobility and Mobile Broadcast Services. Firstly, the terminal may be currently receiving a Mobile Broadcast Service which is affected by the change. Secondly, the terminal may only be receiving and updating the Service Guide that is related to the Service, affected by the change. Both cases are exceptions in a normal service consumption process and require handling. In the former case, the change affects the current access to the Service while in the latter case the change affect to the possible ways of accessing the Service Guide. 

This section provides normative specification for the network side (Service Guide function) to support the mitigation of mobility effects. On the network side the support for broadcast mobility is centralized in the Service Guide function. The methods outlined in the following sections are supported by the SG-D and MAY be used in the transmitted Service Guide.

5.7.1
Specifying Alternative Accesses for a Service

Service Guide allows describing several Accesses for a particular Service. The Service Guide MAY declare a Service in the Service Guide that has both broadcast access and the interactive access (through InteractiveAccessURL). In case the broadcast access becomes unavailable due to mobility (or some other reason), the Terminal MAY continue accessing the Service via InteractiveAccessURL, given that the Interaction Network is available.

5.7.2 Global Identification of Services and Content

The Service Guide MAY declare global identification for both Service (attribute TBD in Service Fragment) and Content (attribute TBD in Content Fragment). Terminal MAY use these identifiers to locate the same service and/or content in different Service Guides.

Editors note: the terms “mobility” and “roaming” need to be defined (see definition from OMA Dictionary)

Editors note: should be added to AD as well.

4.7.1 Between service areas of a BDS

4.8 Broadcast Roaming

Broadcast Roaming allows a user to receive Broadcast Services from a Broadcast Service Provider different from his Home Broadcast Service Provider. The following main scenario is supported for Broadcast Roaming: 

The change of the Mobile Broadcast Service Provider allows the user to receive Broadcast Services from another Broadcast Service Provider independent of the underlying Broadcast Distribution System.

Enabling the Broadcast Roaming is involves three functions of BCAST: Service Guide; Service Provisioning; and; Service and Content Protection. 

If the Broadcast Service Provider wants to make a particular Broadcast Service X available for the users of other Broadcast Service Providers the following SHALL be possible, subject to service providers roaming agreements:

· Service Guide fragment describing the Service X and the related fragments describing the Content, Schedule and Provisioning and Access aspects of the Service SHALL be made available to all terminals in the respective (visited) Broadcast Service Area in clear (i.e. not encrypted) over SG-5 or SG-6.

· The entry point to the delivery of the above-mentioned Service Guide fragments SHALL be made available to all terminals in the respective (visited) Broadcast Service Area.

· The entry point to the delivery of the above-mentioned Service X via the home network or the visited network SHALL be made available in the Service Guide.

· Broadcast Service Provisioning Management component in the visited BCAST Subscription Management SHALL accept Service requests (either over PR-7 or PR-8) for Service X also from other terminals or home BSMs than the terminals that are current subscribers associated the Broadcast Service Provider. 

· Upon successful purchase of the Service X, the Service and Content Protection functionality of the Broadcast Service Provider SHALL support all terminals that have access to the Service X irrespective (visited) who the Broadcast Service Provider of each terminal is.

Note : Roaming agreement between Visited BSM and Home BSM and the related trust relationship are out of BCAST scope
The following table lists all the possible status codes for roaming authorization status.

Table 2: Status Codes in Response Messages of roaming authorization status

	Code
	Situation

	0
	Roaming Authentication Success

	1
	No Subscription of Roaming Service

This code indicates the user hasn’t subscribe any roaming service before he/she move to the visited network.

	2
	No Subscription of the Request Service Item

This code indicates the user has subscribe the BCAST roaming services, but he doesn’t subscribe the particular service item witch he wants get in the visited network.

	3
	Charging Error

This code indicates that the charging step failed.

	4-255
	Reserved for extension


5.8.1 Roaming initiated via Home Service Provider 

[Note] If BCAST can’t find a reason ( e.g. DRM related issue or some service scenario ), then 5.8.1 will be deleted.
This section defines the roaming procedure message formats for when a terminal requests roaming services directly to its Home Service Provider to initiate the roaming procedure. 
When the visited BDS network is not an interaction network or without interaction network in it, such as DVB-H network. The terminal can request roaming services directly to its Home Service Provider BSM with other methods such like call to the support centre to initiate the roaming procedure. 
Note: The values used in the messages of the following sub-sections SHALL be extracted from the Service Guide Context and Service Guide unless otherwise stated.
5.8.1.1 Service discovery and Service Guide delivery

To initiate the roaming procedure, BCAST service discovery and Service Guide delivery SHALL be possible via information provided to the terminal from the underlying Broadcast Distribution System (BDS). The specific mechanisms of this step  is defined in OMA BCAST Adaptation specification. 

5.8.1.2 Request access to roaming BCAST services

The terminal SHALL send the following message to the Home Service Provider BSM (BCAST Subscription Management):

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Request ID
	E
	NM/TM
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	User ID
	E
	NM/TM
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).

Note : User ID is to be defined.
	String

	Visited Service Provider ID
	E
	NM/TM
	1
	A unique ID that SHALL be used to identify the Visited Service Provider.
	anyURI

	Visited Service Provider BSM ID
	E
	NM/TM
	1
	A unique ID that SHALL be used to identify the Visited Service Provider BSM.
	anyURI

	Visited BSDA ID
	E
	NM/TM
	1
	A unique ID that SHALL be used to identify the Visited BSDA.
	anyURI

	PurchaseItem ID
	E
	NM/TM
	0..1
	Should a user want to purchase a particular service that he/she has seen from the Service Guide this field SHALL be used.
If the user not identify a particular PurchaseItem, it means the user want to pass the authentication in the first step and get more information about which services he/she can use in this roaming scenario after pass the authentication.
	anyURI


Note: After sending the request for roaming services, the Home Service Provider may initiate terminal authentication. 

5.8.1.3 Roaming service authorisation request

The Home Service Provider BSM SHALL send the following message to the Visited Service Provider BSM:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Request ID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	Terminal ID
	E
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).
	String

	Home Service Provider ID
	E
	M
	1
	A unique ID that SHALL be used to identify the Home Service Provider.
	anyURI

	Home Service Provider BSM ID
	E
	M
	1
	A unique ID that SHALL be used to identify the Home Service Provider BSM.
	anyURI

	Visited BSDA ID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited BSDA.
	anyURI

	Terminal Subscription Type
	E
	M
	1
	A field that SHALL indicate the subscription scope of the terminal in terms of roaming. The Home Service Provider and the Visited Service Provider have a common understanding of the field according to roaming agreements between them.
	anyURI

	PurchaseItem ID
	E
	M
	0..1
	Should a user want to purchase a particular service that he/she has seen from the Service Guide this field SHALL be used.
	anyURI


5.8.1.4 Roaming service authorisation response

The Visited Service Provider BSM SHALL send the following message to the Home Service Provider BSM:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Request ID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	Roaming Authorisation Status
	E
	M
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. This value of this field SHALL use status code defined in Table 2.
Note: The codes in table 1 are be used 
	UnsignedInt (32 bits)

	Roaming Service Scope
	E
	M
	1
	A field that SHALL indicate the scope of roaming that has been permitted to the terminal. This field MAY have information such as surcharge of roaming services or the requested PurchaseItem Service etc. The terminal SHALL be able to recognise this field and also be able to present it to the user.
	UnsignedInt (32 bits)

	PurchaseItem ID
	E
	NM/TM
	0..N
	If authentication succeeds. This field can be used to indicate the services or service bundles which user can use in the visited network.
	anyURI


5.8.1.5 Response to access roaming BCAST services

The Home Service Provider BSM SHALL send the following message to the terminal: 

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Request ID
	E
	NM/TM
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	Roaming Authorisation Status
	E
	NM/TM
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. This value of this field SHALL use status code defined in Table 2..
Note: The codes in table 1 are be used
	UnsignedInt (32 bits)

	Roaming Service Scope
	E
	NM/TM
	1
	A field that SHALL indicate the scope of roaming that has been permitted to the terminal. This field MAY have information such as surcharge of roaming services or the requested PurchaseItem Service etc. The terminal SHALL be able to recognise this field and also be able to present it to the user.
	UnsignedInt (32 bits)

	PurchaseItem ID
	E
	NM/TM
	0..N
	If authentication succeeds. This field can be used to indicate the services or service bundles which user can use in the visited network.
	anyURI


5.8.1.6 Confirm terms of roaming services

The terminal SHALL send the follow message to the Home Service Provider BSM. 

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Request ID
	E
	NM/TM
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	Confirm Roaming
	E
	NM/TM
	1
	A field that SHALL be used to indicate whether a user agrees to the terms of the roaming service scope.
	Boolean

	PurchaseItem ID
	E
	NM/TM
	1
	Should a user confirm to purchase a particular service that he/she has seen from list of the services which he/she can use in this roaming scenario, this field SHALL be used.
	anyURI


5.8.1.7 Long-term key message request
The Home Service Provider BSM SHALL request the long-term key message to the Visited Service Provider BSM so that it may forward the long-term key message to the terminal.

Note: Actual long-term key message format shall depend on CPSP method used.
5.8.1.8 Long-term key message response

The Visited Service Provider BSM SHALL deliver the long-term key message to the Home Service Provider BSM so that it may forward the long-term key message to the terminal.

Note: Actual long-term key message format shall depend on CPSP method used.
5.8.1.9 Long-term key message delivery
The Home Service Provider BSM SHALL deliver the long-term key message to the terminal so that it may decode encoded services.

Note: Actual long-term key message format shall depend on CPSP method used.
5.8.1.10 Service delivery

After successful completion of the roaming registration procedure the terminal SHALL be able to receive and present BCAST services provided by the Visited Service Provider to the user. 

5.8.2 Roaming initiated via Visited Service Provider

This section defines the roaming procedure message formats for when a terminal requests roaming services to the Visited Service Provider to initiate the roaming procedure. 

Note: The values used in the messages of the following sub-sections SHALL be extracted from the Service Guide Context and Service Guide unless otherwise stated.
5.8.2.1 Service discovery and Service Guide delivery

To initiate the roaming procedure, BCAST service discovery and Service Guide delivery SHALL be possible via information provided to the terminal from the underlying Broadcast Distribution System (BDS). The specific mechanisms of this step are out of BCAST scope.

5.8.2.2 Request access to roaming BCAST services

The terminal SHALL send the following message to the Visited Service Provider BSM (BCAST Subscription Management):

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Request ID
	E
	NM/TM
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	UserID
	E
	NM/TM
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).
	String

	Home Service Provider ID
	E
	NM/TM
	1
	A globally unique ID that SHALL be used to identify the Home Service Provider.
	anyURI

	Home Service Provider BSM ID
	E
	NM/TM
	1
	A unique ID that SHALL be used to identify the Home Service Provider BSM.
	anyURI

	PurchaseItem ID
	E
	NM/TM
	1
	Should a user want to purchase a particular service that he/she has seen from the Service Guide this field SHALL be used.
If the user not identify a particular PurchaseItem, it means the user want to pass the authentication in the first step and get more information about which services he/she can use in this roaming scenario after pass the authentication.
	anyURI


Note: After sending the request for roaming services, the Visited Service Provider may initiate terminal authentication. 

5.8.2.3 Roaming Service Authorisation Request

The Visited Service Provider BSM SHALL send the following message to the Home Service Provider BSM. 
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Request ID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	USerID
	E
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP IMSI (International Mobile Subscriber Identity).
	String

	Visited Service Provider ID
	E
	M
	1
	A globally unique ID that SHALL be used to identify the Visited Service Provider.
	anyURI

	Visited Service Provider BSM ID
	E
	M
	1
	A unique ID that SHALL be used to identify the Visited Service Provider BSM.
	anyURI


5.8.2.4 Roaming Service Authorisation Response

The Home Service Provider BSM SHALL send the following message to the Visited Service Provider BSM.
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Request ID
	E
	M
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	Roaming Authorisation Status
	E
	M
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. This value of this field SHALL use status code defined in Table 2.
Note: The codes in table 1 are be used 
	UnsignedInt (32 bits)

	Terminal Subscription Type
	E
	M
	1
	A field that SHALL indicate the subscription scope of the terminal in terms of roaming. The Home Service Provider and the Visited Service Provider have a common understanding of the field according to roaming agreements between them.


	UnsignedInt (32 bits)

	Authentication
	E
	O
	1
	The message authentication, created as described in section 5.1.3
[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


5.8.2.5 Response to access roaming BCAST services

The Visited Service Provider BSM SHALL send the following message to the terminal.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Request ID
	E
	NM/TM
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	Roaming Authorisation Status
	E
	NM/TM
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. This value of this field SHALL use status code defined in Table 2.
Note: The codes in table 1 are be used
	UnsignedInt (32 bits)

	Roaming Service Scope
	E
	NO/TO
	0..1
	A field that SHALL indicate the scope of roaming that has been permitted to the terminal. This field MAY have information such as surcharge of roaming services or the requested PurchaseItem Service etc. The terminal SHALL be able to recognise this field and also be able to present it to the user.
	UnsignedInt (32 bits)

	PurchaseItem ID
	E
	NM/TM
	0..N
	If authentication succeeds. This field can be used to indicate the services or service bundles which user can use in the visited network.
	anyURI

	Authentication
	E
	NO/TO
	1
	The message authentication, created as described in section 5.1.3
[Note] The method for message authentication is to be defined in 5.1.3
	Base64-encoded binary


5.8.2.6 Confirm terms of roaming services

The terminal SHALL send the follow message to the Visited Service Provider BSM. 

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Request ID
	E
	NM/TM
	1
	A unique ID that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the terminal when it first requests roaming registration.
	UnsignedInt (32 bits)

	Confirm Roaming
	E
	NM/TM
	1
	A field that SHALL be used to indicate whether a user agrees to the terms of the roaming service scope.
	Boolean

	PurchaseItem ID
	E
	NM/TM
	1
	Should a user confirm to purchase a particular service that he/she has seen from list of the services which he/she can use in this roaming scenario, this field SHALL be used.
	anyURI


5.8.2.7 Long-term key message delivery

The Visited Service Provider BSM SHALL deliver the long-term key message which is related with the requested purchase items to the terminal so that it may decode encoded services.

Note: Actual long-term key message format shall depend on CPSP method used.
5.8.2.8 Service delivery

After successful completion of the roaming registration procedure the terminal SHALL be able to receive and present BCAST services provided by the Visited Service Provider to the user. 

5.8.3 Protocol stack for message exchanges between BSMs

[Note: Interface between A BSM and B BSM is to be defined in AD]
The following protocol stack SHALL be used for message exchange between BSMs. HTTP over TCP/IP SHOULD be used for the delivery of the roaming procedure authorisation messages. IPsec SHOULD be used in conjunction with TCP/IP to provide secure delivery of the authorisation messages.
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4.9 Availability of Location Information
BCAST Enabler MAY use Location Information for various purposes in conjunction with functions of BCAST, such as File and Stream Distribution and Service Guide. Location Information MAY be used to enable location based filtering of services; location based targeting of services; service blackout regions; and so on. It is out of scope of the BCAST Enabler how the Location Information is used by the functions of BCAST Enabler and what the exact behaviour of the terminal is. The following rules define the availability of Location Information to BCAST Enabler and the dependency of BCAST Enabler has with respect to Location Information:

· The BCAST system MAY utilize Location Information in two forms: OMA MLP, zip code [reference to OMA MLP to be added] or BDS-specific cell-id (for example cell-id of 3GPP, 3GPP2, DVB-H, , etc. system).

· The BCAST system SHALL NOT expect all the BCAST terminals to have capability to utilize Location Information in either of the allowed formats.

· The method how BCAST terminal acquires the Location Information is out of scope of BCAST Enabler.

· The BCAST terminal MAY support use the Location Information in BDS-specific cell-id format.

· The BCAST terminal MAY support use the Location Information in zip code format

· BCAST Service Guide MAY include the Location Information in the designated Service Guide fragments to specify the intended target area for BCAST Services. The Location Information MAY be included in either of the allowed formats, as define above. The exact specification on including the Location Information, refer to [BCAST10-ESG]

The BCAST Terminal may have features or functionalities that are dependent on the availability of accurate location information. However, it is not in the scope of BCAST Enabler to ensure the availability of valid location information, Consequently, it is not in the scope of BCAST Enabler to enforce correct functioning of the features that are dependent on the location information. 

5. Application to Example Services                  (Informative)

Editor’s note: this section may contain a walk-through for selected services that clarifies how the service can be generated, managed, and delivered, end-to-end.

5.1 MMS Message Template Example for BCAST (Informative)

This section describes an example on how to use MMS Message Template for Service Interaction.

5.1.1 Retrieving the MMS Message Template

MMS Message Template can be broadcasted, as similar as other Service Interaction methods such as SMIL, XHTML MP etc.. In this case the files constructing MMS Message Template are concatenated in one GZIP and broadcasted within the file broadcast. The name and the MIME-type of each file are given in InteractivityMedia document (See Appendix.C for example).

MMS Message Template can also be retrieved from MMS. In this case the service provider or directly the operator author the MMS Template containing the MTD (MMS Message Template Definition), i.e. the template wizard toward the service. The template and some contents are embedded within a MMS Message with Multipart/Related or Multipart/Mixed format. The name and the MIME-type of each file are given in a header of the each part in Multipart Message. This MMS Message is send to the terminal whose users are registered to use Service Interaction.
The terminal will extract the files before the time when MMS Message Template is used in Service Interaction.
5.1.2 Launching MMS Message Template Client and creating Multimedia Message

After MMS Message Template retrieval, the terminal launches MMS Message Template Client with MMS Message Template. This section describes two cases for MMS Message Template use.

6.1.2.1 Use case: Voting

The first use case is Voting, for example, to vote ‘who will win the game of the TV program’. In this case, MMS Message Template will have the following files:

 - Message Template Definition (MTD) : using text-editor to input the name of the winner (shown below)

 - MMS Presentation Part (SMIL)
 - Media Objects (Text, Image)
Voting-sample.mtd
<?xml version="1.0" encoding="UTF-8"?>

<!DOCTYPE mmstemplate PUBLIC "-//OMA//DTD MTD 1.3//EN"

"http://www.openmobilealliance.org/MMS/MTD/1.3/DTD/mtd13.dtd">

<mmstemplate xmlns="http://www.openmobilealliance.org/2004/mtd">

   <head>

     <title>Vote the winner</title>

     <description>MTD sample code for BCAST Service Interaction</description>

     <date>2005-10-10</date>

     <version>1.00</version> 

     <author>John Doe</author>

   </head>

   <body>

     <message>

        <to-header editable="false">1677721664</to-header>

        <subject-header>Vote the winner</subject-header>

     </message>

     <wizard>

        <step guide="Please input the name of the winner " app="text-input" target-name="name.txt" target-type="text/plain" required="true"/>

     </wizard>

   </body>

</mmstemplate>

MMS Message Template Client could display the following text input screen. 
Note: MMS Message Template only specifies the input method.  It does not specify the screen flow and how to construct text input screen. The appearance of the input screen will depend on the implementation of the client.
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Figure 1: The screen flow of Voting Template
6.1.2.2 Use case: Viewer’s Contribution

The second use case is Viewer's Contribution, for example, to send the viewer's pet boast to the TV program.

In this case, MMS Message Template will have the following files: 

 - Message Template Definition (MTD) : 

description that uses still camera to take a photo of the pet, and text editor to input the comment (shown below).
 - MMS Presentation Part (SMIL)
 - Media Objects (Text, Image)
Contribution-sample.mtd
<?xml version="1.0" encoding="UTF-8"?>

<!DOCTYPE mmstemplate PUBLIC "-//OMA//DTD MTD 1.3//EN"

"http://www.openmobilealliance.org/MMS/MTD/1.3/DTD/mtd13.dtd">

<mmstemplate xmlns="http://www.openmobilealliance.org/2004/mtd">

   <head>

     <title>Boast of my pet</title>

     <description>MTD sample code for BCAST Service Interaction</description>

     <date>2005-10-10</date>

     <version>1.00</version> 

     <author>John Doe</author>

   </head>

   <body>

     <message>

        <to-header editable="false">1677721664</to-header>

        <subject-header>Show your pet off</subject-header>

     </message>

     <wizard>

        <step guide="Please take the picture of your pet" app="still-camera" target-name="photo.jpg" target-type="image/jpg" required="true"/>

        <step guide="Please input your comment" app="text-input" target-name="comment.txt" target-type="text/plain" required="true"/>

     </wizard>

   </body>

</mmstemplate>

MMS Message Template Client will show the multiple input screens. The first screen will be the camera application and next one will be text editor. The example of input screens could be figured as follows:
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             Figure 2: The screen flow of Viewer’s Contribution Template

5.1.3 Sending the Interaction Message

The Resulting MM created by MMS Message Template Client will be sent to BCAST Service Application via MMS through SI-8.
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [IOPPROC].

B.1 SCR for BCAST Terminal

	Item
	Function
	Reference
	Status
	Requirement

	BCAST-G-T-001
	Service Provisioning
	Section 5.1
	O
	BCAST-G-T-002 AND BCAST-G-T-003

	BCAST-G-T-002
	HTTP POST for service provisioning
	Section 5.1.1
	O
	

	BCAST-G-T-003
	Provisioning Messages
	Section 5.1
	O
	

	BCAST-G-T-004
	Terminal Provisioning using OMA DM
	Section 5.2
	M
	

	BCAST-G-T-005
	Delivery of OMA DM provisioning messages within BCAST File Distribution 
	Sections 5.2, 5.2.3
	M
	

	BCAST-G-T-006
	Exchange of information using OMA DM provisioning messages as file objects of type “application/vnd.syncml.dm+wbxml” 4
	Section 5.2
	M
	

	BCAST-G-T-007
	Reception of terminal provisioning messages and update of the parameters included in the terminal provisioning messages
	Section 5.2
	M
	

	BCAST-G-T-008
	Declaration of Terminal Provisioning as a Service within Service Guide
	Section 5.2.1.1
	M
	

	BCAST-G-T-009
	Declaration of Terminal Provisioning as an Access of a Service within Service Guide
	Section 5.2.1.2
	M
	

	BCAST-G-T-010
	Delivery of OMA DM messages through Interaction Channel using DM mechanism
	Section 5.2.4
	M
	

	BCAST-G-T-011
	Service interaction using IP, TCP, HTTP
	Section 5.3.1
	M
	Note: Only for devices supporting interaction channel

	BCAST-G-T-012
	Service interaction using SMS
	Sections 5.3.1, 5.3.6.1.2., 5.3.6.1.3
	M
	Note: Only for devices supporting SMS

	BCAST-G-T-013
	Service interaction using MMS
	Sections 5.3.1., 5.3.6.1.2
	M
	Note: Only for devices supporting MMS

	BCAST-G-T-014
	Interactive retrieval of ESG
	Section 5.3.2
	M
	Note: Only for devices supporting interaction channel

	BCAST-G-T-015
	Interactive retrieval of Service Guide related information
	Section 5.3.3
	M
	Note: Only for devices supporting interaction channel

	BCAST-G-T-016
	Reception of InteractivityMedia documents over broadcast file distribution
	Section 5.3.6.1
	M
	

	BCAST-G-T-017
	Retrieval of InteractivityMedia documents and associated files over interaction channel
	Section 5.3.6.1.
	M
	Note: Only for devices supporting interaction channel

	BCAST-G-T-018
	Rendering of InteractivityMedia objects
	Section 5.3.6.1
	M
	

	BCAST-G-T-019
	Acquisition and rendering of the media objects attached to the InteractivityMedia Document without interrupting the acquisition and rendering of the ‘regular’ broadcast media stream
	Section 5.3.6.1
	M
	

	BCAST-G-T-020
	Description and evaluation of end user preferences
	Section  5.4
	O
	BCAST-G-T-021

	BCAST-G-T-021
	Format of end user preference description
	Section 5.4.1
	O
	

	BCAST-G-T-022
	Specification of alternative accesses for a Service
	Section 5.7.1
	M
	

	BCAST-G-T-023
	Broadcast Roaming
	Section 5.8
	M
	

	BCAST-G-T-025
	Format of roaming messages
	Sections 5.8.1, 5.8.2
	M
	

	BCAST-G-T-026
	Use of Location Information
	Section 5.9
	O
	

	
	
	
	
	


B.2 SCR for BCAST Service Application (BSA)

The BSA is an entity in the OMA BCAST Architecture, see [BCAST10-Architecture] Fig. 2.

	Item
	Function
	Reference
	Status
	Requirement

	BCAST-G-BSA-001
	Service interaction using IP, TCP, HTTP
	Section 5.3.1
	M
	


B.3 SCR for BCAST Service Distribution/Adaptation (BSDA)

The BSDA is an entity in the OMA BCAST Architecture, see [BCAST10-Architecture] Fig. 2.

	Item
	Function
	Reference
	Status
	Requirement

	BCAST-G-BSDA-001
	MediaObjectSet definitions
	Section 5.3.6.1.2
	M
	

	BCAST-G-BSDA-002
	Description and evaluation of end user preferences
	Section  5.4
	O
	BCAST-G-S-010

	BCAST-G-BSDA-003
	Format of end user preference description
	Section 5.4.1
	O
	

	BCAST-G-BSDA-004
	Specification of alternative accesses for a Service
	Section 5.7.1
	M
	

	BCAST-G-BSDA-005
	Use of Location Information
	Section 5.9
	O
	


B.4 SCR for BCAST Subscription Management (BSM)

The BSM is an entity in the OMA BCAST Architecture, see [BCAST10-Architecture] Fig. 2.

	Item
	Function
	Reference
	Status
	Requirement

	BCAST-G-BSM-001
	Service Provisioning
	Section 5.1
	M
	

	BCAST-G-BSM-002
	HTTP POST for service provisioning
	Section 5.1.1
	M
	

	BCAST-G-BSM-003
	Terminal Provisioning using OMA DM
	Section 5.2
	M
	

	BCAST-G-BSM-004
	Exchange of information using OMA DM provisioning messages as file objects of type “application/vnd.syncml.dm+wbxml” 4
	Section 5.2
	M
	

	BCAST-G-BSM-005
	Delivery of OMA DM provisioning messages within BCAST File Distribution 
	Sections 5.2, 5.2.3
	M
	

	BCAST-G-BSM-006
	Delivery of OMA DM messages through Interaction Channel using DM mechanism
	Section 5.2.4
	M
	

	BCAST-G-BSM-007
	Broadcast Roaming
	Section 5.8
	M
	

	BCAST-G-BSM-008
	Format of roaming messages
	Sections 5.8.1, 5.8.2
	M
	

	BCAST-G-BSM-009
	Protocol stack for message exchanges between BSMs
	Section 5.8.3
	M
	


Appendix C. <MediaObjectSet> examples (Informative)

This appendix provides illustrative examples of <MediaObjectSet> elements present in InteractivityMedia documents. The external file (GZIP archive or single media file part) is not given.

C.1 XHTML MP bundle

Example of an XHTML MP bundle containing two XHTML pages, one picture and one external WAP CSS stylesheet:

<MediaObjectSet
     RelativePreference="5"

     Content-Type="application/x-gzip"

     Content-URI="http://www.bcast.com/purchaseme.gz"

     xml:lang="en-UK" 
 >

     <Object

         Content-Type="application/vnd.wap.xhtml+xml"

         Content-Location="index.html"

         Start="true" />

     <Object

         Content-Type="application/vnd.wap.xhtml+xml"

         Content-Location="other.html" />
     <Object

         Content-Type="text/css"

         Content-Location="./style/style.css" />

     <Object

         Content-Type="image/gif"

         Content-Location="./images/background.gif" />

     <Description xml:lang="en">Purchase me</Description>

     <Description xml:lang="fr">Achetez moi</Description>

 </MediaObjectSet>

File structure after deflation would be :

index.html

other.html

/style/style.css

/images/background.gif

 with ‘index.html’ typically containing the following links :

<link rel= "stylesheet"  href= "./style/style.css" />

<a href = "other.html"> Click to see next page </a>

<img src = "./image/background.gif" />

C.2 MMS Message Template bundle

Example of an MMS Message Template bundle containing one MMS Template Definition, one SMIL and one text part and one picture:

<MediaObjectSet
     RelativePreference="10"

     Content-Type="application/x-gzip"

     Content-URI="http://www.bcast.com/votenow.gz"

 >

     <Object

         Content-Type="application/vnd.omammsg-mtd+xml"

         Content-Location="votenow.mtd" />

         Start="true" />

     <Object

         Content-Type="application/smil"

         Content-Location="presentation.smil" />

     <Object

         Content-Type="image/png"

         Content-Location="title.png" />

     <Object

         Content-Type="text/plain"

         Content-Location="vote.txt" />

 </MediaObjectSet>
File structure after deflation would be :

votenow.mtd

presentation.smil

title.png

vote.txt

 with ‘presentation.smil’ typically containing the following links :

<img src = "title.png" />
<text src = "vote.txt" />
C.3 SMIL bundle

Example of a SMIL bundle containing one XHTML MP Rich Text and one Audio file :

<MediaObjectSet
     RelativePreference="8"

     Content-Type="application/x-gzip"

     Content-URI="http://www.bcast.com/inputtimeout.gz"

 >

     <Object

         Content-Type="application/smil"

         Content-Location="presentation.smil"

         Start="true" />

     <Object

         Content-Type="application/vnd.wap.xhtml+xml"

         Content-Location="farewell.html" />

     <Object

         Content-Type="audio/3gpp"

         Content-Location="./audio/symphony.3gp" />

 </MediaObjectSet>

File structure after deflation would be :

presentation.smil

farewell.html

/audio/symphony.3gp

with ‘presentation.smil’ typically containing the following links :

<text src= "farewell.html" type="application/vnd.wap.xhtml+xml" />

<audio src= "./audio/symphony.3gp" type="audio/3gpp" />

Appendix D. Roaming Related Flows
Note: This appendix should be reflected on the Architecture Document during the Consistency Review period.
 Broadcast roaming means that an End User moves into a service area of a Visited Service Provider and consumes Broadcast Services provided by this Visited Service Provider. The Visited Service Provider provides the Service Guide and Contents for the roaming terminal. The Visited Service Provider and Home Service Provider communicate with each other to authorise roaming for a Terminal.

C.1 Roaming initiated via Home Service Provider

This flow describes where the terminal requests roaming services directly to its Home Service Provider to initiate the roaming procedure. 
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Figure C.1 - Roaming initiation at Home Service Provider

1. The Terminal moves to the Visited Service Provider service area from its Home Service Provider service area. The Terminal discovers that BCAST services are available by means of information provided from the underlying BDS or IN or BDS-SD. The specifics of how service discovery is executed is beyond the scope of OMA BCAST. Through the Service Guide Acquisition step the Terminal is able to obtain the entry point for the Service Guide. From the information obtained through the Service Guide entry point the Terminal is able to receive the Service Guide. After viewing the Service Guide the user decides to request roaming services. Depending upon operator policies, terminal or smartcard authentication may be initiated before the terminal actually begins roaming.

2. The Terminal sends a request to the Home Service Provider BSM that it wishes to access services provided by the Visited Service Provider. It may additionally send information related to a specific service that the user may want to consume. If the Home Service Provider does not have a roaming agreement with the Visited Service Provider it may refuse the roaming request from the Terminal. If required the Home Service Provider may optionally initiate terminal or smartcard authentication.
3. The Home Service Provider BSM sends a message to the Visited Service Provider BSM that a Terminal has requested roaming services. The Home Service Provider BSM sends information to the Visited Service Provider BSM based on the roaming agreement between them and what services the Terminal may receive based on the Terminal’s original subscription.

4. The Visited Service Provider BSM evaluates the information from the Home Service Provider BSM and sends a response on whether roaming is possible or if any further charging may occur for the Terminal requesting roaming services if the roaming agreement between the Service Providers does not cover all charging for the Terminal. 

5. The Home Service Provider BSM sends a response to the Terminal requesting roaming services based on the response from the Visited Service Provider BSM.

6. After receiving the response for the roaming request the Terminal decides whether to accept the terms of roaming  and responds to the Home Service Provider BSM. 

7. If the user accepts the terms of roaming, the Home Service Provider BSM requests the Long-term Key message to the Visited Service Provider BSM.

8. The Visited Service Provider BSM sends the Long-term Key message to the Home Service Provider BSM.

9. The Home Service Provider BSM sends the Long-term Key message to the Terminal so that it may access the encoded services.

10. Services are delivered to the Terminal for user consumption.

C.2 Roaming initiated via Visited Service Provider

This flow describes where the terminal requests roaming services directly to the Visited Service Provider to initiate the roaming procedure. 
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Figure C.2 - Roaming initiation at Visited Service Provider

1. The Terminal moves to the Visited Service Provider service area from its Home Service Provider service area. The Terminal discovers that BCAST services are available by means of information provided from the underlying BDS or IN or BDS-SD. The specifics of how service discovery is executed is beyond the scope of OMA BCAST. Through the Service Guide Acquisition step the Terminal is able to obtain the entry point for the Service Guide. From the information obtained through the Service Guide entry point the Terminal is able to receive the Service Guide. After viewing the Service Guide the user decides to request roaming services. Depending upon operator policies, terminal or smartcard authentication may be initiated before the terminal actually begins roaming.

2. The Terminal sends a request to the Visited Service Provider BSM that it wishes to access services provided by the Visited Service Provider. It may additionally send information related to a specific service that the user may want to consume. If the Visited Service Provider does not have a roaming agreement with the Home Service Provider it may refuse the roaming request from the Terminal. If required the Home Service Provider may optionally initiate terminal authentication by request of the Visited Service Provider.
3. The Visited Service Provider BSM sends a message to the Home Service Provider BSM that a Terminal has requested roaming services.

4. The Home Service Provider BSM evaluates the request from the Visited Service Provider BSM and sends a response on whether roaming is possible to the Visited Service Provider BSM. In the response the Home Service Provider BSM sends information to the Visited Service Provider BSM based on the roaming agreement between them and what services the Terminal may receive based on the Terminal’s original subscription.

5. The Visited Service Provider BSM sends a message to the Terminal which requested roaming services whether roaming is possible and information related to charging. If any further charging may occur for the Terminal requesting roaming services if the roaming agreement between the Service Providers does not cover all charging for the Terminal. Also a confirmation request on accepting the terms of roaming (i.e. charging) is sent together with the response message.

6. After receiving the response for the roaming request the Terminal decides whether to accept the terms of roaming access and responds to the Visited Service Provider BSM. 

7. If the user accepts the terms of roaming, the Visited Service Provider BSM sends the Long-term Key message to the Terminal so that it may have access to the encoded services which will be delivered.

8. Services are delivered to the Terminal for user consumption.
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