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1 Reason for Change

During the SD meeting, it was agreed that a separate CR should be submitted to reflect the tentatively agreed proposed resolutions for AD095, AD096, AD097, AD103, AD104, AD106, AD107 and AD110, all of which were previously shown in Doc-374R02.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Adopt the proposed changes in the BCAST AD
6 Detailed Change Proposal
Change 1:  Revised definitions for SG-B1, FD-B1 and SD-B1
5.3.1 Service Guide Function
The BCAST Service Guide Functional Architecture defines the following interfaces:

	Interfaces
	Reference Point
	Description

	SG-1
	BCAST-1
	Server-to-server communications for delivering content attributes such as description information, location information, target terminal capabilities, target user profile, etc. from one or more SGCCS, either in the form of BCAST service guide fragments; or in a proprietary format.

	SG-2
	BCAST-2
	Server-to-server communications for delivering BCAST content/service attributes, such as, service/content description information, scheduling information, location information, target terminal capabilities, target user profile, etc., in the form of BCAST service guide fragments.

	SG-B1
	BDS-1
	Server-to-server communications for either delivering BDS specific attributes from BDS to BCAST Service Guide Adaptation component, to assist Service Guide adaptation to specific BDS, or to deliver BCAST Service Guide attributes to BDS for BDS specific adaptation and distribution.  This interface is applicable to implementations whereby the underlying BDS technology is MBMS or BCMCS, and furthermore, whereby that portion of the BDS Service Distribution/Adaptation pertaining to SG distribution is not functionally integrated in the BCAST Service Distribution/Adaptation.

	SG-4
	BCAST-4
	Server-to-server communications for delivering service/terminal provisioning information, purchase information, subscription information, promotional information, etc., in the form of BCAST service guide fragments.

	SG-5
	BCAST-5
	Delivery of BCAST Service Guide through Broadcast Channel, over IP.

	SG-6
	BCAST-6
	Delivery of BCAST Service Guide through Interaction Channel. Interactive access to retrieve Service Guide or additional information related to Service Guide, for example, by HTTP, SMS, or MMS.


5.3.2 File Distribution Function

The BCAST File Distribution Functional Architecture defines the following interfaces:
	Interfaces
	Reference Point
	Description

	FD-1
	BCAST-1
	Delivery of a file, whose type and encoding scheme may be agnostic to BCAST Standard.

	FD-2
	BCAST-2
	Delivery of a file (or files) or a content protected file (or files) to FD. 

Delivery of an attribute of a file (or files) to FD.

	FD-5
	BCAST-5
	Unidirectional delivery of a file or a bundle of files some of which may be content protected.

Unidirectional delivery of a content and service protected file or a bundle of files.

Unidirectional delivery of in-band signalling for File Distribution (e.g. signalling used for file reception either in SG or in-band signalling). 



	FD-6
	BCAST-6
	Point-to-point delivery of file parts needed in order to reconstruct a complete file or file bundle on the terminal side following reception of file parts over the broadcast channel.

Point-to-Point delivery of a file or a bundle of files.

Delivery of a request or a report about file repairing from Terminal.

	FD-B1
	BDS-1
	Delivery of a file or a bundle of files to BDS.

Delivery of a service and/or content protected file or a bundle of files to BDS.

Delivery of signalling information to a file or bundle of files distribution.

Delivery of bearer information used for a file or bundle of files distribution.
This interface is applicable to implementations whereby the underlying BDS technology is MBMS or BCMCS, and furthermore, whereby that portion of the BDS Service Distribution/Adaptation pertaining to file and file metadata distribution is not functionally integrated in the BCAST Service Distribution/Adaptation.
Note: If BDS service distribution does not exist, then the interface defined for FD-B1 is applied for x-1 and/or x-2.


5.3.3 Stream Distribution Function

The BCAST Stream Distribution Functional Architecture defines the following interfaces:
	Interfaces
	Reference Point
	Description

	SD-1
	BCAST-1
	Delivery of an unprocessed stream for BCAST streaming Service

Delivery of stream with media type and CODEC supported by BCAST

	SD-2
	BCAST-2
	Delivery of a stream having BCAST standard media type and CODEC

Delivery of stream attributes to Stream Distribution Function in BCAST Service Distribution/Adaptation



	SD-5
	BCAST-5
	Unidirectional delivery of a BCAST-standardized stream.

Unidirectional delivery of a stream, which is adapted to BDS specific condition (e.g., a data rate supported by BDS). 

Unidirectional delivery of in-band signalling for Stream Distribution (e.g., signalling used for stream reception). 



	SD-6
	BCAST-6
	Delivery of a stream to terminal.

Delivery of report about a stream reception.

Delivery of request from terminal e.g. request for the retransmission of a whole stream. 

	SD-B1
	BDS-1
	Delivery of a stream to BDS.

Delivery of a protected stream to BDS.

Delivery of a stream attribute to determine bearers used for stream distribution.

Delivery of bearer information used for a stream distribution.

Delivery of a BDS specific profile for the adaptation of Stream to BDS.

This interface is applicable to implementations whereby the underlying BDS technology is MBMS or BCMCS, and furthermore, whereby that portion of the BDS Service Distribution/Adaptation pertaining to stream distribution is not functionally integrated in the BCAST Service Distribution/Adaptation.
Note:  If BDS service distribution does not exist, then the interface defined for FD-B1 is applied for x-1 and/or x-2.


Change 2:  Revised definitions for SP-B1, SP-B2 and CP-B1 and CP-B2
5.3.4.3 Functional Architecture for Service Protection

The following table explains the interfaces and maps them to BCAST reference points:

	Interface
	Reference Point
	Definition

	SP-1
	BCAST-1
	The files and stream from Content Creation is sent to BSD/A.

	SP-2-1
	BCAST-2
	The broadcast service (based on file and/or stream distribution) can be:

· fed into the BDS for unprotected distribution to the terminal. 

· fed into the BDS for protected distribution to the terminal, using native service protection of the BDS. 

· fed into the broadcast service distribution system for OMA-protected distribution to the terminal. 

	SP-2-2
	BCAST-2
	This interface implements the creation of the STKM by the BSA and delivery to the BSDA to prepare for broadcast distribution:

- the TEK and other service protection protocol parameters are delivered from the SP-KD to the SP-A in the BSA.

- STKM’s are transferred back from the SP-A to the SP-KD

	SP-3
	BCAST-3
	This interface delivers SEAK or PEAK for encryption of services Short Term Keys from the SP-M to SP-A.

	SP-4-1
	BCAST-4
	This interface delivers SEAK or PEAK for encryption of Short Term Keys from the SP-M to SP-KD.

	SP-4-2
	BCAST-4
	This interface delivers the LTKM from the SP-M to the SP-KD for broadcast distribution of LTKM for subscription. Additionally it can also deliver registration key material for registration of terminals over the broadcast channel.

	SP-4-3
	BCAST-4
	This interface implements the creation of the STKM by the BSM and delivery to the BSDA to prepare for broadcast distribution:

- The TEK and other service protection protocol parameters are delivered from the SP-KD to the SP-M in the BSM.

- STKM’s are transferred back from the SP-M to the SP-KD.

	SP-5-1
	BCAST-5
	This interface implements layer 4 (“Traffic encryption”) of the 4-layer model.

The OMA-protected service is distributed to the terminal via the BDS.
Note: This interface is identical to FD-5 and SD-5.

	SP-5-2
	BCAST-5
	This interface 5-2a implements layer 3 (“Short Term Key Delivery Layer”) of the 4-layer model. Traffic key messages are distributed to the terminal via the BDS.

Another role of this interface is to implement layer 2 (“Long Term Key Delivery Layer”) of the 4-layer model for delivery of the long-term key message over the broadcast channel.

This interface in conjunction with interface SP-8 also implements layer 1 (“Registration”) of the 4-layer model for registration and authentication of terminals over the broadcast channel. The idea is to register “broadcast only terminals” (terminals that don’t have an interaction channel) using the broadcast channel for establishing the key material that is required for subsequent transactions. 

Also the registration of devices that together form a DRM local domain is covered by this interface.

Key materials are stored within a secure storage entity in the SP-C on the terminal or the smartcard depending on key management implementation.

	SP-7
	BCAST-7
	This interface implements layers 2 and 1 of the 4-layer model for delivery of the long-term key message and registration over the interaction channel.

SP-7a applies to key management implementations based on the terminal and SP-7b based on the smartcard. 

Related key materials are stored within a secure storage entity in the SP-C on the terminal or the smartcard depending on key management implementation. 

	SP-8
	BCAST-8
	This interface provides out-of-band channel for registration over the broadcast channel.

	SP-9
	N/A
	This is the interface between the terminal and the smartcard. This interface is not present for terminals not having a smartcard.

This interface should correspond to the relevant specifications in 3GPP (U)SIM [3GPP TS 31.101] and 3GPP2 (R)-UIM [3GPP2 C.S0023-B]. 

	SP-10
	N/A
	Transmission of traffic encryption keys (TEKs) from the terminal to the SP-D to decrypt the enciphered content.

	SP-B1
	BDS-1
	This interface is applicable when the underlying BDS technology is MBMS or BCMCS, and furthermore, whereby that portion of the BDS Service Distribution/Adaptation pertaining to service distribution and adaptation is not functionally integrated in the BCAST Service Distribution/Adaptation.   It provides transport of broadcast file and stream content, Long Term Key Messages, Short Term Key Messages, other security-related material, and signalling which supports the delivery of the above information, between the BSD/A and the BDS-SD.

Note: Service protection encryption may be performed by the BSD/A or the BDS-SD, as indicated by the signalling information transported over SP-B1.”

	SP-B2
	BDS-2
	This interface is applicable when the underlying BDS technology is MBMS or BCMCS, and furthermore, whereby that portion of the BDS Service Distribution/Adaptation pertaining to subscription management is not functionally integrated in the BCAST Subscription Management.  It provides transport of Long Term Key Messages, other security-related material, registration information, and signalling which supports the delivery of the above information, between the BSM and BDS-SD. 


5.3.4.4 Functional Architecture for Service Protection

Interfaces are defined as follows:
	Interface
	Reference Point
	Definition

	CP-1
	BCAST-1
	CP-1 is not in scope of OMA-BCAST. It shows merely for the sake of completeness how the unprotected content is fed from the original source into the OMA BCAST function.

	CP-2-1
	BCAST-2 
	The content-protected stream is sent to the BSD/A for distribution.

	CP-2-2
	BCAST-2
	The content-protected file is sent to the BDS/A for distribution.

	CP-3
	BCAST-3
	CP-3 comprises the transactions between CP-M in the BSM and CP-E in the BSA. CP-M transfers TEK to CP-E for encryption of contents.

	CP-4
	BCAST-4
	CP-4 comprises the transactions between the CP-M and the FD for the delivery of TKM, the long-term key message. Key Material is also delivered from the CP-M to the FD for the broadcast-only terminal to do registration.

	CP-5-1
	BCAST-5
	CP-5-1 comprises the transactions between SD and SD-C for the distribution of content protected stream.

	CP-5-2
	BCAST-5
	CP-5-2 comprises the transactions between FD and FD-C for the distribution of content protected files and the TKM for content decryption.

This interface also delivers the long-term key message and key materials in case of broadcast-only devices, where interaction with CP-M have to be implemented by combining the broadcast channel with out-of-band communication. These operations include registration, domain join/leave, and usage data collection for impulse pay-per-view.

	CP-7
	BCAST-7
	CP-7 comprises the transactions between the CP-M and the CP-C in the terminal via the interactive channel.  It includes registration, long-term key message delivery and domain join/leave.

SP-7a deals with key management implementation on the terminal and SP-7b on the smartcard.

Related key materials are stored within a secure storage entity in the CP-C on the terminal or the smartcard depending on key management implementation.

	CP-8
	BCAST-8
	CP-8 provides out-of-band channel for broadcast-only devices to do registration, long-term key message acquisition, domain join/leave, and usage data collection for impulse pay-per-view.

	CP-9
	N/A
	This is the interface between the terminal and the smartcard. This interface is not present for terminals not having a smartcard.

This interface should correspond to the relevant specifications in 3GPP (U)SIM [3GPP TS 31.101] and 3GPP2 (R-)UIM [3GPP2 C.S0023-B].

	CP-10
	N/A
	Transmission of traffic encryption key (TEK) from the CP-C on the terminal to the CP-D to decrypt the enciphered content.

	CP-11
	N/A
	This interface comprises the transmission of the TKM from FD-C to the CP-C on the terminal. 

Depending on key management implementation TEK extraction from STKM is processed by the CP-C on the terminal or on the smartcard.

It also concerns long-term key message and key materials in case of broadcast-only devices. 

Related key materials are stored within a secure storage entity in the CP-C on the terminal.

	CP-12
	N/A
	CP-12a comprises the transmission of content protected stream from SD-C to CP-D.

CP-12b comprises the transmission of content protected file from FD-C to CP-D.

	CP-B1
	BDS-1
	This interface is applicable when the underlying BDS technology is MBMS or BCMCS, and furthermore, whereby that portion of the BDS Service Distribution/Adaptation pertaining to service distribution and adaptation is not functionally integrated in the BCAST Service Distribution/Adaptation.   It provides the transport of content protection encrypted file and stream content, Short Term Key Messages, Long Term Key Messages, other security-related material, and signalling which supports the delivery of the former information between the BSD/A and the terminal.

	CP-B2
	BDS-2
	This interface is applicable when the underlying BDS technology is MBMS or BCMCS, and furthermore, whereby that portion of the BDS Service Distribution/Adaptation pertaining to subscription management is not functionally integrated in the BCAST Subscription Management..   It provides transport of Long Term Key Messages, other security-related material, registration information, and signalling which supports the delivery of the former information between the BSM and the terminal.


Change 3:  Revised definitions for NT-B1
The BCAST Notification Functional Architecture defines the following interfaces:

	Interfaces
	Reference Point
	Description

	NT-1
	BCAST-1
	A notice of notification event from Content Provider.
Delivery of notification attributes from Content Provider.

	NT-3
	BCAST-3
	Delivery of attributes related to the generation of a Service Guide specific notification message.

Delivery of a notice of notification event from Content Provider.

	NT-4
	BCAST-4
	Delivery of a notification message to Notification Distribution/Adaptation Component.

Delivery of A notice of notification event from BDS.

Delivery of A notice of notification event from Service Guide Generation Component in BSD/A.

Delivery of Service Guide Attributes to be used for the generation of a notification message.

The exchange of Service Guide information over BCAST-4 for notification message generation is covered by Notification Functional Architecture.

	NT-5
	BCAST-5
	Delivery of a notification message to a terminal or a group of terminals over Broadcast Channel.

	NT-6
	BCAST-6
	Delivery of a notification message to a terminal over interaction channel.

It may be possible that multiple interaction channels are used via NT-6 for the delivery of the same notification message to multiple terminals. 

	NT-B1
	BDS-1*
	Delivery of a notice of notification event 

Delivery of a notification message to BDS or Interaction Network
This interface is applicable when the underlying BDS technology is MBMS or BCMCS, and furthermore, whereby that portion of the BDS Service Distribution/Adaptation pertaining to service distribution and adaptation is not functionally integrated in the BCAST Service Distribution/Adaptation.
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