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1 Reason for Change

Currently BCAST Smartcard Profile and 3GPP MBMS have used some fields of a DCF file which break interoperability of the DCF file with DRMv2 and BCAST DRM Profile. It is suggested to define a new box to keep a complete interoperability between BCAST and DRM and MBMS.
Furthermore, the possibility is given to add a separate RightsIssuerURL as well to allow the option to separate the DRM Profile and Smartcard Profile domains.
R01: clarified normative sentence on RIURL use
R02: changes recommended by DLDRM group during Shenzhen DLDRM meeting
Note that R02 on the portal was incorrectly uploaded with the original 954. As this can not be fixed, Forapolis requested to upload a new 954R03 (this is the same CR as the intended 954R02 presented at Shenzhen)

R03: no change from intended 954R02 document, simply updated the revision number
R04: following comments from DLDRM, a separate box is used for DRM Profile and Smartcard Profile. Note that if MBMS is happy with the Smartcard Profile box, the keyID type would be restored in the SmartcardProfile box.
2 Impact on Backward Compatibility

The new keyid box will be used by BCAST enabler and potentially by MBMS, unless MBMS decides to use its own box or wishes to maintain its proposed solution. Boxes will be ignored by previous versions.
3 Impact on Other Specifications

BCAST Service and Content Protection specification will use this change if agreed.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that the OMA BAC BCAST and OMA BAC DLDRM groups agree the proposed solution.

6 Detailed Change Proposal

5.2.3.2 SmartcardProfile Box
The ExtendedHeaders field MAY include one or more instances of the SmartcardProfile Box:

aligned (8) class SmartcardProfile extends FullBox('scpb', version, flags) {



unsigned int(8) KeyIDLength; 



// KeyID length in bytes

byte Key_id[];





// Key_id

if(flags & 0x000001) {



unsigned int(16) KeyIssuerURLLength; 

// KeyIssuer URL field length in bytes



char KeyIssuerURL[];



// KeyIssuer URL string


}

} 

SmartcardProfile box fields are described in the table below. 
If flags & 0x000001, a KeyIssuerURL can be provided for acquiring the key identified by Key_id. 

The KeyIssuerURL in the SmartcardProfile box SHALL be used first. If this fails or if the KeyIssuerURL is not present, the terminal MAY try the RightsIssuerURL in the CommonHeaders box. 


Table X. SmartcardProfile box fields
	Field name
	Type
	Purpose

	
	
	

	KeyIDLength
	unsigned int(8)
	Length of the Key ID in bytes

	Key_id
	byte[]
	Value of Key ID

	KeyIssuerURLLength
	unsigned int(16)
	Length of the KeyIssuerURL (optional)

	KeyIssuerURL
	char[]
	Key Issuer URL (optional)


Note: keyID type has been removed but this may be needed if MBMS is happy to use the same 4CC code as BCAST rather than create its own box.


	
	
	

	
	
	

	
	
	

	
	
	


5.2.3.3 DRMProfile Box

The ExtendedHeaders field MAY include one or more instances of the DRMProfile Box:

aligned (8) class DRMProfile extends FullBox('drmb', version, flags) {


unsigned int(8) KeyIDLength; 



// KeyID length in bytes


byte Key_id[];





// Key_id


if(flags & 0x000001) {



unsigned int(16) KeyIssuerURLLength; 

// KeyIssuer URL field length in bytes



char KeyIssuerURL[];



// KeyIssuer URL string


}

} 

DRMProfile box fields are described in the table below. 

If flags & 0x000001, a KeyIssuerURL can be provided for acquiring the key identified by Key_id. 

The KeyIssuerURL in the DRMProfile box SHALL be used first. If this fails or if the KeyIssuerURL is not present, the terminal MAY try the RightsIssuerURL in the CommonHeaders box. 

Table X. DRMProfile box fields
	Field name
	Type
	Purpose

	KeyIDLength
	unsigned int(8)
	Length of the Key ID in bytes

	Key_id
	byte[]
	Value of Key ID

	KeyIssuerURLLength
	unsigned int(16)
	Length of the KeyIssuerURL (optional)

	KeyIssuerURL
	char[]
	Key Issuer URL (optional)


Note: 4CC codes "scpb" and "drmb" have to be registered
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