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	Title:
	Backend Interface for Stream delivery
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC-BCAST

	Doc to Change:
	The latest version of TS-BCAST-Distribution

	Submission Date:
	08 Dec 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Bosun Jung, Samsung Electronics, bosun7.jung@samsung.com 
Toni Paila, Nokia, toni.paila@nokia.com 

	Replaces:
	n/a


1 Reason for Change

This CR contains the resolution for the following action item given to Orange and Samsung.
	DI126
	
	N
	6.5.2
	Source: Orange

Form: OMA-BCAST-2006-0518
Comment: 

What are these attributes? Do they apply also for live streams? How are they delivered in case of live streams?

Proposed Resolution:

If in the scope of this interface, specify how the files attributes are transmitted
	Status: OPEN
Action to Samsung and Orange


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

None known
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the proposed changes as part of consistency review resolution.  If achieving agreement, proposal needs to be reflected in the latest spec.
6 Detailed Change Proposal

Change 1:  Resolution for DI126
6.5 Stream Distribution Interfaces

The following sections specify interfaces between logical BCAST “backend” entities. The specification is applicable if the interfaces are exposed in a BCAST implementation. If a BCAST implementation does not expose the interfaces, i,e, they are implementation internal, they may be realized using protocols and methods not specified here.

The following two types of delivery are possible for stream distribution.

- Non-live stream delivery: SA delivers streams which are stored in files which SHALL be streamed to end-users by the SD when required.

- Live stream delivery: Live streams are provided from the CC to the end-user. The SA receives the live stream from the CC and SHALL forward the stream to the SD for streaming to users. [Note: Backend Interface for live stream delivery is TBD]
Interfaces SD-1 and SD-2 for non-live stream
Interface SD-1 between CC and SA provides the attributes of non-live stream files as well as the stream files themselves for BCAST stream distribution services.
Interface SD-2 between SA and SD provides the attributes of non-live stream files as well as the stream files themselves for BCAST stream distribution services.
6.5.1.1 
Protocol Stacks
The following protocol stack SHALL be used for non-live stream delivery over Backend Interface which are SD-1 between CC and SA and SD-2 between SA and SD. [Note: During CONRR comment resolution BCAST group agreed that FTP is to be removed from the protocol stack if details  of the use of FTP are not specified.]
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Figure x Protocol Stack for Backend Interface of stream delivery
HTTP 1.1 over TCP/IP with the following condition SHALL be used for file delivery via the interface.

The interfaces using HTTP 1.1 [RFC 2616] SHALL support gzip, compress, deflate and identity Content Codings. Other Content Codings MAY be supported.

The interfaces using HTTP 1.1 [RFC 2616] MAY use persistent connections, pipelining and chunked Transfer Coding .  

6.5.1.2 
Backend Interface Message
Messages to and from SA or SD are transported using HTTP as the transport by placing both the requests and the responses addressed to SA or SD into the payload of the HTTP messages. The requests SHOULD be transported using HTTP POST and the responses SHOULD be transported using the HTTP responses corresponding to the HTTP POST requests.  The syntax for the requests SHOULD be as follows.

· POST <host>/oma/bcast/sd HTTP/1.1\r\n<StreamSessionCreationMessage>
· POST <host>/oma/bcast/sd HTTP/1.1\r\n<StreamSessionDeletionMessage>
· POST <host>/oma/bcast/sd HTTP/1.1\r\n<StreamInsertionMessage>
· POST <host>/oma/bcast/sd HTTP/1.1\r\n<StreamRemovalMessage>

where the <host> denotes the part of the URI representing the address of the host.
Both the HTTP POST message and the corresponding HTTP response MAY also contain the following HTTP header fields.
· ‘Content-Length’,
· ‘Content-Type’ which if used SHALL be set to “text/xml” and
· ‘Host’ in case the ‘Request-URI’ is not in the absolute form specified in [RFC 2616].
6.5.1.2.1 Processing and responding

The processing of the message to SA or SD involves first the HTTP transport level to deliver the message from the CC to the SA or from the SA or SD. This is followed by the HTTP level passing the embedded XML message to the SA or SD. While the status and error codes corresponding to the processing in the HTTP level are signaled using the HTTP headers, the result of the SA or SD processing the XML request in the HTTP payload is signaled using XML messages placed into the payloads of the HTTP responses corresponding to the HTTP requests carrying the XML requests. Whenever a HTTP response contains an XML response from the FA or FD, the HTTP status code SHALL be set to 200 OK regardless of the contents of the XML response.

6.5.1.2.2 Stream Session Creation
Stream session creation will be used for requesting the creation of session for stream file delivery.   The parameters of the session can be assigned by either the network entity requesting session creation or the network entity being requested to create a session. While requesting the creation of a session, CC or SA SHALL use the following ‘StreamSessionCreation’ XML message in the HTTP payload
	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	StreamSessionCreation
	E
	
	
	Specifies the Session Creation Message

Contains the following attributes:

   ipAddress

   portNumber

   startTime

   endTime

   transferDelay
   delayVariation

   lossRatio

   errorRatio

   datarate
Contains the following element:

   SDP
	

	ipAddress
	A
	O
	0..1
	Target IP Address of RTP
	string

	portNumber
	A
	O
	0..1
	Port number of Target Address of RTP
	unsignedShort

	startTime
	A
	M
	1
	The first moment of the Session to be created. If the value is zero, the transmission is to be started immediately. This field expressed as the most significant 32 bits of NTP time format. 
	unsignedInt

	endTime
	A
	M
	1
	The last moment of the Session to be created. If the value is zero, the transmission is to be ended only when requested explicitly by the client using the “Session Deletion” request. This field expressed as the most significant 32 bits of NTP time format.
	unsignedInt

	transferDelay
	A
	M
	1
	Max tolerable transfer delay time of IP packets
Note: As this shall be streamed to end-users transfer delays must be taken into account.
	unsignedInt

	delayVariation
	A
	M
	1
	Max tolerable transfer delay variation between packets

Note: As this shall be streamed to end-users reception time must be taken into account.
	unsignedInt

	lossRatio
	A
	M
	1
	Max tolerable packet loss ratio

Note: As this shall be streamed to end-users reception time must be taken into account.
	unsignedInt

	errorRatio
	A
	M
	1
	Max tolerable packet error ratio

Note: As this shall be streamed to end-users reception time must be taken into account.
	unsignedInt

	datarate
	A
	M
	1
	Required datarate

Note: As this shall be streamed to end-users reception time must be taken into account.
	unsignedInt

	SDP
	E1
	M
	1
	A session description in SDP (IETF session description protocol) format 
	string



Upon successful processing of the ‘StreamSessionCreation’ request, the SA or SD SHALL use the following ‘StreamSessionCreationRes’  message in HTTP payload of  the response.

	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	StreamSessionCreationRes
	E
	
	
	Specifies the Response message for Session Creation Request. If an error occurs, then at least one Parameter element SHALL be present in the response.
Contains the following elements:

SessionInfo

Parameter


	

	SessionInfo
	E1
	M
	1
	Specifies the created session information

Contains the following attributes:

ipAddress

   portNumber

   startTime

   endTime

   transferDelay

   delayVariation

   lossRatio

   errorRatio

   datarate
	

	ipAddress
	A
	O
	1
	Target IP Address of RTP
	string

	portNumber
	A
	O
	1
	Port number of Target Address of RTP
	unsignedShort

	startTime
	A
	O
	1
	The first moment of the Session to be created. If the value is zero, the transmission is to be started immediately. This field expressed as the most significant 32 bits of NTP time format. 
	unsignedInt

	endTime
	A
	O
	1
	The last moment of the Session to be created. If the value is zero, the transmission is to be ended only when requested explicitly by the client using the “Session Deletion” request. This field expressed as the most significant 32 bits of NTP time format.
	unsignedInt

	transferDelay
	A
	M
	1
	Max tolerable transfer delay time of IP packets
Note: As this shall be streamed to end-users transfer delays must be taken into account.
	unsignedInt

	delayVariation
	A
	M
	1
	Max tolerable transfer delay variation between packets

Note: As this shall be streamed to end-users reception time must be taken into account.
	unsignedInt

	lossRatio
	A
	M
	1
	Max tolerable packet loss ratio

Note: As this shall be streamed to end-users reception time must be taken into account.
	unsignedInt

	errorRatio
	A
	M
	1
	Max tolerable packet error ratio

Note: As this shall be streamed to end-users reception time must be taken into account.
	unsignedInt

	datarate
	A
	M
	1
	Required datarate

Note: As this shall be streamed to end-users reception time must be taken into account.
	unsignedInt

	Parameter
	E1
	O
	0..N
	If this element is present, it signals that there was an error w.r.t. to a parameter in the request.

Contains the following attributes:
   field

   reason
	

	field
	A
	O
	1
	Character string specifying the name of the faulty parameter in the request message. This is a name of an element or attribute in the request.
	string

	reason


	A
	O
	1
	Contains the reason for the rejection of the parameter, according to the global status code (as specified in [BCAST10-Services]). 
For Instance, if the value is set to “17 – Information Element non-existent”, it signals that FA or FD could not find the parameter at all in the request. If the value is set to “021 – Information Invalid”, it signals that  while parameter is present in the request, the value of the parameter is not accepted by the FA or FD.
	unsignedByte


6.5.1.2.3 Session Deletion 

Session Deletion will be used for request to delete session for stream delivery from CC to SA or from SA to SD.
While requesting a deletion of a session, clients of the SA or SD SHALL use the following XML message in the HTTP payload.

	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	StreamSessionDeletion
	E
	
	
	Specifies the Session Deletion Message

Contains the following attributes:

   tsi

   ipAddress

   portNumber

   endTime
	

	ipAddress
	A
	M
	1
	Target IP Address of RTP
	string

	portNumber
	A
	M
	1
	Port number of Target Address of RTP
	unsignedShort

	endTime
	A
	M
	1
	The moment of the Session to be deleted. If the value is zero, the transmission is to be ended immediately. This field expressed as the most significant 32 bits of NTP time format.
	


Upon successful processing of the ‘SessionDeletion’ request, the FA or FD SHALL use the following ‘SessionDeletionRes’  message in the HTTP payload of  the response.
.

	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	StreamSessionDeletionRes
	E
	
	
	Specifies the response message for Session Deletion

If error occurs, then at least one Parameter element SHALL be present in the response.

Contains the following elements:

   Parameter
	

	Parameter
	E1
	O
	0..N
	If this element is present, it signals that there was an error w.r.t. to a parameter in the request.

Contains the following attributes:
   field

   reason
	

	field
	A
	O
	1
	Character string specifying the name of the faulty parameter in the request message. This is a name of an element or attribute in the request.
	string

	reason


	A
	O
	1
	Contains the reason for the rejection of the parameter, according to the global status code (as specified in [BCAST10-Services]). 
For Instance, if the value is set to “17 – Information Element non-existent”, it signals that FA or FD could not find the parameter at all in the request. If the value is set to “021 – Information Invalid”, it signals that  while parameter is present in the request, the value of the parameter is not accepted by the FA or FD.
	unsignedByte


6.5.1.2.3 Stream Insertion 

While requesting an insertion of a stream file into a stream delivery session, the SA or SD SHALL use the following as the payload of the corresponding HTTP message; first the XML message  'StreamInsertion' described below immediately followed by the payload of the file itself. 
	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	StreamInsertion
	E
	
	
	Specifies the Stream Insertion Message

Contains the following attributes:

   ipAddress

   portNumber

   startTime

   endTime

Contains the following element:   
SDP
	

	ipAddress
	A
	M
	1
	Target IP Address of RTP
	string

	portNumber
	A
	M
	1
	Port number of Target Address of RTP
	unsignedShort

	startTime
	A
	M
	1
	The first moment of the File to be transmitted. If the value is zero, the transmission is to be started immediately. This field expressed as the most significant 32 bits of NTP time format. 
	unsignedInt

	endTime
	A
	M
	1
	The last moment of the File to be transmitted. If the value is zero, the transmission is to be ended only when requested explicitly by the client using the “File Insertion” request. This field expressed as the most significant 32 bits of NTP time format.
	unsignedInt

	SDP
	E1
	M
	1
	A session description in SDP (IETF session description protocol) format 
	string



Upon successful processing of the ‘StreamInsertion’ request, the FA or FD SHALL use the following ‘StreamInsertionRes’  message in the HTTP payload of  the response.
	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	StreamInsertionRes
	E
	
	
	Specifies the response message for Stream Insertion

If error occurs, then at least one Parameter element SHALL be present in the response.
Contains the following elements:

   StreamInformation
   Parameters


	

	StreamInformation
	E1
	M
	1
	Contains the Stream Information

Contains the following attributes:

   ipAddress

   portNumber

   startTime

   endTime

Contains the following element:   

SDP
	

	ipAddress
	A
	M
	1
	Target IP Address of RTP
	string

	portNumber
	A
	M
	1
	Port number of Target Address of RTP
	unsignedShort

	startTime
	A
	M
	1
	The first moment of the File to be transmitted. If the value is zero, the transmission is to be started immediately. This field expressed as the most significant 32 bits of NTP time format. 
	unsignedInt

	endTime
	A
	M
	1
	The last moment of the File to be transmitted. If the value is zero, the transmission is to be ended only when requested explicitly by the client using the “File Insertion” request. This field expressed as the most significant 32 bits of NTP time format.
	unsignedInt

	SDP
	E1
	M
	1
	A session description in SDP (IETF session description protocol) format 
	string


	Parameter
	E1
	O
	0..N
	If this element is present, it signals that there was an error w.r.t. to a parameter in the request.

Contains the following attributes:
   field

   reason
	

	field
	A
	O
	1
	Character string specifying the name of the faulty parameter in the request message. This is a name of an element or attribute in the request.
	string

	reason


	A
	O
	1
	Contains the reason for the rejection of the parameter, according to the global status code (as specified in [BCAST10-Services]). 
For Instance, if the value is set to “17 – Information Element non-existent”, it signals that FA or FD could not find the parameter at all in the request. If the value is set to “021 – Information Invalid”, it signals that  while parameter is present in the request, the value of the parameter is not accepted by the FA or FD.
	unsignedByte


6.5.1.2.4 Stream Removal
The SA or SD may request removal of stream files from stream delivery sessions. While requesting a removal of a stream file from a stream delivery session, the SA or SD SHALL use the following ‘StreamRemoval’ message as the payload of the corresponding HTTP message.
	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	StreamRemoval
	E
	
	
	Specifies the Stream Removal Message

Contains the following attributes:

ipAddress

   portNumber

   endTime
	

	ipAddress
	A
	M
	1
	Target IP Address of RTP
	string

	portNumber
	A
	M
	1
	Port number of Target Address of RTP
	unsignedShort

	endTime
	A
	M
	1
	The moment of the File to be removed. If the value is zero, the transmission is to be ended immediately. This field expressed as the most significant 32 bits of NTP time format.
	


Upon successful processing of the ‘StreamRemoval’ request, the SA or SD SHALL use the following ‘StreamRemovalRes’  message in the HTTP payload of  the response.
	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	StreamRemovalRes
	E
	
	
	Specifies the response message for Stream Removal

If error occurs, then at least one Parameter element SHALL be present in the response.

Contains the following elements:

   Parameter
	

	Parameter
	E1
	O
	0..N
	If this element is present, it signals that there was an error w.r.t. to a parameter in the request.

Contains the following attributes:
   field

   reason
	

	field
	A
	O
	1
	Character string specifying the name of the faulty parameter in the request message. This is a name of an element or attribute in the request.
	string

	reason


	A
	O
	1
	Contains the reason for the rejection of the parameter, according to the global status code (as specified in [BCAST10-Services]). 
For Instance, if the value is set to “17 – Information Element non-existent”, it signals that FA or FD could not find the parameter at all in the request. If the value is set to “021 – Information Invalid”, it signals that  while parameter is present in the request, the value of the parameter is not accepted by the FA or FD.
	unsignedByte
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