Doc# OMA-BCAST-2006-1068-CR_Resolution_for_DI118_DI124_DI125.doc[image: image2.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-BCAST-2006-1xxx-CR_Resolution_for_DI118_DI124_DI125.doc
Change Request



Change Request

	Title:
	Addressing comment D118, DI124 and DI125
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC-BCAST

	Doc to Change:
	OMA-TS-BCAST_Distribution-V1_0-20060419-D

	Submission Date:
	12 Dec 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Toni Paila, Nokia, toni.paila@nokia.com
Frank Hartung, Ericsson, frank.hartung@ericsson.com
Thorsten Lohmar, Ericsson, thorsten.lohmar@ericsson.com

	Replaces:
	OMA-BCAST-2006-1051 and OMA-BCAST-2006-1060


1 Reason for Change

This CR addresses the CONR comments DI118, DI124 and DI125, listed in the following for convenience:


	DI125
	
	N
	5.5.2
	Source: Orange

Form: OMA-BCAST-2006-0518
Comment:
While reading this section, we could have the impression that it only addresses the case of file repair (moreover there can be multiple file servers..) We can imagine that a given terminal has been advertised of the delivery of a give file and can't access it towards the broadcast bearer, so it accesses it towards the interactive channel

Proposed Resolution:

Specify two cases: 

· the terminal has acquired the access fragment (and the Alternative AccessURL)

· The terminal has acquired the associated procedure description file. Subcase1: it has received a part of the file, Subcase2: no Alternative AccessURL is provided into the Access fragment
	Status: OPEN



	DI118
	
	N
	
	Source: Nokia

Form: OMA-BCAST-2006-0456
Comment:
Section 5.5.1 defines the usage of FLUTE for file distribution over the interactive channel. As the IP address of the mobile is not know to server, some other means to control the FLUTE session are needed. 
Proposed resolution:
We propose 2 options to address this problem:

· Specify that the terminal needs to create a TCP session to the server destination address, which is delivered as part of the SDP file (in a source filter with only 1 single source address). FLUTE is then used over TCP.

· Remove FLUTE as a mechanism for file distribution over the interactive channel

	Status: OPEN

	DI124

	
	N
	5.5 and 5.5.1
	Source: Orange
Form: OMA-BCAST-2006-0518

Comment:

What is the reference of FLUTE specification in a unicast mode? In our comprehension Flute inherits from ALC and ALC has been designer for multicast

Proposed Resolution:

Precise the reference of the documents that specify the use of FLUTE in unicast mode, otherwise remove the texts that relate to the use of FLUTE over interactive channel


	Status: OPEN


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This CR is presented to BAC-BCAST for agreement as resolution for comment DI125.
6 Detailed Change Proposal

Change 1:  Clarifications in section 5.5
5.5
File Distribution over Interactive Channel

For File Distribution over Interactive Channel, two methods are specified: Use of FLUTE (section 5.5.1); and; Use of HTTP/1.1 (section 5.5.2). Terminals and networks that support the Interactive Channel SHALL support at least one of these methods. Further, terminals that support FLUTE SHALL support the use of FLUTE for File Distribution over Interactive Channel and terminals that support HTTP/1.1 SHALL support the use of HTTP/1.1 for File Distribution over Interactive Channel. 
There is some difference how these different methods are used within BCAST 1.0. 

· When FLUTE is used for File Distribution over Interactive Channel, the FLUTE session is declared using the Access fragment of Service Guide. Terminal will consequently setup the session and receive FLUTE session and FDTs declaring the files and their URLs. In this case the resolution of an URL declared in Service Guide to concrete delivery method is as follows:
· URL declared in a Service Guide is associated with a fragment.

· The fragment in turn is either directly or indirectly (through another fragment) associated with Access fragment that declares the unicast FLUTE session through RTSP URL or through SDP description.
· When HTTP/1.1 is used for File Distribution over Interactive Channel, the terminal first sets up the HTTP session. After that uses the HTTP protocol exchanges to access URLs declared in the Service Guide.
· URL declared in a Service Guide is associated with a fragment.

· The URL is directly used as such in the HTTP exchange.
· Interactive Channel is used also for reception reporting and file repair purposes when used in conjunction with File Distribution over Broadcast Channel. Those aspects are not specified in this section but in section 5.3.

5.5.1
Use of FLUTE for File Distribution over Interactive Channel

The use of FLUTE is useful when the server initiates data delivery, i.e. pushes data to the device, and to enable service continuity for services delivered using FLUTE over the broadcast channel, when switching to interactive channel. 
The FLUTE session over Interactive Channel MAY be announced in two ways: using the RTSP URL or using the SDP. Terminal and network SHALL support both of these methods.

When announcing FLUTE session using the RTSP URL the following SHALL apply: 
· There SHALL be Access fragment with “AccessType” element that contains a “UnicastServiceDelivery” sub-element so that
· “AccessServerURL” SHALL contain the value of RTSP URL used to setup FLUTE session. (The RTSP URL supports both FLUTE over UDP as well as FLUTE over TCP),
· “type” attribute of “AccessServerURL” SHALL be set to “6” denoting unicast delivery of FLUTE
When announcing FLUTE session using the SDP the following SHALL apply: 

· There SHALL be Access fragment with associated SDP description that describes the FLUTE session
· The associated SDP fragment MAY be carried within the Access fragment itself or referred by the Access fragment
5.5.1.1 FLUTE Session Setup with RTSP
SDP handling

The FLUTE specific SDP extensions are defined in [26.346 chapter 7]. For the FLUTE session establishment using RTSP, a control URI as defined in [RTSP 1.0] SHALL be present for the FLUTE media description. Note, a control URI is defined by the “a=control:” SDP field according to [RTSP1.0]

RTSP SETUP Method

The control URI as defined in [RTSP 1.0] SHALL be present for each FLUTE media description in the SDP. The control URI is used within the RTSP SETUP method to establish the described FLUTE sessions.
The RTSP transport protocol specifier for FLUTE as defined in [RTSP] SHALL be "FLUTE/UDP". One and only one UDP port is allocated for each FLUTE channel. If the "flute-ch" attribute is present for the FLUTE session, an according number of FLUTE sessions is established.

The following RTSP 1.0 defined RTP specific parameters SHALL be used in the transport request and responds header for FLUTE sessions.

· client_port: This parameter provides the unicast FLUTE port(s) on which the client has chosen to receive FLUTE data. If more than one channel is defined in the SDP, then it is specified as a range, e.g., client_port=3456-3457.
· server_port: This parameter provides the unicast FLUTE port(s) on which the server has chosen to receive data. If more than one FLUTE channel is defined in the SDP, then it is specified as a range, e.g., server_port=3456-3457.
RTSP PLAY Method

The PLAY method tells the server to start sending data including FLUTE session data as defined in [RTSP1.0]. The RTSP server forwards the FLUTE packets as according by the RTSP range header in the RTSP PLAY. 
RTSP PAUSE Method

The PAUSE request causes the stream delivery including all FLUTE sessions to be interrupted (halted) as defined in [RTSP1.0].
RTSP Teardown method

The TEARDOWN client to server request stops the stream delivery including all FLUTE data delivery for the given URI, freeing the resources associated with it. Details for the TEARDOWN method are defined in [RTSP1.0]
5.5.1.2
FLUTE on byte-stream oriented protocols (e.g. TCP)
This section defines a reliable transmission of FLUTE data over a byte-stream oriented protocol such as TCP. 
An Access fragment describing byte-stream oriented delivery of FLUTE SHALL have associated SDP file describing the FLUTE session or an RTSP link that can be used to fetch the SDP of the FLUTE session. The SDP indicates the IP address and port number of the FLUTE server. A new FLUTE session is established to the TCP server and reception of the content is resumed. 

In order to enable FLUTE over TCP, the following functions are specified in the following:

· SDP descriptors of a FLUTE session over TCP

· Framing protocol to facilitate the processing of the byte stream into ALC/FLUTE packets.
5.5.1.3
FLUTE packet Framing Method

The framing method is depicted in the following figure.
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LENGTH FLUTE packet data


Bit field definition of the framing method.
The LENGTH field is a 16-bit field unsigned integer that is coded in network byte order (big-endian). If the LENGTH field is a non-zero value, a FLUTE packet follows the LENGTH field. The LENGTH field indicates the length in octets of the ALC/FLUTE packet. If the value of LENGTH is zero, a null packet is assumed.

5.5.1.4
Session Descriptions

The session description for FLUTE sessions in MBMS is used as a basis. Additionally, we define the value "FLUTE/TCP" for the proto sub-field in the media description field. "FLUTE/TCP" refers to the deployment of FLUTE over TCP. 

5.5.2
Use of HTTP for File Distribution over Interactive Channel

When HTTP/1.1is used for File Distribution over Interactive Channel, the HTTP request SHALL include the URL of file location as declared in the Service Guide (for example, by the “Content-Location” field in the Service Guide, or any other element or attribute with value of type “AnyURI”). In the following, an example of the file request is given:

GET
http://www.example.com/path/repair_script?fileURI=www.example.com/news/latest.txt
HTTP/1.1
The HTTP messages related to the Associated Delivery Procedures such as reception reporting and file repair are specified in section 5.3.













NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

_1223842130.vsd
0


1


2


3


0


1


2


3


4


5


6


7


8


9


1


0


0


1


2


3


4


5


6


7


8


9


0


1


2


3


4


5


6


7


8


9


LENGTH


FLUTE packet data



