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1 Reason for Change

This Change Request attempts to resolve review comments SG 251, SG442, SG443, and SG474:
	SG251
	2006.05.23
	N
	5.1.2.3
	Source: Orange

From: OMA-BCAST-2006-0517
Comment:

It would be better to have a cardinality 0..N for FileDescription and  have the complete set of attributes describing a file (TOI, Content location, content-length,…). 

The same content may be linked to different services: do we assume that all these attributes and sub-elements will be the same whatever the service provider nad whatever the delivery session?
	Status: OPEN

Related to SG442

Proposed resolution:

part 1: no change is necessary because the File element is 1..N and provides these attributes.

part 2: is addressed by the referencing scheme proposed in this CR.

	SG442
	2006.05.24
	N
	5.1.2.3
	Source: Motorola, Alcatel, Siemens

From: OMA-BCAST-2006-0553
Comment:

The “FileDescription” is not in the correct place in the ServiceGuide. As this element describes how a particular content is delivered in a given session (in particular an ALC session), it should be made available in the Access Fragment. This would provide a cleaner separation between schedule, content, and delivery declarations.

Proposed resolution:

Move the “FileDescription” element from the Content fragment to the Access fragment.


	Status : OPEN

Action to Siemens and Motorola to provide CR to address SG251, SG442 and SG443
Proposed resolution: solved by this CR.

	SG443
	2006.05.24
	N
	5.1.2.3
	Source: Motorola, Alcatel, Siemens

From: OMA-BCAST-2006-0553

Comment:

Whether ALC or FLUTE is used to deliver object files related to a particular content, the “ContentLocation” is located in the “FileDescription” element. However, this element is optional. Additionally, it relates to the delivery session containing that content. The service Guide is missing a “ContentLocation” attribute in the “ContentIDRef” element of the Schedule fragment, that would allow to link a scheduled content with its “ContentLocation” (ALC) or “Content-Location” (FLUTE FDT) in the delivery session.

Proposed resolution:

To introduce a “ContentLocation” attribute, with 0..1 cardinality, right after the “idRef” attribute of the “ContentIDRef” element in the Schedule fragment.

A CR reflecting this solution would have to be provided.


	Status : OPEN
Action to Siemens and Motorola to provide CR to address SG251, SG442 and SG443

Proposed resolution: solved by this CR.

	SG474
	2006.05.24
	N
	5.1.2.3
	Source: Siemens

From: OMA-BCAST-2006-0579

Comment:

The <FileDescription> element and its <File> sub-elements provide metadata w.r.t. file delivery over ALC. These metadata are the same as in an FDT when FLUTE is used.

There are two things missing from the specification:

1) a note stating that these parameters SHALL only be used for file delivery over ALC (i.e. there is no FDT) 

2) an explanatory note stating which ALC session the TOI attribute defined in the <File> element relates to

3) a note clarifying where the individual files can be found when FLUTE is used (and <FileDescription> is accordingly not present.

Proposed resolution:

Provide a note solving (1) attached to the <FileDescription> element.

Provide a note solving (2) attached to the <TOI> attribute

Provide a note solving (3) before or after the table


	OPEN

Aug 31 CC: Action to Uwe and Jerome to make CR. 

Note: "FEC-OTI-FEC-Encoding-ID" is missing in the list of file parameters in SG, this parameter normally precedes "FEC-OTI-FEC-Instance-ID" in the list of FDT <File> attributes as specified in FLUTE RFC 3926 section 3.4.2. This could be addressed by the CR from Uwe and Jerome.
Proposed resolution:

Addition of FEC-OTI-FEC-Instance-ID is done in this CR.

1) was resolved in an earlier interim draft of TS SG

2) no change necessary because FileDescription is now part of the access fragment as part of this CR.
3) is solved by this CR.


Basically, the FileDescription element is moved to the Access fragment, and a ContentLocation attribute is added in the Schedule fragment to complete the linkage Access => Schedule => Content.

Note: in order to ease the work of the editor this CR is against the interim version of the SG TS from OMA-BCAST-2006-0835R03-INP_OMA_TS_BCAST_ServiceGuide_Interim_Draft. However for clarity changes from the frozen SG TS that entered consistency review are also marked.

Note also that two types of changes are proposed: the moving of the FileDescription and additional changes bringing further resolution to review comments of correcting technical flaws.

Changes in R01: (fix from Menno) added the FileDescription element in the description part of its parent element.
2 Impact on Backward Compatibility

N/A.
3 Impact on Other Specifications

N/A.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended the group agrees the changes proposed.
6 Detailed Change Proposal

Change 1:  Change to the Content fragment: deletion of the FileDescription element
5.1.2.3 Content 

Content fragment describes a content or programme that is a part of a service that the content refers to. A   Content fragment can be composed of several (audiovisual) media streams originating from several sources which together form a logical entity. An example is a single TV show broadcasted in several audio languages. A Content fragment contains the metadata to describe a content or programme, represented by the attributes and elements in the following table. In the case
 of ParentalRating, TargetUserProfile, Genre, and BroadcastArea, should one or more of these elements exist in both the Content fragment and its associated Service fragment, the values of those elements in the Content fragment take precedence over its counterparts in Service fragment.
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	Data Type

	Content
	E
	
	
	Content fragment

Contains the following attributes:

id
version
validFrom
validTo
type
globalContentID


Contains the following sub-elements:

ServiceIDRef

Name

Description

StartTime
EndTime
AudioLanguage
TextLanguage
Length

ParentalRating

TargetUserProfile

Genre


Extension
PreviewDataIDRef 
BroadcastArea
FileDescription
	

	id
	A
	NM/
TM
	1
	ID of the Content fragment, globally unique
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the validFrom attribute, or as soon as it has been received if no validFrom attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past.

This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.
This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	type
	A
	NM/
TM
	0..1
	Type of the media content, defined by MIME media types [RFC2046].

For atomic content item described by this Content fragment, the value of type is “text”, “image”, “audio”, “video” or “application”. 

For composite content item described by this Content fragment, the value of type is “multipart”.  

If FileDescription element and its Content-Type attribute are present in the Content fragment, this “type” attribute can be absent.
	string

	globalContentID
	A
	NM/
TM
	0..1
	The globally unique identifier identifying the content that this Content fragment describes.

	anyURI

	
	
	

	
	
	


	ServiceIDRef
	E1
	NM/

TM
	0..N
	Reference to the Service fragment(s) to which the Content fragment belongs.

Contains the following attribute:

weight
	anyURI

	weight
	A
	NM/

TM
	0..1
	Intended order of display of this Content fragment relative to other Content fragments belonging to the same service as presented to the end user.  The order of display is by increasing Weight value (i.e., content with lowest Weight is displayed first).
	unsignedInt



	
	
	
	
	Start of program guide 

The program guide elements of this fragment are grouped between the Start of program guide and end of program guide cells in this fragment. 

The program guide elements are for user interpretation. This enables the content creator to provide user readable information about the service. The terminal SHOULD use all declared program guide elements in this fragment for presentation to the end-user. The terminal MAY offer search, sort etc functionalities.

The Program Guide consists of the following elements:

Name

Description

StartTime

EndTime

AudioLanguage
TextLanguage

Length

ParentalRating

TargetUserProfile 
Genre

Extension
	

	Name
	E1
	NM/
TM
	1..N
	Name of the Content fragment, possibly in multiple languages. The language is expressed using built-in XML attribute xml:lang with this element.
	string

	Description
	E1
	NM/

TM
	0..N
	Description, possibly in multiple languages.
The language is expressed using built-in XML attribute xml:lang with this element.
	string

	StartTime
	E1
	NM/
TM
	0..1
	The start time of the content which is for presentation purposes to the end user , expressed in UTC, using “dateTime” XML built-in datatype. 


	dateTime

	EndTime
	E1
	NM/
TM
	0..1
	The end time of the content which is for presentation purposes to the end user, expressed in UTC, using “dateTime” XML built-in datatype. 

	dateTime 

	AudioLanguage
	E1
	NM/
TM
	0..N
	The language in which the content is broadcasted. Possibly multiple audio languages. This language of this element is expressed using built in XML attribute xml:lang.

The ‘default’ AudioLanguageID MAY inherit the access parameters related to the Service fragment of which this Content fragment relates to. This ‘default’ AudioLanguage element needs no Schedule fragment refering to it. In this case the Service fragment has a Schedule fragment related to it which is set as ‘default’. The other AudioLanguage elements have a Schedule fragment declared referencing to this element of the Content fragment.
Contains attribute:

languageID
	string

	languageID
	A
	NM/
TM
	0..1
	Identification of the AudioLanguage. 
Note: this ID is not for presentation purposes
	anyURI

	TextLanguage
	E1
	NM/
TM
	0..N
	The language(s) in which the text in the content is broadcast, (e.g. caption, subtitle). Delivery of content in multiple text languages enables the terminal to filter the appropriate one for presentation, based on user profile. This language of this element is expressed using built in XML attribute xml:lang.

The ‘default’ textLanguageID MAY inherit the access parameters related to the Service fragment which this Content fragment relates to. This ‘default’ TextLanguage element needs no Schedule fragment referring to it. In this case the Service fragment has a Schedule fragment related to it which is set as ‘default’. Each of the other TextLanguage elements (if any) is associated with a separate Schedule fragment which references this element of the Content fragment.
Contains attribute:

textLanguageID
	string

	textLanguageID
	A
	NM/
TM
	0..1
	Identification of the TextLanguage. 
Note: this ID is not for presentation purposes
	anyURI

	Length
	E1
	NM/
TM
	0..1
	Duration of the A/V content declared in seconds
	duration 

	ParentalRating
	E1
	NM/
TM
	0..N
	The rating level defining criteria parents may use to determine whether the associated item is suitable for access by children, defined according to the regulatory requirements of the service area.

The parental rating level defined for Content fragment overrides the rating level defined for the corresponding Service fragment during the validity of the Schedule fragment.

If there are multiple content items associated with a Schedule fragment with different parental ratings, then the one with the most restrictive parental rating overrides the others. 
Contains following attribute:

ratingSystem
	integer

	ratingSystem
	A
	NO/
TO
	0..1
	Specifies the parental rating system in use, in which context the value of ParentalRating element is semantically defined.
	string

	TargetUserProfile
	E1
	NO/
TO
	0..N
	Profile attributes of the users whom the content is targeting at. The detailed personal attribute names and the corresponding values are specified by attributes of “attributeName” and “attributeValue”. Amongst the possible profile attribute names are age, gender, occupation, etc. (subject to national/local rules & regulations, if present and as applicable regarding use of personal profiling information and personal data privacy).
The extensible list of personal attribute attributeName and attributeValue pairs for a particular content enables end user profile filtering and end user preference filtering of broadcast contents. The terminal SHOULD be able to support “TargetUserProfile” element. The terminal behavior for interpreting and acting upon “TargetUserProfile” is out of the scope.
It is RECOMMENDED that use of TargetUserProfile element is an “opt-in” capability for users. Terminal settings should allow users to configure whether to input their personal profile or preference and whether to allow broadcast content to be automatically filtered based on the users’ personal attributes without users’ request.
Contains following two attributes:

attributeName
attributeValue
	

	attributeName
	A
	NM/

TM
	1
	Profile attribute name. 
	string

	attributeValue
	A
	NM/

TM
	1
	Profile attribute value. 
	string

	Genre
	E1
	NO(?)/
TM
	0..N
	Classification of content associated with characteristic form (e.g. comedy, drama) 
Note: NM if datatype of "Genre" is string, otherwise NO.
	string

	
	
	
	
	
	

	Extension
	E1
	NM/
TM

	0..N
	Additional information related to this fragment. 

Contains following attribute:

url

Contains following sub-element:

Description


	

	url
	A
	NM/
TM
	1
	URL containing additional information related to this fragment. 
	anyURI

	Description
	E2
	NM/TM
	0..N
	Description regarding the additional information which can be retrieved from a web page. The language is expressed using built-in XML attribute xml:lang with this element
	string

	
	
	
	
	End of program guide
	

	PreviewDataIDRef
	E1
	NM/
TM
	0..N
	Reference to the PreviewData fragment which specifies the preview data (eg. picture, video clip, or low-bit rate stream) associated with this content.
Attribute:

usage 
	anyURI

	usage
	A
	NM/
TM
	1
	Specifies the usage of the preview data associated with the content. Possible values: 

0.   unspecified

1. background

2. icon/logo

3. poster

4. trailer
5. barker

6. (invalid) 

7. 
7-127. reserved for future use
128 -255. reserved for proprietary use

Note: usage=6. is used only when PreviewDataIDRef is referenced by Access fragment
	unsignedByte

	BroadcastArea
	E1
	NO/
TO
	0..1
	Broadcast area to include location information for BCAST contents
Attribute:

polarity

Sub-elements:

TargetArea
hor_acc

	

	polarity
	A
	NO/

TO
	0..1
	Indication of whether the associated target area is intended for positive or negative terminal reception of the content item.

If polarity = 1, this indicates the associated content item is intended for reception by terminals located within the corresponding geographical area. (Default)

If polarity = 0, this indicates the associated content item is not intended for reception by terminals located within the corresponding geographical area.
	boolean

	TargetArea
	E2
	NO/
TM
	0..N
	The target area to distribute contents (as specified in the [OMA MLP] with modifications)

Sub-elements:
shape
cc 
name_area 
ZipCode
CellTargetArea
	

	shape
	E3
	NO/
TM
	0..1
	Shapes used to represent a geographic area that describes (as specified in the [OMA MLP])
	string

	cc
	E3
	NO/
TM
	0..1
	Country code, 1-3 digits e.g. 355 for Albania (as specified in the [OMA MLP])
	unsignedShort

	name_area
	E3
	NO/
TM
	0..1
	Geopolitical name of area such as ‘Seoul’ (as specified in the [OMA MLP])
	string

	ZipCode
	E3
	NO/
TM
	0..1
	Zip code
	string

	CellTargetArea
	E2
	NO/
TM
	0..1
	The target area to distribute content specified by he BDS specific service coverage area or minimum transmit area

Attributes:

type
Sub-elements:

CellAreaValue
	

	type
	A
	NO/
TM
	1
	Allowed values are:

0 –  Unspecified

1 - 3GPP Cell Global Identifier as defined in 3GPP TS 23.003

2 – 3GPP Routing Area Identifier as defined in 3GPP TS 23.003
3 – 3GPP Location Area Identifier as defined in 3GPP TS 23.003
4 – 3GPP2 Subnet ID as defined in [3GPP2 C.S0054-0]
5 – 3GPP2 SID as defined in [3GPP2 C.S0005-D]

6 – 3GPP2 SID+NID as defined in [3GPP2 C.S0005-D]

7 – 3GPP2 SID+NID+PZID as defined in [3GPP2 C.S0005-D]

8 – 3GPP2 SID+PZID as defined in [3GPP2 C.S0005-D]
9 – DVB-H Cell ID  (specified in section 6.2.4.1 of [BCAST10-DVBH-IPDC-Adaptation] )
10 - 127  reserved for future use

128-255 reserved for proprietary use

	unsignedByte

	CellAreaValue
	E3
	NO/
TM
	0..N
	The BDS specific transmit area given in the format as defined by type.  
Note: See relevant BDS specification for the data type of this element
Sub-element

PP2CellID
	string



	PP2CellID
	E4
	NO/
TO
	0..N
	If type = 4, the value is Sector_ID as defined in  [3GPP2 C.S0024-A]

If type = 5, 6, 7 or 8, the value is BASE ID as defined in [3GPP2 C.S0002-0]
Note: See relevant BDS specification for the data type of this element
Note: 3GPP2 terminals SHALL support this element
	string



	hor_acc
	E2
	NO/
TM
	0..N
	Horizontal accuracy in meters (as specified in the [OMA MLP])
	string

	
	
	
	
	














	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	












	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	<proprietary elements/attributes>
	E1 or lower
	NO/
TO
	0..N
	Any number of proprietary or application-specific elements or attributes that are not defined in this specification.
	





Change 2:  Change to the Access fragment: addition of the FileDescription element
5.1.2.4 Access

An Access fragment describes to the terminal how it can access a service or a schedule during the lifespan of the Access fragment. If the service or content is protected, the fragment also contains service and content protection information.
	Name
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	Description
	Data Type

	Access
	E
	
	
	Access fragment

Contains the following attributes:

id
version
validFrom
validTo
Contains the following sub-elements:

AccessType

ServiceAccessNotificationURL

KeyManagementSystem


ServiceIDRef

ScheduleReference

UsageInfo

AlternativeAccessURL
TerminalCapabilityRequirement

BandwidthRequirement

ServiceClass

PreviewDataIDRef

NotificationReception
	

	id
	A
	NM/
TM
	1
	ID of the Access fragment, globally unique
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the validFrom attribute, or as soon as it has been received if no validFrom attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	
	
	
	
	
	

	AccessType
	E1
	NM/
TM
	1
	Defines the type of access.
Note: Either one of BroadcastServiceDelivery or UnicastServiceDelivery but not both SHALL be instantiated. Implementation in XML Schema should use <choice>.


Contains the following sub-elements:
BroadcastServiceDelivery

UnicastserviceDelivery



	

	
	
	
	
	


	

	
	
	

	
	










	

	BroadcastServiceDelivery
	E2
	NM/
TM
	0..1
	This element is used for the indication of IP transmission.


Contains the following sub-elements:
BDSType
SessionDescriptionReference
SDP
FileDescription
	

	BDSType
	E3
	NM/

TM
	0..1
	Identifier of the type of underlying distribution system that this Access fragment relates to.
Contains the following sub-element:
Type

Version 
	

	Type
	E4
	NM/
TM
	0..1
	Type of underlying BDS, possible values:
0. IPDC over DVB-H 

1. 3GPP MBMS
2. 3GPP2 BCMCS 
3 -127. reserved for future use

128 -255. reserved for proprietary use
	unsignedByte

	Version
	E4
	NM/
TM
	0..N
	Version of underlying BDS. For instance, possible values are Rel-6 or Rel-7 for MBMS and 1x or HRPD or Enhanced HRPD for BCMCS.
	string

	
	
	
	
	


	

	Session
Description
Reference
	E3
	NM/
TM
	0..N
	The reference to a Session Description fragment associated with this Access fragment that the media application in the terminal uses to access the service.

Note: the Session Description fragment may be delivered in two ways: via broadcast or via fetch over interaction channel. 



In the case of fetch over interaction channel, the Session Description fragment can be acquired by accessing the URI (given as attribute of this element).z
Contains the following attributes:

type

uri
idRef
	

	type
	A
	NM/
TM
	1
	Type of the session description referred by this SessionDescriptionReference

0 – reserved

1 – SDP

2 – MBMS User Service Description (MBMS-USD) as specified in [26.346] section 5.2. It may contain one or several SDP descriptions.
3 – AssociatedDeliveryProcedure for File and Stream Distribution as specified in [BCAST10-Distribution] section 5.3.4
4 –127 Reserved for future use

128-255 Reserved for proprietary use
	unsignedByte

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing SessionDescription information or AssociatedDeliveryProcedure for File and Stream Distribution. This URI is used for interactive retrieval.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced SessionDescription fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	SDP
	E3
	NM/
TM
	0..N
	A session description in SDP (IETF session description protocol) format 
	string


	FileDescription
	E3

	NO/
TM
	0..1
	File metadata for file delivery sessions.

This element SHALL be provided when ALC is used. This element SHALL NOT be used in conjunction with FLUTE.

The network SHALL support FileDescription element and all its sub-elements and attributes if ALC is used for File Distribution function.
Attributes:



Content-Type

Content-Encoding


FEC-OTI-FEC-Encoding-ID

FEC-OTI-FEC-Instance-ID

FEC-OTI-Maximum-Source-Block-Length

FEC-OTI-Encoding-Symbol-Length

FEC-OTI-Max-Number-of-Encoding-Symbols
FEC-OTI-Scheme-Specific-Info
Sub-elements:

File
	

	
	
	
	
	
	

	
	
	
	
	
	

	Content-Type
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	Content-Encoding
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	
	
	
	
	
	

	FEC-OTI-FEC-Encoding-ID
	A
	NO/TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedByte

	FEC-OTI-FEC-Instance-ID
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Maximum-Source-Block-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Encoding-Symbol-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Max-Number-of-Encoding-Symbols
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Scheme-Specific-Info
	A
	NO/TM
	0..1
	This attribute MAY be used to communicate FEC information which is not adequately represented by the other attributes related to FEC.
	base64Binary

	File
	E4
	NO/
TM
	1..N
	Parameters of a file

Attributes:

Content-Location

TOI

Content-Length

Transfer-Length

Content-Type

Content-Encoding

Content-MD5

FEC-OTI-FEC-Encoding-ID

FEC-OTI-FEC-Instance-ID

FEC-OTI-Maximum-Source-Block-Length

FEC-OTI-Encoding-Symbol-Length

FEC-OTI-Max-Number-of-Encoding-Symbols
FEC-OTI-Scheme-Specific-Info
	

	Content-Location
	A
	NO/
TM
	1
	See RFC 3926, section 3.4.2
	anyURI

	TOI
	A
	NO/
TM
	1
	See RFC 3926, section 3.4.2
	positiveInteger

	Content-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong 

	Transfer-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	Content-Type
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	Content-Encoding
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	Content-MD5
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	base64Binary

	FEC-OTI-FEC-Encoding-ID
	A
	NO/TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedByte

	FEC-OTI-FEC-Instance-ID
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Maximum-Source-Block-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Encoding-Symbol-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Max-Number-of-Encoding-Symbols
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Scheme-Specific-Info
	A
	NO/TM
	0..1
	This attribute MAY be used to communicate FEC information which is not adequately represented by the other attributes related to FEC.
	base64Binary

	UnicastServiceDelivery
	E2
	NM/
TM
	0..N
	This element indicates which server and/or protocol is used for delivery of service over Interaction Channel.

Contains the following sub-elements:

AccessServerURL
	

	AccessServerURL
	E3
	NM/
TM
	0..N
	Server URL from which the terminal can receive the service via the Interaction Network.

For example, AccessServerURL can be an HTTP URL pointing to downloadable content, or an RTSP URL pointing to a streaming server for starting a streaming session.

Contains the following attribute:

type 
	anyURI

	type
	A
	NM/TM
	1
	Specifies transport mechanism that is used for this access.

0 - HTTP

1 - WAP 1.0

2- WAP 2.x

3 - RTSP

4 - 3GPP-PSS (3GPP packet-switched streaming service)

5 - 3GPP2-MSS (3GPP2 multimedia streaming services)
6 – FLUTE (Note that FLUTE for Unicast delivery is not specified in current version of BCAST)
7-127 Reserved for future use

128-255 Reserved for proprietary use
(Note: Other protocol or communication system May be added based on OMA Service interaction function.)
	unsignedByte
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	ServiceAccessNotificationURL
	E1
	NM/ TM
	0..N
	URL that the terminal may use to notify when it accesses (switches to) this service over this access. The terminal SHALL NOT use this URL for notification without user consent. 

Note: This URL can for example be used for initiating server-managed channel switching in unicast transmission. 
	anyURI

	KeyManagementSystem
	E1
	NM/

TM
	0..N
	Information of Key Management System(s)(KMS) that can be used to contact the Rights Issuer and, for GBA, whether GBA_U is mandatory or whether either GBA_ME or GBA_U can be used. 

Note that the Rights Issuer can support more than one KMS.

If KeyManagementSystem is not specified, it means no service or content protection is applied.

Contains the following sub-elements:

TerminalBindingKeyID


· 

· 

· 

· 

· 

· 

Contains the following Attributes:

kmsType

protectionType
rightsIssuerURI
	

	kmsType
	A
	NM/

TM
	1
	Identifies the type of Key Management System(s)(KMS). Possible values:

0. oma-bcast-drm-pki  

Indicates OMA DRM PKI (Public Key Infrastructure)

1. oma-bcast-gba_u-mbms

Indicates GBA_U 3GPP MBMS SKI (Symmetric Key Infrastructure)

2. oma-bcast-gba_me-mbms

Indicates GBA_ME 3GPP MBMS SKI i.e. either GBA_ME or GBA_U can be used
3. oma-bcast-prov-bcmcs 

Indicates provisioned 3GPP2 BCMCS SKI

4 -127 Reserved for future use

128 – 255 Reserved for proprietary use
	unsignedByte

	protectionType
	A
	NM/
TM
	1
	Specifies the protection type offered by the KMS.

Values:

0. Content protection only
(protection_after_reception in STKM = 0x00 [BCAST SPCP])
1. Service protection only

(protection_after_reception in STKM = 0x02 or 0x03 [BCAST SPCP])
2. Both Content protection and Service Protection 
(protection_after_reception in STKM = 0x01 [BCAST SPCP])
3 – 127  Reserved for future use

128 – 255 Reserved for proprietary use
This attribute may also be used for presentation purpose to users, to indicate whether the content item(s), associated with the referenced Schedule by this Access fragment, is protected or not.



	unsignedByte 

	rightsIssuerURI
	A
	NM/
TM
	1
	Specifies the RightsIssuer URI
	anyURI

	TerminalBindingKeyID
	E2
	NO/
TO
	0..1
	Number identifying the Terminal Binding Key ID (TBK ID) that is needed to access the service.
If the element is absent, no TerminalBindingKey is used.
Both the network and the terminal with the smartcard profiles using (U)SIM SHALL support this element. It is TM for terminals with the smartcard profile.


It does not apply to the DRM profile or the Smartcard Profile using (R-)UIM/CSIM.
Contains the following optional attribute:

rightsIssuerURI
	unsignedInt

	rightsIssuerURI
	A
	NO/
TM
	0..1
	Specifies the RightsIssuer URI for the TerminalBindingKey if it is different to the RightsIssuerURI indicated in the KeyManagementSystem element 

If the attribute is not present the same rightsIssuerURI indicated for KeyManagementSystem is used to acquire both SEK / PEK and TerminalBindingKey
	anyURI

	ServiceIDRef
	E1
	NM/
TM
	0..N
	Reference to the Service fragment(s) to which the Access fragment belongs.

Either one of ServiceIDRef or ScheduleIDRef but not both SHALL be instantiated. 

Each Service fragment SHALL be associated to at least one Access fragment to enable the terminal to access the Service.
	anyURI

	ScheduleReference
	E1
	NM/
TM
	0..N
	Reference to the Schedule fragment(s) to which the Access fragment belongs. 

This provides a reference to a Schedule fragment to temporarily override the default Access fragment of the Service addressed by the Schedule. 

Either one of ServiceIDRef or ScheduleIDRef but not both SHALL be instantiated. Note: Implementation in XML Schema using <choice>. 

Contains attribute:

idRef

Contains sub-element:

DistributionWindowID
	

	idRef
	A
	NM/

TM
	1
	Identification of the Schedule fragment which the Access fragment relates to.


	anyURI

	DistributionWindowID
	E2
	NO/

TM
	0..N
	Relation reference to the DistributionWindowID to which the Access fragment belongs. 

The DistributionWindowIDs declared in this element SHALL be the complete collection or a subset of the DistributionWindow ids declared in the Schedule fragment, to which “idRef” reference belongs.
	integer

	UsageInfo
	E1
	NM/
TM
	0..N
	This text helps the user understand what difference it makes to use one or the other Access fragment. It’s mandatory in case more than one Access fragment is available at a given point in time.

Possibly in multiple languages.The language is expressed using built-in XML attribute xml:lang with this element. 
	string

	AlternativeAccessURL
	E1
	NM/
TM
	0..N
	Specify alternative URL of the content for retrieving it via the interaction channel (eg. if the content cannot be received via the broadcast channel). 
	anyURI

	TerminalCapabilityRequirement
	E1
	NO/

TM
	0..1
	Terminal capabilities required to consume the service or content. 

For video and audio, the media type and the related type attributes in the SDP (see section 5.1.2.5) signal the audio/video decoder. This way, these parameters complement the TerminalCapabilityRequirement. Additionally, the complexities of the audio/video streams are described here if they differ from the complexities which can be derived from the media type attributes in the SDP (e.g. level). In this case, the parameters defined in the Access fragment take priority.

Sub-elements:

Video

Audio

DownloadFile
	

	Video
	E2
	NO/

TM
	0..1
	Video codec capability related requirements 
Sub-elements:

Complexity
	

	Complexity
	E3
	NO/

TM
	0..1
	The complexity the video decoder has to deal with. It is RECOMMENDED that this element is included if the complexity indicated by the MIME type parameters in the SDP differs from the actual complexity.

Sub-elements:

Bitrate

Resolution

MinimumBufferSize
	

	Bitrate
	E4
	NO/

TM
	0..1
	The total bit-rate of the video stream. 

Attributes:

average

maximum
	

	average
	A
	NO/

TM
	0..1
	The average bit-rate in kbit/s
	unsignedShort 

	maximum
	A
	NO/

TM
	0..1
	The maximum bit-rate in kbit/s
	unsignedShort 

	Resolution
	E4
	NO/

TM
	0..1
	The resolution of the video.

Attributes:

horizontal

vertical
temporal
	

	horizontal
	A
	NO/

TM
	1
	The horizontal resolution of the video in pixels.
	unsignedShort

	vertical
	A
	NO/

TM
	1
	The vertical resolution of the video in pixels.
	unsignedShort

	temporal
	A
	NO/

TM
	1
	The maximum temporal resolution in frames per second.


	decimal

	MinimumBufferSize
	E4
	NO/

TM
	0..1
	The minimum decoder buffer size required to process the video content in kbytes. 
	unsignedInt 

	Audio
	E2
	NO/

TM
	0..1
	The audio codec capability. 

Sub-elements:

Complexity
	

	Complexity
	E3
	NO/

TM
	0..1
	The complexity the audio decoder has to deal with. It is RECOMMENDED that this element is included if the complexity indicated by the MIME type parameters in the SDP differs from the actual complexity.

Sub-elements:

Bitrate

MinimumBufferSize
	

	Bitrate
	E4
	NO/

TM
	0..1
	The total bit-rate of the audio stream.

Attributes:

average

maximum
	

	average
	A
	NO/

TM
	0..1
	The average bit-rate in kbit/s
	unsignedShort 

	maximum
	A
	NO/

TM
	0..1
	The maximum bit-rate in kbit/s
	unsignedShort 

	MinimumBufferSize
	E4
	NO/

TM
	0..1
	The minimum decoder buffer size required to process the audio content in kbytes. 
	unsignedInt 

	DownloadFile
	E2
	NO/

TM
	0..1
	The required capability for the download files.

Sub-elements:

MIMETypeSet
	

	MIMETypeSet
	E3
	NO/

TM
	0..N
	Assuming a download service consists of a set of files with different MIME types which together make up the service, the terminal must support all of these MIME types in order to be able to present the service to the user.

A MIMETypeSet lists all these MIME types. If a terminal does not support one or more of the MIME types, it will probably not be able to present the service. 

Sub-elements:

Type
	

	Type
	E4
	NO/

TM
	0..N
	One MIME type in the MIMETypeSet. The format of this string SHALL follow the Content-type syntax in [RFC 2045]. 

Contains the following attributes:

codec
	string

	codec
	A
	NO/

TM
	0..1
	The codec parameters for the associated MIME Media type. If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. One example of the parameters defined for audio/3GPP, audio/3GPP2, video/3GPP, video/3GPP2 is specified in [RFC4281].
	string

	BandwidthRequirement
	E1
	NO/
TM
	0..1
	Specification of required network bandwidth in kbit/s to the access channel described in this fragment.
A broadcast service can include multiple accessible streams (same content) with different bandwidth, so that the terminal can make a choice depending on its current reception condition.
	integer

	ServiceClass
	E1
	NM/

TM
	1..N
	The ServiceClass identifies the class of service. This identification is more detailed than the type attribute in the Service fragment and allows the association of service / access combination to specific applications. ServiceClass Definition and Registry is specified in Appendix F.
	string

	PreviewDataIDRef
	E1
	NM/
TM
	0..N
	Reference to the PreviewData fragment which specifies the preview data (eg. picture, video clip, or low-bit rate stream).associated with this access.
Attribute:

usage 
	anyURI

	usage
	A
	NM/
TM
	1
	Specifies the usage of the preview data associated with this access. Possible values: 

0.   unspecified

1-5. (invalid)

6. 




service/channel switching
7-127. reserved for future use
128 -255. reserved for proprietary use

Note: usage= 1-5. are used when PreviewDataIDRef is referenced by Service, Schedule, Content or PurchaseData fragment. 
	unsignedByte 

	NotificationReception
	E1
	NM/
TM
	0..1
	Reception information for service-specific Notification Messages.  

In case of delivery over Broadcast channel, port is MANDATORY in both Network and Terminal because a designated UDP Port SHALL be used to deliver the Notification Message through an on-going session or the designated session while address is optionally used for the delivery of Notification Messages through the designated multicast or broadcast session.
In case of delivery over Interaction channel, requestURL specifies address information for subscribing notification, pollURL specifies address information for polling notification.
Contains the following attributes:

port
address
requestURL
pollURL
	

	port
	A
	NM/
TM
	0..1
	Service-specific Notification Message delivery UDP destination port number, delivery over broadcast channel.
	integer

	address
	A
	NM/
TM
	0..1
	Service-specific Notification Message delivery IP multicast address, delivery over broadcast channel.

	string

	requestURL
	A
	NM/
TM
	0..1
	URL through which the terminal can subscribe to service-specific Notification Messages.
	anyURI

	pollURL
	A
	NM/
TM
	0..1
	URL through which the terminal can poll service-specific Notification Messages.
	anyURI

	<proprietary elements/attributes>
	E1 or lower, A
	NO/
TO
	0..N
	Any number of proprietary or application-specific elements or attributes that are not defined in this specification.
	





Change 3:  Change to the Schedule fragment: addition of the ContentLocation
Examples for the use of the relations between Service, Content and Schedule fragment are given in Appendix D.
	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	Schedule
	E
	
	
	Schedule fragment

Contains the following attributes:

id
version

defaultSchedule
validFrom
validTo

Contains the following sub-elements:

ServiceIDRef

InteractivityDataIDRef


ContentIDRef 
PreviewDataIDRef
	

	id
	A
	NM/
TM
	1
	ID of the Schedule fragment, globally unique
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the validFrom attribute, or as soon as it has been received if no validFrom attribute is given.
	unsignedInt 

	defaultSchedule
	A
	NM/
TM
	0..1
	Defines whether this schedule is the default schedule of the content or service item it relates, in case there are multiple schedules valid at the same time. 

If present, this field SHALL only be set to TRUE.
	boolean

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field expressed as the first 32bits integer part of NTP time stamps
	unsignedInt

	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt

	ServiceIDRef
	E1
	NM/
TM
	1
	Reference to the Service fragment to which the schedule fragment belongs

Contains attribute:

audioLanguageIDRef
textLanguageIDRef
	anyURI

	audioLanguageIDRef
	A
	NM/

TM
	0..1
	Reference to the AudioLanguage of the content/service referred to this schedule.

	anyURI

	textLanguageIDRef
	A
	NM/

TM
	0..1
	Reference to the TextLanguage of the content/service referred to this schedule.
	anyURI

	InteractivityDataIDRef
	E1
	NM/

TM
	0..N
	Identification of the InteractivityData fragment to which the Schedule fragment is associated.


Note: Each occurrence of InteractivityDataIDRef implies the existence of a dedicated delivery schedule for those InteractivityMedia documents. 
Note: This Schedule fragment declares the available schedule for the file delivery of the InteractivityMedia Documents referenced within the InteractivityData fragment.
It contains the following attributes:
idRef

It contains the following sub-elements:

AutoStart

DistributionWindow
Note: the presentation window is actually declared by the “validFrom” and “validTo” values in the InteractivityMedia document (see [BCAST10-Services] section 5.3.6.).
	

	idRef
	A
	NM/

TM
	1
	Identification of the InteractivityData fragment which the Schedule fragment relates to.
	anyURI

	AutoStart
	E2
	NM/

TM
	0..N
	In the case the content or service the InteractivityData fragment is related to is rendered, this element indicates the moment when the associated InteractivityMedia document is automatically activated if it is not rendered at that moment.
If this element is not present or the terminal is turned on after AutoStart time arrives, the associated InteractivityMedia document will not be automatically activated, but can be activated at any time of the validity of the media object document upon the user’s request.

It is recommended that the terminal settings allow the users to configure whether to allow InteractivityMedia document to be automatically activated without users’ request.
This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	DistributionWindow
	E2
	NO/

TO
	0..N
	Time interval in which the referenced InteractivityMedia document referenced within the InteractivityData fragment is available for delivery.  

It contains the following attributes:

startTime
endTime
duration
id
It contains the following sub-elements:
RepeatInterval

Note: The terminal SHALL support this element if it supports Cachecast and Cachecast related services.
	

	startTime
	A
	NO/

TM
	0..1
	Start of DistributionWindow.  If not given, the validity is assumed to have begun at some time in the past.
This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt




	endTime
	A
	NO/

TM
	0..1
	End of DistributionWindow.  If not given, the validity is assumed to end in undefined time in the future.
This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt




	duration
	A
	NO/

TM
	0..1
	The maximum amount of time that the terminal which begins to acquire the Content item at the distribution endTime should allow to complete the acquisition.  The unit of time is seconds. 
	integer

	id
	A
	NO/

TO
	0..1
	Identification of the DistributionWindow which each DistributionWindow relates to.
DistributionWindow id should be unique in the Schedule fragment where it is declared.
	integer

	RepeatInterval
	E3
	NO/

TO
	0..1
	Indicates the interval time of the repeated distribution of the InteractivityMedia document referenced within the InteractivityData fragment.

Attribute:

num
	duration

	num
	A
	NO/

TM
	1
	Number of the total distribution times.
“RepeatInterval” may only be present when num >=2.
	integer

	ContentIDRef
	E1
	NM/
TM
	0..N
	Reference to the Content fragments that the Schedule fragment relates to.

It contains the following attributes:

idRef

audioLanguageIDRef
textLanguageIDRef
repeatPlayback
It contains the following sub-elements:

AutoStart
DistributionWindow
PresentationWindow 
	

	idRef
	A
	NM/
TM
	1
	Identification of the Content fragment which the Schedule fragment relates to
	anyURI

	contentLocation
	A
	NM/
TM
	0..1
	Identifies the location of the object described by the pointed Content fragment in the file delivery session described by the Access fragment pointing to this Schedule fragment.

When ALC is used for file delivery, this corresponds to the Content-Location attribute in the File element in the Access fragment.
When FLUTE is used for file delivery, this corresponds to the Content-Location attribute in the FDT of the FLUTE session.
This attribute SHALL only be used for file delivery.
	anyURI

	audioLanguageIDRef
	A
	NM/
TM
	0..1
	Reference to the AudioLanguage of the content/service referred to this schedule.
	anyURI

	textLanguageIDRef
	A
	NM/
TM
	0..1
	Reference to the TextLanguage of the content/service referred to this schedule.
	anyURI

	repeatPlayback 
	A
	NO/
TO
	0..1
	Indicates whether the content item referenced by the Presentation Window and/or Distribution Window in the Schedule fragment is of the repeat playback type.
	boolean

	AutoStart
	E2
	NM/
TM
	0..N
	Indicates the moment when the associated content is automatically activated if it is not rendered at that moment. 
If this element is not present, the associated content will not be automatically activated, but can be activated at any time upon the user’s request.
It is recommended that the terminal settings allow the users to configure whether to allow content to be automatically activated without users’ request.
This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	DistributionWindow
	E2
	NO/
TO
	0..N
	Time interval in which the referenced content specified by ContentID is available for delivery.  

It contains the following attributes:

startTime
endTime
duration

id
It contains the following sub-elements:
RepeatInterval

Note: The terminal SHALL support this element if it supports Cachecast and Cachecast related services 
	

	startTime
	A
	NO/
TM
	0..1
	Start of DistributionWindow.  If not given, the validity is assumed to have begun at some time in the past.
This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	endTime
	A
	NO/
TM
	0..1
	End of DistributionWindow.  If not given, the validity is assumed to end in undefined time in the future.
This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt




	duration
	A
	NO/

TM
	0..1
	The maximum amount of time that the terminal which begins to acquire the Content item at the Distribution_ End_Time should allow to complete the acquisition.  The unit of time is in seconds
	integer

	id
	A
	NO/
TO
	0..1
	Identification of the DistributionWindow which the each DistributionWindow relates to.
DistributionWindow id should be unique in the Schedule fragment where it is declared.
	integer

	RepeatInterval
	E3
	NO/
TO
	0..1
	Indicates the interval time of the repeated distribution of the content.

Attribute:

num
	duration

	num
	A
	NO/
TM
	1
	Number of the total distribution times.

 “RepeatInterval” may only be present when num >=2.
	integer

	PresentationWindow
	E2
	NM/
TM
	0..N
	Time interval in which the referenced content specified by ContentID is available for rendering.  It contains the following attributes:

startTime
endTime
duration
id
It contains the following sub-element:
RepeatInterval
	

	startTime
	A
	NM/
TM
	0..1
	Start of PresentationWindow.  If not given the validity is assumed is assumed to have begun at some time in the past.

Note: When the content item is associated with the Cachecast service type, the startTime informs the user of the earliest instant he/she can begin the rendering of the associated content item.  It does not represent the default start time at which the content is rendered by the terminal.
This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt


	endTime
	A
	NM/
TM
	0..1
	End of PresentationWindow.  If not given, the validity is assumed to end in undefined time in the future.

Note: When the content item is associated with the Cachecast service type, the endTime informs the user of the latest instant he/she can begin the rendering of the associated content item.  It does not represent the default end time at which the content ceases to be rendered by the terminal.  Rendering SHOULD run to completion.
This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt


	duration
	A
	NM/
TM
	0..1
	Time duration of the referenced content for rendering.  It informs the user the latest startTime for which the content item can be rendered in its entirety.

Note: This attribute is required when the content item is associated with the Cachecast service type.
	integer

	id
	A
	NM/

TM
	0..1
	Identification of the PresentationWindow
PresentationWindow id should be unique in the Schedule fragment where it is declared.
	integer

	RepeatInterval
	E3
	NO/
TO
	0..1
	Indicates the interval time of the repeated presentation of the content.

Attribute:

num
	duration

	num
	A
	NO/
TM
	0..1
	Number of the total presentation times.

“RepeatInterval” may only be present when num >=2.
	integer

	PreviewDataIDRef
	E1
	NM/
TM
	0..N
	Reference to the PreviewData fragment which specifies the preview data (eg. picture, video clip, or low-bit rate stream) associated with this schedule. 
The preview data associated with Schedule fragment takes precedence over the preview data associated with the Content fragments referenced by this Schedule fragment.
Attribute:

usage 
	anyURI

	usage
	A
	NM/
TM
	1
	Specifies the usage of the preview data associated with the schedule. Possible values: 

0.   unspecified

1. background

2. icon/logo

3. poster

4. trailer
5. barker

6. (invalid)

7. 
7-127. reserved for future use
128 -255. reserved for proprietary use

Note: usage=6. is used only when PreviewDataIDRef is referenced by Access fragment.
	unsignedByte

	<proprietary elements/attirbutes >
	E1 or lower
	O
	0..N
	Any number of proprietary or application-specific elements or attribtues that are not defined in this specification.
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