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1 Reason for Change

This document proposes to update SCR tables of TS MBMS adaptation as separating items according to the functional entities: BCAST Terminal, BCAST BSDA, and BCAST BSM and reflecting the whole updated contents of the latest spec; OMA-TS-BCAST_MBMS_Adaptation-V1_0-20061226-D.
It’s also targeting to solve the deferred comment MA061, MA068 (new number MA003, MA004 at OMA-CONRR-MBMS-V1_0_0-20070112-D).
2 Impact on Backward Compatibility
None.

3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review these SCR table entries and agree the document for incorporation into Annex B of the MBMS Adaptation specification.

6 Detailed Change Proposal

Change 1:  Static Conformance Requirement (SCR) tables
Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [IOPPROC].

B.1 SCR for BCAST Terminal
	Item
	Function
	Reference
	Status
	Requirement

	BCAST-MBMS-T-001
	Respect the relevant BCAST Enabler specification
	Section 6
	M
	

	BCAST-MBMS-T-002
	Generic Adaptation
	Section 6
	M
	

	BCAST-MBMS-T-003
	3GPP MBMS specifications apply for access to the IP layer
	Section 6.1
	M
	

	BCAST-MBMS-T-004
	Support interaction defined by [BCAST10-Services]
	Section 6.2.1
	M
	

	BCAST-MBMS-T-005
	Support SMS for service interaction
	Section 6.2.1
	O
	

	BCAST-MBMS-T-006
	Service protection using the DRM Profile
	Section 6.4.1 / 7.4.2.2
	O
	As specified in [BCAST10-ServContProt]

	BCAST-MBMS-T-007
	Reception and processing of keys transported in OMA DRM 2.0 ROs.
	Section 6.4.1 / 7.4.2.2
	M
	If the DRM Profile based service protection is supported.

	BCAST-MBMS-T-008
	[DRM20-Broadcast-Extensions] for broadcast-only devices
	Section 6.4.1
	O
	

	BCAST-MBMS-T-009
	Service protection using the Smartcard Profile using (U)SIM
	Section 6.4.2 / 7.4 / 7.4.2.3
	M
	As specified in [BCAST10-ServContProt] section 4.5, 6 and 13

	BCAST-MBMS-T-010
	FLUTE for file distribution
	Section 7.5.1
	M
	

	BCAST-MBMS-T-011
	FEC RAPTOR scheme is supported
	Section 6.5.1 / 6.5.3 / 7.5.1 / 7.5.3
	M
	As specified in [3GPP TS 26.346]

	BCAST-MBMS-T-012
	FLUTE FDT Instances comply with [BCAST10-Distribution]
	Section 6.5.1.1
	M
	

	BCAST-MBMS-T-013
	FEC-OTI-FEC-Encoding-ID attribute is included in <FDT-Instance>
	Section 6.5.1.1
	M
	

	BCAST-MBMS-T-014
	Content-Type attribute is included in <FDT-Instance>
	Section 6.5.1.1
	M
	

	BCAST-MBMS-T-015
	Content-Length attribute is included in each <File>
	Section 6.5.1.1
	M
	

	BCAST-MBMS-T-016
	FLUTE FDT Instances comply with BCAST FDT Instance schema
	Section 6.5.1.2
	M
	

	BCAST-MBMS-T-017
	Type of <FDT-Instance>element is ‘FDT-InstanceType-BdsMbmsDvb’ from BCAST FDT namespace
	Section 6.5.1.2
	O
	

	BCAST-MBMS-T-018
	Type of each <File> element is ‘FileType- BdsMbmsDvb’ from BCAST FDT namespace
	Section 6.5.1.2
	O
	

	BCAST-MBMS-T-019
	To receive, decode and render the codecs and payload types that are MANDATORY according to [3GPP TS 26.346]
	Section 6.5.4 / 7.5.4
	M
	Reference to the [3GPP TS 26.346]

	BCAST-MBMS-T-020
	To receive, decode and render the codecs and payload types that are RECOMMENDED according to [3GPP TS 26.346].
	Section 6.5.4 / 7.5.4
	O
	Reference to the [3GPP TS 26.346]

	BCAST-MBMS-T-021
	To receive, decode and render the codecs and payload types that are OPTIONAL according to [3GPP TS 26.346]
	Section 6.5.4 / 7.5.4
	O
	Reference to the [3GPP TS 26.346]

	BCAST-MBMS-T-022
	BDS Specific adaptation 
	Section 7
	M
	

	BCAST-MBMS-T-023
	Using an MBMS download session and using FLUTE as the transport protocol
	Section 7.3.1
	M
	If the Service guide is delivered over the broadcast channel

	BCAST-MBMS-T-024
	The Service Guide Delivery Unit is compressed for the delivery using the GZIP algorithm
	Section 7.3.2
	O
	As defined by [BCAST10-SG]

	BCAST-MBMS-T-025
	Session Description fragment is provided using the session description as defined MBMS-USD
	Section 7.3.3
	M
	As defined by [3GPP 26.346]

	BCAST-MBMS-T-026
	Only one DescriptorEntry in the SGDD
	Section 7.3.4
	M
	If the SG is retrieved over the interaction channel

	BCAST-MBMS-T-027
	AlternativeAccessURL is present in the SGDD
	Section 7.3.4
	M
	If the SG is retrieved over the interaction channel

	BCAST-MBMS-T-028
	Only one ServiceGuideDeliveryUnit in the SGDD
	Section 7.3.4
	M
	If the SG is retrieved over the interaction channel

	BCAST-MBMS-T-029
	The specification "Encryption Protocols" of [BCAST10-ServContProt] with the constraints apply
	Section 7.4.1
	M
	Reference to the section 9 and section 0 at the [BCAST10-ServContProt]

	BCAST-MBMS-T-030
	A 128 bit Master Key
	Section 7.4.1.1
	M
	SRTP as per BCAST and MBMS specifications.

	BCAST-MBMS-T-031
	A 112 bit Master Salt
	Section 7.4.1.1
	M
	

	BCAST-MBMS-T-032
	MKI length is 6 byte for compatibility with  DRM Profile, Smartcard Profile and MBMS
	Section 7.4.1.1
	M
	

	BCAST-MBMS-T-033
	Value of MKI is unique 
	Section  7.4.1.2
	M
	To enable access to the corresponding shared protected stream among different broadcast service providers

	BCAST-MBMS-T-034
	File repair and reception reporting mechanisms
	Section 7.5.2
	M
	As specified in [BCAST10-Distribution]

	
	
	
	
	

	
	
	
	
	


B.2 SCR for BCAST BSDA
	Item
	Function
	Reference
	Status
	Requirement

	BCAST-MBMS-BSDA-001
	Respect the relevant BCAST Enabler specification
	Section 6
	M
	

	BCAST-MBMS-BSDA-002
	Generic Adaptation 
	Section 6
	O
	

	BCAST-MBMS-BSDA-003
	3GPP MBMS specifications apply for access to the IP layer
	Section 6.1
	M
	

	BCAST-MBMS-BSDA-004
	Service protection using the DRM Profile
	Section 6.4.1 / 7.4.2.2
	O
	As specified in [BCAST10-ServContProt]

	BCAST-MBMS-BSDA-005
	Service protection using the Smartcard Profile using (U)SIM
	Section 6.4.2 / 7.4 / 7.4.2.3
	M
	As specified in [BCAST10-ServContProt] section 4.5, 6 and 13

	BCAST-MBMS-BSDA-006
	FLUTE for file distribution
	Section 7.5.1
	M
	

	BCAST-MBMS-BSDA-007
	FEC RAPTOR scheme is supported
	Section 6.5.1 / 6.5.3 /  7.5.1 / 7.5.3
	M
	As specified in [3GPP TS 26.346]

	BCAST-MBMS-BSDA-008
	FLUTE FDT Instances comply with [BCAST10-Distribution]
	Section 6.5.1.1
	M
	

	BCAST-MBMS-BSDA-009
	FEC-OTI-FEC-Encoding-ID attribute is included in <FDT-Instance>
	Section 6.5.1.1
	M
	

	BCAST-MBMS-BSDA-010
	Content-Type attribute is included in <FDT-Instance>
	Section 6.5.1.1
	M
	

	BCAST-MBMS-BSDA-011
	Content-Length attribute is included in each <File>
	Section 6.5.1.1
	M
	

	BCAST-MBMS-BSDA-012
	FLUTE FDT Instances comply with BCAST FDT Instance schema
	Section 6.5.1.2
	M
	

	BCAST-MBMS-BSDA-013
	Type of <FDT-Instance>element is ‘FDT-InstanceType-BdsMbmsDvb’ from BCAST FDT namespace
	Section 6.5.1.2
	O
	

	BCAST-MBMS-BSDA-014
	Type of each <File> element is ‘FileType- BdsMbmsDvb’ from BCAST FDT namespace
	Section 6.5.1.2
	O
	

	BCAST-MBMS-BSDA-015
	To receive, decode and render the codecs and payload types that are MANDATORY according to [3GPP TS 26.346]
	Section 6.5.4 / 7.5.4
	M
	Reference to the [3GPP TS 26.346]

	BCAST-MBMS-BSDA-016
	To receive, decode and render the codecs and payload types that are RECOMMENDED according to [3GPP TS 26.346].
	Section 6.5.4 / 7.5.4
	O
	Reference to the [3GPP TS 26.346]

	BCAST-MBMS-BSDA-017
	To receive, decode and render the codecs and payload types that are OPTIONAL according to [3GPP TS 26.346]
	Section 6.5.4 / 7.5.4
	O
	Reference to the [3GPP TS 26.346]

	BCAST-MBMS-BSDA-018
	BDS Specific adaptation 
	Section 7
	O
	

	BCAST-MBMS-BSDA-019
	Using an MBMS download session and using FLUTE as the transport protocol
	Section 7.3.1
	M
	If the Service guide is delivered over the broadcast channel

	BCAST-MBMS-BSDA-020
	The Service Guide Delivery Unit is compressed for the delivery using the GZIP algorithm
	Section 7.3.2
	O
	As defined by [BCAST10-SG]

	BCAST-MBMS-BSDA-021
	Session Description fragment is provided using the session description as defined MBMS-USD
	Section 7.3.3
	M
	As defined by [3GPP 26.346]

	BCAST-MBMS-BSDA-022
	Only one DescriptorEntry in the SGDD
	Section 7.3.4
	M
	If the SG is retrieved over the interaction channel

	BCAST-MBMS-BSDA-023
	AlternativeAccessURL is present in the SGDD
	Section 7.3.4
	M
	If the SG is retrieved over the interaction channel

	BCAST-MBMS-BSDA-024
	Only one ServiceGuideDeliveryUnit in the SGDD
	Section 7.3.4
	M
	If the SG is retrieved over the interaction channel

	BCAST-MBMS-BSDA-025
	The specification "Encryption Protocols" of [BCAST10-ServContProt] with the constraints apply
	Section 7.4.1
	M
	Reference to the section 9 and section 0 at the [BCAST10-ServContProt]

	BCAST-MBMS-BSDA-026
	A 128 bit Master Key
	Section 7.4.1.1
	M
	SRTP as per BCAST and MBMS specifications.

	BCAST-MBMS-BSDA-027
	A 112 bit Master Salt
	Section 7.4.1.1
	M
	

	BCAST-MBMS-BSDA-028
	MKI length is 6 byte for compatibility with  DRM Profile, Smartcard Profile and MBMS
	Section 7.4.1.1
	M
	

	BCAST-MBMS-BSDA-029
	Value of MKI is unique 
	Section  7.4.1.2
	M
	To enable access to the corresponding shared protected stream among different broadcast service providers

	BCAST-MBMS-BSDA-030
	File repair and reception reporting mechanisms
	Section 7.5.2
	M
	As specified in [BCAST10-Distribution]

	BCAST-MBMS-BSDA-031
	RTCP sender report
	Section 7.5.3
	M
	As specified in [3GPP TS 26.346]

	
	
	
	
	

	
	
	
	
	


B.3 SCR for BCAST BSM
	Item
	Function
	Reference
	Status
	Requirement

	BCAST-MBMS-BSM-001
	Respect the relevant BCAST Enabler specification
	Section 6
	M
	

	BCAST-MBMS-BSM-002
	Generic Adaptation 
	Section 6
	O
	

	BCAST-MBMS-BSM-003
	3GPP MBMS specifications apply for access to the IP layer
	Section 6.1
	M
	

	BCAST-MBMS-BSM-004
	Service protection using the DRM Profile
	Section 6.4.1 / 7.4.2.2
	O
	As specified in [BCAST10-ServContProt]

	BCAST-MBMS-BSM-005
	Service protection using the Smartcard Profile using (U)SIM
	Section 6.4.2 / 7.4 / 7.4.2.3
	M
	As specified in [BCAST10-ServContProt] section 4.5, 6 and 13

	BCAST-MBMS-BSM-006
	BDS Specific adaptation 
	Section 7
	O
	

	BCAST-MBMS-BSM-007
	Only one DescriptorEntry in the SGDD
	Section 7.3.4
	M
	If the SG is retrieved over the interaction channel

	BCAST-MBMS-BSM-008
	AlternativeAccessURL is present in the SGDD
	Section 7.3.4
	M
	If the SG is retrieved over the interaction channel

	BCAST-MBMS-BSM-009
	Only one ServiceGuideDeliveryUnit in the SGDD
	Section 7.3.4
	M
	If the SG is retrieved over the interaction channel

	BCAST-MBMS-BSM-010
	The specification "Encryption Protocols" of [BCAST10-ServContProt] with the constraints apply
	Section 7.4.1
	M
	Reference to the section 9 and section 0 at the [BCAST10-ServContProt]

	BCAST-MBMS-BSM-011
	A 128 bit Master Key
	Section 7.4.1.1
	M
	SRTP as per BCAST and MBMS specifications.

	BCAST-MBMS-BSM-012
	A 112 bit Master Salt
	Section 7.4.1.1
	M
	

	BCAST-MBMS-BSM-013
	MKI length is 6 byte for compatibility with  DRM Profile, Smartcard Profile and MBMS
	Section 7.4.1.1
	M
	

	BCAST-MBMS-BSM-014
	Value of MKI is unique 
	Section  7.4.1.2
	M
	To enable access to the corresponding shared protected stream among different broadcast service providers
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