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1 Reason for Change

It is necessary to divide SCR table for Server side into BSM and BSD/A.

In SCR table for BSD/A

· Items are categorized as for service protection and for content protection.

· Under Service Protection and content Protection, items for DRM profile and items for Smartcard profile are specified.

· Among 4 layer operations, Some of layer 3 operation ( e.g. STKMdelivery ) and Layer 4 operation ( Encryption ) are covered.

· Items for supporting Backend interface for Service Protection and Content Protection are added.

In SCR table for BSM

· Items are categorized as for service protection and for content protection.

· Under Service Protection, items for DRM profile and items for Smartcard profile are specified.

· Among 4 layer operations, Layer 1 operation, Layer 2 Operation, and some of Layer 3 operation( e.g. STKM Generation ) are covered.

· Items for supporting Backend interface for Service Protection and Content Protection are added.

Question to Group : Does BCAST need to define SCR items for Layer 1 operation?
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Ask to review the proposed SCRs and to reflect the agreed SCRs on the latest version of TS-SPCP.
6 Detailed Change Proposal
B.2 SCR for BSD/A 
	Item
	Function
	Reference
	Status
	Requirement

	BCAST-BSDASPCP-S-001
	Support Backend interface for Service Protection
	13.1
	O
	BCAST-BSDASPCP-S-002 OR 
BCAST-BSDASPCP-S-003

	BCAST-BSDASPCP-S-002
	Support BCAST specific interface for SP-4
	13.1.2
	O
	

	BCAST-BSDASPCP-S-003
	Support SP-4 by the adaptation of DVB Simulcrypt Head-end interfaces 
	13.1.1
	O
	

	BCAST-BSDASPCP-S-004
	Support Backend interface for Content Protection
	13.2
	O
	BCAST-BSDASPCP-S-005

	BCAST-BSDASPCP-S-005
	Support CP-4 by BCAST specific interface
	13.2
	O
	

	BCAST-BSDASPCP-S-006
	Support Service Protection 
	4
	O
	BCAST-BSDASPCP-S-007 OR 
BCAST-BSDASPCP-S-012

	BCAST-BSDASPCP-S-007
	Support DRM profile for Service Protection
	5
	O
	BCAST-BSDASPCP-S-008 AND 
BCAST-BSDASPCP-S-009 AND 
BCAST-BSDASPCP-S-010 AND 
BCAST-BSDASPCP-S-011

	BCAST-BSDASPCP-S-008
	Support delivery of STKM for DRM profile
	5.5
	O
	

	BCAST-BSDASPCP-S-009
	Support the encryption for Service Protection of Stream for DRM Profile
	5.6.1.1
	O
	BCAST-BSDASPCP-S-028 OR 
(BCAST-BSDASPCP-S-029 AND BCAST-BSDASPCP-S-038) OR 
(BCAST-BSDASPCP-S-030 AND BCAST-BSDASPCP-S-037) OR 
BCAST-BSDASPCP-S-031 OR 
(BCAST-BSDASPCP-S-032 AND BCAST-BSDASPCP-S-037) 

	BCAST-BSDASPCP-S-010
	Support the encryption for Service Protection of File for DRM Profile
	5.6.2.1
	O
	BCAST-BSDASPCP-S-028 OR  
BCAST-BSDASPCP-S-033 

	BCAST-BSDASPCP-S-011
	Support SDP signalling for Service Protection of DRM Profile
	5.8
	O
	BCAST-BSDASPCP-S-034 

	BCAST-BSDASPCP-S-012
	Support Smartcard Profile for Service protection
	6
	O
	BCAST-BSDASPCP-S-013 AND 
BCAST-BSDASPCP-S-014 AND 
BCAST-BSDASPCP-S-015 AND 
BCAST-BSDASPCP-S-016

	BCAST-BSDASPCP-S-013
	Support delivery of STKM for Smartcard profile
	6.7.2
	O
	

	BCAST-BSDASPCP-S-014
	Support the encryption for Service Protection of Stream for Smartcard Profile
	6.7.3
	O
	BCAST-BSDASPCP-S-028 OR 
(BCAST-BSDASPCP-S-029 AND BCAST-BSDASPCP-S-038) OR 
(BCAST-BSDASPCP-S-030 AND BCAST-BSDASPCP-S-037) 

	BCAST-BSDASPCP-S-015
	Support the encryption for Service Protection of File for Smartcard Profile
	6.8.2.1
	O
	BCAST-BSDASPCP-S-028 OR  
BCAST-BSDASPCP-S-033 

	BCAST-BSDASPCP-S-016
	Support SDP signalling for Service Protection of Smartcard Profile
	6.10.1.2
	O
	BCAST-BSDASPCP-S-034 

	BCAST-BSDASPCP-S-017
	Support Content Protection 
	4
	O
	BCAST-BSDASPCP-S-018 OR 
BCAST-BSDA-SPCP-S-023

	BCAST-BSDASPCP-S-018
	Support DRM profile for content protection
	5
	O
	BCAST-BSDASPCP-S-019 AND 
BCAST-BSDASPCP-S-020 AND 
BCAST-BSDASPCP-S-021 AND 
BCAST-BSDASPCP-S-022

	BCAST-BSDASPCP-S-019
	Support delivery of STKM for DRM profile
	5.5
	O
	

	BCAST-BSDASPCP-S-020
	Support the encryption for Content Protection of Stream for DRM Profile
	5.6.1.2
	O
	BCAST-BSDASPCP-S-028 OR 
(BCAST-BSDASPCP-S-029 AND BCAST-BSDASPCP-S-038) OR 
(BCAST-BSDASPCP-S-030 AND BCAST-BSDASPCP-S-037) OR  
(BCAST-BSDASPCP-S-032 AND BCAST-BSDASPCP-S-037) 

	BCAST-BSDASPCP-S-021
	Support the encryption for Content Protection of File for DRM Profile
	5.6.2.2
	O
	BCAST-BSDASPCP-S-028 OR 
BCAST-BSDASPCP-S-031 OR  
BCAST-BSDASPCP-S-033 

	BCAST-BSDASPCP-S-022
	Support SDP signalling for Content Protection of DRM Profile
	5.8
	O
	BCAST-BSDASPCP-S-034 

	BCAST-BSDASPCP-S-023
	Support Smartcard Profile for content protection
	6
	O
	BCAST-BSDASPCP-S-024 AND 
BCAST-BSDASPCP-S-025 AND 
BCAST-BSDASPCP-S-026 AND 
BCAST-BSDASPCP-S-027

	BCAST-BSDASPCP-S-024
	Support delivery of STKM for Smartcard profile
	6.7.2
	O
	

	BCAST-BSDASPCP-S-025
	Support the encryption for Content Protection of Stream for Smartcard Profile
	6.7.3
	O
	BCAST-BSDASPCP-S-028 OR 
(BCAST-BSDASPCP-S-029 AND BCAST-BSDASPCP-S-038) OR 
(BCAST-BSDASPCP-S-030 AND BCAST-BSDASPCP-S-037) 

	BCAST-BSDASPCP-S-026
	Support the encryption for Content Protection of File for Smartcard Profile
	6.8.2.2
	O
	BCAST-BSDASPCP-S-028 OR  
BCAST-BSDASPCP-S-033 

	BCAST-BSDASPCP-S-027
	Support SDP signalling for Content Protection of Smartcard Profile
	6.10.1.2
	O
	BCAST-BSDASPCP-S-034 

	BCAST-BSDASPCP-S-028
	Support IPSEC
	9.1
	O
	

	BCAST-BSDASPCP-S-029
	Support SRTP
	9.2
	O
	

	BCAST-BSDASPCP-S-030
	Support ISMACryp
	9.3.1
	O
	

	BCAST-BSDASPCP-S-031
	Support PDCF
	9.4
	O
	

	BCAST-BSDASPCP-S-032
	Support ISMACryp with PDCF
	9.3.2
	O
	

	BCAST-BSDASPCP-S-033
	Support DCF
	9.4
	O
	

	BCAST-BSDASPCP-S-034
	Support SDP signalling for protection
	10.1
	O
	BCAST-BSDASPCP-S-035 AND
BCAST-BSDASPCP-S-0036

	BCAST-BSDASPCP-S-035
	Support SDP signalling for STKM
	10.1.2 and 10.1.3
	O
	

	BCAST-BSDASPCP-S-036
	Support SDP signalling for LTKM
	10.1.4
	O
	

	BCAST-BSDASPCP-S-037
	Support SDP signalling for ISMACryp
	10.2
	O
	

	BCAST-BSDASPCP-S-038
	Support SDP signalling for SRTP
	10.4
	O
	

	BCAST-BSDASPCP-S-039
	Support for STKM generation
	13.1.2.4
	O
	

	BCAST-BSDASPCP-S-040
	Support the common attribute of  STKM
	7
	O
	

	BCAST-BSDASPCP-S-041
	Support for the operation for recording
	8
	O
	

	BCAST-BSDASPCP-S-042
	Support for sharing a protected data stream for the different  operators using both DRM and Smartcard profile
	11
	O
	BCAST-BSDASPCP-S-043 AND 
BCAST-BSDASPCP-S-044 AND 
( BCAST-BSDASPCP-S-045 OR BCAST-BSDASPCP-S-046 )

	BCAST-BSDASPCP-S-043
	Support mapping for mapping of encryption and authentication keys
	11.1
	O
	

	BCAST-BSDASPCP-S-044
	Support mapping for mapping between Key IDs for Smartcard profile and Key IDs for DRM profile
	11.2
	O
	

	BCAST-BSDASPCP-S-045
	Support sharing SRTP Protected data Stream
	11.3
	O
	

	BCAST-BSDASPCP-S-046
	Support sharing ISMACryp Protected data Stream
	11.4
	O
	


B.3 SCR for BSM 
	Item
	Function
	Reference
	Status
	Requirement

	BCAST-BSMSPCP-S-001
	Support Backend interface for Service Protection
	13.1
	O
	BCAST-BSMSPCP-S-002 OR 
BCAST-BSMSPCP-S-003

	BCAST-BSMSPCP-S-002
	Support BCAST specific interface for SP-4
	13.1.2
	O
	

	BCAST-BSMSPCP-S-003
	Support SP-4 by the adaptation of DVB Simulcrypt Head-end interfaces 
	13.1.1
	O
	

	BCAST-BSMSPCP-S-004
	Support Backend interface for Content Protection
	13.2
	O
	BCAST-BSMSPCP-S-005

	BCAST-BSMSPCP-S-005
	Support CP-4 by BCAST specific interface
	13.2
	O
	

	BCAST-BSMSPCP-S-006
	Support Service Protection 
	4
	O
	BCAST-BSMSPCP-S-007 OR
BCAST-BSMSPCP-S-008

	BCAST-BSMSPCP-S-007
	Support DRM profile for Service Protection
	5
	O
	BCAST-BSMSPCP-S-009 AND
BCAST-BSMSPCP-S-010 AND 
BCAST-BSMSPCP-S-011 AND
BCAST-BSMSPCP-S-016

	BCAST-BSMSPCP-S-008
	Support Smartcard profile for Service Protection
	6
	O
	BCAST-BSMSPCP-S-012 AND
BCAST-BSMSPCP-S-013 AND
BCAST-BSMSPCP-S-014 AND 
BCAST-BSMSPCP-S-015 AND 
BCAST-BSMSPCP-S-016

	BCAST-BSMSPCP-S-009
	Support registration for DRM Profile
	5.3
	O
	

	BCAST-BSMSPCP-S-010
	Support LTKM generation for DRM Profile for Service Protection
	5.4
	O
	

	BCAST-BSMSPCP-S-011
	Support STKM generation for DRM Profile for Service Protection
	5.5
	O
	

	BCAST-BSMSPCP-S-012
	Support Subscriber Key Establishment for Smartcard Profile
	6.5
	O
	

	BCAST-BSMSPCP-S-013
	Support LTKM generation for Smartcard Profile for Service Protection
	6.6
	O
	

	BCAST-BSMSPCP-S-014
	Support STKM generation for Smartcard Profile for Service Protection
	6.7
	O
	

	BCAST-BSMSPCP-S-015
	Support for BCAST Client ID for Smartcard Profile
	6.11
	O
	

	BCAST-BSMSPCP-S-016
	Support the common attribute of STKM
	7
	O
	

	BCAST-BSMSPCP-S-017
	Support Content Protection
	4
	O
	(BCAST-BSMSPCP-S-018 OR BCAST-BSMSPCP-S-019) AND
BCAST-BSMSPCP-S-016

	BCAST-BSMSPCP-S-018
	Support DRM Profile for Content Protection
	5
	O
	BCAST-BSMSPCP-S-020 AND
BCAST-BSMSPCP-S-021 AND 
BCAST-BSMSPCP-S-022 

	BCAST-BSMSPCP-S-019
	Support Smartcard Profile for Content Protection
	6
	O
	BCAST-BSMSPCP-S-023 AND
BCAST-BSMSPCP-S-024 AND 
BCAST-BSMSPCP-S-025

	BCAST-BSMSPCP-S-020
	Support registration for DRM Profile
	5.3
	O
	

	BCAST-BSMSPCP-S-021
	Support LTKM generation for DRM Profile for Content Protection
	5.4
	O
	

	BCAST-BSMSPCP-S-022
	Support STKM generation for DRM Profile for Content Protection
	5.5
	O
	

	BCAST-BSMSPCP-S-023
	Support Subscriber Key Establishment for Smartcard Profile 
	6.5
	O
	

	BCAST-BSMSPCP-S-024
	Support LTKM generation for Smartcard Profile for Content Protection
	6.6
	O
	

	BCAST-BSMSPCP-S-025
	Support STKM generation for Smartcard Profile for Content Protection
	6.7
	O
	

	BCAST-BSMSPCP-S-026
	Support recording for DRM Profile for Content Protection
	5.7 and 8
	O
	

	BCAST-BSMSPCP-S-027
	Support recording for Smartcard Profile for Content Protection
	6.9 and 8
	O
	

	BCAST-BSMSPCP-S-028
	Usage Metering for DRM Profile
	5.9
	O
	

	BCAST-BSMSPCP-S-029
	Support TBK for Smartcard Profile for Content Protection
	12
	O
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