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1 Reason for Change

This CR is to resolve consistency review comments SG-F-117 and SG-F-154. Basically it proposes to 
1. Use ‘PurchaseURL’ for both DRM Profile and Smartcard Profile to address service provisioning messages considering BSM has integrated NAF functionality and BSM becomes the common entity  serving both profiles.

2. Use ‘rightsIssuerURI’ for DRM profile broadcast only mode so that unconnected devices can identify the Rights Issuer Services. Note, because this attribute is only used for DRM profile, no need to change the name to ‘permissionsIssuerURI’.
	SG-F-0117
	2007.01.31
	T
	5.1.2.8
	Source: Orange

From: OMA-BCAST-2007-0140

Comment:

Why does PurchaseChannel contain RightsIssuerURI if it is sent anyhow in the DRM Profile trigger or SmartcardProfile trigger if used? Should it not be removed altogether with all service provisioning messages sent to PurchaseURL (other than PortalURL use)?

Proposed Change: 


	Status: OPEN


	SG-F-0154
	2007.01.31
	T
	5.1.2.8
	Source: Orange

From: OMA-BCAST-2007-0140

Comment:

PurchaseChannelURL is not used by SmartcardProfile. Should this be changed given that the BSM integrates NAF functionality ie it is the same entity? Should it be stated it is the same as the RightsIssuerURI? Otherwise rightsissuerURI would be unused by Smartcard Profile as DRM specific?

Proposed Change: 


	Status: OPEN




R00->R01 change accordingly in TS Services and TS SPCP (change 2 and 3).
2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

The mechanisms specified in this CR, and subsequent modifications, if agreed for adoption in BCAST R1.0 specs, may influence the specification of synchronized switching between main and auxiliary programming, if applicable, for the Rich Media Enabler (RME) under work in BAC MAE.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree the proposed changes on SG TS section Appendix 
6 Detailed Change Proposal

Change 1: To TS SG                   

5.1.2.8 Purchase Channel

The ‘PurchaseChannel’ fragment represents a system from which access and content rights can be purchased by the terminal (and its end-user). 

	Name
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	Description
	Data Type

	PurchaseChannel
	E
	
	
	‘PurchaseChannel’ fragment

Contains the following attributes:

id
version
validFrom
validTo

rightsIssuerURI
Contains the following sub-elements: 

BSMSelector

RoamingRule
Name

Description
ContactInfo

PortalURL
PurchaseURL

Extension 
	

	id
	A
	NM/
TM
	1
	ID of the ‘PurchaseChannel’ fragment, globally unique
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the ‘validFrom’ attribute, or as soon as it has been received if no ‘validFrom’ attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	rightsIssuerURI
	A
	NO/

TO
	0..1
	ID of the rights issuer associated with the BSM. This information is needed to allow unconnected devices to identify the Rights Issuer Services (specified in section 12 of [BCAST10-DRM-XBS]) that may be operated by their Home BSM.

The network and terminal SHALL support this attribute when the DRM Profile with broadcast only mode [BCAST10-DRM-XBS] is supported. 
	anyURI

	BSMSelector
	E1
	NM/

TM
	0..1
	Allows a terminal to determine whether this purchase channel is associated with the terminal’s affiliated BSM, among the purchase channels that are announced in the SG.

The terminal’s affiliated BSM(s) are represented within terminal as Management Objects with identifier ‘<X>/ BSMFilterCode’.
Contains the following attribute:

id 

Contains the following elements:

BSMFilterCode

Name 
Note: Purchase channel needs to be provided by the BCAST Service Provider.
If the Selector is present, then the terminal SHALL only use those PurchaseURL(s) or PortalURL(s) associated with a PurchaseChannel whose selector matches the BSMCode on the terminal.
If the Selector is not present then any terminal can use any PurchaseURL or PortalURL defined in this PurchaseChannel.
	string

	id
	A
	NM/
TM
	1
	Identifier of the BSMSelector, unique within the network
	anyURI

	BSMFilterCode
	E2
	NO/
TM
	0..1
	The code that specifies this BSMSelector. 

Contains the following attribute:

type

mobileCountryCode

mobileNetworkCode

networkSubsetCode

networkSubsetCodeRangeStart

networkSubsetCodeRangeEnd

serviceProviderCode

corporateCode

nonSmartCardCode
	

	type
	A
	NM/

TM
	1
	The type of BSMFilterCode. 

1 – BSMCode (Smart Card Code) 

This is used if the determination is made based on the country and operator code in the USIM/RUIM

2 – BSMCode (Non Smart Card Code):

This is used if the determination is made based on the country and operator code in the terminal

Other values are reserved.


	unsignedByte

	mobileCountryCode
	A
	NO/
TM
	0..1
	Mobile Country Code (3 digits) as specified by [3GPP TS 22.022].

Applicable only when ‘type’ == 1
	integer

	mobileNetworkCode
	A
	NO/
TM
	0..1
	Mobile Network Code (2 digits) as specified by [3GPP TS 22.022].

Applicable only when ‘type’ == 1
	integer

	networkSubsetCode
	A
	NO/
TM
	0..1
	Network Subset Code (2 digits) as specified by [3GPP TS 22.022].

Applicable only when ‘type’ == 1
	integer

	networkSubsetCodeRangeStart
	A
	NO/
TM
	0..1
	Instead of providing an explicit code in attribute ‘networkSubsetCode’, the network MAY instead provide a continuous range of codes. 

In such a case the network SHALL 

· provide the smallest code for the terminal to accept in this attribute, 
· the greatest code in the attribute ‘networkSubsetCodeRangeEnd’ and

· SHALL not instantiate attribute ‘network
SubsetCode’.

The terminal SHALL interpret all the code values between the smallest and the greatest code as values to be accepted.
Applicable only when ‘type’ == 1
	integer

	networkSubsetCodeRangeEnd
	A
	NO/
TM
	0..1
	This attribute signals the end of the range of Network Subset Codes as specified above.

Applicable only when ‘type’ == 1
	integer

	serviceProviderCode
	A
	NO/
TM
	0..1
	Service Provider Code as specified by [3GPP TS 22.022].

Applicable only when ‘type’ == 1
	byte

	corporateCode
	A
	NO/
TM
	0..1
	Corporate Code as specified by [3GPP TS 22.022].

Applicable only when ‘type’ == 1
	byte

	nonSmartCardCode
	A
	NO/
TM
	0..1
	Value of BSMFilterCode  when ‘type’ == 2
	string

	Name
	E2
	NM/
TM
	1..N
	Provides a user readable name for the BSM_Selector, possibly in multiple languages.

The language is expressed using built-in XML attribute ‘xml:lang’ with this element.. 

This attribute can be used to provide information to the user so he can select the BSMSelector the terminal has to use. 
	string

	RoamingRule
	E1
	NO/

TM
	0..N
	Entry specifying the RoamingRule associated with BSMSelector.
	See Section 5.8.2.3 of [BCAST10- Services]

	
	
	
	
	Start of program guide 

The program guide elements of this fragment are grouped between the Start of program guide and end of program guide cells in this fragment. 

The program guide elements are for user interpretation. This enables the content creator to provide user readable information about the service. The terminal SHOULD use all declared program guide elements in this fragment for presentation to the end-user. The terminal MAY offer search, sort etc functionalities.

The Program Guide consists of the following elements:

Name

Description

Contact_info

PortalURL

PurchaseURL 
Extension
	

	Name
	E1
	NM/
TM
	1..N
	Name of the Purchase Channel, possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.
	string

	Description
	E1
	NM/

TM
	0..N
	Description of the purchase channel, possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.
	string

	ContactInfo
	E1
	NM/
TM
	0..1
	A text string that indicates to a user how to contact a BSM to initiate an out-of-band purchase transaction (e.g. phone number, URL etc)
	string

	PortalURL
	E1
	NM/
TM
	0..1
	The URL on which the BSM may offer service related information and/or web-based service provisioning via HTTP or HTTPS.

Contains the following attribute:

supportedService
	anyURI

	supportedService
	A
	NM/
TM
	0..1
	Specifies how the Terminal is expected to use ‘PortalURL’ and ‘PurchaseURL’. 
1: The Terminal SHALL use the Service provisioning messages of [BCAST10-Services] to ‘PurchaseURL’ to enable the service provisioning functionality. Further, the Terminal MAY contact the ‘PortalURL’ via HTTP to acquire further information on the purchase items available on this purchase channel. 

2: The Terminal SHALL be able to access the ‘PortalURL’ via HTTP to acquire further information on the purchase -iItems available on this purchase channel and to achieve service provisioning functionality. Further, the Terminal SHALL perform the service provisioning directly on the ‘PortalURL’ and SHALL NOT send the Service provisioning messages of [BCAST10-Services] to ‘PurchaseURL’ to enable the service provisioning functionality.

3: The Terminal SHALL be able to access the ‘PortalURL’ via HTTP to acquire further information on the purchase items available on this purchase channel. Further, the Terminal MAY perform the service provisioning directly on the ‘PortalURL’ or send the Service provisioning messages of [BCAST10-Services] to ‘PurchaseURL’ to enable the service provisioning functionality.

4-255: Reserved for future use.
	unsignedByte

	PurchaseURL
	E1
	NM/
TM
	0..N
	The URL to which the BCAST Service Provisioning messages as specified in section 5.1 of [BCAST10-Services] SHALL be addressed.


	anyURI

	Extension
	E1
	NM/
TM
	0..N
	Additional information related to this fragment. 

Contains following attribute:

url

Contains following sub-element:

Description
	

	url
	A
	NM/
TM
	1
	URL containing additional information related to this fragment. 
	anyURI

	Description
	E2
	NM/TM
	0..N
	Description regarding the additional information which can be retrieved from a web page. The language is expressed using built-in XML attribute ‘xml:lang’ with this element
	string

	
	
	
	
	End of program guide
	

	PrivateExt 
	E1 
	NO/
TO
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	NO/TO
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


Change 2: to TS Services
5.1.8 Web-based Service Provisioning
BCAST 1.0 supports Service Provisioning over a web-based system. The entry point to web-based Service Provisioning is supported by PurchaseChannel fragment of Service Guide. In that fragment, element PortalURL SHALL point to the entry point (URL) of the related web-based system. The PortalURL can be used to support two purposes:

1. The PortalURL provides additional information on services available over this PurchaseChannel. This method SHALL be signalled by setting the attribute supportedService under PortalURL to “1”. In this case the terminal MAY access the PortalURL to retrieve information on supported services but SHALL NOT purchase or subscribe to the services by accessing the URL. In this case, the service provisioning functions SHALL be achieved by addressing Service Provisioning messages to the PurchaseURL  as defined in section 5.1.5. 

2. The PortalURL supports full set of service provisioning functionality over web-based system in addition to providing service related information. This method SHALL be signalled by setting the attribute supportedService under PortalURL to “2”. The terminal SHALL access the PortalURL and upon accessing the PortalURL the terminal SHALL expect that the facilities for service provisioning are provided over web-based interface. Further, in this case, the Service Provisioning messages sent to the PurchaseURL as defined in section 5.1.5 SHALL NOT be used.

3. The PortalURL provides additional information on services available over this PurchaseChannel. Further, the Terminal MAY achieve the service provisioning either over web-based system or by addressing Service Provisioning messages to the PurchaseURL  as defined in section 5.1.5.

…

5.1.8.1 Smartcard Profile Trigger Message

This XML message may be sent to the terminal by the server in the web-based service provisioning scenario, as described above, in order to trigger the terminal to send a BCAST service request.
	Name
	T
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	C
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	Data Type

	SmartcardProfileTrigger
	E
	
	
	Smartcard Profile Trigger

Contains the following attributes:

version

keyManagementType

purchaseURL
globalPurchaseItemID

purchaseDataID

Contains the following sub-elements:

ProtectionKeyID

BackOffTiming
	

	version
	A
	NM/
TM
	1
	Version of this message.
0x00 identifies BCAST 1.0
	unsignedbyte (8 bits)

	keyManagementType
	A
	NM/TM
	1
	Indicates whether GBA_U is required for the service request

True indicates GBA_U is required

False indicates GBA_U is not required
	boolean

	purchaseURL
	A
	
	
	Identifies the URL to which the BCAST service request is sent.
	anyURI

	globalPurchaseItemID
	A
	NM/TM
	1
	Identifies the GlobalPurchaseItemID in the Service Guide to which the requested service belongs. Used by the terminal to create the service ID used in the BCAST service request.
	string

	purchaseDataID
	A
	NM/TM
	1
	Identifies the PurchaseDataID in the Service Guide to which the requested service belongs. Used by the terminal to create the service ID used in the BCAST service request.
	string

	ProtectionKeyID
	E1
	NM/TM
	0..N
	Optional list of key identifiers needed to access protected content. This information allows the terminal to determine whether or not it has the correct key material to access services within a PurchaseItem. How this is used is out of scope and is left to implementation.

String is base64(ProtectionKeyID).

ProtectionKeyID has attribute:

- type
	string

	type
	A
	NM/TM
	1
	Type of ProtectionKeyID:

0: ProtectionKeyID = SEK or PEK ID as used in the Smartcard Profile [BCAST10-ServContProt

1-128 Reserved for future use

129-255 Reserved for proprietary use 
	unsignedByte (8 bits)

	BackOffTiming
	E1
	NM/TM
	0..1
	This optional element, specifies default timing behaviour for the BCAST service request sent by the terminal. Its purpose is to provide a mechanisms that ensures distribution over time of service requests sent from receivers, e.g. in order to avoid overload in nodes or links. 

If present, the BCAST service request SHALL be sent back in the time interval [OffsetTime, OffsetTime+RandomTime] after the event reception of this message. The exact time within the allowed time window shall be random with uniform probability.

If this element is not present the terminal can send the service request immediately following reception of this message.
	

	offsetTime
	A
	NM/TM
	1
	The OffsetTime specifies the minimum time that a device SHALL wait after reception of this message before sending the service request. The unit is seconds.
	integer 


	randomTime
	A
	NM/TM
	1
	The RandomTime refers to the time window length over which a device SHALL calculate a random time for the transmission of the service request. The method provides for statistically uniform distribution over a relevant period of time. 

The device SHALL calculate a uniformly distributed random time out of the interval between 0 and RandomTime. The unit is seconds.
	integer


Table N: TBD

Change3:  to TS SPCP
6.8.1 SG Signalling for SEK/PEK Acquisition

…

The PurchaseChannel fragment can be linked to a PurchaseItem fragment to provide further information via the PortalURL or indicate to the terminal that it must contact the PortalURL for any subscription (see section ‎6.8.3), rather than send a Service Request directly to the PurchaseURL.. 
6.8.3 Web Portal used as Entry Point

…

If a trigger is sent to the Terminal, this allows it to send a BCAST "Service Request" message to the BSM. The BSM is indicated in the SmartcarProfileTrigger and corresponds to the purchaseURL attribute. It should be consistent with the PurchaseURL present in the PurchaseChannel fragment if this is present. 
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