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1 Reason for Change

Resolution to comment SCP-0247 on mandatory nature of Service Protection for Smartcard Profile terminals was agreed in Amsterdam on Monday. This CR provides the actual resolution to simplify the life of the editor.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree and incorporate the proposed changes to the spec.
6 Detailed Change Proposal

Change 1:  Reflect Service Protection mandatory for Smartcard Profile terminals
An OMA BCAST terminal with a cellular radio interface and a Smartcard SHALL implement Service Protection and MAY implement Content Protection, as shown in Table 1 Editor please add link.

An OMA BCAST terminal with no cellular radio interface or no Smartcard MAY implement Service Protection and MAY implement Content Protection, as shown in Table 1.

Table 1: Service Protection and Content Protection in OMA BCAST Terminals

	
	BCAST Terminal with cellular radio interface and Smartcard
	BCAST Terminal with no cellular radio interface or no Smartcard

	Service Protection
	MANDATORY
	OPTIONAL

	Content Protection
	OPTIONAL
	OPTIONAL


For BCAST Terminals with Service Protection:

Table 2 summarises the possible scenarios.  At least one Profile SHALL be implemented. Both Profiles MAY be implemented.

· A BCAST terminal with a cellular radio interface and a Smartcard SHALL implement the Smartcard Profile. The DRM Profile is OPTIONAL. Hence terminals MAY implement both profiles.

· A BCAST terminal with a cellular radio interface and no Smartcard SHALL implement the DRM Profile (the Smartcard Profile is not applicable).

· A BCAST terminal that does not have a cellular radio interface SHALL implement the DRM Profile (the Smartcard Profile is not applicable based on current technology).
Table 2: OMA BCAST Terminal Profile Support for Service Protection
	
	DRM Profile
	Smartcard Profile

	Terminal without cellular radio interface or Smartcard
	MANDATORY
	N/A

	Terminal with cellular radio interface and Smartcard 
	OPTIONAL
	MANDATORY


For BCAST Terminals with Content Protection:

Table 3 summarises the possible scenarios.  At least one Profile SHALL be implemented. Both Profiles MAY be implemented.

· A BCAST terminal with a cellular radio interface and a Smartcard MAY implement the Smartcard Profile or MAY implement the DRM Profile. The Terminal SHALL implement at least one profile. Hence terminals MAY implement both profiles.

· A BCAST terminal with a cellular radio interface and no Smartcard SHALL implement the DRM Profile (the Smartcard Profile is not applicable).

· A BCAST terminal that does not have a cellular radio interface SHALL implement the DRM Profile (the Smartcard Profile is not applicable).
Note that ‘Terminal Implementation’ of a content protection profile means is capable of it, but does not necessarily mandate its use.  Decision to use (or not to use) an implemented content protection profile is made at the time of service deployment.
Table 3: OMA BCAST Terminal Profile Support for Content Protection

	
	DRM Profile
	Smartcard Profile

	Terminal without cellular radio interface or Smartcard
	MANDATORY
	N/A

	Terminal with cellular radio interface and Smartcard
	OPTIONAL
	OPTIONAL
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