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Detailed Change Proposal

Change 1
5.6 Service Guide Backend Interfaces
The following sections specify interfaces between logical BCAST “backend” entities. The specification is applicable if the interfaces are exposed in a BCAST implementation. If a BCAST implementation does not expose the interfaces, i.e. they are implementation internal, they may be realized using protocols and methods not specified here. If a BCAST implementation does expose the interfaces, the network SHALL support the Service Guide Backend Interfaces syntax as defined by XML Schema in [BCAST10-XMLSchema-SG-Backend].
5.6.1 Service Guide management in the backend

The server side clients of the BCAST represented by the logical entity ‘Content Creation’, CC, are regarded as providing information about services and/or individual pieces of contents for the BCAST system, which are in turn supplied to the users consuming the services. This exchange of information is performed over the interface SG-1 between the ‘Service Guide Content Creation Source’ entity, SGCCS, of the CC and the ‘Service Guide Application Source’ entity, SGAS, of the BSA. The consumers of the services get this information in the form of the Service Guide, SG, via the head-end interfaces SG-5 and SG-6. These interfaces are not provided directly by SGAS, but instead by the ‘Service Guide Distribution’ entity, SG-D, residing in the BSD/A. The SGAS supplies the information it receives from CC first to the ‘Service Guide Generation’ entity, SG-G, also residing in BSD/A, over the interface SG-2. The SG-D then receives the information from the SG-G via an internal interface in BSD/A. In addition to receiving information from SGAS, the SG-G also aggregates Service Provisioning information provided by the ‘Service Guide Subscription Source’ entity, SGSS, of the BSM. This exchange is performed over the interface SG-4. 
This arrangement makes it possible for the BSD/A

· to act as a central control point of the program/content control on behalf of the CC, BSA and BSM by collecting information from BSA, BSM and internally from the different entities in BSD/A,

· to act only as an aggregator of the program/content specific portion of the Service Guide in the form of Service Guide fragments to be delivered for the terminals through head-end interfaces SG-5 and SG-6 whereas the BSA is given the control of  creating the content-specific Service Guide fragments on behalf of the Content Creation entities or

· to act in some combined mode of the two.

The arrangements in practise between the BSA, BSM and BSD/A with respect to Service Guide management are, however, out of the scope of this specification.

5.6.2 Service Guide contents exchange

This specification defines only the interface SG-4 while leaving interfaces SG-1 and SG-2 undefined.

5.6.2.1 Protocol Stacks

The following protocol stack SHALL be used for exchanging messages between the backend SG entities. HTTP or HTTPS that SHALL be based on SSL 3.0 [SSL30] and TLS 1.0 [RFC2246] over TCP/IP SHALL be used for the delivery of messages.
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Messages to and from CC, BSA, BSD/A or BSM are transported using HTTP by placing both the requests and the responses addressed to CC, BSA, BSD/A or BSM into the payload of the HTTP messages. The requests SHOULD be transported using HTTP POST and the responses SHOULD be transported using the HTTP responses corresponding to the HTTP POST requests.  The syntax for the requests SHOULD be as follows:
· POST <host>/oma/bcast1.0/sg HTTP/1.1\r\n<request>

where the <host> denotes the part of the URI representing the address of the host and the <request> denotes the XML element providing the request parameters.

Both the HTTP POST message and the corresponding HTTP response MAY also contain the following HTTP header fields:

· ‘Content-Length’,
· ‘Content-Type’ which if used SHALL be set to “text/xml” and

· ‘Host’ in case the ‘Request-URI’ is not in the absolute form specified in [RFC 2616].
5.6.2.2 Service Guide content delivery

This section specifies the service guide delivery message from SGSS to SG-G via SG-4 interface.
5.6.2.2.1 Delivery Message 

The following is the delivery message sent from SGSS to SG-G over the interface SG-4. In order to reflect any possible grouping of SG in the head-end interfaces SG-5 and SG-6, SGSS can inform SG-D via SG-G of the grouping by associating each ‘SGData’ element with one or more ‘BSMSelector’ elements and/or ‘bsmSelectorId’ attributes in the ‘SGDelivery’ request. 
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	SGDelivery
	
	
	
	Specifies the delivery message of Service Guide data over interface SG-4which is used for generating Service Guide in SG-G.  
Contains the following elements:

BSMSelector

BSMSelectorID
SGData 
	

	BSMSelector
	E1
	M
	0..N
	This element provides the details on the visibility of the enclosed ‘SGData’. All the ‘BSMSelectorID’ values used in the request SHALL have one and only one of these ‘BSMSelector’ elements instantiated with matching identifier.

Element ‘BSMSelector’ is specified in section 5.4.1.5.2.
	complexType

	BSMSelectorID
	E1
	M
	0..N
	This element represents constraints on the visibility of the all enclosed ‘SGData’ elements.  This identifier corresponds to the ‘id’ attribute of the ‘BSMSelector’ element. See the corresponding description in the ‘SGDD’ for more details.
	anyURI

	SGData
	E1
	M
	1..N
	Contains source information to be included into the Service Guide. It is RECOMMENDED that the information is delivered in the form of BCAST Service Guide fragments.

Contains attributes:

id

transportID
version

validFrom

validTo

encoding

type


Contains element:

Body
	

	id
	A
	M
	0..1
	Identifier of the data enclosed in element ‘Body’. See also the description of the ‘id’ attribute in the ‘SGDeliveryRes’ message. 
	anyURI

	transportID
	A
	O
	0..1
	Transport identifier of the data enclosed in element ‘Body’.
	unsignedLong

	version
	A
	M
	1
	Version of the data enclosed in element ‘Body’.
	unsignedInt

	validFrom
	A 
	M
	1
	Start time of the validity of the data enclosed in element ‘Body’.
	unsignedInt

	validTo
	A
	M
	1
	End time of the validity of the data enclosed in element ‘Body’.
	unsignedInt

	encoding
	A
	M
	1
	Fragment encoding type of the data enclosed in element ‘Body’. 


0 – XML encoded OMA BCAST Service Guide fragment 
1 – SDP

2 – MBMS User Service Description (MBMS-USD) as specified in [3GPP TS 26.346] section 5.2. It may contain one or more SDP descriptions.

3 – AssociatedDeliveryProcedure for File and Stream Distribution as specified in [BCAST10-Distribution] section 5.3.4

4 –127 Reserved for future use

128-255 Reserved for proprietary use
	unsignedByte

	type
	A
	M
	0..1
	Fragment encoding type of the data enclosed in element ‘Body’. This SHALL be set to one of the values listed below if the ‘Body’ contains a Service Guide XML fragment and the value of ‘encoding’ is set to ‘0’.

5 – PurchaseItem Fragment

6 – PurchaseData Fragment

7– PurchaseChannel Fragment
	unsignedByte

	Body
	E2
	M
	1
	Contains the delivered Service Guide data. The value SHALL be an instance of ‘PurchaseItem’, ‘PurchaseData’ or ‘PurchaseChannel’ element as specified in 5.1.2.6, 5.1.2.7 and 5.1.2.8 of [BCAST10-SG].
	complexType

	PrivateExt 
	E1 
	O
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


5.6.2.2.2 Response Message

The following is the response message for ‘SGDelivery’ request to be used over interface SG-4.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	SGDeliveryRes
	
	
	
	Specifies the response message to be used in the response to ‘SGDelivery’ HTTP request.

Contains the following elements:

SGDataResult
PrivateExt


	

	SGDataResult
	E1
	M
	0..N
	Represents the status for each of the ‘SGData’ elements of the corresponding HTTP request. If there are more than one ‘SGData’ element present in the HTTP request, these elements SHALL correspond to the ‘SGData’ elements of the HTTP request in the same order as in the HTTP request.

Contains attributes:

id

statusCode
	

	id
	A
	M
	1
	Identifier of the Service Guide data contained in the ‘SGData’ element of the HTTP request. The assignment of this identifier is performed as follows:

CASE 1: The value of the ‘id’ attribute in the ‘SGData’ element of the ‘SGDelivery’ HTTP request equals ‘oma:bcast:unknown’. In this case the identifier of the fragment SHALL be assigned by the issuer of the response message and the value of the identifier SHALL be set as the value of the ‘id’ in this response.

CASE 2:  The value of the ‘id’ attribute in the ‘SGData’ element of the HTTP request does not equal ‘oma:bcast:unknown’. In this case the identifier of the fragment SHALL be interpreted as assigned by the issuer of the ‘SGDelivery’ HTTP request and the issuer of the response SHALL simply copy the value of the ‘id’ attribute of the request into the ‘id’ attribute of the response.

The issuer of the ‘SGDelivery’ HTTP request SHALL use this returned identifier in any future ‘SGDelivery’ HTTP requests representing updates on the information in the ‘SGData’ element in question.
	anyURI

	statusCode
	A
	M
	1
	Indicates the outcome of the processing of the ‘SGData’ element with matching value of ‘id’ attribute. The value SHALL be set as specified in [BCAST10-Services] for global status codes.
	unsignedByte 

	PrivateExt 
	E1 
	O
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


5.6.2.3 Service Protection Information Requests
In order to be able to fill in information about possible service and content protection into ‘Service’ or ‘Content’ fragments, the SG-G of BSD/A needs to be able to request the corresponding parameters from the SGSS of BSM representing in turn access to the ‘SP Management’ of BSM. This request from SG-G to SGSS over SG-4 SHALL be an HTTP POST having an instantiation of the following ‘SGSPServiceInfo’ element as the payload.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	SGSPServiceInfo
	
	
	
	Specifies the message for SG-G to request the value of the ‘baseCID’ and ‘ProtectionKeyID’  to be used in a ‘Service’ or ‘Content’ fragment and to query if a particular service should be signalled as protected or not from the SGSS.

Contains the following attributes:

globalServiceID

globalContentID
Contains the following elements:

PrivateExt

	

	globalServiceID
	A
	M
	0..1
	Globally unique identifier of the service in question. This is the value of the element ‘GlobalServiceID’ in the ‘Service’ fragment representing the service in question.
	anyURI

	globalContentID
	A
	M
	0..1
	Globally unique content identifier of the piece of content in question. This is the value of the element ‘GlobalContentID’ in the ‘Content’ fragment representing the piece of content in question.
	anyURI

	PrivateExt 
	E1 
	O
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


The following is the response message for the ‘SGSPServiceInfo’ to be used over the interface SG-4. The response from SGSS of BSM to SG-G of BSD/A SHALL be an instantiation of the following ‘SGSPServiceInfoRes’ message placed into the payload of the corresponding HTTP response. 

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	SGSPServiceInfoRes
	E
	
	
	Specifies the response message for a  ‘SGSPServiceInfo’.

Contains the following attributes:

statusCode

serviceContentProtection

baseCID

Contains the following elements:

ProtectionKeyID
PrivateExt

	

	statusCode
	A
	M
	1
	Specifies the result of the ‘SGSPServiceInfo’ this response corresponds to using the Status Code as specified in [BCAST10-Services].
	unsignedByte

	serviceContentProtection
	A
	M
	0..1
	Specifies if the service is encrypted (true) or not (false).  This attribute SHALL not be instantiated when the corresponding request addresses ‘Content’ fragment using the ‘GlobalContentID’ element.
	boolean

	baseCID
	A
	M
	0..1
	The value to be filled in by the BSM as the value of the ‘baseCID’ attribute of the corresponding ‘Service’ or ‘Content’ fragment.

If this attribute is omitted in the response, the BSA SHALL not instantiate the attribute ‘baseCID’ in the corresponding ‘Service’ or ‘Content’ fragment.
	string

	ProtectionKeyID
	E1
	O
	0..N
	The value to be filled in by the BSM as the value of the ‘ProtectionKeyID’ element of the corresponding ‘Service’ fragment.

If this element is omitted in the response, the BSM SHALL not instantiate the element ‘ProtectionKeyID’ in the corresponding ‘Service’ fragment.

This attribute SHALL not be instantiated when the corresponding request addresses ‘Content’ fragment using the ‘GlobalContentID’ element.

ProtectionKeyID has attribute:

type
	base64Binary

	type
	A
	M
	1
	Type of ProtectionKeyID:

For the possible values of this atttribute, see ‘Service’ fragment specififed in section 5.1.2.1.
	unsignedByte 

	PrivateExt 
	E1 
	O
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


In order to be able to fill in information about possible service and content protection in ‘Access’ fragments, the SG-G of BSD/A needs to be able to request the corresponding parameters from the SGSS of BSM representing in turn access to the ‘SP Management’ of BSM. This request from SG-G to SGSS over SG-4 SHALL be an HTTP POST having an instantiation of the following ‘SGSPAccessInfo’ element as the payload.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	SGSPAccessInfo
	
	
	
	Specifies the message for SG-G to request the values of the ‘KeyManagementSystem’ and ‘EncryptionType’ elements to be used in an ‘Access’ fragment from the SGSS.

Contains the following attributes:
globalServiceID
Contains the following elements:

PrivateExt

	

	globalServiceID
	A
	M
	1
	Globally unique identifier of the service providing indirect identification of the access(es) in question. This is the value of the element ‘GlobalServiceID’ in the ‘Service’ fragment into the which ‘Access’ fragment in question is associated to.
	anyURI

	PrivateExt 
	E1 
	O
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


The following is the response message for the ‘SGSPAccessInfo’ to be used over the interface SG-4. The response from SGSS of BSM to SG-G of BSD/A SHALL be an instantiation of the following ‘SGSPAccessInfoRes’ message placed into the payload of the corresponding HTTP response.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	SGSPAccessInfoRes
	E
	M
	
	Specifies the response message for a ‘SGSPAccessInfo’.

Contains the following attributes:

statusCode

Contains the following elements:

KeyManagementSystem 
EncryptionType
PrivateExt
	

	statusCode
	A
	M
	1
	Specifies the result of the ‘SGSPAccessInfo’ this response corresponds to using the Status Code as specified in [BCAST10-Services].
	unsignedByte

	KeyManagementSystem
	E1
	M
	0..1
	The value to be filled in by the BSD/A as the value of the ‘KeyManagementSystem’ element of the corresponding ‘Access’ fragment.

If this element is omitted in the response, the BSA SHALL not instantiate the element ‘KeyManagementSystem’ in the corresponding ‘Access’ fragment.

The element ‘KeyManagementSystem’ is specified in section 5.1.2.4.
	complexType

	Encryption
Type
	E1
	M
	0..N
	The value to be filled in by the BSA as the value of the ‘EncryptionType’ element of the corresponding ‘Access’ fragment.

If this element is omitted in the response, the BSA SHALL not instantiate the element ‘EncryptionType’ in the corresponding ‘Access’ fragment.
	unsignedByte

	PrivateExt 
	E1 
	O
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


5.6.2.4 Service Provisioning Information Request
In order for SG-G of BSD/A to be able to provide provisioning fragments over interfaces SG-5 and SG-6, the SG-G needs to be able to request these from the SGSS of BSM. This request from SG-G to SGSS over SG-4 SHALL be an HTTP POST having an instantiation of the following ‘SGProvisioningInfo’ element as the payload.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	SGProvisioningInfo
	
	
	
	Specifies the message for SG-G to request provisioning fragments from the SGSS.

Contains the following elements:
GlobalServiceID

GlobalContentID
PrivateExt
If both elements are omitted, the SGSS SHALL interpret this message requesting for ‘PurchaseChannel’ fragments.


	

	GlobalServiceID
	E1
	M
	0..1
	Globally unique identifier of the service for which the SGAS request provisioning fragments.
	anyURI

	GlobalContentID
	E1
	M
	0..1
	Globally unique identifier of the piece of content for which the SGAS request provisioning fragments.
	anyURI

	PrivateExt 
	E1 
	O
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


The following is the response message for the ‘SGProvisioningInfo’ to be used over the interface SG-4. The response from SGSS of BSM to SG-G of BSD/A SHALL be an instantiation of the following ‘SGProvisioningInfoRes’ message placed into the payload of the corresponding HTTP response.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	SGProvisioningInfoRes
	E
	M
	
	Specifies the response message for a  ‘SGProvisioningInfoRes’.

Contains the following attributes:

statusCode
Contains the following elements:
ProvisioningFragment
PrivateExt

	

	statusCode
	A
	M
	1
	Specifies the result of the ‘SGProvisioningInfo’ this response corresponds to using the Status Code as specified in [BCAST10-Services].
	unsignedByte

	ProvisioningFragment
	E1
	M
	0..N
	This element contains the SG data in question as a standard BCAST provisioning fragment.
	complexType

	PrivateExt 
	E1 
	O
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
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