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1 Reason for Change

This change request is to fill the BCMCS Adaptation TS for the BCAST 1.0 enabler ETR.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is kindly request to agree the proposed change.
6 Detailed Change Proposal

Change 1:  Changes to section 5.1.9: BCMCS Adaptation specification
5.1.9 Test Requirements for 3GPP2 BCMCS Adaptation
In BCAST 1.0, the Broadcast Distribution System (BDS) Adaptation specifications further narrow down or elaborate the functionality specified in the main technical specifications. That is, the role of adaptation specification is to be more specific or restrictive with regards of the use of normative statements compared to the main specifications. This section lists the resulting test requirements for such BDS-specific elaborations when the BDS in use is “3GPP2 BCMCS”. Note that only those requirements that are different than those in the sections 5.1.1 through 5.1.6 are listed. For the rest of the requirements, the ETR defined in sections 5.1.1 through 5.1.6 apply also to the case of “3GPP2 BCMCS” adaptation. If there are competing requirements in this section and sections 5.1.1 through 5.1.6, the requirements defined in this section are considered to take priority.  
5.1.9.1 Generic Adaptation

5.1.9.1.1 Mandatory Test Requirements

5.1.9.1.1.1. Mandatory terminal test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	SI-00x
	Interactive retrieval of additional information related to Service Guide fragments
	Required to test for the support of the “ExtensionURL” element in the SG which represents a pointer to a web resource providing further information related to the fragment, and accessing such additional information by using HTTP

	
	SG-00X
	Switching between accesses
	Required to test whether the terminal is able to switch between BCMCS3GPP2 broadcast/multicast and BCMCS3GPP2  unicast accesses for a service

	
	SD-00X
	Support for Streaming Services
	Required to test whether 3GPP2 MSS streaming service is properly supported by the terminal.

	
	SPR-00X

	Service protection using Smartcard Profile
	Required to test whether Smartcard Profile based Service Protection is properly supported by the terminal.

	
	CODEC-00X
	Mandatory/recommended media codecs
	Required to test whether mandatory audio/video codecs (or, for media types where no mandatory codecs are specified, recommended audio/video codecs) of BCMCS, specified in C.S0070-0 (expected publication in Nov 2007)  are properly supported by the terminal.

	
	SD-00X
	Support of SessionDescription parameters
	Required to test whether the terminal correctly supports the session information being provided using an SDP-formatted file contained in the Access fragment or in a Session Description referenced by the Access fragment

	
	SD-00X
	Proper handling of SessionDescription parameters that can be ignored
	Required to test whether the terminal properly handle SDP parameters it may ignore, i.e. “mode of MBMS bearer per media” and “The MBMS User Service Bundle Description/User Service Description”.

	
	FD-00X
	Proper handling of SessionDescription parameters that can be ignored
	Required to test whether the terminal properly handle the SDP parameter it may ignore (MBMS bearer per media)

	
	SG-00X
	Service Guide discovery over 3GPP2 BCMCS information acquisition
	Required to test whether the terminal can correctly discover, and bootstrap from, a Service Guide Announcement Carrousel declared by a 3GPP2 Information Acquisition session

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.9.1.1.2. Mandatory BSD/A test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	SD-00X
	Support of SessionDescription parameters
	Required to test whether the server correctly sends the session information using an SDP-formatted file contained in the Access fragment or in a Session Description referenced by the Access fragment.

	
	SD-00X
	Support for SessionDescription parameters
	Required to test whether the server correct does not use the MBMS User Service Bundle Description/User Service Description.

	
	SD-00X
	Support for stream distribution network interface configurations between BCAST and BCMCS network entities
	Required to test that BSD/A is configurable to support any one of the four protocol interface configurations for FD-B1 as specified in [BCAST10-BCMCS-Adaptation], Sections 6.5.4.1.1 through 6.5.4.1.4.

	
	FD-00X
	Support for file distribution network interface configurations between BCAST and BCMCS network entities
	Required to test that BSD/A is configurable to support any one of the three protocol interface configurations for FD-B1 as specified in [BCAST10-BCMCS-Adaptation], Sections 6.5.3.2.1 through 6.5.3.2.3

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 2: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.9.1.1.3. Mandatory BSM test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 3: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.9.1.1.4. Mandatory BSA test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 4: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.9.1.2 Optional Test Requirements

5.1.9.1.2.1. Optional terminal test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 5: Applicability Table for Enabler Specific Optional Test Requirements

5.1.9.1.2.2. Optional BSD/A test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	FP-00X
	BCMCS Flow Provisioning across BDS-1
	Support for provisioning of BCMCS Flows across BDS-1 interface, by adhering to BSD/A-to-BCMCS Control Protocol messages, and procedures triggered by those messages.

	
	SD-00X
	Support for stream distribution network interface configurations between BCAST and BCMCS network entities
	Required to test that BSD/A is configurable to support any one of the four protocol interface configurations for FD-B1 as specified in [BCAST10-BCMCS-Adaptation], Sections 6.5.4.1.1 through 6.5.4.1.4.

	
	FD-00X
	Support for file distribution network interface configurations between BCAST and BCMCS network entities
	Required to test that BSD/A is configurable to support any one of the three protocol interface configurations for FD-B1 as specified in [BCAST10-BCMCS-Adaptation], Sections 6.5.3.2.1 through 6.5.3.2.3

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 6: Applicability Table for Enabler Specific Optional Test Requirements

5.1.9.1.2.3. Optional BSM test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 7: Applicability Table for Enabler Specific Optional Test Requirements

5.1.9.1.2.4. Optional BSA test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 8: Applicability Table for Enabler Specific Optional Test Requirements

5.1.9.2 BDS specific Adaptation

5.1.9.2.1 Mandatory Test Requirements

5.1.9.2.1.1. Mandatory terminal test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SCPS-00X
	Encryption protocols
	Required to test whether the terminal effectively supports SRTP configuration defined in 3GPP2 X.S0022-A specifically:
· The BAK shall be used as the SRTP Master Key.

· The SK_RAND is 32 bits and shall be extended to 112 bits by left-padding with zeros to form the SRTP Master Salt.

· The Packet Index is determined according to [RFC 3711] (SRTP), Section 3.3.1.

· The Key Derivation Rate shall be set to zero. The Key Derivation Function shall be the AES in Counter Mode as specified in [RFC 3711], Section 4.1.1. (no change)

	
	
	
	

	
	
	
	

	
	

	
	

	
	
	
	

	
	

	
	

	
	

	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 9: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.9.2.1.2. Mandatory BSD/A test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 10: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.9.2.1.3. Mandatory BSM test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 11: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.9.2.1.4. Mandatory BSA test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 12: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.9.2.2 Optional Test Requirements

5.1.9.2.2.1. Optional terminal test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	FD-00X
	Associated Delivery Procedure XML schemas for file distribution
	Required to test whether the terminal correctly handles the XML schema definitions for the associated delivery procedures for file distribution (i.e. the Associated Delivery Procedure description is holding a ‘serviceURI’ element.)

	
	FD-00X
	File repair and reception operation
	Required to test whether the terminal correctly handles file repair and reception reporting

	
	FD-00X
	FLUTE reception of files and Service Guide
	Test the use of FLUTE protocol for reception of file and SG fragments

	
	SD-00X
	Associated Delivery Procedure XML schemas for stream distribution PEK acquisition using BCMCS Information Acquisition
	Required to test whether the terminal correctly handles the XML schema definitions for the associated delivery procedures for stream distribution (i.e. the Associated Delivery Procedure description is holding a ‘serviceURI’ element.)

	
	SCPS-00X

	SEK/
	Test if BCMCS Control is a separate entity from the BSM for the acquisition of the SEK/PEK using BCMCS Information Acquisition procedure defined in [3GPP2 X.S0022-A]

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 13: Applicability Table for Enabler Specific Optional Test Requirements

5.1.9.2.2.2. Optional BSD/A test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	FD-00X
	FLUTE delivery of files and Service Guide
	Test the use of FLUTE protocol for delivery of file and SG fragments

	
	FD-00X
	File repair and reception reporting operation
	Required to test whether the BSD/A correctly handles file repair and reception reporting

	
	SD-00X
	RTCP sender reports
	Required to test whether the server sends RTCP sender reports along with stream distribution

	
	SD-00X
	Stream reception reporting operation
	Required to test whether the BSD/A correctly handles stream reception reporting

	
	FP-001
	BCMCS Flow Provisioning across BDS-1
	Support for provisioning of BCMCS Flows across BDS-1 interface, by adhering to BSD/A-to-BCMCS Control Protocol messages, and procedures triggered by those messages.

	
	SD-00X
	Support for stream distribution network interface configurations between BCAST and BCMCS network entities
	Required to test that BSD/A is configurable to support any one of the four protocol interface configurations for FD-B1 as specified in [BCAST10-BCMCS-Adaptation], Sections 6.5.4.1.1 through 6.5.4.1.4.

	
	FD-00X
	Support for file distribution network interface configurations between BCAST and BCMCS network entities
	Required to test that BSD/A is configurable to support any one of the three protocol interface configurations for FD-B1 as specified in [BCAST10-BCMCS-Adaptation], Sections 6.5.3.2.1 through 6.5.3.2.3

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 14: Applicability Table for Enabler Specific Optional Test Requirements

5.1.9.2.2.3. Optional BSM test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 15: Applicability Table for Enabler Specific Optional Test Requirements

5.1.9.2.2.4. Optional BSA test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 16: Applicability Table for Enabler Specific Optional Test Requirements













�SG-008/009 in 2007-0513R02 can cover this.


�I propose to use "SI" Feature Key, this feature is specified in the interaction section of TS-services.


�SI-001 in 2007-0513R02 is already covered.


�FD-002/SD-002 in 2007-0513R02 can cover this.


�SPR-003 in 2007-0513 can cover this.


�SPR-003 in 2007-0513 can cover this.


�This feature will use service provisioning.


�This seems the test requirements for Smartcard profile.  so I propose to use SCPS which is Service and Content Protection for Smartcard Profile.


�See above [BO6]


�See above [BO6]


�See above.[BO1] 


�This requirement is already covered in the generic mode.  In terminal point of view, both mode is mandatory and it means this test is already done in the generic mode.


�See above [BO3]


�See above[BO4]


�See above [BO5]


�See above [BO6]


�What's the counter requirement for the terminal side.  I don't think this is necessary in the test requirements for IOP test point of view.  I think this already covered in SCR.
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