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1 Overview

OMA BCAST would like to thank 3GPP CT6 for the answer to their three liaison statements OMA-LS_190-BCAST_to_3GPP_3GPP2_Authenticate_Response-20070412-A, OMA-LS_0183-BCAST_3GPP_3GPP2_UICC_key_storage-20070315-A and OMA-LS_464-OMA_BCAST_card_capabilities-20070306-A. 

In this answer, 3GPP-CT6 invites OMA BCAST to define specific extensions in their specifications, and agrees to reserve needed values for these OMA BCAST extensions.

OMA BCAST has noted that the specific values will be reserved in the release 8 of TS 31.102.

OMA BCAST confirms in the liaison statement that the 3GPP-CT6 proposal fits their needs and kindly requests 3GPP to reserve the values for OMA BCAST specific needs as described in the Proposal section hereafter. The related change request that was approved by OMA BCAST is also attached to this liaison statement for 3GPP CT6 review.

2 Proposal

1. OMA BCAST kindly requests 3GPP CT6 to reserve the entry Service n°75 for OMA BCAST Security in order for the terminal to discover OMA BCAST key management capability of the card.

2. OMA BCAST has extended the response to the Authenticate command in the MBMS security context in the MTK generation Mode and MSK Update Mode to fit the pay-per-view, purse mode, parental control and location-based-restriction functionalities of BCAST. This extension uses a tag for OMA BCAST operation response followed by a TLV defined by OMA BCAST. 

OMA BCAST kindly requests 3GPP CT6 to allocate the tag ‘DF’ for OMA BCAST operation response that could be sent in response to an Authenticate command in MBMS Security Context.

3. OMA BCAST has also defined specific commands for the deletion of SEK/PEK and for the audit of keys ID and other information linked to that keys and stored in the card. These new commands use a new mode (OMA BCAST Mode = ‘06’) in the MBMS security context of the AUTHENTICATE Command. The OMA BCAST Mode comprises two sub-modes: SEK/PEK Deletion sub Mode ‘03’ and SEK/PEK Audit sub mode ‘04’. 

OMA BCAST kindly requests 3GPP CT6 to allocate the Mode ‘06’ for OMA BCAST in the MBMS security context of the AUTHENTICATE command.

4. OMA BCAST attaches the approved Change Request for a review by 3GPP CT6:

3 Requested Action(s)

OMA BCAST kindly requests 3GPP CT6 to

· Allocate an entry in EFUST (service n°75) for OMA BCAST 

· Allocate the tag ‘DF’ for OMA BCAST operation response that could be sent in response to an Authenticate command in MBMS Security Context

· Allocate a value (‘06’) in  MBMS Security Context Mode of the AUTHENTICATE Command reserved for OMA BCAST Mode 

· Review the OMA BCAST changes related to the requests and send to OMA BCAST a feedback on these changes.

4 Conclusion

OMA BCAST thanks CT6 for the good cooperation. We are looking forward to future collaboration with and future communication from, CT6.
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