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1 Reason for Change

This change request implements the decisions taken after document OMA-BCAST-2007-0589 was discussed, regarding inlined strings.
For inlined SDP in the Access fragment as well as the <SMIL> and <Text> elements in PreviewData, it is proposed to use the built-in CDATA section feature of XML. This escapes the characters "<", ">" and "&" which may be contained in these elements and which otherwise would confuse the XML Parser. 
The CDATA section itself introduces the character sequence “]]>” that also must not occur in the escaped text. It is extremely unlikely that this sequence occurs in SDP, SMAL and HTML text, but in order to be failsafe, this CR also specifies base64 encoding for these elements, which MAY be used by the network as needed (as it decreases the compressibility of the encoded data with gzip) and MUST be supported by the terminal.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

BCAST is kindly requested to pursue the decision taken when discussion OMA-BCAST-2007-0589 and agree the proposed changes
6 Detailed Change Proposal

Change 1:  Inline SDP elements in Access fragment
5.1.2.4 Access

An ‘Access’ fragment describes to the terminal how it can access a service or a schedule during the lifespan of the ‘Access’ fragment. If the service or content is protected, the fragment also contains service and content protection information.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Access
	E
	
	
	‘Access’ fragment

Contains the following attributes:

id
version
validFrom
validTo

Contains the following elements:

AccessType

KeyManagementSystem

EncryptionType
ServiceReference

ScheduleReference

TerminalCapabilityRequirement

BandwidthRequirement

ServiceClass

PreviewDataReference

NotificationReception
PrivateExt
	

	id
	A
	NM/
TM
	1
	ID of the ‘Access’ fragment. The the value of this attribute SHALL be globally unique.
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the validFrom attribute, or as soon as it has been received if no validFrom attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt



	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt



	AccessType
	E1
	NM/
TM
	1
	Defines the type of access.
Note: Either one of ‘BroadcastServiceDelivery’ or ‘UnicastServiceDelivery’ but not both SHALL be instantiated. Implementation in XML Schema should use <choice>.
Contains the following elements:
BroadcastServiceDelivery

UnicastServiceDelivery
	

	BroadcastServiceDelivery
	E2
	NM/
TM
	0..1
	This element is used for the indication of IP transmission.
Contains the following elements:
BDSType
SessionDescription
FileDescription
	

	BDSType
	E3
	NM/

TM
	0..1
	Identifier of the type of underlying distribution system that this ‘Access’ fragment relates to.

Contains the following element:
Type

Version 
	

	Type
	E4
	NM/
TM
	0..1
	Type of underlying BDS, possible values:

0. IPDC over DVB-H 

1. 3GPP MBMS
2. 3GPP2 BCMCS 
3 -127. reserved for future use

128 -255. reserved for proprietary use
	unsignedByte

	Version
	E4
	NM/
TM
	0..N
	Version of underlying BDS. For instance, possible values are Rel-6 or Rel-7 for MBMS and 1x or HRPD or Enhanced HRPD for BCMCS.
	string

	SessionDescription
	E3
	NM/
TM
	1
	Reference to or inline copy of a Session Description information associated with this ‘Access’ fragment that the media application in the terminal uses to access the service.

Note: a referenced ‘SessionDescription’ fragment may be delivered in two ways: via broadcast or via fetch over interaction channel. 

In the case of fetch over interaction channel, the ‘SessionDescription’ fragment can be acquired by accessing the URI (given as attribute of the different Session Description reference elements). 
Contains the following elements:

SDP

SDPRef

USBDRef
ADPRef

The presence of elements ‘SDP’ and ‘SDPRef’ are mutually exclusive.
	

	SDP
	E4
	NM/
TM
	0..1
	An inlined Session Description in SDP format [RFC 4566] that SHALL either be embedded in a CDATA section or base64-encoded. 
Contains the following attribute:

encoding
	string


	encoding
	A
	NM/TM
	0..1
	This attribute signals the way the Session Description has been embedded:

· It SHALL NOT be present when the Session Description is embedded into a CDATA section.

· It SHALL be present and set to “base64” in case the Session Description is base64-encoded.
	

	SDPRef
	E4
	NM/TM
	0..1
	Reference to a Session Description in SDP format [RFC 4566]

Contains the following attributes:

uri

idRef

If both ‘uri’ and ‘idRef’ are present, the referenced Session Description information SHALL be identical.
	

	…
	…
	…
	…
	…
	…

	UnicastServiceDelivery
	E2
	NM/
TM
	0..N
	This element indicates which server and/or protocol is used for delivery of service over Interaction Channel.

Contains the following attribute:

type

Contains the following elements:

AccessServerURL
SessionDescription

ServiceAccessNotificationURL
	

	type
	A
	NM/
TM
	1
	Specifies transport mechanism that is used for this access.

0 - HTTP

1 - WAP 1.0

2- WAP 2.x

3- Generic RTSP to initialize RTP delivery

4- RTSP to initialize RTP delivery as per 3GPP-PSS (3GPP packet-switched streaming service)

5- RTSP to initialize RTP delivery as per 3GPP2-MSS (3GPP2 multimedia streaming services)

6 - FLUTE over Unicast
7-127 Reserved for future use

128-255 Reserved for proprietary use
Note: Specification or negotiation of ports used for unicast service delivery is handled by the used unicast distribution mechanisms. For example, RTSP and PSS based systems (values 3 and 4) do port negotiation within the RTSP signalling exchange.
	unsignedByte

	AccessServerURL
	E3
	NM/
TM
	1..N
	Server URL from which the terminal can receive the service via the Interaction Network as specified in section 5.5 and 6.7 of [BCAST10-Distribution].

For example, AccessServerURL can be an HTTP URL pointing to downloadable content, or an RTSP URL pointing to a streaming server for starting a streaming session. 
	anyURI

	SessionDescription
	E3
	NM/
TM
	1
	Reference to or inline copy of a Session Description information associated with this ‘Access’ fragment that the media application in the terminal uses to access the service.

Note: a referenced ‘SessionDescription’ fragment may be delivered in two ways: via broadcast or via fetch over interaction channel. 

In the case of fetch over interaction channel, the ‘SessionDescription’ fragment can be acquired by accessing the URI (given as attribute of the different Session Description reference elements). 
Contains the following elements:

SDP

SDPRef

USBDRef
ADPRef

The presence of elements ‘SDP’ and ‘SDPRef’ are mutually exclusive.
	

	SDP
	E4
	NM/
TM
	0..1
	An inlined Session Description in SDP format [RFC 4566] that SHALL either be embedded in a CDATA section or base64-encoded.
Contains the following attribute:

encoding

	string


	encoding
	A
	NM/TM
	0..1
	This attribute signals the way the Session Description has been embedded:

· It SHALL NOT be present when the Session Description is embedded into a CDATA section.

· It SHALL be present and set to “base64” in case the Session Description is base64-encoded.
	

	SDPRef
	E4
	NM/
TM
	0..1
	Reference to a Session Description in SDP format [RFC 4566]

Contains the following attributes:

uri

idRef
If both ‘uri’ and ‘idRef’ are present, the referenced Session Description information SHALL be identical.
	

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing SDP information.This URI is used for interactive retrieval.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ‘SessionDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	…
	…
	…
	…
	…
	…

	<proprietary elements>
	E2
	NO/TO
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


Change 2:  <Text> and <SMIL> elements in PreviewData fragments
5.1.2.9 PreviewData
[…]
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	PreviewData
	E
	
	
	‘PreviewData’ fragment.

Contains the following attributes:

id
version
validFrom
validTo

Contains the following elements:

SMIL

Video

Audio

Picture
Text

AccessReference

PrivateExt
	

	id
	A
	NM/
TM
	1
	ID of the ‘PreviewData’ fragment. The the value of this attribute SHALL be globally unique.

This ID can be used by other fragments so as to link different service descriptions, purchase information, etc. to the PreviewData.
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the ‘validFrom’ attribute, or as soon as it has been received if no ‘validFrom’ attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt

	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt

	SMIL
	E1
	NM/
TM
	0..1
	Embedded SMIL to define and synchronize the multimedia components (video, audio, picture, text) of the preview data. This SMIL instance SHALL be well-formed. 
The content of the ‘SMIL’ element SHALL either be embedded in a CDATA section or base64-encoded.

SMIL (Synchronized Multimedia Integration Language) is a language that allows authors to be able to easily define and synchronize multimedia elements (video, sound, still images) for Web-like presentation and interaction. 

Contains the following attributes:

type
encoding

	String


	type
	A
	NM/
TM
	0..1
	The type of SMIL profile associated with this PreviewData.

0: 3GPP PSS SMIL Profile [3GPP TS 26.246]

1: 3GPP2 MSS SMIL Profile [3GPP2 C.S0050]
2 - 127: reserved for future use

128 - 255: reserved for proprietary use

If this attribute is not present, the SMIL profile is unspecified.
	unsignedByte

	encoding
	A
	NM/TM
	0..1
	This attribute signals the way the SMIL data have been embedded:

· It SHALL NOT be present when the SMIL data are embedded into a CDATA section.

· It SHALL be present and set to “base64” in case the SMIL data are base64-encoded.
	

	Video
	E1
	NM/
TM
	0..1
	Video defines how to obtain an audio/video trailer clip which can enable the user to preview the service or content.
Contains the following elements:
VideoURI
MIMEType

AlternativeText
AlternativePicture
	

	VideoURI
	E2
	NM/
TM
	1
	The URI referencing the video clip.
	anyURI

	MIMEType
	E2
	NM/
TM
	0..1
	MIME Media type of the video clip.
Contains the following attribute:

Codec
	string

	codec
	A
	NO/
TM
	0..1
	The codec parameters for the associated MIME Media type. If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. One example of the parameters defined for video/3GPP, video/3GPP2 is specified in [RFC4281].
	string



	AlternativeText
	E2
	NM/
TM
	0..N
	Alternative Text to be displayed if the video clip is not available. Possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.

The same schema of element ’Text‘ is used for ’AlternativeText’.


	

	AlternativePicture
	E2
	NO/
TM
	0..1
	Alternative Picture to be displayed if the video clip is not available. AlternativePicture can be PictureData or URI reference of the Picture.

The same schema of element ‘Picture’ is used for ‘AlternativePicture’
	

	Audio
	E1
	NM/
TM
	0..1
	Audio defines how to obtain an audio clip which can enable the user to preview the service or content.
Contains the following elements:
AudioURI

MIMEType
AlternativeText
AlternativePicture
	

	AudioURI
	E2
	NM/
TM
	1
	The URI referencing the audio clip.
	anyURI

	MIMEType
	E2
	NM/
TM
	0..1
	MIME Media type of the audio clip.
Contains the following attribute:

Codec
	string

	codec
	A
	NO/
TM
	0..1
	The codec parameters for the associated MIME Media type. If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. One example of the parameters defined for audio/3GPP, audio/3GPP2 is specified in [RFC4281].
	string

	AlternativeText
	E2
	NM/
TM
	0..N
	Alternative Text to be displayed if the audio clip is not available. Possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.

The same schema of element ’Text‘ is used for ’AlternativeText’.
	

	AlternativePicture
	E2
	NO/
TM
	0..1
	Alternative Picture to be displayed if the audio clip is not available. AlternativePicture can be PictureData or URI reference of the Picture.

The same schema of element ‘Picture‘ is used for ’AlternativePicture’.
	

	Picture
	E1
	NM/
TM
	0..1
	Picture defines how to obtain a picture which can enable the user to preview the service or content, or represents the service or content with an icon, a logo, etc. The associated picture can be represented with binary data embedded in the ‘PreviewData’ fragment or be referenced by URI
Contains the following elements:
PictureURI
PictureData

MIMEType

AlternativeText
	

	PictureURI
	E2
	NM/
TM
	0..1
	The URI referencing the picture.
Either PictureURI or PictureData MUST be used if Picture element is present.
	anyURI

	PictureData
	E2
	NM/
TM
	0..1
	The binary data of the picture, encoded in Base64 to allow embedding into XML.

Either PictureURI or PictureData MUST be used if Picture element is present.
	base64Binary

	MIMEType
	E2
	NM/
TM
	0..1
	MIME Media type of the picture.
	string

	AlternativeText
	E2
	NM/
TM
	0..N
	Alternative Text to be displayed if the picture is not available. Possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.

The same schema of element ’Text‘ is used for ‘AlternativeText’.
	

	Text
	E1
	NM/
TM
	0..N
	Text represents textual preview of the service or content. For example, the contents of this element can be a title sentence, or brief description of service or content for preview purposes. Possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.

Text format attributes (e.g. font, size and colour) are defined by HTML version 4.01.  
The content of the ‘Text’ element SHALL either be embedded in a CDATA section or base64-encoded.

This element SHALL NOT override the value of element ‘Name’ in ‘Service’ or ‘Content’ fragment.
Contains the following attribute:


encoding
	String

	encoding
	A
	NM/TM
	0..1
	This attribute signals the way the HTML data have been embedded:

· It SHALL NOT be present when the HTML data are embedded into a CDATA section.

· It SHALL be present and set to “base64” in case the HTML data are base64-encoded.
	

	AccessReference
	E1
	NM/
TM
	0..1
	ID of the ‘Access’ fragment that specifies the delivery of the associated preview data via broadcast channel, during a file distribution session or stream distribution session

Contains the following attributes:

idRef

usage
	

	idRef
	A
	NM/
TM
	1
	Identification of the ‘Access’ fragment which this ‘PreviewData’ fragment is associated with.


	anyURI

	usage
	A
	NM/

TM
	1
	Usage of the ‘Access’ fragment identified by ‘AccessReference’ element. Allowed value:

0. Indicates that the preview data files referenced by VideoURI, AudioURI or PictureURI should be accessed from a file distribution session, whose distribution scheduling is signaled by Session Description embedded in or referenced by the ‘Access’ fragment

1. Indicates that the preview data stream should be accessed from a stream distribution session, whose distribution scheduling is signaled by Session Description embedded in or referenced by the ‘Access’ fragment.

2-127. reserved for future use

128 -255. reserved for proprietary use


	unsignedByte

	PrivateExt 
	E1 
	NO/
TO
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	NO/
TO
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
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