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1 Reason for Change

Based on different use cases where the terminal retrieves its SG over the interactive channel, we propose: 

· to add the possibility to have proper filtering of associated fragments to given globalServiceID or globalContentID 

· to allow the possibility to use a wild card value for each terminal request, so that the terminal doesn't have to explicitly request for e.g. a very huge list of fragment identifiers

Description of the proposal: 

When a terminal wants to track updates in the SG, delivered over the interactive channel, a possible terminal behaviour is to compare the set of fragments (their id and version) that are signalled over the SGDDs returned by the network with the list of fragments (+id and version) that is cached in the terminal. Then the terminal can request the specific fragments of interest.

 This can apply in particular when a terminal, first of all, tries to detect changes in the list of service fragments. 

A way to proceed is to ask for:

- SGDDs that match the (key="fragmentType", value="service") pair (using the key="type" and value="sgdd"), that is possible thanks to the following sentence in the accepted CR 808

· "When the terminal makes a specific request for SG fragments (section 5.4.3.4) but requests the result as SGDDs, the network SHALL interpret this as a request to return all currently valid and matching SGDDs associated with the requested SG fragments."

· Then the terminal can request for new signalled service fragments (or modified service fragments) by their id (using "fragmentID" as the key and the attribute ‘id’ of the requested fragment as the value). 

For new service fragments, the terminal can then request the fragments associated to this particular service fragments, as specified in section 5.4.3.4 using the key=globalServiceID. 

If the terminal wants to retrieve the access fragments that are directly linked to a particular service fragment (or to a particular set of service fragments), which is likely to occur often when the terminal starts up, no direct request is specified by the current specification: 

· the available requests that aim at querying for the associated fragments to the given service may lead to answers that comprise also access fragments to e.g. InteractivityData linked to the actual service.

· the available requests that aim at querying for a consistent set linked to "fragmentType = access" cannot be filtered to retrieve only access to a given service fragment (or set of service fragments)

We propose to add a new key="function" that proposes to subset the associated fragments to given services or contents.

value = access 

When this key value applies to associated fragments to a given service, it selects the Access fragments that reference directly to the service and the Schedule fragments that reference to this particular service but don't reference to contents, with their related access fragments.

When this key value applies to associated fragments to a given content, its role is to select only the Access fragments that reference to Schedule fragments that reference directly this particular content

value = purchase 

When this key value applies to associated fragments to a given service, it selects only the provisioning information (‘PurchaseItem’ and related ‘PurchaseData’ fragments) related to the respective ‘service' i.e. the PurchaseItem fragments that reference directly to the given service and the list of PurchaseData fragments that reference to these PurchaseItem fragments.

When this key value applies to associated fragments to a given content, it selects only the provisioning information (‘PurchaseItem’ and related ‘PurchaseData’ fragments) related to the respective ‘content' i.e. the PurchaseItem fragments that reference directly the given content and the list of PurchaseData fragments that reference these PurchaseItem fragments.

value = interactivity

When this key value applies to associated fragments to a given service, it selects only the InteractivityData fragments that reference directly to the respective ‘Service’ fragment, and the fragments describing access and schedule information related to the respective ‘InteractivityData’ fragments.

When this key value applies to associated fragments to a given content, it selects only the InteractivityData fragments that reference directly to the respective ‘content’ fragment and to the related schedule fragment(s), and the fragments describing access and schedule information related to the respective ‘InteractivityData’ fragments.

value = preview 

When this key value applies to associated fragments to a given service, it selects only the PreviewData fragments that are directly referenced to by the respective ‘Service’ fragment, and the fragments describing access and schedule information related to these PreviewData fragments.

When this key value applies to associated fragments to a given content, it selects only the PreviewData fragments that are directly referenced to by the respective ‘Content’ fragment, and the fragments describing access and schedule information related to these PreviewData fragments.

The following tables summarizes the key=Function role.

	
	Associated fragments without function key filtering
	Function key= access filtering
	Function key= purchase filtering
	Function key= interactivity filtering

	Function key= preview filtering

	Content all=false
	Schedule (+ related access) linked to contents
	NA
	NA
	NA
	NA

	Content all=true
	Schedule (+ related access) linked to contents

Provisioning information linked to content

Preview linked to content

Interactivity linked to content or related schedule
	Schedule (+ related access) linked to contents


	Provisioning information linked to content


	Interactivity linked to content or related schedule
	Preview linked to content



	Service all=false
	Contents, preview to content fragments

Interactivity fragments linked  to services
	NA
	NA
	Interactivity fragments linked to services
	NA

	Service all=true
	Access, schedule (+ related access) linked to service

Provisioning information linked to service

Preview linked to service

Interactivity linked to service

Contents and all fragments related to contents
	Access, schedule (+ related access) linked to service


	Provisioning information linked to service


	Interactivity linked to service


	Preview linked to service




Another issue is that, for monitoring changes or updates of access fragments linked to a given list of services, the terminal can request:

SGDDs that match the (key="globalServiceID", value="service1", key="globalServiceID, value="service2", etc), (key="all" value="true"), (key="function", value ="access"), prefixed by the (key="type" and value="sgdd") pairs. 

We see that this request may be huge if we have to identify a large list of globalService ID. We propose to use the "*" as a wild card symbol to indicate all the possible values. 

Thanks to these filtering tools, terminals are able to retrieve selectively the access to services/contents, the purchase to services/contents, etc…These tools give the terminals the possibility to build the ESG step by step: for example retrieving first the services list and related accesses, then the contents/interactivity associated to services of interest, etc…

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into the affected TS.
6 Detailed Change Proposal (input is the accepted CR 768 R03)
5.4.3.4    Requests for specific Service Guide fragments
If the terminal supports requests for specific Service Guide fragments, the terminal SHALL request specific Service Guide fragments over the Interaction Channel as follows:

· When terminal requests individual Service Guide fragments by their identifiers, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pair, using "fragmentID" as the key and the attribute ‘id’ of the requested fragment as the value. 

· When terminal requests Service Guide fragments associated to an SGDD, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pair, using "sgddID" as the key and the attribute ‘id’ of the SGDD as the value. 

· When terminal requests Service Guide fragments with criteria other than the fragment identifier or SGDD identifier, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pairs, using <key> as the key representing the criteria and the <value> as the value from the domain of the criteria. These key-value pairs SHALL be delimited by a ‘&’. If several key-value pairs are given, they are combined as follows:

· If there are several key-value pairs having the key “serviceType”, these are combined using AND logic, i.e. the expected reply are Service Guide fragments that satisfy all given criteria.

· If there are several key-value pairs having the key “genre”, these are combined using AND logic, i.e. the expected reply are Service Guide fragments that satisfy all given criteria.

· Otherwise, key-value pairs having the same key are combined using OR logic, i.e. the expected reply are Service Guide fragments that satisfy at least one of the given criteria. The group of OR-combined keys is in the next step below treated as one entity.

· Key-value pairs (or groups of pairs having the same key) having different keys are combined using AND logic, i.e. the expected reply are Service Guide fragments that satisfy all given criteria.

· The response to a terminal request containing key-value pairs specifying the set of fragments the terminal expects to receive SHOULD contain all the fragments matching the given criteria and MAY include in addition fragments that do not match the given criteria. If the terminal request does not contain any key-value pairs having the keys “validFrom” or “validTo”, then the response SHALL contain only fragments that are currently valid.

· Furthermore, terminal and server SHALL support the following assignments for the <key> and <value> fields:

· <key>
: 
“globalServiceID” 
<value>
: 
Attribute ‘globalServiceID’ used within ‘Service’ fragment 
Meaning
: 
Terminal requests ‘Service’ fragments having ‘globalServiceID’ equal to <value> and 
Service Guide fragments associated with ‘Service’ fragments having ‘globalServiceID’ equal to 
<value>.

· <key>
: 
“globalContentID” 
<value>
: 
Attribute ‘globalContentID’ used within ‘Content’ fragment 
Meaning
: 
Terminal requests ’Content’ fragments having ‘globalContentID’ equal to <value> and 
Service Guide fragments associated with ‘Content’ fragments having ‘globalContentID’ equal 
to <value>.

· <key>
: 
“validFrom”
<value>
: 
Attribute ‘validFrom’ used within Service Guide fragments
Meaning
: 
Terminal requests Service Guide fragments whose attribute ‘validFrom’ is greater or equal to the 

<value>.

· <key>
: 
“validTo”
<value>
: 
Attribute ‘validTo’ used within Service Guide fragments 
Meaning
: 
Terminal requests Service Guide fragments whose attribute ‘validTo’ is less or equal to the 

<value>.

· <key>
: 
“serviceType”
<value>
: 
Attribute ‘serviceType’ used within ‘Service’ fragment
Meaning
: 
Terminal requests ‘Service’ fragments having ‘serviceType’ equal to <value> and Service 
Guide fragments associated with ‘Service’ fragments having ‘serviceType’ equal to <value>.

· <key>
: 
“genre”
<value>
: 
Element ‘genre’ used within Service Guide fragments
Meaning
: 
Terminal requests Service Guide fragments having element ‘genre’ equal to <value> and

Service Guide fragments associated with fragments having element ‘genre’ equal to <value>.

· <key>
: 
“fragmentEncoding”
<value>
: 
Possible values listed in Table 3 under ‘fragmentEncoding’.
Meaning
: 
Terminal requests Service Guide fragments that are encoded with encoding scheme defined 

by <value>.

· <key>
: 
“fragmentType”
<value>
: 
Possible values listed in Table 3 under ‘fragmentType’.
Meaning
: 
Terminal requests Service Guide fragments of that are of type <value>.

· <key>
: 
“all” 
<value>
: 
“true”
Meaning
: 
Terminal requests all available Service Guide fragments.

· <key>
: 
“consistent” 
<value>
: 
“true”
Meaning
: 
Terminal requests consistent set of Service Guide fragments.

· <key>
: 
“bsms” 
<value>
: 
Value of element ‘BSMSelector’ used within SGDD. The value is given as the following 

structure:



If ‘type’ equals “1”: 


“1+”<mobileCountryCode>”+”< mobileNetworkCode>”+”<networkSubsetCode>”+”


<networkSubsetCodeRangeStart>”+”< networkSubsetCodeRangeEnd >”+”


<serviceProviderCode>”+”<corporateCode>”



If ‘type’ equals “2”: 


“2+”<nonSmartCardCode> 

Meaning
: 
Terminal requests Service Guide fragments filtered with ‘BSMSelector’, whose value equals     to <value>.

Note
: 
This <key> SHOULD always be used when requesting Service Guide fragments with a key other than “fragmentID” or “sgddID”.

· <key>
: 
“modified-since” 
<value>
: 
NTP time
Meaning
: 
Terminal requests a set of fragments modified since the specified point in time.

· <key>
: 
“BroadcastAccess” 
<value>
: 
Attribute ‘Type’ under element ‘BDSType’ in Access fregment
Meaning
: 
Terminal requests Service Guide fragments receivable over the specified Broadcast access

· <key>
: 
“UnicastAccess” 
<value>
: 
Attribute ‘type’ under element ‘UnicastServiceDelivery’ in Access fregment
Meaning
: 
Terminal requests Service Guide fragments receivable over the specified Unicast access

· <key>
     :   “function”
<value>      :    “access" 
Meaning     :      When this key value applies to associated fragments to a given service, it selects the Access fragments that reference directly to the service and the Schedule fragments that reference to this particular service but don't reference to contents, with their related access fragments. When this key value applies to associated fragments to a given content, its role is to select only the schedule fragments and (related access) that reference directly to this particular content

<value>       :     “purchase” 

Meaning      :      When this key value applies to associated fragments to a given service, it selects only the provisioning information (‘PurchaseItem’ and related ‘PurchaseData’ fragments) related to the respective service i.e. the ‘PurchaseItem’ fragments that reference directly to the given service and the list of ‘PurchaseData’ fragments that reference to these ‘PurchaseItem’ fragments. When this key value applies to associated fragments to a given content, it selects only the provisioning information (‘PurchaseItem’ and related ‘PurchaseData’ fragments) related to the respective ‘content' i.e. the ‘PurchaseItem’ fragments that reference directly the given  ‘Content’ fragment and the list of ‘PurchaseData’ fragments that reference these ‘PurchaseItem’ fragments.

<value>      :    “interactivity”
Meaning     :      When this key value applies to associated fragments to a given service, it selects only the ‘InteractivityData’ fragments that reference directly to the respective ‘Service’ fragment, and the fragments describing access and schedule information related to the respective ‘InteractivityData’ fragments.

When this key value applies to associated fragments to a given content, it selects only  the ‘ InteractivityData’ fragments that reference directly to the respective ‘Content’ fragment and to the related ‘Schedule’ fragment(s), and the fragments describing access and schedule information related to the respective ‘InteractivityData’ fragments.

<value>      :     “preview” 

Meaning     :      When this key value applies to associated fragments to a given service, it selects only the ‘PreviewData’ fragments that are directly referenced to by the respective ‘Service’ fragment, and the fragments describing access and schedule information related to these ‘PreviewData’ fragments.

When this key value applies to associated fragments to a given content, it selects only the ‘PreviewData’ fragments that are directly referenced to by the respective ‘Content’ fragment, and the fragments describing access and schedule information related to these PreviewData fragments.

The following tables summarizes the <key> “function “ role:
	
	Associated fragments without function key filtering
	function = access filtering
	function = purchase filtering
	function = interactivity filtering

	function = preview  filtering


	Content all=false
	Schedule (+ related access) linked to contents
	NA
	NA
	NA
	NA

	Content all=true
	Schedule (+ related access) linked to contents

Provisioning information linked to content

Preview linked to content

Interactivity linked to content or related schedule
	Schedule (+ related access) linked to contents


	Provisioning information linked to content


	Interactivity linked to content or related schedule
	Preview linked to content



	Service all=false
	Contents, preview to content fragments

Interactivity fragments linked  to services
	NA
	NA
	Interactivity fragments linked to services
	NA

	Service all=true
	Access, schedule linked to service

Provisioning information linked to service

Preview linked to service

Interactivity linked to service

Contents and all fragments related to contents
	Access, schedule (+ related access) linked to service


	Provisioning information linked to service


	Interactivity linked to service


	Preview linked to service




· The following applies for the selection of the target for the request:
· Upon the terminal requesting an individual Service Guide fragment by its identifier the terminal does this as follows: In case the terminal had acquired an SGDD that declared the fragment in question and the element ‘AlternativeAccessURL’, the ‘Request-URI’ of HTTP POST request SHALL be set to ‘AlternativeAccessURL’.

· In any other case, the ‘Request-URI’ of HTTP POST request SHALL be set to the Service Guide entry point address (URL)
· In the response the requested Service Guide fragments SHALL be encapsulated in a SGDU as defined in section 5.4.1.3. 

· If the request contained <key> “consistent” with <value> “true”, the returned set of fragments SHALL be consistent as specified in 5.4.1.5.3.

· The following applies for requests for associated fragments:

· If the request did not contain <key> “all” with <value> “true”, then:
The term “fragments associated with a ‘Content’ fragment” specifies the fragments describing schedule information related to the respective ‘Content’ fragment and related access information.

The term “fragments associated with a ‘Service’ fragment” specifies the ‘Content’ fragments referencing that ‘Service’ fragment, the fragments containing preview information (and related schedule information) related to those ‘Content’ fragments, the fragments containing interactivity information related to the respective ‘Service’ fragment, and the fragments describing access and schedule information related to the respective ‘InteractivityData’ fragments.
· If the request contained <key> “all” with <value> “true”, then:
The term “fragments associated with a ‘Content’ fragment” specifies the fragments describing access, schedule, and provisioning information (‘PurchaseItem’ and related ‘PurchaseData’ fragments) related to the respective ‘Content’ fragment, the fragments containing preview and interactivity information related to that ‘Content’ fragment and to the related schedule fragment(s), and the fragments describing access and schedule information related to the respective ‘PreviewData’ and ‘InteractivityData’ fragments.

The term “fragments associated with a ‘Service’ fragment” specifies the fragments describing access, schedule, and provisioning information (‘PurchaseItem’ and related ‘PurchaseData’ fragments) related to the respective ‘Service’ fragment, the fragments containing preview and interactivity information related to that ‘Service’ fragment, the fragments describing access and schedule information related to the respective ‘PreviewData’ and ‘InteractivityData’ fragments, the ‘Content’ fragments referencing that ‘Service’ fragment, and all the fragments associated with those ‘Content’ fragments.

· Note that in requests for associated fragments the set of requested fragments can be confined by use of the <key> “fragmentType” and /or by the use of the <key> “function“ and /or by the use of the <key> “function“.
· Note that the use in a terminal request of the wildcard “*” as value of <key> “globalContentID” (resp. of  <key> “globalServiceID”) SHALL be understood as a request for associated fragments to all contents (resp. all services).
An example of such use may be when a terminal wants to monitor changes or updates of all the services and related access fragments. In that context, the terminal could request SGDDs that signal fragments that match the (key= “globalServiceID”, value=“*"), (key=“all”, value=“true”), (key=“function”, value = “access“).
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