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1 Reason for Change

This CR implements is a follow up to OMA-BCAST-2008-0065 and proposes a solution to allow forward compatibility of the SG request mechanism over the interaction channel.

The proposed solution builds on the proposal from Nokia to use a mechanism similar to what is done in HTTP. There, the client announces the version of the protocol it uses, and the server responds accordingly or with an error message that the protocol version is not supported.

As part of the request message, a new key is defined, ‘bcastversion’. If the server does not support the requested version, is returns an <SGResponse> with the <status> attribute set to ‘012’ (Unsupported version). In order to limit the number of round trips between the terminal and the server when the terminal tries to identify the versions supported by the server, an additional element is defined to carry this information as part of the error response. 
This CR also corrects a discrepancy regarding key support for the server regarding specific SGDD requests and aligns this with requests for specific SG fragments (i.e. the server shall support the keys). Should this rule not be enforced, the specification would need a status code for “unsupported keys”. Moreover such freedom given to servers would introduce significant interoperability problems.

2 Impact on Backward Compatibility

No impact on backward compatibility. Note that the proposed changes are critical to allow forward compatibility of the functionality.
3 Impact on Other Specifications

Not applicable.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is kindly requested to consider the proposed changes for agreement, targeting BCAST 1.0.
6 Detailed Change Proposal

Change 1:  Changes to section 5.4.3
5.4.3 Delivery over the Interaction Channel

If a terminal has access to the Interaction Channel, then it SHALL support the mechanisms for accessing the Service Guide over Interaction Channel as defined by the provisions of this section.

The following gives a brief overview on the ways of requesting Service Guide over the Interaction Channel in the light of use cases enabled:

1. Terminal can request Service Guide fragments by their identifiers. This requires that the terminal knows the identifiers of the fragments prior to request. Consequently, the terminal can use this request to update the version of the fragments it already has or to retrieve fragments declared in the Service Guide Delivery Descriptor it had acquired earlier.

2. Terminal can request Service Guide Delivery Descriptors by their identifiers. This requires that the terminal knows the identifiers of the Service Guide Delivery Descriptors prior to request. Consequently, the terminal can use this request to update the version of the Service Guide Delivery Descriptors.

3. Terminal can specify within the request whether it wants responses as SGDDs or SGDUs. This way the terminal can either get the declarations of fragments, the fragments itself or both.

4. Terminal can request Service Guide Delivery Descriptors by using the grouping criteria present in Service Guide Delivery Descriptors as request criteria. This way the terminal can request all Service Guide Delivery Descriptors fulfilling the given criteria. If the terminal also requested to have the fragments, it will receive the fragments that are available over Interaction Channel.

5. Terminal can request Service Guide fragments by using the attributes / elements present in Service Guide fragments as request criteria. This way the terminal can request all Service Guide fragments fulfilling the given criteria. If the terminal also requested to have the SGDDs, it will receive the SGDDs that declare the fragments.

6. Terminal can request Service Guide fragments and/or Service Guide Delivery Descriptors without any specific criteria or identifiers. This way terminal can request “any” view of Service Guide and let network to decide which set to provide to terminal.

7. Terminal can request all Service Guide fragments and/or Service Guide Delivery Descriptors. This way terminal can request the widest possible view to Service Guide.

In the use cases 3-7 the terminal should provide at least one BSMSelector value as a part of the query to limit the response only to SG information that is associated with the terminal’s affiliated BSM(s). 

5.4.3.1 Rules applicable to all requests and responses

When requesting either Service Guide fragments or Service Guide Delivery Descriptors over Interaction Channel, the terminal and network SHALL comply with the following rules:

· The terminal SHALL originate requests. The network SHALL respond to requests.

· The request SHALL be made using ‘POST’ method of HTTP/1.1

· The parameters associated with the request SHALL be communicated as key-value pairs following the conventions defined in section 17.13 of [HTML4.01] for submitting HTML form data by the ‘POST’ method using the "application/x-www-form-urlencoded" encoding type. More specifically, once encoded as "application/x-www-form-urlencoded", the parameters to be passed from terminal to system SHALL be communicated in the ‘message-body’ of HTTP/1.1 ‘Request’ message as defined in section 5 of [RFC 2616]. 

· Within a single request, the terminal MAY include multiple key-value pairs. As defined by [HTML4.01] these key-value pairs SHALL be delimited by an ‘&’.

· Within the request, the terminal MAY specify the requested format of response. 

· When the terminal requests only Service Guide Delivery Descriptors, the terminal SHALL send “type=sgdd” as the first key-value-pair in the request. 

· When the terminal requests only Service Guide Delivery Units, the terminal SHALL send “type=sgdu” as the first key-value-pair in the request.
· When the terminal requests Service Guide Delivery Descriptors and all Service Guide fragments declared within the Service Guide Delivery Descriptors that are available over Interaction Channel, the terminal SHALL send “type=sgdd+sgdu” as the first key-value-pair in the request.

· When the terminal makes a specific request for SGDDs (section 5.4.3.3) but requests the result as SGDUs, the server SHALL interpret this as a request to return all matching fragments associated with the SGDDs that the network would return if the network returned SGDDs as a result of the query.
· When the terminal makes a specific request for SG fragments (section 5.4.3.4) but requests the result as SGDDs, the network SHALL interpret this as a request to return all currently valid and matching SGDDs associated with the requested SG fragments. 
· Furthermore, the terminal MAY announce a specific BCAST release number under which to interpret the request, using the key ‘bcastrelease’. In such case, the server SHALL provide a response according to the requested release number or SHALL announce the requested release number is not supported.
· As of the present release of this specification, the value ‘1.0’ is defined. This is also the default value in case the ‘bcastrelease’ is omitted.
· The response to the request SHALL be HTTP/1.1 response with status ‘200 OK’. 

· The response SHALL have HTTP header field ‘Content-Type’ set to “application/octet-stream”

· The HTTP payload of response SHALL contain one instance of element “SGResponse”. See 5.4.3.1.1 for the definition of element “SGResponse”.

· The element “SGResponse” carries the status code associated with the response.

· If Service Guide Delivery Descriptors are returned with the response, those SHALL be carried within the element “SGResponse”.
· In case the ‘status’ attribute of the element “SGResponse” holds value ‘012’, the terminal MAY choose to ignore the response and issue a Service Guide request in accordance to a BCAST release supported by the server, regardless of whether the response includes one or more SGDD and/or an SGDU.
· In the HTTP payload, the XML root closing tag of the element “SGResponse” MAY be immediately followed by one Service Guide Delivery Unit. If Service Guide fragments are returned with the response, those SHALL be encapsulated in that Service Guide Delivery Unit.

5.4.3.1.1 Definition of element “SGResponse”

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	SGResponse
	E
	
	
	Delivers the status of response to interactive Service Guide request. Also contains Service Guide Delivery Descriptors associated with the response.

Contains the following attribute:

status

Contains the following elements:

ServiceGuideDeliveryDescriptor

PrivateExt
	

	status
	A
	M
	1
	Declares status of the interactive Service Guide delivery response using ‘GlobalStatusCode’ defined in the section 5.1.4 of [BCAST10-Services]. The following status codes SHALL NOT be used:

001-006, 009-011, 013-016, 019, 022, 024-027
	unsigned
Byte

	SupportedVersion
	E1
	M
	0..N
	This element is used in case the server responds with a ‘GlobalStatusCode’ of value ‘012’ (unsupported version) to signal the BCAST release numbers supported by the server.
If this element is not instantiated while the server responds with a ‘GlobalStatusCode’ of value ‘012’, the terminal SHALL assume ‘1.0’ is the supported release number.
	string

	ServiceGuideDeliveryDescriptor
	E1
	O
	0..N
	Service Guide Delivery Descriptor. See section 5.4.1.5.2.
	complexType

	PrivateExt 
	E1 
	O
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


5.4.3.2 Unspecific request for retrieving service guide over Interaction Channel

If the terminal supports unspecific request for retrieving service guide over Interaction Channel, the terminal SHALL request Service Guide fragments and Service Guide Delivery Descriptors over the Interaction Channel as follows:

· When terminal requests Service Provider’s default view to Service Guide, the ‘message-body’ of HTTP/1.1 request message SHALL contain no data.

· The ‘Request-URI’ of HTTP POST request SHALL be set to the Service Guide entry point address (URL).

· The response of the request MAY contain Service Guide Delivery Descriptors, Service Guide fragments or both.

When the response contains Service Guide fragments, the returned set of fragments SHALL be consistent as specified in 5.4.1.5.3. 

5.4.3.3 Requests for specific Service Guide Delivery Descriptors

If the terminal supports requests for specific Service Guide Delivery Descriptors, the terminal SHALL request specific Service Guide Delivery Descriptors over the Interaction Channel as follows:

· When terminal requests individual Service Guide Delivery Descriptors by their identifiers, the ‘message-body’ of HTTP/1.1 request message SHALL contain one or several key-value pairs, using "sgddID" as the key and the attribute ‘id’ of the requested SGDD as the value. The network SHALL interpret this as a request to get the newest version of the requested SGDD.
· When terminal requests Service Guide Delivery Descriptors with criteria other than SGDD identifier, the ‘message-body’ of HTTP/1.1 request message SHALL contain one or several key-value pairs, using <key> as the key representing the criteria and the <value> as the value from the domain of the criteria. If several key-value pairs are given, they are combined as follows

· key-value pairs having the same key are combined using OR logic, i.e. the expected reply are Service Guide Delivery Descriptors that satisfy at least one of the given criteria. The group of OR-combined keys is in the next step below treated as one entity.

· Key-value pairs (or groups of pairs having the same key) having different keys are combined using AND logic, i.e. the expected reply are Service Guide Delivery Descriptors that satisfy all given criteria. 

· Furthermore, terminal and server SHALL support the following assignments for the <key> and <value> fields:

· <key>
: 
“tgc-start” 
<value>
: 
Attribute ‘startTime’ associated with element ‘TimeGroupingCriteria’ used within SGDD
Meaning
: 
Terminal requests SGDD grouped with ‘TimeGroupingCriteria’, whose ‘startTime’ equals 

to <value>.
Note
:
This <key> SHALL be used if and only if <key> “tgc-end” is used.


If this <key> is present, only one instance of this <key> SHALL be present.

· <key>
: 
“tgc-end” 
<value>
: 
Attribute ‘endTime’ associated with element ‘TimeGroupingCriteria’ used within SGDD
Meaning
: 
Terminal requests SGDD grouped with ‘TimeGroupingCriteria’, whose ‘endTime’ equals 

to <value>.
Note
:
This <key> SHALL be used if and only if <key> “tgc-start” is used.


If this <key> is present, only one instance of this <key> SHALL be present.

· <key>
: 
“ggc” 
<value>
: 
Value of element ‘GenreGroupingCriteria’ used within SGDD.
Meaning
: 
Terminal requests SGDD grouped with ‘GenreGroupingCriteria’, whose value equals 

to <value>.

· <key>
: 
“srvc” 
<value>
: 
Value of element ‘ServiceCriteria’ used within SGDD.
Meaning
: 
Terminal requests SGDD grouped with ‘ServiceCriteria’, whose value equals to <value>.

· <key>
: 
“bsms” 
<value>
: 
Value of element ‘BSMSelector’ used within SGDD. The value is given as a string having the following 

syntax:



If the‘type’ attribute of the ‘BSMSelector’ element in question equals “1”: 


1 ; <mobileCountryCode> ;  < mobileNetworkCode> ; <networkSubsetCode> ;


<networkSubsetCodeRangeStart> ; < networkSubsetCodeRangeEnd > ;


<serviceProviderCode> ; <corporateCode> ; <serviceProviderName> 


If the ‘type’  attribute of the ‘BSMSelector’ element in questionequals to “2”: 


2 ; <nonSmartCardCode> 
Individual values of the attributes (mobileCountryCode. mobileNetworkCode, etc.) SHALL be separated by single semicolons. A value of an attribute SHALL be encoded using digits and each attribute SHALL be immediately preceded and followed by a semicolon ‘;’ except the last attribute of the key which SHALL not be followed by a semicolon. Empty value is such that does not have any digits between the preceding and following semicolons. Empty value of an attribute SHALL be interpreted by Terminal as unrestricted.

The key SHALL begin with either digit one or digit two immediately followed by a semicolon. The individual attributes SHALL be ordered as listed above each attribute always being present in the key.

Meaning
: 
Terminal requests SGDD grouped with ‘BSMSelector’, whose value equals to <value>.

          Note
: 
This <key> SHOULD always be used when requesting SGDD(s) with a key other than “sgddID”.

· <key>
: 
“complete” 
<value>
: 
“true”
Meaning
: 
Terminal requests a complete set of SGDDs. 

Note
: 
This key SHOULD NOT be combined with criteria i.e. keys, restricting the set of SGDDs.

· <key>
: 
“user” 
<value>
: 
User id. 
Meaning
: 
Terminal requests a set of SGDDs personalized to the user associated with user 


identification of <value>.

· The ‘Request-URI’ of HTTP POST request SHALL be set to the Service Guide entry point address (URL).

· The response of the request MAY contain Service Guide Delivery Descriptors, Service Guide fragments or both.













NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

