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1 Reason for Change

This CR addresses the issue that the spec text regarding Service Completion and LTKM Renewal Completion in section 5.1.5 of TS Services is ambiguous. These messages are marked MANDATORY in the overview table but the spec text uses a “MAY”. It is proposed to harmonize the table with the spec text. This also aligns the status with the recent agreed changes regarding the Service completion message in the smartcard profile (CR 188).

Further, the pattern in agreed CR188R02 should also have been applied to the LTKM Renewal Completion of the Smartcard Profile. This is done by this CR.

R01: Made Service Completion and LTKM Renewal Completion messages mandatory to support for the BSP-M. This guarantees that the messages are processed correctly by the server if the terminal chooses to send them. Aligned with latest TS Services.
2 Impact on Backward Compatibility

-
3 Impact on Other Specifications

-
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

BCAST working group is asked to agree this CR.
6 Detailed Change Proposal

Change 1:  Fixing the overview table of General Service Provisioning Messages for DRM Profile
5.1 Service Provisioning

BCAST Terminal SHALL support Service Provisioning messages if it supports the interaction channel and if it supports service and/or content protection as defined in [BCAST10-ServContProt]. This section specifies the messages used in Service Provisioning function over interface SPR-7, between Broadcast Service Provisioning Client (BSP-C) in the Terminal and Broadcast Service Provisioning Management (BSP-M) in the BSM. The Service Provisioning function supports the following operations:
· Requesting pricing information related to PurchaseItem declared in Service Guide 


· Requesting / subscribing to service related to a PurchaseItem


· Renewing LTKMs related to already requested PurchaseItem


· Requesting /subscribing to a service that was already purchased (e.g. via out of band means)


· Cancelling a subscription related to already requested PurchaseItem


· Requesting a token or LTKM


· Inquiring the status of an account


· Subscription and unsubscription to user-specific notifications


To archive the above operations, the Service Provisioning function works with Service Guide function, Service Protection function, and Content Protection function. The linkage to Service Guide is through the use of PurchaseItem fragment which provides the identifiers (PurchaseItemID) used in the messages of Service Provisioning function. The linkage to Service and Content Protection function is through service request and subscription management messages, which requires the functionality of Service Protection Function and Content Protection Function. 
This section has two sub-sections, one for BCAST general Service Provisioning message and one for Service Provisioning message based on   Smartcard profile. BCAST General Provisioning messages supports the various kinds of Service Protection Function and Content Protection Function with the sub-elements and  Smartcard service provisioning message are specified for Terminal supporting  Smartcard profile.

The following two tables specify under which conditions each message is mandatory or optional to support for the general Service Provisioning message and  Smartcard Service Provisioning message respectively.


	Message
	Section
	Broadcast Service Provisioning Client (BSP-C)
	Broadcast Service Provisioning Management(BSP-M)

	Pricing Information Request
	5.1.5.1.1
	OPTIONAL
	OPTIONAL

	Pricing Information Response
	5.1.5.1.2
	MANDATORY
	MANDATORY

	Service Request
	5.1.5.2.1
	MANDATORY
	MANDATORY

	Service Response
	5.1.5.2.2
	MANDATORY
	MANDATORY

	Service Completion
	5.1.5.2.3
	OPTIONAL
	MANDATORY

	LTKM Renewal Request
	5.1.5.3.1
	MANDATORY
	MANDATORY

	LTKM Renewal Response
	5.1.5.3.2
	MANDATORY
	MANDATORY

	LTKM Renewal Completion
	5.1.5.3.3
	OPTIONAL
	MANDATORY

	Unsubscribe Request
	5.1.5.4.1
	MANDATORY
	MANDATORY

	Unsubscribe Response
	5.1.5.4.2
	MANDATORY
	MANDATORY

	Token Purchase Request
	5.1.5.5.1
	OPTIONAL
	OPTIONAL

	Token Purchase Response
	5.1.5.5.2
	OPTIONAL
	OPTIONAL

	Token Purchase Completion
	5.1.5.5.3
	OPTIONAL
	OPTIONAL

	Account Inquiry Request
	5.1.5.6.1
	MANDATORY
	MANDATORY

	Account Inquiry Response
	5.1.5.6.2
	MANDATORY
	MANDATORY


Table 2: Summary General Service Provisioning messages 
Change 2:  Fixing the overview table of General Service Provisioning Messages for SC Profile

	Message
	Section
	Broadcast Service Provisioning Client (BSP-C)
	Broadcast Service Provisioning Management(BSP-M)

	Pricing Information Request
	5.1.6.1.1
	OPTIONAL
	OPTIONAL

	Pricing Information Response
	5.1.6.1.2
	MANDATORY
	MANDATORY

	Service Request
	5.1.6.2.1
	MANDATORY
	MANDATORY

	Service Response
	5.1.6.2.1
	MANDATORY
	MANDATORY

	
	
	
	


	LTKM Renewal Request
	5.1.6.3
	MANDATORY
	MANDATORY

	LTKM Renewal Response
	5.1.6.3
	MANDATORY
	MANDATORY

	
	
	
	

	Unsubscribe Request
	5.1.6.4.1
	MANDATORY
	MANDATORY

	Unsubscribe Response
	5.1.6.4.1
	MANDATORY
	MANDATORY

	Token Request
	5.1.6.5.1
	MANDATORY 
	MANDATORY 

	Token Response
	5.1.6.5.1
	MANDATORY 
	MANDATORY

	Account Inquiry Request
	5.1.6.6.1
	MANDATORY
	MANDATORY

	Account Inquiry Response
	5.1.6.6.2
	MANDATORY
	MANDATORY

	Registration Procedure
	5.1.6.7
	MANDATORY
	MANDATORY

	LTKM Request Procedure
	5.1.6.8
	MANDATORY
	MANDATORY

	Deregistration Procedure
	5.1.6.9
	MANDATORY
	MANDATORY


Table 3: Summary Smartcard Service Provisioning messages 
Change 3:  FYI: Spec text of Service Completion (no change here)

5.1.5.2.3 Service Completion (DRM Profile only)
This message MAY be sent by a terminal after it has received a Service Response Message and retrieved all LTKMs. The network SHALL reply with a HTTP 200 OK response message when this message is received.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	ServiceCompletion
	E
	
	
	Service Completion Message 
Message.

Contains the following attribute:

   requestID

Contains the following element:

   LTKMessageID
	

	requestID
	A
	O
	0..1
	Identifier for the corresponding Service request message.
	unsignedInt

	LTK MessageID
	E1
	M
	1..N
	A list containing the IDs of one or more LTKMs received by the device. 
This is the RO ID .
	string


Table 9: Structure of Service Completion in General Service Provisioning Message 

Change 4:  Align the text of LTKMRenewalCompletion with ServiceCompletion 

5.1.5.3.3 LTKM Renewal Completion
This message MAY be sent by the terminal to the BSM as an acknowledgment of the terminal’s receipt of the LTKM Renewal Response and subsequent retrieval of all related LTKMs. The network SHALL reply with a HTTP 200 OK response message when this message is received.
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	LTKMRenewalCompletion
	E
	
	
	Long-Term Key Message Renewal Completion Message

Contains the following attributes:

   requestID

Contains the following elements:

   LongTermKeyID
	

	requestID
	A
	O
	0..1
	Identifier for the corresponding LTKM request message.
	unsignedInt

	LongTermKeyID
	E1
	M
	1..N
	A list containing the IDs of one or more Long-Term Key Messages received by the device.
	string


Table 12: LTKM renewal completion  in General Service Provisioning Message 

Change 5:  Align the definition of LTKM Renewal Completion with agreed CR 188R02

5.1.6.3 LKTM Renewal, Response and Completion Messages

LTKMs can be explicitly renewed with a Registration Procedure (Section 5.1.6.7), the LTKM Request Procedure (Section 5.1.6.8) or implicitly renewed via MSK delivery procedure as described in [3GPP TS 33.246].
Although there is no LTKM Renewal Completion message for the Smartcard profile, the BSM can determine if the terminal has successfully received the LTKM(s) by requesting an LTKM verification message (specified in section 6.6.6.1 of [BCAST10-ServContProt]) in the LTKM(s) transmitted to the terminal in the context of this LTKM Renewal procedure. The LTKM verification message(s) sent by BCAST terminal to BSM will confirm to BSM the successful reception of the LTKM(s).
�Editor please remove this empty row. (BTW: this is a general comment applying to TSs SG, Services, SPCP. All empty rows in data model tables to be removed.)
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