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1 Reason for Change

This CR represents an alternative to CR-335, and differs only by removing the proposed changes to that document which support price negotiability.  It proposes corrections to the current ‘Token Purchase Request’ message with regards to the following:

· Instead of being Smartcard Profile specific, ‘PurchaseItem’ should be a top level sub-element of the ‘Token Purchase Request message.  It is necessary as the referenced purchase item(s) for the tokens being requested.

· As currently structured, the total number of tokens requested in this message is not quite evident.  Although there is an ‘amount’ attribute under E1 ‘TokensRequested’, separately under E1 ‘SmartcardProfileSpecificPart’ is an attribute ‘purchaseUnitNum’ under ‘PurchaseItem’.  Therefore in the case of the Smartcard Profile, the total number of tokens requested is actually given by the product (amount) x (purchaseUnitNum), and not by ‘amount’.  This CR makes the necessary correction by removing ‘purchaseUnitNum’ as attribute of ‘PurchaseItem’, and instead making it a sub-element of ‘TokensRequested’.
· Clarification is added that ‘PurchaseUnitNum’ should be limited to the allowance specified in the Purchase Data fragment associated with the Purchase Item of concern in the SG.
· Clarification is made that for DRM Profile, ‘amount’ represents the total number of requested tokens, whereas for Smartcard Profile, ‘amount’ corresponds to the number of service tokens contained in a single (user or service) token-based credit package, again so that total number of tokens requested in the Token Purchase Request message is equal to (amount) x (PurchaseUnitNum).

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree to incorporate the proposed changes into the Services TS.
6 Detailed Change Proposal

Change 1:  Proposed changes to Token Purchase Request message
5.1.5.5.1 Token Purchase Request

This message is sent by the terminal to the BSM to request the purchase of tokens, or credits, to enable future consumption of broadcast services/content. The quantity of which is identified by the requested token amount.  This message is applicable to both the DRM Profile and Smartcard Profile.

Note that for the Smartcard Profile, (U)SIM Smartcard Profile terminals shall not release the Packet Data Protocol (PDP) context [3GPP TS 23.060] used by the "Token Purchase Request" until a "De-registration" procedure has been performed. This is to ensure that the BSM is aware of the correct terminal IP address for the purpose of performing token deliveries. The network may initiate the release of terminal PDP contexts, as defined in [3GPP TS 23.060], in the case that there is a limit on the number of active PDP contexts that it can maintain.
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	TokenPurchaseRequest
	E
	
	
	Token Purchase Request Message

Contains the following attributes:

   requestID

Contains the following elements:

   UserID

   DeviceID

   PermissionsIssuerURI
   PurchaseItem
   
   SmartcardProfileSpecificPart   
	

	requestID
	A
	O
	0..1
	Identifier for the Token Purchase request message.
	unsignedInt

	UserID
	E1
	O
	0..N
	The user identity known to the BSM.
For DRM profile, in case of roaming this element SHALL be included, otherwise it MAY be included. If it is missing, the network SHALL be able to identify the user with other means.

For Smartcard profile, this element SHALL be omitted, and the user identity SHALL be provided by the network with HTTP DIGEST authentication procedure defined in section 6.6
Contains the following attributes:

   type
	string

	type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC 2865] 

1 – IMSI

2 – URI
3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	DeviceID
	E1
	O
	0..N
	A unique device identification known to the BSM.

contains the following attribute:

   type
	string

	type
	A
	M
	1
	Specifies the type of Device ID.  Allowed values are

0 – DVB Device ID
1 – 3GPP Device ID (IMEI) [3GPP TS 23.003]

2 – 3GPP2 Device ID (MEID) [3GPP2 C.S0072]

3-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	PermissionsIssuerURI
	E1
	O
	0..1
	The identification of the Permissions Issuer depending on the Profile.

For the DRM Profile, this element is MANDATORY.  It identifies the Rights Issuer from which the BSM can retrieve the ROAP Trigger**.

For the Smartcard Profile, this element is OPTIONAL.  It identifies the Permissions Issuer, if different from the BSM, which grants tokens for both live rendering and play-back requests. 

Contains the following attribute:

   type
	anyURI

	type
	A
	M
	1
	The type of the Permissions Issuer identified by the PermissionsIssuerURI.  Allowed values are:

false – DRM Profile

true – Smartcard Profile
	boolean

	PurchaseItem
	E1
	O
	0..N
	Identifier of the content(s), or service(s), or purchase item(s) to which the type of tokens in the token purchase request corresponds, if the information comes from the Service Guide.
This is given by the globalPurchaseItemID as defined in [BCAST10-SG].

Contains the following attributes:

  globalIDRef

  purchaseDataIDRef
Contains the following element:
   TokensRequested
Note: PurchaseItemID SHALL be present if the SmartcardProfileSpecificPart is present 
	

	globalIDRef
	A
	M
	1
	Identifier of PurchaseItem. GlobalPurchaseItemID found in the PurchaseItem fragment will be used.
	anyURI

	purchaseDataIDRef
	A
	O
	0..1
	Identifies the associated ‘PurchaseData’ fragment to which the requested credit package belongs.
	anyURI

	TokensRequested
	E2
	O
	0..1
	Purchase request for tokens pertaining to the referenced purchase item.
Contains the following attributes:

type
amount

  chargingType
Contains the following elements:

   PurchaseUnitNum
	

	type
	A
	M
	1
	Specifies the type of tokens requested

Allowed values are:

0 - unspecified

1 – tokens for the DRM Profile
2 – service tokens for the Smartcard Profile, added to the live_ppt_purse of the specified SEK/PEK key group

3 – service tokens for the Smartcard Profile, to the playback_ppt_purse of the specified SEK/PEK key group

4 – user tokens for the Smartcard Profile added to the user purse associated to the BSM ID
5 - 127 reserved for future use

128-255 reserved for proprietary use

Note: type 1 tokens are applicable only to DRM Profile, whereas types 2-4 are applicable only to Smartcard Profile

For a definition of user tokens and service tokens, see Sections 6.6.2.2 and 6.6.5 of [BCAST10-ServContProt].
	unsignedByte

	amount
	A
	M
	1
	
For types 0 and 1, this value corresponds to the number of tokens requested in this Token Purchase Request message.
For types 2 and 3, this value corresponds to the number of service tokens contained in a single service token-based credit package.  These tokens are valid for any LTKM using service tokens associated to the given SEK/PEK key group.
For type 4, this value corresponds to the number of user tokens contained in a single user token-based credit package.  These tokens are valid for any LTKM using user tokens associated to the ID of the BSM.
For the Smartcard Profile, the value of ‘amount’ SHALL be identical to the value of ‘TotalNumberTokenCredits’ element specified in the ‘PurchaseData’ fragment associated with a given Purchase Item in the SG.
	unsignedInt

	charging
Type
	A
	M
	1
	The type of charging (pre-paid or post-paid) the user wishes to use. The BSM will verify that the requested charging type is available for this user.  The following values are defined:

0 – undefined

1 – prepaid 

2 – postpaid

3-127 – reserved for future use

128-255 – reserved for proprietary use
	unsignedByte

	PurchaseUnitNum
	E3
	O
	0..1
	For the Smartcard Profile, this represents the number of token-based credit packages requested by the terminal, whereby the number of tokens in a single package is given by the ‘amount’ attribute.  Therefore the total number of tokens requested by the terminal in this Token Purchase Request message is equal to (amount) x (PurchaseUnitNum).
Note that ‘PurchaseUnitNum’ SHOULD be limited in accordance to the Purchase Data fragment associated with the Purchase Item of concern in the SG.  For example, in the case of play-based tokens, its maximum value SHOULD equal that of the attribute ‘maxReplay’ under ‘TotalNumberTokenCredits’, assuming the attribute ‘extraTokensPurchaseable’ of ‘CreditPackageType’ has value = 1.
	unsignedShort

	SmartcardProfileSpecificPart
	E1
	O
	0..1
	Service & Content Protection Smartcard Profile specific part. This part is MANDATORY to support for the Smartcard Profile, and is not applicable to the DRM Profile.

Contains the following elements:
   ProtectionKeyID
   PurchaseItem
	

	ProtectionKeyID
	E2
	O
	0..1
	The 7-byte long concatenation of KeyDomainID and SEK/PEK ID corresponding to the SEK/PEK ID for which service tokens are requested.
Key number part MAY be set to any value as the service tokens are associated to a key group.

The element is only present when service tokens are requested AND the PurchaseItem element is absent.
	unsignedLong

	
	
	
	
	






	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	

	


Table 1: Structure of Token Purchase Request in General Service Provisioning Message 

** These (ROAP Messages) are DRM profile specific
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