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1 Reason for Change

This Change Request implements the proposal to make Notification and Roaming optional in the BCAST ETR. It comes as a bundle with OMA-BCAST-2008-0355, OMA-BCAST-2008-0356, OMA-BCAST-2008-0357, and OMA-BCAST-2008-0358.


In addition, it is believed feature key MR-001 should be an optional test requirement as terminals are not mandated to support the related signalling (see TS Services section 5.6.1).
Changes in R01: list of co-signers modified.
Changes in R02: Sony Ericsson added as co-signer.
2 Impact on Backward Compatibility

Not applicable.

3 Impact on Other Specifications

Not applicable.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group in kindly requested to consider the proposed changes for agreement.

6 Detailed Change Proposal

Change 1:  Changes to section 5.1.1 (Main)

5.1.1 Main Specifications
5.1.1.1 Mandatory Test Requirements

5.1.1.1.1 Mandatory terminal test requirement
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SG-001
	Service Guide fragment processing support. 
	Required to test whether Service Guide fragments are properly processed and correctly interpreted for the mandatory elements and attributes.

	
	SG-002
	Service Guide fragment encapsulation
	Required to test whether encapsulation of Service Guide fragments is supported. That is whether the terminal can properly decapsulate Service Guide fragments from Service Guide Delivery Units.

	
	SG-003
	Service Guide Delivery Descriptor processing support.
	Required to test whether Service Guide Delivery Descriptor is properly processed and correctly interpreted for the mandatory elements and attributes.

	
	SG-004
	Grouping of Service Guide
	Required to test whether Service Guide Delivery Descriptor –based grouping is supported for groupings based on “TimeGroupingCriteria” and “BSMSelector”.

	
	SG-005
	Delivery over Broadcast Channel
	Required to test whether Service Guide delivery over Broadcast Channel using FLUTE for the delivery of SGDDs and for the delivery of SGDUs is supported.

	
	SG-006
	Service Guide updates over Broadcast Channel
	Required to test whether Service Guide updates are properly supported over Broadcast Channel.

	
	SG-007
	Delivery over Interaction Channel
	Required to test whether Service Guide delivery over Interaction Channel is supported.

	
	SG-008
	Service Guide updates over Interaction Channel
	Required to test whether Service Guide updates are properly supported over Interaction Channel.

	
	SG-009
	Associating accesses with services and content 
	Required to test whether the accesses are associated properly with services and content.

	
	SG-010
	Service Guide discovery over Broadcast Channel
	Required to test whether mandatory Service Guide discovery methods are supported and terminal is able to find Service Guide entry point using those methods over Broadcast Channel.

	
	SG-011
	Service Guide discovery over Interaction Channel
	Required to test whether mandatory Service Guide discovery methods are supported and terminal is able to find Service Guide entry point using those methods over Interaction Channel.

	
	SG-012
	Multi-language support
	Required to test whether methods of providing multi-language support are supported.

	
	FD-001
	File distribution over Broadcast Channel
	Required to test whether file distribution method for the mandatory parts is supported over Broadcast Channel, including the following aspects: support for FLUTE, support for FEC and support for related SDP descriptions.

	
	FD-002
	File distribution over Interaction Channel
	Required to test whether file distribution method using HTTP is supported for mandatory parts over Interaction Channel.

	
	SD-001
	Stream distribution over Broadcast Channel
	Required to test whether stream distribution method for the mandatory parts is supported over Broadcast Channel, including the following aspects: support for RTP, support for RTP payload formats and support for buffer control.  

	
	SD-002
	Stream distribution over Interaction Channel
	Required to test whether stream distribution method is supported for mandatory parts over Interaction Channel.

	
	SCPD-001
	Layer 1: Registration
	Interactive Device: Required to test that the terminal can execute the ROAP Registration over the interactive channel.

Broadcast Device: Required to test that the terminal can execute the Broadcast Device Registration (i.e. terminal supports messages from sections 7.2, 7.4 and 7.5 of [DRM20-Broadcast-Extensions]).

	
	SCPD-002
	Layer 2: Basic LTKM procedures and processing 
	Interactive Device: Required to test whether terminal supports requesting and processing the LTKM (in form of an RO) to retrieve the Service Key over the interactive channel. 

Broadcast Device: Required to test whether terminal supports processing the LTKM (in form of a BCRO) to retrieve the Service Key over the broadcast channel.

	
	SCPD-003
	Layer 3: Basic STKM procedures and processing
	Required to test that the terminal can receive and process STKM over the broadcast channel (mandatory STKM fields).  

	
	SCPD-004
	Layer 4: SRTP
	Required to test that the terminal can process SRTP content delivery over the broadcast channel.

	
	SCPD-005
	Support for Service and Content Protection signaling in SDP for the DRM Profile.
	Required to test whether the terminal supports signaling of Service and Content Protection in SDP for the DRM Profile.

	
	SCPD-006
	Support for SDP signaling of SRTP.
	Required to test whether the terminal supports signaling of SRTP streams in SDP.

	
	SCPS-001
	Layer 1: Subscriber Key request
	Required to test that a U (SIM) can execute GBA-U bootstrapping. For R-UIM, derivation of "Auth-Key", derived from the RK should be tested. 

	
	SCPS-002
	Layer 2: Basic LTKM procedures and processing
	Required to test whether the SIM/terminal can execute MBMS user registration/deregistration and LTKM deliveries (mandatory LTKM fields) over the interactive channel.

	
	SCPS-003
	Layer 3: Basic STKM procedures and processing
	Required to test that the terminal can receive and process STKM over the broadcast channel (mandatory STKM fields).  

	
	SCPS-004
	Layer 4: SRTP
	Required to test that the terminal can process SRTP content delivery over the broadcast channel.

	
	SCPS-005
	Support for Service and Content Protection signaling in SDP for the Smartcard Profile.
	Required to test whether the terminal supports signaling of Service and Content Protection in SDP for the Smartcard Profile.

	
	SCPS-006
	Support for SDP signaling of SRTP.
	Required to test whether the terminal supports signaling of SRTP streams in SDP.

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	SPR-001
	Service Provisioning messages for DRM Profile
	Required to test whether the Service Provisioning messages for DRM Profile are supported. This includes testing the following aspects of the Service Provisioning messages: HTTP as transport protocol, HTTP binding, message authentication, global status codes and message compression.

	
	SPR-002
	Web-based Service Provisioning
	Required to test that terminal is able to support the web-based Service Provisioning methods.

	
	SPR-003
	Service Provisioning messages for Smartcard Profile
	Required to test whether the Service Provisioning messages for Smartcard Profile are supported. This includes testing the following aspects of the Service Provisioning messages: HTTP as transport protocol, HTTP binding, message authentication, global status codes and message compression.

	
	TP-001
	Declaration of Terminal Provisioning in Service Guide
	Required to test whether the terminal supports declaration of Terminal Provisioning in the Service Guide both, as a service and as an access to a service.

	
	SI-001
	Support for Interactivity Media Document
	Required to test whether Interactivity Media Document is properly processed and correctly interpreted for the mandatory elements and attributes.

	
	SI-002
	Content types and URIs  supported
	Required to test whether the following content types and URIs are supported within the Service Interaction: SMS template, Phone number, HTML, SMS-URI, Tel-URI, JPEG, GIF and PNG.

	
	
	
	

	
	
	
	

	Error Flow
	
	
	


Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.1.1.2 Mandatory BSD/A test requirement
	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	SG-013
	Generation of Service Guide fragment. 
	Required to test whether Service Guide fragments are properly generated for the mandatory elements and attributes.

	
	SG-014
	Service Guide fragment encapsulation
	Required to test whether Service Guide Delivery Unit is encapsulated properly for delivery of Service Guide fragments.

	
	SG-015
	Service Guide Delivery Descriptor processing
	Required to test whether Service Guide Delivery Descriptor is properly processed and correctly delivered for the mandatory elements and attributes.

	
	SG-016
	Grouping of Service Guide
	Required to test whether Service Guide Delivery Descriptor –based grouping is supported for groupings based on “TimeGroupingCriteria” and “BSMSelector”.

	
	SG-017
	Delivery over Broadcast Channel
	Required to test whether Service Guide delivery over Broadcast Channel using FLUTE for the delivery of SGDDs and for the delivery of SGDUs is supported.

	
	SG-018
	Service Guide updates over Broadcast Channel
	Required to test whether Service Guide updates are properly used over Broadcast Channel to manage the Service Guide fragments.

	
	SG-019
	Delivery over Interaction Channel
	Required to test whether Service Guide delivery over Interaction Channel is supported.

	
	SG-020
	Service Guide updates over Interaction Channel
	Required to test whether Service Guide updates are properly used over Interaction Channel to manage the Service Guide fragments.

	
	SG-021
	Associating accesses with services and content 
	Required to test whether the accesses are associated properly with services and content.

	
	SG-022
	Service Guide discovery over Broadcast Channel
	Required to test whether BSD/A provides Service Guide Entry point using mandatory Service Guide discovery methods over Broadcast Channel.

	
	SG-023
	Service Guide discovery over Interaction Channel
	Required to test whether BSD/A provides Service Guide Entry point using mandatory Service Guide discovery methods over Interaction Channel.

	
	FD-003
	File distribution over Broadcast Channel
	Required to test whether file distribution method for the mandatory parts is supported over Broadcast Channel, including the following aspects: support for FLUTE, support for FEC and support for related SDP descriptions.

	
	FD-004
	File distribution over Interaction Channel
	Required to test whether file distribution method using HTTP is supported for mandatory parts over Interaction Channel.

	
	SD-003
	Stream distribution over Broadcast Channel
	Required to test whether stream distribution method for the mandatory parts is supported over Broadcast Channel, including the following aspects: support for RTP, support for RTP payload formats and support for buffer control.  

	
	
	
	

	Error Flow
	
	
	


Table 2: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.1.1.3 Mandatory BSM test requirement

[Note] In case either DRM profile or Smartcard profile are implemented, the relevant SCPD or SCPS features are MANDATORY to be tested.
	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	SCPD-007
	Layer 1: Registration
	Required to test that a BSM serving terminal can execute ROAP registration process over interactive channel for an Interactive Device, or Broadcast Device Registration process for a Broadcast Device. 

	
	SCPD-008
	Layer 2: Basic LTKM provisioning 
	Required to test whether the BSM can provision valid LTKMs (mandatory LTKM fields) upon successful service purchase, over the interactive channel for a registered Interactive Device (LTKM in form of an RO), or over the broadcast channel for a registered Broadcast Device (LTKM in form of an BCRO).

	
	SCPD-009
	Layer 3: Basic STKM provisioning . 
	Required to test whether the BSDA can deliver valid STKMs (mandatory fields) over the broadcast channel. 

	
	SCPD-010
	Layer 4: SRTP 
	Required to test whether the BSDA can deliver a correct SRTP stream over the broadcast channel.

	
	SCPD-011
	Support for Service and Content Protection signaling in SDP for the DRM Profile. 
	Required to test whether the server correctly signals Service and Content Protection in SDP for the DRM Profile.

	
	SCPD-012
	Support for SDP signaling of SRTP.
	Required to test whether the server correctly signals SRTP streams in SDP.

	
	SCPS-007
	Layer 1: Subscriber Key provisioning 
	Required to test that a BSM serving U(SIM)s can execute GBA-U bootstrapping. For a BSM serving R-UIM, no specific testing of this later may be required as keys are pre-provisioned.  

	
	SCPS-008
	Layer 2: Basic LTKM provisioning. 
	Required to test whether the BSM can execute MBMS user registration/deregistration and deliver valid LTKMs (mandatory LTKM fields) over the interactive channel.

	
	SCPS-009
	Layer 3: Basic STKM provisioning . 
	Required to test whether the BSDA can deliver valid STKMs (mandatory fields) over the broadcast channel. 

	
	SCPS-010
	Layer 4: SRTP 
	Required to test whether the BSDA can deliver a correct SRTP stream over the broadcast channel.

	
	SCPS-011
	Support for Service and Content Protection signaling in SDP for the Smartcard Profile.
	Required to test whether the server correctly signals Service and Content Protection in SDP for the Smartcard Profile.

	
	SCPS-012
	Support for SDP signaling of SRTP.
	Required to test whether the server correctly signals SRTP streams in SDP.

	
	
	
	

	
	
	
	

	
	SPR-004
	Service Provisioning messages for DRM Profile
	Required to test whether the Service Provisioning messages for DRM Profile are supported. This includes testing the following aspects of the Service Provisioning messages: HTTP as transport protocol, HTTP binding, message authentication, global status codes and message compression.

	
	SPR-005
	Service Provisioning messages for Smartcard Profile
	Required to test whether the Service Provisioning messages for Smartcard Profile are supported. This includes testing the following aspects of the Service Provisioning messages: HTTP as transport protocol, HTTP binding, message authentication, global status codes and message compression.

	
	SPR-006
	Web-based Service Provisioning
	Required to test that BSD/A provide the entry point of Web-shop based on the web-based Service Provisioning methods.

	Error Flow
	
	
	


Table 3: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.1.1.4 Mandatory BSA test requirement
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SI-003
	Generation for Interactivity Media Document
	Required to test whether Interactivity Media Document is properly generated with support of the following content types and URIs; SMS template, Phone number, HTML, SMS-URI, Tel-URI, JPEG, GIF, and PNG.

	Error Flow
	
	
	


Table 4: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.1.2 Optional Test Requirements

5.1.1.2.1 Optional terminal test requirement
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	FD-005
	File distribution over Interaction Channel
	Required to test whether file distribution method using FLUTE is supported over Interaction Channel.

	
	MR-001
	Support for Service Guide signalling to mitigate mobility effects
	Required to test whether the terminal is able to use the signalling provided by Service Guide to mitigate the effects of mobility, including failure to access selected Access.

	
	MR-002
	Find the roaming service area
	Required to test whether the terminal correctly interprets the availability of roaming information from the BSM code in Service Guide Delivery Descriptor.

	
	MR-003
	Support for roaming request
	Required to test whether the terminal is able to correctly execute the message exchange that is required to complete roaming request/response to BSM.

	
	NT-001
	Support for Notification Message
	Required to test whether the Notification Message is properly processed and interpreted for Mandatory  elements and attributes

	
	NT-002
	Minimal support for Notification Message
	Required to test whether the terminal supports the minimum definition of Notification Message as specified for emergency notifications.

	
	NT-003
	Discovery of entry point through Service Guide Delivery Description or Access fragments
	Required to test whether the entry point for generic or service-specific notification messages - as signalled through SGDD and Access fragments - is supported. 

	
	NT-004
	Support for receiving Notification Message over Broadcast Channel
	Required to test whether the Notification Message reception over Broadcast Channel is supported

	Error Flow
	
	
	


Table 5: Applicability Table for Enabler Specific Optional Test Requirements

5.1.1.2.2 Optional BSD/A test requirement
	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	SG-024
	Processing Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are properly generated, processed and correctly interpreted

	
	SG-025
	Delivery of Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are correctly requested, responded, and delivered.

	
	FD-006
	File distribution over Interaction Channel
	Required to test whether file distribution method using FLUTE is supported over Interaction Channel.

	
	FD-007
	Processing File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	FD-008
	Delivery of File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are correctly requested, responded, and delivered.

	
	SD-004
	Stream distribution over Interaction Channel
	Required to test whether stream distribution method is supported for mandatory parts over Interaction Channel.

	
	SD-005
	Processing Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	SD-006
	Delivery of Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are correctly requested, responded, and delivered.

	
	SCPD-013
	Processing SPCP Backend Message for DRM Profile 
	Required to test whether SPCP Backend Messages for DRM Profile are properly generated, processed and correctly interpreted

	
	SCPD-014
	Delivery of SPCP Backend Message for DRM Profile
	Required to test whether SPCP Backend Messages for DRM Profile are correctly requested, responded, and delivered.

	
	SCPS-013
	Processing SPCP Backend Message for Smartcard Profile 
	Required to test whether SPCP Backend Messages for Smartcard Profile are properly generated, processed and correctly interpreted

	
	SCPS-014
	Delivery of SPCP Backend Message for Smartcard Profile
	Required to test whether SPCP Backend Messages for Smartcard Profile are correctly requested, responded, and delivered.

	
	NT-005
	Support for Notification Message delivery over Broadcast Channel
	Required to test whether the Notification Message delivery over Broadcast Channel is supported

	
	NT-008
	Processing Notification Backend Message
	Required to test whether Notification Backend Messages are properly generated, processed and correctly interpreted

	
	NT-009
	Delivery of Notification Backend Message
	Required to test whether Notification Backend Messages are correctly requested, responded, and delivered.

	
	TP-002
	Declaration of Terminal Provisioning in Service Guide
	Required to test whether the server supports declaration of Terminal Provisioning in the Service Guide both, as a service and as an access to a service.

	Error Flow
	
	
	


Table 6: Applicability Table for Enabler Specific Optional Test Requirements

5.1.1.2.3 Optional BSM test requirement
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SG-026
	Processing Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are properly generated, processed and correctly interpreted

	
	SG-027
	Delivery of Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are correctly requested, responded, and delivered.

	
	FD-009
	Processing File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	FD-010
	Delivery of File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are correctly requested, responded, and delivered.

	
	SD-007
	Processing Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	SD-008
	Delivery of Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are correctly requested, responded, and delivered.

	
	SCPD-015
	Processing SPCP Backend Message for DRM Profile 
	Required to test whether SPCP Backend Messages for DRM Profile are properly generated, processed and correctly interpreted

	
	SCPD-016
	Delivery of SPCP Backend Message for DRM Profile
	Required to test whether SPCP Backend Messages for DRM Profile are correctly requested, responded, and delivered.

	
	SCPS-015
	Processing SPCP Backend Message for Smartcard Profile 
	Required to test whether SPCP Backend Messages for Smartcard Profile are properly generated, processed and correctly interpreted

	
	SCPS-016
	Delivery of SPCP Backend Message for Smartcard Profile
	Required to test whether SPCP Backend Messages for Smartcard Profile are correctly requested, responded, and delivered.

	
	NT-006
	Generation of Notification Message
	Required to test whether Notification messages are properly generated for the mandatory elements and attributes.

	
	NT-007
	Generation of Emergency Notification Message
	Required to test whether Notification Messages specified for emergency notification is properly generated.

	
	NT-010
	Processing Notification Backend Message
	Required to test whether Notification Backend Messages are properly generated, processed and correctly interpreted

	
	NT-011
	Delivery of Notification Backend Message
	Required to test whether Notification Backend Messages are correctly requested, responded, and delivered.

	
	MR-004
	Support for roaming request and response
	Required to test that the BSM is able to correctly execute the message exchange that is required to complete roaming request / response.

	
	MR-005
	Processing Roaming Message between BSMs
	Required to test whether Roaming Messages for Smartcard Profile are properly generated, processed and correctly interpreted between different BSMs

	
	MR-006
	Delivery of Roaming Message between BSMs
	Required to test whether Roaming Messages for Smartcard Profile are correctly requested, responded, and delivered between different BSMs

	Error Flow
	
	
	


Table 7: Applicability Table for Enabler Specific Optional Test Requirements

5.1.1.2.4 Optional BSA test requirement
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SG-028
	Processing Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are properly generated, processed and correctly interpreted

	
	SG-029
	Delivery of Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are correctly requested, responded, and delivered.

	
	FD-011
	Processing File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	FD-012
	Delivery of File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are correctly requested, responded, and delivered.

	
	SD-009
	Processing Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	SD-010
	Delivery of Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are correctly requested, responded, and delivered.

	
	SCPD-017
	Processing SPCP Backend Message for DRM Profile 
	Required to test whether SPCP Backend Messages for DRM Profile are properly generated, processed and correctly interpreted

	
	SCPD-018
	Delivery of SPCP Backend Message for DRM Profile
	Required to test whether SPCP Backend Messages for DRM Profile are correctly requested, responded, and delivered.

	
	SCPS-017
	Processing SPCP Backend Message for Smartcard Profile 
	Required to test whether SPCP Backend Messages for Smartcard Profile are properly generated, processed and correctly interpreted

	
	SCPS-018
	Delivery of SPCP Backend Message for Smartcard Profile
	Required to test whether SPCP Backend Messages for Smartcard Profile are correctly requested, responded, and delivered.

	
	NT-012
	Processing Notification Backend Message
	Required to test whether Notification Backend Messages are properly generated, processed and correctly interpreted

	
	NT-013
	Delivery of Notification Backend Message
	Required to test whether Notification Backend Messages are correctly requested, responded, and delivered.

	Error Flow
	
	
	


Table 8: Applicability Table for Enabler Specific Optional Test Requirements
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