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1 Reason for Change

This CR provides various small changes due to remaining clerical bugs in Section 5.4.3 (Delivery over the Interaction Channel) of the SG Specification.

2 Impact on Backward Compatibility

-

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Group accepts this CR.

6 Detailed Change Proposal

5.4.3 Delivery over the Interaction Channel

If a terminal has access to the Interaction Channel, then it SHALL support the mechanisms for accessing the Service Guide over Interaction Channel as defined by the provisions of this section.

The following gives a brief overview on the ways of requesting Service Guide over the Interaction Channel in the light of use cases enabled:

1. Terminal can request Service Guide fragments by their identifiers. This requires that the terminal knows the identifiers of the fragments prior to request. Consequently, the terminal can use this request to update the version of the fragments it already has or to retrieve fragments declared in the Service Guide Delivery Descriptor it had acquired earlier.

2. Terminal can request Service Guide Delivery Descriptors by their identifiers. This requires that the terminal knows the identifiers of the Service Guide Delivery Descriptors prior to request. Consequently, the terminal can use this request to update the version of the Service Guide Delivery Descriptors.

3. Terminal can specify within the request whether it wants responses as SGDDs or SGDUs. This way the terminal can either get the declarations of fragments, the fragments itself or both.

4. Terminal can request Service Guide Delivery Descriptors by using the grouping criteria present in Service Guide Delivery Descriptors as request criteria. This way the terminal can request all Service Guide Delivery Descriptors fulfilling the given criteria. If the terminal also requested to have the fragments, it will receive the fragments that are available over Interaction Channel.

5. Terminal can request Service Guide fragments by using the attributes / elements present in Service Guide fragments as request criteria. This way the terminal can request all Service Guide fragments fulfilling the given criteria. If the terminal also requested to have the SGDDs, it will receive the SGDDs that declare the fragments.

6. Terminal can request Service Guide fragments and/or Service Guide Delivery Descriptors without any specific criteria or identifiers. This way terminal can request “any” view of Service Guide and let network to decide which set to provide to terminal.

7. Terminal can request all Service Guide fragments and/or Service Guide Delivery Descriptors. This way terminal can request the widest possible view to Service Guide.

In the use cases 3-7 the terminal should provide at least one BSMSelector value as a part of the query to limit the response only to SG information that is associated with the terminal’s affiliated BSM(s). 

1.1.2.2 Rules applicable to all requests and responses

When requesting either Service Guide fragments or Service Guide Delivery Descriptors over Interaction Channel, the terminal and network SHALL comply with the following rules:

· The terminal SHALL originate requests. The network SHALL respond to requests.

· The request SHALL be made using ‘POST’ method of HTTP/1.1

· The parameters associated with the request SHALL be communicated as key-value pairs following the conventions defined in section 17.13 of [HTML4.01] for submitting HTML form data by the ‘POST’ method using the "application/x-www-form-urlencoded" encoding type. More specifically, once encoded as "application/x-www-form-urlencoded", the parameters to be passed from terminal to system SHALL be communicated in the ‘message-body’ of HTTP/1.1 ‘Request’ message as defined in section 5 of [RFC 2616]. 

· Within a single request, the terminal MAY include multiple key-value pairs. As defined by [HTML4.01] these key-value pairs SHALL be delimited by an ‘&’.

· Within the request, the terminal MAY specify the requested format of response. 

· When the terminal requests only Service Guide Delivery Descriptors, the terminal SHALL send “type=sgdd” as the first key-value-pair in the request. 

· When the terminal requests only Service Guide Delivery Units, the terminal SHALL send “type=sgdu” as the first key-value-pair in the request.
· When the terminal requests Service Guide Delivery Descriptors and all Service Guide fragments declared within the Service Guide Delivery Descriptors that are available over Interaction Channel, the terminal SHALL send “type=sgdd+sgdu” as the first key-value-pair in the request.

· When the terminal makes a specific request for SGDDs (section 5.4.3.3) but requests the result as SGDUs, the server SHALL interpret this as a request to return all matching fragments associated with the SGDDs that the network would return if the network returned SGDDs as a result of the query.
· When the terminal makes a specific request for SG fragments (section 5.4.3.4) but requests the result as SGDDs, the network SHALL interpret this as a request to return all currently valid and matching SGDDs associated with the requested SG fragments. 
· When the terminal wants to minimize the information that are present in the server response, when no update occurred during a given period of time, it MAY insert in 
the ‘message-body’ of the HTTP/1.1 request the key equal to “lastResponseVersion”: the value of this key is then the last cached “lastResponseVersion” of the response which updates are requested by the terminal. The terminal can be also informed by the server until which time a requested given part of a Service Guide is expected to be up-to- date thanks to the use of the “ResponseValidity” element   (see section 5.4.3.1.1).

· The following two notes give examples of contexts where the terminal can use  “lastResponseVersion” and “ResponseValidity” information provided by the server  

Note 1: for example, if the terminal did an unspecific request (See 5.4.3.2) for retrieving the service guide over the interaction channel, the server could, for instance, instantiate the SGResponse with SGDD(s) and SGDU according to a TimeGrouping criteria from present time to time Tx and inform the terminal that the (part of the) service guide is up-to-date up until Tx through the “ResponseValidity” element in the SGResponse. The server can also indicate the version of the current response in the “lastResponseVersion” attribute. The terminal can then repeat the same (unspecific) request after Tx to obtain a response containing the SGDD(s) and SGDU with the (part of the) service guide that is up to date until later time Ty. 

Note 2: the terminal can also use this mechanism for the request of specific Service Guide Delivery Descriptors (see section 5.4.3.3) or SG fragments (see section 5.4.3.4) using various key and value pairs, such as the “globalServiceID” criterion. However, in the case when the terminal performed a request for specific SGDD(s) using “sgddID(s)” as the key(s), the terminal cannot assume it can repeat the initial request, i.e. using the same “sgddID(s)” values to obtain an update view of the target service guide parts. For instance, for a given fragment signalled at a given time by a given sgddID, the update of the fragment may be signalled at another time by a different sgddID. 
· Furthermore, the terminal MAY announce a specific BCAST release number under which to interpret the request, using the key ‘bcastrelease’. In such case, the server SHALL provide a response according to the requested release number or SHALL announce the requested release number is not supported by using status code ‘012’ in the ‘status’ attribute of the “SGResponse” instance.

· As of the present release of this specification, the value ‘1.0’ is defined. This is also the default value in case the ‘bcastrelease’ key is omitted.
· The response to the request SHALL be HTTP/1.1 response with status ‘200 OK’. 

· The response SHALL have HTTP header field ‘Content-Type’ set to “application/octet-stream”

· The HTTP payload of response SHALL contain one instance of element “SGResponse”. See 5.4.3.1.1 for the definition of element “SGResponse”.

· The element “SGResponse” carries the status code associated with the response, and the optional “lastResponseVersion” attribute.

· If Service Guide Delivery Descriptors are returned with the response, those SHALL be carried within the element “SGResponse”.
· If the optional ResponseValidity element is returned with the response, this SHALL be carried within the element “SGResponse”.
· In case the ‘status’ attribute of the element “SGResponse” holds value ‘012’ or value ‘016’, the server SHALL neither instantiate the “ServiceGuideDeliveryDescriptor” nor provide an SGDU in the response.
· In the HTTP payload, the XML root closing tag of the element “SGResponse” MAY be immediately followed by one Service Guide Delivery Unit. If Service Guide fragments are returned with the response, those SHALL be encapsulated in that Service Guide Delivery Unit.

..5..1 Definition of element “SGResponse”

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	SGResponse
	E
	
	
	Delivers the status of response to interactive Service Guide request. Also contains Service Guide Delivery Descriptors associated with the response.

Contains the following attribute:

status

lastResponseVersion

Contains the following elements:

SupportedVersion

ServiceGuideDeliveryDescriptor

ResponseValidity

PrivateExt
	

	status
	A
	M
	1
	Declares status of the interactive Service Guide delivery response using ‘GlobalStatusCode’ defined in the section 5.1.4 of [BCAST10-Services]. The following status codes SHALL NOT be used:

001-006, 009-011, 013-015, 019
, 022, 024-027
	unsigned
Byte

	lastResponseVersion
	A
	O
	0..1
	Signals the version of this response as built by the server. The purpose of this attribute is the following.

When further request is sent by a terminal with the key "lastResponseVersion", the server behaviour is defined as follows:

·  the server SHOULD send a status code equal to "016" with no ServiceGuideDeliveryDescriptor element(s) and no ServiceGuide Delivery Unit if no update on the requested (part of the) service guide has been done compared to the version signalled by the "lastResponseVersion" value indicated in the request.   

· the server SHALL send a complete Response if any update on the requested (part of the) service guide has occurred (i.e. returns the same response as if the key "lastResponseVersion" was not present or not considered by the server).

The behaviour of the server when the elements PrivateExt, and/or <proprietary elements> have been updated is not specified

Note, that in both specified cases, the server MAY instantiate the element "ResponseValidity" e.g. to indicate a new "expirationTime" attribute and MAY instantiate the "lastResponseVersion" attribute.

It is out of the scope of this specification to decide how this attribute is managed on the server side.
	unsignedInt 

	SupportedVersion
	E1
	M
	0..N
	This element is used in case the server responds with a ‘GlobalStatusCode’ of value ‘012’ (unsupported version) to signal the BCAST release numbers supported by the server.

If this element is not instantiated while the server responds with a ‘GlobalStatusCode’ of value ‘012’, the terminal SHALL assume ‘1.0’ is the supported release number.
	string

	ServiceGuideDeliveryDescriptor
	E1
	O
	0..N
	Service Guide Delivery Descriptor. See section 5.4.1.5.2.
	complexType

	ResponseValidity
	E1 
	O
	0..1


	Signals information about the validity of the response. 

Contains the following attributes:

expirationTime

timeWindow
	complexType

	expirationTime
	A
	M
	1
	Its purpose is to indicate to the terminals that this received (part of the) service guide constituted by the SGDD(s) and/or SGDU provided in this response is scheduled to be at least up- to-date from the current response time up to the expirationTime’value. There is no assumption that the Service Guide element” "PrivateExt", "<proprietary elements>" will be up-to-date until the expirationTime value.

If "expirationTime" is present, a terminal that wants to track updates of this received (part of the) service guide, SHOULD not renew the request before the expirationTime is reached, without further instruction. If the "timeWindow" attribute is not instantiated, there is no assumption that this (part of the) service guide is up-to-date after the "expirationTime" time has been reached.

This field is expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt

	timeWindow
	A
	O
	0..1
	Its purpose is to provide a mechanism that ensures distribution over time of a given update request sent from terminals, e.g. in order to avoid overload in network nodes or links. 

If "expirationTime" and "timeWindow" are present, a terminal that wants to track updates of this received (part of the) service guide SHOULD renew the request in the time interval [expirationTime, expirationTime+timeWindow].

The exact time within the allowed time window SHALL be random with uniform probability. 

There is no assumption that this received (part of the) service guide is still up-to-date after the ("expirationTime"+"timeWindow") time has been reached.

The unit is seconds (fractions can be expressed using data type Decimal."timeWindow" SHALL be a non-negative number.

Note that if a large number of terminals have cached a server's response with the same expirationTime and without an appropriately-sized timeWindow instantiate’, then there is a risk of network nodes/links congestion
	decimal

	PrivateExt 
	E1 
	O
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


1.1.2.2 Unspecific request for retrieving service guide over Interaction Channel

As opposed to specific requests an unspecific request does not indicate which fragments (or descriptors) the terminal wants to receive. If the terminal supports unspecific requests for retrieving the service guide over Interaction Channel, the terminal SHALL request Service Guide fragments and Service Guide Delivery Descriptors over the Interaction Channel as follows:

· When terminal requests Service Provider’s default view to Service Guide, the ‘message-body’ of HTTP/1.1 request message SHALL contain no data other than the optional key-value pairs defined in chapter 5.4.3.1: "Rules applicable to all requests and responses".

· The ‘Request-URI’ of HTTP POST request SHALL be set to the Service Guide entry point address (URL).

· The response of the request MAY contain Service Guide Delivery Descriptors, Service Guide fragments or both according with the “type=” key-value specified in the request.

When the response contains Service Guide fragments, the returned set of fragments SHALL be consistent as specified in 5.4.1.5.3. 

1.1.2.2 Requests for specific Service Guide Delivery Descriptors

If the terminal supports requests for specific Service Guide Delivery Descriptors, the terminal SHALL request specific Service Guide Delivery Descriptors over the Interaction Channel as follows:

· When terminal requests individual Service Guide Delivery Descriptors by their identifiers, the ‘message-body’ of HTTP/1.1 request message SHALL contain one or several key-value pairs, using "sgddID" as the key and the attribute ‘id’ of the requested SGDD as the value. The network SHALL interpret this as a request to get the newest version of the requested SGDD.
· When terminal requests Service Guide Delivery Descriptors with criteria other than SGDD identifier, the ‘message-body’ of HTTP/1.1 request message SHALL contain one or several key-value pairs, using <key> as the key representing the criteria and the <value> as the value from the domain of the criteria. If several key-value pairs are given, they are combined as follows

· key-value pairs having the same key are combined using OR logic, i.e. the expected reply are Service Guide Delivery Descriptors that satisfy at least one of the given criteria. The group of OR-combined keys is in the next step below treated as one entity.

· Key-value pairs (or groups of pairs having the same key) having different keys are combined using AND logic, i.e. the expected reply are Service Guide Delivery Descriptors that satisfy all given criteria. 

· Furthermore, terminal and server SHALL support the following assignments for the <key> and <value> fields:

· <key>
: 
“tgc-start” 
<value>
: 
Attribute ‘startTime’ associated with element ‘TimeGroupingCriteria’ used within SGDD
Meaning
: 
Terminal requests SGDD grouped with ‘TimeGroupingCriteria’, whose ‘startTime’ equals 

to <value>.
Note
:
This <key> SHALL be used if and only if <key> “tgc-end” is used.


If this <key> is present, only one instance of this <key> SHALL be present.

· <key>
: 
“tgc-end” 
<value>
: 
Attribute ‘endTime’ associated with element ‘TimeGroupingCriteria’ used within SGDD
Meaning
: 
Terminal requests SGDD grouped with ‘TimeGroupingCriteria’, whose ‘endTime’ equals 

to <value>.
Note
:
This <key> SHALL be used if and only if <key> “tgc-start” is used.


If this <key> is present, only one instance of this <key> SHALL be present.

· <key>
: 
“ggc” 
<value>
: 
Value of element ‘GenreGroupingCriteria’ used within SGDD.
Meaning
: 
Terminal requests SGDD grouped with ‘GenreGroupingCriteria’, whose value equals to <value>.

· <key>
: 
“srvc” 
<value>
: 
Value of element ‘ServiceCriteria’ used within SGDD.
Meaning
: 
Terminal requests SGDD grouped with ‘ServiceCriteria’, whose value equals to <value>.

· <key>
: 
“bsms” 
<value>
: 
Value of element ‘BSMSelector’ used within SGDD. The value is given as a string having the following 

syntax:



If the‘type’ attribute of the ‘BSMSelector’ element in question equals “1”: 


"1;" <mobileCountryCode>";" < mobileNetworkCode>";" <networkSubsetCode> ";"


<networkSubsetCodeRangeStart> ";" < networkSubsetCodeRangeEnd > ";"


<serviceProviderCode> ";" <corporateCode> ";" <serviceProviderName> 


If the ‘type’ attribute of the ‘BSMSelector’ element in question equal“ to”“2”: 


"2;" <nonSmartCardCode> 
Individual values of the attributes (mobileCountryCode. mobileNetworkCode, etc.) SHALL be separated by single semicolons. A value of an attribute SHALL be encoded using digits and each attribute SHALL be immediately preceded and followed by a semicolon ‘;’ even if the attribute value is empty, except the last attribute of the key which SHALL not be followed by a semicolon. Empty value is such that does not have any digits between the preceding and following semicolons. Empty value of an attribute means the attribute is not given.

The key SHALL begin with either digit "1" or digit "2" immediately followed by a semicolon. The individual attributes SHALL be ordered as listed above.

                             Meaning
: 
Terminal requests SGDD grouped with ‘BSMSelector’, whose value equals to <value>.

          Note
: 
If the terminal is subscribed to a particular BSM, this <key> SHOULD always be used when requesting SGDD(s) with a key other than “sgddID”.

· <key>
: 
“complete” 
<value>
: 
“true”
Meaning
: 
Terminal requests a complete set of SGDDs. 

Note
: 
This key SHOULD NOT be combined with criteria i.e. keys, restricting the set of SGDDs.

· <key>
: 
“user” 
<value>
: 
User id. 
Meaning
: 
Terminal requests a set of SGDDs personalized to the user associated with user 


identification of <value>.

· The ‘Request-URI’ of HTTP POST request SHALL be set to the Service Guide entry point address (URL).

· The response of the request MAY contain Service Guide Delivery Descriptors, Service Guide fragments or both.

1.1.2.2 Requests for specific Service Guide fragments

If the terminal supports requests for specific Service Guide fragments, the terminal SHALL request specific Service Guide fragments over the Interaction Channel as follows:

· When terminal requests individual Service Guide fragments by their identifiers, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pair, using "fragmentID" as the key and the attribute ‘id’ of the requested fragment as the value. 

· When terminal requests Service Guide fragments associated to an SGDD, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pair, using "sgddID" as the key and the attribute ‘id’ of the SGDD as the value. 

· When terminal requests Service Guide fragments with criteria other than the fragment identifier or SGDD identifier, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pairs, using <key> as the key representing the criteria and the <value> as the value from the domain of the criteria. These key-value pairs SHALL be delimited by a ‘&’. If several key-value pairs are given, they are combined as follows:

· If there are several key-value pairs having the key “serviceType”, these are combined using AND logic, i.e. the expected reply are Service Guide fragments that satisfy all given criteria.

· If there are several key-value pairs having the key “genre”, these are combined using AND logic, i.e. the expected reply are Service Guide fragments that satisfy all given criteria.

· Otherwise, key-value pairs having the same key are combined using OR logic, i.e. the expected reply are Service Guide fragments that satisfy at least one of the given criteria. The group of OR-combined keys is in the next step below treated as one entity.

· Key-value pairs (or groups of pairs having the same key) having different keys are combined using AND logic, i.e. the expected reply are Service Guide fragments that satisfy all given criteria.

· The response to a terminal request containing key-value pairs specifying the set of fragments the terminal expects to receive SHOULD contain all the fragments matching the given criteria and MAY include in addition fragments that do not match the given criteria. If the terminal request does not contain any key-value pairs having the keys “validFrom” or “validTo”, then the response SHALL contain only fragments that are currently valid.

· Furthermore, terminal and server SHALL support the following assignments for the <key> and <value> fields:

· <key>
: 
“globalServiceID” 
<value>
: 
Attribute ‘globalServiceID’ used within ‘Service’ fragment 
Meaning
: 
Terminal requests ‘Service’ fragments having ‘globalServiceID’ equal to <value> and 
Service Guide fragments associated with ‘Service’ fragments 
having ‘globalServiceID’ equal to 
<value>.

· <key>
: 
“globalContentID” 
<value>
: 
Attribute ‘globalContentID’ used within ‘Content’ fragment 
Meaning
: 
Terminal requests ‘Content’ fragments having ‘globalContentID’ equal to <value> and 
Service Guide fragments associated with ‘Content’ fragments having ‘globalContentID’ equal to <value>.

· <key>
: 
“validFrom”
<value>
: 
Attribute ‘validFrom’ used within Service Guide fragments
Meaning
: 
Terminal requests Service Guide fragments whose attribute ‘validFrom’ is greater or equal to the 

<value>.
· <key>
: 
“validTo”
<value>
: 
Attribute ‘validTo’ used within Service Guide fragments 
Meaning
: 
Terminal requests Service Guide fragments whose attribute ‘validTo’ is less or equal to the 

<value>.
· <key>
: 
“serviceType”
<value>
: 
Attribute ‘serviceType’ used within ‘Service’ fragment
Meaning
: 
Terminal requests ‘Service’ fragments having ‘serviceType’ equal to <value> and Service Guide fragments associated with ‘Service’ fragments having
‘serviceType’ equal to <value>.

· <key>
: 
“genre”
<value>
: 
Element ‘genre’ used within Service Guide fragments
Meaning
: 
Terminal requests Service Guide fragments having element ‘genre’ equal to <value> and

Service Guide fragments associated with fragments having element ‘genre’ equal to <value>.

· <key>
: 
“fragmentEncoding”
<value>
: 
Possible values listed in Table 3 under ‘fragmentEncoding’.
Meaning
: 
Terminal requests Service Guide fragments that are encoded with encoding scheme defined 

by <value>.

· <key>
: 
“fragmentType”
<value>
: 
Possible values listed in Table 3 under ‘fragmentType’.
Meaning
: 
Terminal requests Service Guide fragments of that are of type <value>.

· <key>
: 
“all” 
<value>
: 
“true”
Meaning
: 
Terminal requests all available Service Guide fragments.

· <key>
: 
“consistent” 
<value>
: 
“true”
Meaning
: 
Terminal requests consistent set of Service Guide fragments.

· <key>
: 
“bsms” 
<value>
: 
Value of element ‘BSMSelector’ used within SGDD. The value is given as the following 

structure:



If ‘type’ equals “1”: 


“1;”<mobileCountryCode>”;”< mobileNetworkCode>”;”<networkSubsetCode>”;”


<networkSubsetCodeRangeStart>”;”< networkSubsetCodeRangeEnd >”;”


<serviceProviderCode>”;”<corporateCode>



If ‘type’ equals “2”: 


“2;”<nonSmartCardCode> 
Individual values of the attributes (mobileCountryCode. mobileNetworkCode, etc.) SHALL be separated by single semicolons. A value of an attribute SHALL be encoded using digits and each attribute SHALL be immediately preceded and followed by a semicolon ‘;’ even if the attribute value is empty,  except the last attribute of the key which SHALL not be followed by a semicolon. Empty value is such that does not have any digits between the preceding and following semicolons. Empty value of an attribute means the value is not given.

The key SHALL begin with either digit "1" or digit "2" immediately followed by a semicolon. The individual attributes SHALL be ordered as listed above.

Meaning
: 
Terminal requests Service Guide fragments filtered with ‘BSMSelector’, whose value equals     to <value>.

Note
: 
If the terminal is subscribed to a particular BSM, this <key> SHOULD always be used when requesting Service Guide fragments with a key other than “fragmentID” or “sgddID”.

· <key>
: 
“modified-since” 
<value>
: 
NTP time
Meaning
: 
Terminal requests a set of fragments modified since the specified point in time.

· <key>
: 
“BroadcastAccess” 
<value>
: 
Attribute ‘Type’ under element ‘BDSType’ in Access fragment
Meaning
: 
Terminal requests Service Guide fragments related to services receivable over the specified Broadcast access

· <key>
: 
“UnicastAccess” 
<value>
: 
Attribute ‘type’ under element ‘UnicastServiceDelivery’ in Access fragment
Meaning
: 
Terminal requests Service Guide fragments related to services receivable over the specified Unicast access

· The following applies for the selection of the target for the request:

· Upon the terminal requesting an individual Service Guide fragment by its identifier the terminal does this as follows: In case the terminal had acquired an SGDD that declared the fragment in question and the element ‘AlternativeAccessURL’, the ‘Request-URI’ of HTTP POST request SHALL be set to ‘AlternativeAccessURL’.

· In any other case, the ‘Request-URI’ of HTTP POST request SHALL be set to the Service Guide entry point address (URL)

· In the response the requested Service Guide fragments SHALL be encapsulated in a SGDU as defined in section 5.4.1.3. 

· If the request contained <key> “consistent” with <value> “true”, the returned set of fragments SHALL be consistent as specified in 5.4.1.5.3.
· The following applies for requests for associated fragments:

· If the request did not contain <key> “all” with <value> “true”, then:
The term “fragments associated with a ‘Content’ fragment” specifies the fragments describing schedule information related to the respective ‘Content’ fragment and related access information.

The term “fragments associated with a ‘Service’ fragment” specifies the ‘Content’ fragments referencing that ‘Service’ fragment, the ‘PreviewData’ fragments related to those ‘Content’ fragments, the ‘Access’ fragments that reference directly to the ‘Service’ fragment and the ‘Access’ fragments that reference ‘Schedule’ fragments that themselves only reference to the ‘Service’ fragment (i.’. that doesn't reference either Contents or InteractivityData or PreviewData fragments). It also includes the fragments containing interactivity information related to the respective ‘Service’ fragment, and the fragments describing access and schedule information related to the respective ‘InteractivityData’ fragments,
· If the request contained <key> “all” with <value> “true”, then:
The term “fragments associated with a ‘Content’ fragment” specifies the fragments describing access, schedule, and provisioning information (‘PurchaseItem’ and related ‘PurchaseData’ fragments) related to the respective ‘Content’ fragment, the fragments containing preview and interactivity information related to that ‘Content’ fragment and to the related schedule fragment(s), the fragments describing access and schedule information related to the ‘InteractivityData’ fragments, and the fragments describing access related to the ‘PreviewData’ fragments.

The term “fragments associated with a ‘Service’ fragment” specifies the fragments describing access, schedule, and provisioning information (‘PurchaseItem’ and related ‘PurchaseData’ fragments) related to the respective ‘Service’ fragment, the fragments containing preview and interactivity information related to that ‘Service’ fragment, the fragments describing access and schedule information related to the ‘InteractivityData’ fragments, the fragments describing access related to the ‘PreviewData’ fragments, the ‘Content’ fragments referencing that ‘Service’ fragment, and all the fragments associated with those ‘Content’ fragments.

· Note that in requests for associated fragments the set of requested fragments can be confined by use of the <key> “fragmentType”.

1.1.2.2 Retrieving files referenced within Service Guide

When using the Interaction Channel for retrieving files referenced within Service Guide by URLs, the terminal and network SHALL comply with the following rules:

· The terminal SHALL support HTTP protocol for retrieving files referenced within Service Guide.

· The terminal SHALL originate requests. The network SHALL respond to requests.

· The request SHALL be made using ‘GET’ method of HTTP/1.1.

· The ‘Request-URI’ of HTTP GET SHALL be assigned with the URI to be retrieved.

· Files referenced within the Service Guide are external resources that might not have static content during the lifetime of the fragments that refer to those files. The terminal MAY cache such files. The terminal can detect updates of a cached file when re-issuing the corresponding HTTP request. Network and terminal MAY use HTTP/1.1 cache-control mechanisms to optimize update management. The network MAY signal updates to a file by updating the referencing URI.













�There is a possible incoherence with the statement that the <type> key shall be the 1st key in the request. So I propose to not specify the position of other keys such as <lastResponseVersion>  


�XML Schema should be modified as well
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