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1 Reason for Change

As pointed in bug #1 for notification in OMA-BCAST-2008-0361, as well as other scoping-related bugs, there is missing a level of scoping for notification messages. In the current specification, one can scope notification messages either as “general” notifications of service-specific notifications. The missing scoping level is the one of the BSMSelector (i.e. a given service provider). 

This Change Request completes 2008-0476.

Changes in R01: implements the modifications agreed during the meeting and additional alignments with updated version of CRs 470 and 471.
2 Impact on Backward Compatibility

Not applicable.

3 Impact on Other Specifications

Not applicable.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is kindly requested to consider the proposed changes for agreement.

6 Detailed Change Proposal

Change 1:  Changes to the Notification discovery section (section 5.14.1)

5.14.1 Discovery of Availability and Access to Notifications 

5.14.1.1 Discovery of availability and access to general notifications 

General notifications are not bound to any specific service nor Service Provider. Usually they are meant to be received by either all or majority of terminals, regardless of their Service Provider they are affiliated with. Examples of general notifications are emergency messages and announcements related to the operational aspects of BCAST system. 
General notifications can be delivered either over Broadcast Channel or over Interaction Channel. The availability and access to general notifications can be discovered through SGDD. 

5.14.1.1.1 General notifications: discovery through SGDD

The availability and access to general notifications can be signalled using the Service Guide Delivery Descriptor by instantiating the ‘NotificationReception’ element under the ‘ServiceGuideDeliveryDescriptor’ root element in the SGDD as defined in section 5.4.1.5.2 of [BCAST10-SG].

· NTC in the Terminal SHALL support the signalling of the availability and access to general notifications through the SGDD.

· NTDA in the Network SHALL support the signalling of the availability and access to general notifications through the SGDD.
5.14.1.2 Discovery of availability and access to notifications specific to a Service Provider
These notifications relate to a specific Service Provider. Usually they are meant to be received by either all or majority of terminals affiliated to the said Service Provider. Examples of such notifications are announcements related to operational aspects of a service.

BSMSelector-specific notifications can be delivered either over Broadcast Channel or over Interaction Channel. The availability of and access to BSM-selector specific notifications can be discovered through SGDD. 
5.14.1.2.1 Notifications specific to a Service Provider: discovery through SGDD

The availability and access to notifications specific to a Service Provider can be signalled using the Service Guide Delivery Descriptor by instantiating the ‘NotificationReception’ element under the ‘BSMSelector’ element in the SGDD as defined in section 5.4.1.5.2 of [BCAST10-SG].

· NTC in the Terminal SHALL support the signalling of the availability and access to notifications specific to a Service Provider through the SGDD.

· NTDA in the Network MAY support the signalling of the availability and access to notifications a Service Provider through the SGDD.
5.14.1.3 Discovery of availability and access to service-specific notifications 

Service-specific notifications are notifications that are associated with a specific service of a specific Service Provider. Usually they are meant to be received by the terminals that are accessing the service in question. Examples of service-specific notifications are sports goals, news and operational announcements related to a specific service. Service-specific notifications MAY also be delivered using a dedicated service of type "Notification" (i.e. which "ServiceType" element value equals to "7" (see [BCAST10-SG])) if e.g. a service provider wants to dedicate a service for notification delivery.
Service-specific notifications can be delivered either over Broadcast Channel or over Interaction Channel. The availability and access to service-specific notifications can be discovered through ‘Access’ fragment. 

5.14.1.3.1 Service-specific notifications: discovery through ‘Access’ fragment

The availability and access to service-specific notifications can be signalled by including the ‘NotificationReception’ element in any of the ‘Access’ fragments associated with a Service as defined in section 5.1.2.4 of [BCAST10-SG].
· NTC in the Terminal SHALL support the signalling of the availability and access to service-specific notifications through ‘Access’ fragment.

· NTDA in the Network SHALL support the signalling of the availability and access to service-specific notifications through the ‘Access’ fragment.
5.14.1.4 Discovery of availability and access to notifications as an independent service
Notification messages can also be delivered as part of a Notification service that can be discovered through the Service Guide. Usually they are meant to be received by the terminals as an independent service. Examples of such services are news tickers or traffic updates for navigation systems. 

Independent Notification services can be delivered either over Broadcast Channel or over Interaction Channel. The availability and access to such Notification services can be discovered through the ‘Service’ and ‘Access’ fragments. 

5.14.1.4.1 Notifications as an independent service: discovery through ‘Access’ fragment

The availability and access to independent Notification services is signalled by:

· providing a ‘Service’ fragment with the ‘ServiceType’ element set to ‘7’ (Notification), and

· providing an ‘Access’ fragment pointing to the previous ‘Service’ fragment. The sessions or URLs used to deliver the Notification Messages SHALL be signalled by  the “AccessType” element, by providing a session description of a file delivery session using the 'SessionDescription' element, or by providing a list of URLs to be polled for notification messages using the 'AccessServerURL' element. The ‘NotificationReception’ element MAY be instantiated (in order to declare the polling period over HTTP), but the IPBroadcastDelivery and PollURL SHALL not be given as this information is provided by the “AccessType” element.
In order to enable discovery of Notifications as independent services:
· NTC in the Terminal SHALL support the signalling of the availability and access to notification services through ‘Service’ and ‘Access’ fragment.

· NTDA in the Network SHALL support the signalling of the availability and access to notification services through the ‘Service’ and ‘Access’ fragment.
Change 2:  Changes to the Notification broadcast delivery section (section 5.14.4.1)

5.14.4.2 
Notification Message Delivery over Broadcast Channel

Over Broadcast Channel, the Notification Messages SHALL be delivered to terminals using one of the following methods:

· 1) UDP delivery: The Notification Message is delivered in a UDP packet. 
The UDP packet SHALL be sent over the Broadcast Channel using the UDP destination port defined in the NotificationReception in the SGDD or the ‘Access’ fragment and the IP address of the ongoing session that the Notification Message is targeted for. If a separate IP address is defined in the NotificationReception in the SGDD or ‘Access’ fragment for the Notification Message then it SHALL be used.  It is RECOMMENDED that to avoid IP level segmentation, Notification Message sizes should be less than 1500 bytes, the average network MTU (Maximum Transfer Unit) size.

To decrease the message size, GZIP MAY be used to compress the Notification Message. 

The payload of the UDP file SHALL start with a header as specified below, followed by the uncompressed or compressed Notification Message. The format of the header is defined as follows: 

	Field
	Type
	Definition

	Payload_type
	uimsbf4
	Signals the type of the payload

Values:

0 – Notification according to MIME type vnd.oma.bcast.notification+xml

1-7 – reserved for future BCAST extensions

8-15 – reserved for proprietary extensions

	Encoding_type
	uimsbf4
	Signals the encoding of the payload

Values:

0 – unencoded

1 – GZIP encoded

2-7 – reserved for future BCAST extensions

8-15 – reserved for proprietary extensions


Table 45: Header for UDP Delivery of Notification Message
Mnemonics: uimsbf4 = Unsigned 4 bit Integer, most significant bit first
2) File delivery: The Notification Message is delivered in a separate file delivery session. There are two options for announcing such a file delivery session. 

(a) the session parameters are announced in a separate Notification Message using the ’DeliverySession’ element. This approach is RECOMMENDED for service-specific notifications, general notifications, and notifications as independent service in case the Notification Message size exceeds the MTU size. 
(b) the session parameters are announced in the Service Guide. This method SHALL be used for independent Notification services as specified in section 5.14.1.4.
To decrease the message size, GZIP MAY be used to compress the Notification Message. The fact that a message is compressed SHALL be signalled in the FDT. The Content-Type of a Notification Message in the FDT SHALL be signalled as “application/vnd.oma.bcast.notification+xml".
The terminal SHALL support GZIP decompression of Notification Messages. 
The Notification Messages MAY be repeatedly transmitted by the Service Provider or Network Provider to increase the probability of all intended terminals receive the Notification Messages.

The following figures illustrate the protocol stacks of the two Notification Message delivery methods over the Broadcast Channel:
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Figure 1: Notification message delivery protocol stack variant 1
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Figure 2: Notification message delivery protocol stack variant 2
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