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1 Reason for Change

Service specific notifications can be transported using UDP. However, this transport mechanism suffers from the following limitations.

· Due to the XML format of the notification payload, even with compression, the maximum transfer unit (MTU) is easily reached, requiring fragmentation.
· Announcing file delivery sessions for notifications require a UDP notification. This UDP notification must be repeated to allow terminals zapping into the service to receive the announcement.
· The same applies if RTP transport of notifications is desired (like in DVB-IPDC) the notification media track announcement requires a UDP notification. Again the UDP notification must be repeated periodically.
We propose to add support for FLUTE and RTP notifications in the service guide. The proposal regarding FLUTE notifications is to add an SDP element to the NotificationReception element of the Access fragment. Regarding RTP notification, the proposal is to add the description of the RTP notification stream in the SessionDescription element of the ‘Access’ fragment.

The change involves sections 5.1.2.4 “Access”, 5.1.2.5.1 “SessionDescription fragment”.
The section 5.1.2.5.4 “Session Description for notification media” and “Appendix G.3” are added to define the RTP notification declaration.
As shown above, the lack of an adequate way to announce notifications adds unnecessary complexity and requires repetition of UDP messages. This reduces the reliability of the notification function and can lead to interoperability issues.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

This CR describes the way to announce notification streams carried over FLUTE or RTP. The OMA-TS-BCAST_Services-V1_0-20070925-C_CR_0841.doc document will also have to be modified to describe the format of the notifications messages.
This modification is described in OMA-BCAST-2007-0841-CR_Terminal_Oriented_Notification_Synchronization.doc.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This CR is presented to BCAST for agreement.

6 Detailed Change Proposal

Change 1:  Addition of RTP notifications in SessionDescription and additional SDP in NotificationReception
5.1.2.4 Access

	BroadcastServiceDelivery
	E2
	NM/
TM
	0..1
	This element is used for the indication of IP transmission.
Contains the following elements:
BDSType
SessionDescription
FileDescription
	

	BDSType
	E3
	NM/

TM
	0..1
	Identifier of the type of underlying distribution system that this ‘Access’ fragment relates to.

Contains the following element:
Type

Version 
	

	Type
	E4
	NM/
TM
	0..1
	Type of underlying BDS, possible values:

0. IPDC over DVB-H 

1. 3GPP MBMS
2. 3GPP2 BCMCS 
3 -127. reserved for future use

128 -255. reserved for proprietary use
	unsignedByte

	Version
	E4
	NM/
TM
	0..N
	Version of underlying BDS. For instance, possible values are Rel-6 or Rel-7 for MBMS and 1x or HRPD or Enhanced HRPD for BCMCS.
	string

	SessionDescription
	E3
	NM/
TM
	1
	Reference to or inline copy of a Session Description information associated with this ‘Access’ fragment that the media application in the terminal uses to access the service and associated notifications.

Note: a referenced ‘SessionDescription’ fragment may be delivered in two ways: via broadcast or via fetch over interaction channel. 

In the case of fetch over interaction channel, the ‘SessionDescription’ fragment can be acquired by accessing the URI (given as attribute of the different Session Description reference elements). 
Contains the following elements:

SDP

SDPRef

USBDRef
ADPRef

The presence of elements ‘SDP’ and ‘SDPRef’ are mutually exclusive.
	


…
	NotificationReception
	E1
	NM/
TM
	0..1
	Reception information for service-specific Notification Messages.  

In case of delivery over Broadcast channel, either IPBroadcastDelivery or SDP can be used. ‘IPBroadcastDelivery’ specifies the address information for receiving Notification message.
SDP provides a means to describe the FLUTE session used to deliver notifications.
In case of delivery over Interaction channel, ‘RequestURL’ specifies address information for subscribing notification, ‘PollURL’ specifies address information for polling notification.
If this element is present, at least one of the elements “IPBroadcastDelivery”, “RequestURL”, or “PollURL” SHALL be present. 

Contains the following elements:

IPBroadcastDelivery
SDP
RequestURL
PollURL
	

	IPBroadcastDelivery
	E2
	NM/TM
	0..1
	Provides IP multicast address and port number for reception of Notification Messages over the broadcast channel. 

The ‘port’ is MANDATORY in both Network and Terminal because a designated UDP Port has to be used to deliver the Notification Message through an on-going session or the designated session while the ‘address’ is OPTIONAL to be used for the delivery of Notification Messages through the designated multicast or broadcast session.

In case the ‘address’ attribute is not provided the destination address provided by this access fragment SHALL be assumed.

Contains the following attributes:

port

address
	

	port
	A
	NM/
TM
	1
	Service-specific Notification Message delivery UDP destination port number, delivery over broadcast channel.
	unsignedInt

	address
	A
	NM/
TM
	0..1
	Service-specific Notification Message delivery IP multicast address, delivery over broadcast channel.
	string

	SDP
	E2
	NM/
TM
	0..1
	An inlined Session Description in SDP format [RFC 4566] that SHALL either be embedded in a CDATA section or base64-encoded. 

Contains the following attribute:

encoding
	string


	encoding
	A
	NM/TM
	0..1
	This attribute signals the way the Session Description has been embedded:
· It SHALL NOT be present when the Session Description is embedded into a CDATA section.
· It SHALL be present and set to “base64” in case the Session Description is base64-encoded.
	string


Change 2:  Addition of RTP notification media track to main content SDP
5.2.1.1.4 SessionDescription fragment
An ‘Access’ fragment MAY reference zero, one or more ‘SessionDescription’ fragments by the ‘SessionDescriptionReference’ element in the following manner.

· The ‘Access’ fragment MAY reference zero or more ‘SessionDescription’ fragments, containing Session Description information, formatted according to the syntax of Session Description Protocol (SDP) [RFC 4566], or

· The ‘Access’ fragment MAY reference zero or more ‘SessionDescription’ fragments containing MBMS User Service Bundle Descriptions (USBD) as specified in [26.346] section 5.2.2, or
· The ‘Access’ fragment MAY reference zero or more ‘SessionDescription’ fragments containing associated delivery procedure description information as specified in [BCAST10-Distribution] section 5.3.4., formatted in XML.

The following applies to the SDP-formatted ‘SessionDescription’ fragment.

· For IPv6 support in SDP, RFC 3266 is used. 

· For IPv4 support in SDP, RFC 4566 is used.

· ‘SessionDescription’ fragments MAY also contain other SDP extensions.

· If the SDP contains multiple media sections with the same media identifier (e.g. m=audio... or m=video...), then the selection between the media section to be used by the terminal is out of scope of this specification.
· The SDP MAY contain media sections for audio, video but also notification media sections. If present, the terminal SHALL use the notifications media track to synchronize the notifications with the main content. 
Change 3:  Definition of the RTP notification media track
5.2.1.1.4 Session Description for notification media

When a notification stream is present, the SessionDescription SHALL provide the following parameters:

· The media name in the “m=” line SHALL be “application”

· The encoding name in the “a=rtpmap” line SHALL be “notification”

· The port number and payload type MAY be assigned dynamically

· The clockrate MAY be chosen to match application needs

Additional parameters as defined in Appendix G.3 may be provided as part of the codec specific information in the "a=fmtp" line. These parameters are expressed in the form of a semicolon separated list of parameter=value pairs.

The proposed MIME type registration for the notification stream is given in Appendix G.3.

SDP Example:

m=application 49174 RTP/AVP 98

a=rtpmap:98 notification/90000
a=fmtp:98 Version=1;
Change 4:  Media type registration for RTP notifications
G.3 Media-Type Registration Request for application/notification

This section provides the registration request, as per [RFC 2048], to be submitted to IANA.

Type name: 

application

Subtype name: 

notification

Required parameters: 
Version

Version: A value between 0 and 255 that indicates the version of the notification framework specification that the data conforms to.

Optional parameters: 
none

Encoding considerations: 
binary
Security considerations: 

RTP packets using the payload format defined in the present document are subject to the security considerations discussed in the RTP specification [RFC3550] and any applicable RTP profile, e.g., AVP [RFC3551].
Interoperability considerations: 

None.

Published specification: 

OMA BCAST 1.0 Enabler Specification – Service Guide for Mobile Broadcast Services, especially section 5.4.1.5. Available from http://www.openmobilealliance.org    
Applications, which use this media type: 

OMA BCAST Notification function

Additional information:

       Magic number(s): 

none

       File extension(s): 

none

       Macintosh File Type Code(s): 
none

Person & email address to contact for further information: 

Stéphane Gouache

Stephane.Gouache@thomson.net

Intended usage: Common.

Restrictions on usage: None

Author/Change controller: OMNA – Open Mobile Naming Authority, OMA-OMNA@mail.openmobilealliance.org
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