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1 Reason for Change

The idea proposed in OMA-BCAST-v1_1-2008-0010 is valuable in the perspective that it can improve user experience. This CR proposes a simpler solution for this idea.
The basic thought in OMA-BCAST-v1_1-2008-0010 is to correlate the target location information with schedule information of contents as filter criteria. The direct way to implement this idea is to reuse the target location already existing in SG fragment (BroadcastArea), and add signalling information to indicate to terminal that this location information is associated with the corresponding schedule information.

The current filtering processing procedures are:

0) Terminal ignores the content if the user hasn’t subscribed or purchased the service/content; or else, goes to step 1);
1) The terminal decides whether the target location of the content matches the current location; If not, the terminal ignores the content; else,

2) If yes, the terminal decides whether other filtering criteria (such as TargetUserProfile and Genre) matches; If not, the terminal ignores the content, else,

3) The terminal downloads and stores the corresponding content, and waits for the rendering time of the content

While, after adding signalling information under BroadcastArea, here named ‘TimeRelated’, the filtering processing procedures become:
If ‘timeRelated’ is not present, then everything is the same as the current situation.

If ’timeRelated’ is present, then:

0) Terminal ignores the content if the user hasn’t subscribed or purchased the service/content; or else, goes to step 1);

1) The terminal will download and store the corresponding content (, optionally if other filtering criteria such as TargetUserProfile and Genre are matched), and wait for the rendering time of the content

2) When the rendering time arrives, the terminal will compare the current location and the target location of the content, which is described in BroadcastArea element; And depends on the comparing result:

3-a) If the result is ‘match’, then the terminal will render the content to user, if the user is watching the associated service; 

3-b) If the result is ‘dismatch’, then the terminal will simply ignore the content and may delete it, which is implementation specific.

The benefits of this solution include:

1) Minor change to SG specification;

2) Easy to implement;
3) The comparing result is 100% accurate, not a probability;

4) The terminal doesn’t need to keep BCAST client active all the time to collect user’s real-time location information. 
5) The terminal doesn’t need to calculate any kinds of probability according to the statistical data collected, which is a heavy burden for the terminal;

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

The schema of SG fragments should be modified accordingly.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree and incorporate the proposed changes to the Services Guide spec in BCAST 1.1.
6 Detailed Change Proposal

5.2.1.1 Service

A service represents a bundle of content items, which forms a logical group to the end-user. An example would be a TV channel, composed of several TV shows. A ‘Service’ fragment contains the metadata describing the Mobile Broadcast service. It is possible that the same metadata (i.e., attributes and elements) exist in the ‘Content’ fragment(s) associated with that ‘Service’ fragment. In that situation, for the following elements: ‘ParentalRating’, ‘TargetUserProfile’, ‘Genre’ and ‘BroadcastArea’, the values defined in ‘Content’ fragment take precedence over those in ‘Service’ fragment.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Service
	E
	
	
	‘Service’ fragment

Contains the following attributes:

id
version
validFrom
validTo

globalServiceID

weight
baseCID

emergency

Contains the following elements:

ProtectionKeyID

ServiceType 
Name

Description

AudioLanguage

TextLanguage

ParentalRating

TargetUserProfile 

Genre

Extension

PreviewDataReference

BroadcastArea

TermsOfUse

PrivateExt
	

	id
	A
	NM/

TM
	1
	ID of the ‘Service’ fragment. The value of this attribute SHALL be globally unique.”
	anyURI

	version
	A
	NM/

TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the ‘validFrom’ attribute, or as soon as it has been received if no ‘validFrom’ attribute is given. 
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt

	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.
	unsignedInt

	globalServiceID
	A
	NM/

TM
	0..1
	The globally unique identifier identifying the service this ‘Service’ fragment describes.
	anyURI

	weight
	A
	NM/

TM
	0..1
	Intended order of display of this service relative to other services as presented to the end user.  The order of display is by increasing weight value (i.e., service with lowest weight is displayed first).

Default: 65535

User preference, if available, SHALL override the weight.
	unsignedShort



	baseCID
	A
	NO/
TO
	0..1
	For the DRM Profile, part of the Service or Program CID used to identify the corresponding asset within a OMA DRM 2.0 Rights Object. The Service or Program CID is obtained from the BaseCID as described in [BCAST10-ServContProt] section 5.5.1.

This element is only Mandatory to support for the network and terminal in case the DRM Profile is supported [BCAST10-ServContProt].

Note: for uniqueness of the baseCID see Appendix H.
	string

	emergency
	A
	NO/
TO
	0..1
	When assigned with value ‘true’, specifies that this service is a service of emergency nature. That also means that all content items belonging to this service are contents of emergency nature. 

This attribute can be used for presentation purposes to users.

It is RECOMMENDED that the Terminal processes the reception of the services or content of emergency nature with high priority, and highlights their availability to user. How to order the emergency service or content is out of the scope of the specification.

The default value of this attribute is ‘false’.
	boolean

	ProtectionKeyID
	E1
	NO/

TO
	0..N
	Key identifier needed to access protected content. This information allows the terminal to determine whether or not it has the correct key material to access services within a PurchaseItem. 

In a scenario where this fragment is shared among multiple service providers, different key identifiers from the different service providers to access this specific protected service/content may be mixed in this element and the terminal SHOULD be able to sort out the key identifiers associated with the terminal’s affiliated service provider based on the Key Domain ID. How this is used is out of scope and is left to implementation.

The network and terminal SHALL support this element in case the Smartcard Profile is supported [BCAST10-ServContProt].

The protection key identifiers to access a specific service or content item SHALL only be signalled in one of the following fragment types: 'Service', 'Content', 'PurchaseItem', 'PurchaseData' or 'Access' fragments, but not mixed.

Contains the following attribute:

type
	base64Binary

	type
	A
	NM/TM
	1
	Type of ProtectionKeyID:

0: ProtectionKeyID = Key Domain ID concatenated with SEK/PEK ID, where both values are as used in the Smartcard Profile [BCAST10-ServContProt].
The Terminal MAY use the ProtectionKeyID to determine whether it already has SEK/PEK required to access the related service. The Terminal MAY use this information to indicate to the user which services can currently be accessed. The Terminal SHALL not use the SEK/PEK ID in the ProtectionKeyID to request a missing SEK. It is possible for the Terminal to request missing SEK based on the information from the secure function after the STKM decryption has been failed.

1-127 Reserved for future use

128-255 Reserved for proprietary use 
	unsignedByte 

	ServiceType 
	E1
	NM/

TM
	0..N
	Type of the service. 

Allowed values are:

0 - unspecified
1 - Basic TV
2 - Basic Radio

3 - RI services
4 - Cachecast

5 - File download services
6 - Software management services

7 - Notification

8 – Service Guide

9 - Terminal Provisioning services

10 - 127  reserved for future use

128 -255 reserved for proprietary use

The mixed service types SHALL be indicated by the presence of multiple instances of ServiceType (for example, for mixed Basic TV and Cachecast, two instances of ServiceType, with values 1 and 4 are present for this ‘Service’ fragment.

This element SHALL be processed by the terminal strictly for rendering to the user for example as a textual indicator, an icon, or graphic representation for the service. However, ‘ServiceType’ with value of 3 and 9 SHALL NOT be rendered and their existence SHOULD NOT be displayed to the user.

With value 6, i.e. sofware management services, users can select the desired software components (eg. desktop theme, ringtone, SG navigator update) to download over broadcast channel or interaction channel. The software components provided by this sofware management service are described by ‘Content’ fragments which belong to this ‘Service’ fragment. It is not expected that terminals are able to automatically select and download software components using this type of service.
	unsigned Byte 



	
	
	
	
	Start of program guide 

The program guide elements of this fragment are grouped between the Start of program guide and end of program guide cells in this fragment. 

The program guide elements are for user interpretation. This enables the content creator to provide user readable information about the service. The terminal SHOULD use all declared program guide elements in this fragment for presentation to the end-user. The terminal MAY offer search, sort etc functionalities.

The Program Guide consists of the following elements:

Name

Description

AudioLanguage

TextLanguage

ParentalRating

TargetUserProfile 

Genre

Extension
	

	Name
	E1
	NM/
TM
	1..N
	Name of the Service, possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.
	string


	Description
	E1
	NM/

TM
	0..N
	Description, possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.
	string



	AudioLanguage
	E1
	NM/

TM
	0..N
	This element declares for the end users that this service is available with an audio track corresponding to the language represented by the value of this element.

The textual value of this element can be made available for the end users in different languages. In such a case the language used to represent the value of this element is signalled using the built-in XML attribute ‘xml:lang’. See section 7, Multi-language support.

Contains the following attribute:

languageSDPTag
	string

	languageSDPTag
	A
	NM/

TO
	1
	Identifier of the audio language described by the parent ‘AudioLanguage’ element as used in the media sections describing the audio track in a Session Description.

· The ‘languageSDPTag’ SHALL be formatted according to the rules of [RFC 3066], for the described language.

· Each ‘AudioLanguage’ element declaring the same audio stream SHALL have the same value of the ‘languageSDPTag’. 
	string

	TextLanguage
	E1
	NM/

TM
	0..N
	This element declares for the end user that the textual components of this service are available in the language represented by the value of this element. The textual components can be, for instance, a caption or a sub-title track.

The textual value of this element can be made available for the end users in different languages. In such a case the language used to represent the value of this element is signalled using the built-in XML attribute ‘xml:lang’. See section 7 Multi-language support.

The same rules and constraints as specified for the element ‘AudioLanguage’ of assigning and interpreting the attributes ‘languageSDPTag’ and ‘xml:lang’ SHALL be applied for this element also. 

Contains the following attribute:

languageSDPTag
	string

	languageSDPTag
	A
	NM/TO
	1
	Identifier of the text language described by the parent ‘TextLanguage’ element as used in the media sections describing the textual track in a Session Description.
	string

	ParentalRating
	E1
	NM/
TM
	0..N
	The ParentalRating element defines criteria parents might use to determine whether the associated item is suitable for access by children, defined according to the regulatory requirements of the service area. 
The terminal SHALL support ‘ParentalRating’ being a free string, and the terminal MAY support the structured way to express the parental rating level by using the ‘ratingSystem’ and ‘ratingValueName’ attributes as defined below.

Contains the following attributes:

ratingSystem
ratingValueName


	string

	ratingSystem
	A
	NO/

TM
	0..1
	Specifies the parental rating system in use, in which context the value of the ‘ParentalRating’ element is semantically defined. This allows terminals to identify the rating system in use in a non-ambiguous manner and act appropriately.
This attribute SHALL be instantiated when a rating system is used. Absence of this attribute means that no rating system is used. (i.e. the value of the ‘ParentalRating’ element is to be interpreted as a free string). 
If this attribute is instantiated:

· The value of this attribute SHALL be one of the ‘rating_type’ values as listed in the OMA BCAST Parental Rating System Registry at [OMNA]. 

· The ‘ParentalRating’ element SHALL contain the string representation of a number that is a valid ‘rating_value’ in this particular rating system.

· This attribute MAY contain the value ‘10’ (OMA BCAST generic rating scheme), allowing to define a rating value in a non-registered parental rating system. In such case, the ‘ParentalRating’ element SHALL contain the string representation of a number between 1 and 255, 1 being the least and 255 being the most restrictive rating value. As these values are generic, the human-readable label of that rating value SHALL be signalled in the attribute ‘ratingValueName’. 


	unsignedByte

	ratingValueName
	A
	NO/TM
	0..1
	The human-readable name of the rating value given by this ParentalRating element. 

This attribute SHALL be present in case the ‘ratingSystem’ attribute contains the value ‘10’.


	string

	TargetUserProfile
	E1
	NO/

TO
	0..N
	Profile attributes of the users whom the service is targeting at. The detailed personal attribute names and the corresponding values are specified by attributes of ’attributeName’ and ‘attributeValue’. Amongst the possible profile attribute names are age, gender, occupation, etc. (subject to national/local rules & regulations, if present and as applicable regarding use of personal profiling information and personal data privacy).

The extensible list of ‘attributeName’ and ‘attributeValue’ pairs for a particular service enables end user profile filtering and end user preference filtering of broadcast services. The terminal SHOULD be able to support ‘TargetUserProfile’ element. The terminal behavior for interpreting and acting upon ‘TargetUserProfile’ is out of the scope.

It is RECOMMENDED that use of ‘TargetUserProfile’ element is an “opt-in” capability for users. Terminal settings SHOULD allow users to configure whether to input their personal profile or preference and whether to allow broadcast service to be automatically filtered based on the users’ personal attributes without users’ request.

Contains the following attributes:

attributeName

attributeValue
	

	attributeName
	A
	NM/

TM
	1
	Profile attribute name
	string

	attributeValue
	A
	NM/

TM
	1
	Profile attribute value 
	string

	Genre
	E1
	NM/
TM
	0..N
	Classification of service associated with characteristic form (e.g. comedy, drama).

The OMA BCAST Service Guide allows describing the format of the Genre element in the Service Guide in two ways:

· The first way is to use a free string

· The second way is to use the “href” attributes of the Genre element to convey the information in the form of a controlled vocabulary (classification scheme as defined in [TVA-Metadata] or classification list as defined in [MIGFG]).

The built-in XML attribute xml:lang MAY be used with this element to express the language.

The Network MAY instantiate several different sets of ‘Genre’ element, using it as a free string or with a ‘href’ attribute. The Network SHALL ensure the different sets have equivalent and non-conflicting meaning, and the terminal SHALL select one of the sets to interpret for the end-user.

Contains the following attributes:

type

href
	string

	type
	A
	NO/

TO
	0..1
	This attribute signals the level of this ‘Genre’ element.

The following values are allowed:

“main”

“secondary”

“other”
	string 

	href
	A
	NO/

TO
	0..1
	This attribute signals the controlled vocabulary used for this ‘Genre’ element. 

If this attribute is supported, the following applies to the support and use of classification schemes according to [TVA-Metadata]:

· for values of the ‘type’ attribute equal to "main" or "secondary", the terminal MAY support levels 1-4 of the TV Anytime ContentCS classification scheme identified by the classificationSchemeURI urn:tva:metadata:cs:ContentCS:2005 as defined in Annex A.8 of [TVA-Metadata]

· for a value of the ‘type’ attribute equal to "other", the terminal MAY support levels 1-3 of the TV Anytime IntendedAudienceCS classification scheme identified by the classificationSchemeURI urn:tva:metadata:cs:IntendedAudienceCS:2005 as defined in Annex A.11 of [TVA-Metadata]. When the IntendedAudienceCS is provided simultaneously with an instantiation of the ‘TargetUserProfile’, the two SHALL have equivalent meaning.

· The network SHALL use the following URI syntax to signal terms from classification schemes:
<classificationSchemeURI> “:” <termID>

· If this attribute is instantiated by the network, the element ‘Genre’ SHALL be an empty string and the xml:lang attribute SHALL NOT be used.

If this attribute is supported, the following applies to the support and use of the classification from [MIGFG]:

· This classification SHALL be signalled with  the URI “http://www.loc.gov/rr/mopic/miggen.html”

· The string value carried in the ‘Genre’ element SHALL be used to convey the actual value of the classification as given in [MIGFG]

· The Network MAY use the values “main” and “secondary” of the ‘type’ attribute so as to provide an ordering of two classifications applying to the same Service.

Other Classification Schemes MAY be signalled with the 'href' attribute, however how they are used is out of scope of this specification.

If this attribute is not instantiated, the ‘Genre’ element SHALL be a free string.
	anyURI

	Extension
	E1
	NM/
TM
	0..N
	Additional information related to this fragment. 

Contains the following attribute:

url

Contains the following element:

Description
	

	url
	A
	NM/
TM
	1
	URL containing additional information related to this fragment. 
	anyURI

	Description
	E2
	NM/

TM
	0..N
	Description regarding the additional information which can be retrieved from a web page. The language is expressed using built-in XML attribute ‘xml:lang’ with this element
	string

	
	
	
	
	End of program guide
	

	PreviewDataReference
	E1
	NM/
TM
	0..N
	Reference to the ‘PreviewData’ fragment which specifies the preview data (eg. picture, video clip, or low-bit rate stream) associated with this service:

It is possible that there are more than one ‘PreviewDataReference’ instances associated with the same fragment, in which case, the values of ‘usage’ attributes of these ‘PreviewDataReference’ instances SHALL be mutually exclusive.

Contains the following attributes:

idRef

usage 
	

	idRef
	A
	NM/

TM
	1
	Identification of the ‘PreviewData’ fragment which this fragment is associated with.


	anyURI

	usage
	A
	NM/
TM
	1
	Specifies the usage of the associated preview data. Possible values: 

0. unspecified

1. Service-by-Service Switching

2. Service Guide Browsing

3. Service Preview 

4. Barker

5. Alternative to blackout

6-127. reserved for future use

128-255. reserved for proprietary use

The explanation and limitation on the above preview data usages is specified in section 5.7.
	unsignedByte

	BroadcastArea
	E1
	NO/
TO
	0..1
	Broadcast area to include location information for BCAST contents.

Contains the following attribute:

polarity
timeRelated
Contains the following elements:

TargetArea

hor_acc
	

	polarity
	A
	NO/

TO
	0..1
	Indication of whether the associated target area is intended for positive or negative terminal reception of the service.

If polarity = true, this indicates the associated service is intended for reception by terminals located within the corresponding geographical area. (Default)

If polarity = false, this indicates the associated service is not intended for reception by terminals located within the corresponding geographical area.
	boolean

	timeRelated
	A
	NM/TM
	1
	Indication of whether the associated target area is time-related or not.

If timeRelated=true, this indicates that the terminal SHALL match its current location against the target area when the rendering time specified in the corresponding Schedule fragment is arrived. 
Terminals which are located within the location indicated by ‘TargetArea’ while performing the location filtering are allowed to render the service to user.
If timeRelated=false, this indicates that the associated service is intended to be filtered before terminal downloads and stores it.

	boolean

	TargetArea
	E2
	NO/
TM
	0..N
	The target area to distribute contents (as specified in the [OMA MLP] with modifications)

Contains the following elements:

shape

cc 

name_area 

ZipCode

CellTargetArea
	

	shape
	E3
	NO/
TM
	0..1
	Shapes used to represent a geographic area that describes (as specified in the [OMA MLP])
	

	cc
	E3
	NO/
TM
	0..1
	Country code, 1-3 digits e.g. 355 for Albania (as specified in the [OMA MLP])
	unsignedShort

	name_area
	E3
	NO/
TM
	0..N
	Geopolitical name of area such as ‘Seoul’ (as specified in the [OMA MLP]. The instances of ‘name_area’ element differ only in language. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.
	string

	ZipCode
	E3
	NO/
TM
	0..1
	Zip code
	string

	CellTargetArea
	E3
	NO/

TM
	0..1
	The target area to distribute content specified by he BDS specific service coverage area or minimum transmit area

Contains the following attribute:

type

Contains the following element:

CellArea
	

	type
	A
	NM/

TM
	1
	Allowed values are:

0 –  Unspecified

1 - 3GPP Cell Global Identifier as defined in 3GPP TS 23.003

2 – 3GPP Routing Area Identifier (RAI) as defined in 3GPP TS 23.003

3 – 3GPP Location Area Identifier (LAI) as defined in 3GPP TS 23.003

4 – 3GPP Service Area Identifier (SAI) as defined in 3GPP TS 23.003

5 – 3GPP MBMS Service Area Identity (MBMS SAI) as defined in 3GPP TS 23.003

6 – 3GPP2 Subnet ID as defined in [3GPP2 C.S0054-0]
7 – 3GPP2 SID as defined in [3GPP2 C.S0005-D]

8 – 3GPP2 SID+NID as defined in [3GPP2 C.S0005-D]

9 – 3GPP2 SID+NID+PZID as defined in [3GPP2 C.S0005-D]

10 – 3GPP2 SID+PZID as defined in [3GPP2 C.S0005-D]
11 – DVB-H Cell ID  (specified in section 6.3.4.1 of [BCAST10-DVBH-IPDC-Adaptation] )

12 - 127  reserved for future use

128 -255 reserved for proprietary use
	unsignedByte 

	CellArea
	E4
	NO/

TM
	0..N
	The BDS specific transmit area given in the format as defined by type.  

Contains the following attribute:

value

Contains the following element:

PP2CellID
	

	value
	A
	NM/TM
	1
	The value of the cell ID depending on the value of the type attribute
	unsignedShort

	PP2CellID
	E5
	NO/

TO
	0..N
	If type = 4, the value is Sector_ID as defined in  [3GPP2 C.S0024-A]

If type = 5, 6, 7 or 8, the value is BASE ID as defined in [3GPP2 C.S0002-0]

3GPP2 terminals SHALL support this element.
	positiveInteger



	hor_acc
	E2
	NO/
TM
	0..N
	Horizontal accuracy in meters (as specified in the [OMA MLP])
	string

	Elements omitted to save space here…


5.2.1.2 Content 

‘Content’ fragment describes a content or programme that is a part of a service that the content refers to. A   ‘Content’ fragment can be composed of several (audiovisual) media streams originating from several sources which together form a logical entity. An example is a single TV show broadcasted in several audio languages. A ‘Content’ fragment contains the metadata to describe a content or programme, represented by the attributes and elements in the following table. In the case of ‘ParentalRating’, ‘TargetUserProfile’, ‘Genre’, and ‘BroadcastArea’, should one or more of these elements exist in both the ‘Content’ fragment and its associated ‘Service’ fragment, the values of those elements in the ‘Content’ fragment take precedence over its counterparts in ‘Service’ fragment.

	Name
	Type
	Category 
	Cardinality 
	Description
	Data Type

	Content
	E
	
	
	‘Content’ fragment

Contains the following attributes:

id
version
validFrom
validTo

globalContentID

emergency

baseCID

Contains the following elements:

ServiceReference

ProtectionKeyID

Name

Description

StartTime
EndTime
AudioLanguage

TextLanguage

Length

ParentalRating

TargetUserProfile

Genre

Extension

PreviewDataReference 

BroadcastArea

TermsOfUse

PrivateExt
	

	id
	A
	NM/
TM
	1
	ID of the ‘Content’ fragment. The value of this attribute SHALL be globally unique.
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the ‘validFrom’ attribute, or as soon as it has been received if no ‘validFrom’ attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past.

This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt



	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.

This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt



	globalContentID
	A
	NM/

TM
	0..1
	The globally unique identifier identifying the content that this ‘Content’ fragment describes.
	anyURI

	emergency
	A
	NO/
TO
	0..1
	When assigned with value ‘true’, specifies that this content is content of emergency nature. This attribute can be used for presentation purposes to users.

It is RECOMMENDED that the Terminal processes the reception of the services or content of emergency nature with high priority, and highlights their availability to user. How to order the emergency service or content is out of the scope of the specification.

The default value of this attribute is ‘false’.
	boolean

	
	
	
	
	
	

	baseCID
	A
	NO/
TO
	0..1
	For the DRM Profile, part of the Service or Program CID used to identify the corresponding asset within an OMA DRM 2.0 Rights Object. The Service or Program CID is obtained from the BaseCID as described in [BCAST10-ServContProt], section 5.5.1].

In case this element is present the terminal SHALL use this element to identify the corresponding asset within an OMA DRM 2.0 Rights Object, instead of the baseCID(s) of the ‘Service’ fragment(s) this ‘Content’ fragment is associated with. 

In case this ‘Content’ fragment contains a reference to a ‘Service’ fragment this element MAY be present when:

- this ‘Content’ fragment is referenced by a ‘PurchaseItem’ fragment or when 
- a ‘PurchaseItem’ fragment references a ‘Schedule’ fragment that references this ‘Content’ fragment,

to identify the corresponding asset within an OMA DRM 2.0 Rights Object, in case the network supports the DRM profile.

In case this ‘Content’ fragment does not contain a reference to a ‘Service’ fragment this element SHALL be present when:

- this ‘Content’ fragment is referenced by a ‘PurchaseItem’ fragment or when 
- a ‘PurchaseItem’ fragment references a ‘Schedule’ fragment that references this ‘Content’ fragment

to identify the corresponding asset within an OMA DRM 2.0 Rights Object, in case the network supports the DRM profile.

The network and terminal SHALL support this element in case the DRM Profile is supported [BCAST10-ServContProt].

Note: for uniqueness of the baseCID see Appendix H.
	string

	ServiceReference
	E1
	NM/

TM
	0..N
	Reference to the ‘Service’ fragment(s) to which the ‘Content’ fragment belongs.

Contains the following attributes:

idRef

weight
	

	idRef
	A
	NM/

TM
	1
	Identification of the ‘Service’ fragment which this ‘Content’ fragment is associated with.
	anyURI

	weight
	A
	NM/

TM
	0..1
	Intended order of display of this ‘Content’ fragment relative to other ‘Content’ fragments belonging to the same service as presented to the end user.  The order of display is by increasing Weight value (i.e., content with lowest Weight is displayed first).

Default: 65535
	unsignedShort



	ProtectionKeyID
	E1
	NO/

TO
	0..N
	Key identifier needed to access protected content. This information allows the terminal to determine whether or not it has the correct key material to access services within a PurchaseItem. 

In a scenario where this fragment is shared among multiple service providers, different key identifiers from the different service providers to access this specific protected service/content may be mixed in this element and the terminal SHOULD be able to sort out the key identifiers associated with the terminal’s affiliated service provider based on the Key Domain ID. How this is used is out of scope and is left to implementation.

The network and terminal SHALL support this element in case the Smartcard Profile is supported [BCAST10-ServContProt].

The protection key identifiers to access a specific service or content item SHALL only be signalled in one of the following fragment types: 'Service', 'Content', 'PurchaseItem'; 'PurchaseData' or 'Access' fragments, but not mixed.

Contains the following attributes:

type

min

max
	base64Binary

	type
	A
	NM/TM
	1
	Type of ProtectionKeyID:

0: ProtectionKeyID = Key Domain ID concatenated with SEK/PEK ID, where both values are as used in the Smartcard Profile [BCAST10-ServContProt].

The Terminal MAY use the ProtectionKeyID to determine whether it already has SEK/PEK required to access the related service. The Terminal MAY use this information to indicate to the user which services can currently be accessed. The Terminal SHALL not use the SEK/PEK ID in the ProtectionKeyID to request a missing SEK. It is possible for the Terminal to request missing SEK based on the information from the secure function after the STKM decryption has been failed.

1-127 Reserved for future use

128-255 Reserved for proprietary use 
	unsignedByte 

	min
	A
	NM/TM
	0..1
	Indicates the lower validity value of the key needed to access the service / content.

For type 0, corresponds to the value of the lowest timestamp (32 bits) of an STKM needed to access the service / content, as used in the Smartcard Profile [BCAST10-ServContProt]
	nonNegativeIInteger

	max
	A
	NM/TM
	0..1
	Indicates the higher validity value of the key needed to access the service / content.

For type 0, corresponds to the value of the highest timestamp (32 bits) of an STKM needed to access the service / content, as used in the Smartcard Profile [BCAST10-ServContProt].
	nonNegativeIInteger

	
	
	
	
	Start of program guide 

The program guide elements of this fragment are grouped between the Start of program guide and end of program guide cells in this fragment. 

The program guide elements are for user interpretation. This enables the content creator to provide user readable information about the service. The terminal SHOULD use all declared program guide elements in this fragment for presentation to the end-user. The terminal MAY offer search, sort etc functionalities.

The Program Guide consists of the following elements:

Name

Description

StartTime

EndTime

AudioLanguage

TextLanguage

Length

ParentalRating

TargetUserProfile 

Genre

Extension
	

	Name
	E1
	NM/
TM
	1..N
	Name of the ‘Content’ fragment, possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.
	string

	Description
	E1
	NM/

TM
	0..N
	Description, possibly in multiple languages.
The language is expressed using built-in XML attribute ‘xml:lang’ with this element.
	string

	StartTime
	E1
	NM/

TM
	0..1
	The start time of the content which is for presentation purposes to the end user , expressed in UTC, using ‘dateTime’ XML built-in datatype. 

This element is applicable for scheduled rendering of non-Cachecast content.  For Cachecast content, the start time is defined by the ‘startTime’ attribute of the ‘PresentationWindow’ element in the ‘Schedule’ fragment.
	dateTime

	EndTime
	E1
	NM/

TM
	0..1
	The end time of the content which is for presentation purposes to the end user, expressed in UTC, using ‘dateTime’ XML built-in datatype. 

This element is applicable for scheduled rendering of non-Cachecast content.  For Cachecast content, the end time is defined by the ‘endTime’ attribute of the ‘PresentationWindow’ element in the ‘Schedule’ fragment.
	dateTime 

	AudioLanguage
	E1
	NM/

TM
	0..N
	This element declares for the end users that this content is available with an audio stream corresponding to the language represented by the value of this element.

The textual value of this element can be made available for the end users in different languages. In such a case the language used to represent the value of this element is signalled using the built-in XML attribute ‘xml:lang’. See section 7 Multi-language support.

Contains the following attribute:

languageSDPTag
	string

	languageSDPTag
	A
	NM/

TO
	1
	Identifier of the audio language described by the parent ‘AudioLanguage’ element as used in the media sections describing the audio track in a Session Description.

· The ‘languageSDPTag’ SHALL be formatted according to the rules of [RFC 3066], for the described language.

· Each ‘AudioLanguage’ element declaring the same audio stream SHALL have the same value of the ‘languageSDPTag’. 
	string

	TextLanguage
	E1
	NM/

TM
	0..N
	This element declares for the end user that the textual components of this content are available in the language represented by the value of this element. The textual components can be, for instance, a caption or a sub-title track.

The textual value of this element can be made available for the end users in different languages. In such a case the language used to represent the value of this element is signalled using the built-in XML attribute ‘xml:lang. See section 7 Multi-language support.

The same rules and constraints as specified for the element ‘AudioLanguage’ of assigning and interpreting the attributes ’ languageSDPTag’ and ‘xml:lang’ SHALL be applied for this element also. 

Contains the following attribute:

languageSDPTag 
	string

	languageSDPTag
	A
	NM/TO
	1
	Identifier of the text language described by the parent ‘TextLanguage’ element as used in the media sections describing the textual track in a Session Description.
	string

	Length
	E1
	NM/

TM
	0..1
	Duration of the A/V content declared
	duration 

	ParentalRating
	E1
	NM/
TM
	0..N
	The ParentalRating element defines criteria parents may use to determine whether the associated item is suitable for access by children, defined according to the regulatory requirements of the service area.
The parental rating level defined for ‘Content’ fragment overrides the rating level defined for the corresponding ‘Service’ fragment during the validity of the ‘Schedule’ fragment.

If there are multiple content items associated with a ‘Schedule’ fragment with different parental ratings, then the one with the most restrictive parental rating overrides the others. 

The terminal SHALL support ‘ParentalRating’ being a free string, and the terminal MAY support the structured way to express the parental rating level by using the ‘ratingSystem’ and ‘ratingValueName’ attributes as defined below.

Contains the following attributes:

ratingSystem
ratingValueName


	string

	ratingSystem
	A
	NO/

TM
	0..1
	Specifies the parental rating system in use, in which context the value of the‘ParentalRating’ element is semantically defined. This allows terminals to identify the rating system in use in a non-ambiguous manner and act appropriately.
This attribute SHALL be instantiated when a rating system is used. Absence of this attribute means that no rating system is used (i.e. the value of the ‘ParentalRating’ element is to be interpreted as a free string).
If this attribute is instantiated:

· The value of this attribute SHALL be one of the ‘rating_type’ values as listed in the OMA BCAST Parental Rating System Registry at [OMNA]. 

· The ‘ParentalRating’ element SHALL contain the string representation of a number that is a valid ‘rating_value’ in this particular rating system.

· This attribute MAY contain the value ‘10’ (OMA BCAST generic rating scheme), allowing to define a rating value in a non-registered parental rating system. In such case, the ‘ParentalRating’ element SHALL contain the string representation of a number between 1 and 255, 1 being the least and 255 being the most restrictive rating value. As these values are generic, the human-readable label of that rating value SHALL be signalled in the attribute ‘ratingValueName’. 


	unsignedByte

	ratingValueName
	A
	NO/TM
	0..1
	The human-readable name of the rating value given by this ParentalRating element. 

This attribute SHALL be present in case the ‘ratingSystem’ attribute contains the value ‘10’.


	string

	TargetUserProfile
	E1
	NO/
TO
	0..N
	Profile attributes of the users whom the content is targeting at. The detailed personal attribute names and the corresponding values are specified by attributes of ‘attributeName’ and ‘attributeValue’. Amongst the possible profile attribute names are age, gender, occupation, etc. (subject to national/local rules & regulations, if present and as applicable regarding use of personal profiling information and personal data privacy).

The extensible list of ‘attributeName’ and ‘attributeValue’ pairs for a particular content enables end user profile filtering and end user preference filtering of broadcast contents. The terminal SHOULD be able to support ‘TargetUserProfile’ element. The terminal behavior for interpreting and acting upon ‘TargetUserProfile’ is out of the scope.

It is RECOMMENDED that use of ‘TargetUserProfile’ element is an “opt-in” capability for users. Terminal settings SHOULD allow users to configure whether to input their personal profile or preference and whether to allow broadcast content to be automatically filtered based on the users’ personal attributes without users’ request.

Contains the following attributes:

attributeName

attributeValue
	

	attributeName
	A
	NM/

TM
	1
	Profile attribute name. 
	string

	attributeValue
	A
	NM/

TM
	1
	Profile attribute value. 
	string

	Genre
	E1
	NM/
TM
	0..N
	Classification of content associated with characteristic form (e.g. comedy, drama).

The OMA BCAST Service Guide allows describing the format of the Genre element in the Service Guide in two ways:

· The first way is to use a free string

· The second way is to use the “href” attributes of the Genre element to convey the information in the form of a controlled vocabulary (classification scheme as defined in [TVA-Metadata] or classification list as defined in [MIGFG]).

The built-in XML attribute xml:lang MAY be used with this element to express the language. 

The Network MAY instantiate several different sets of ‘Genre’ element, using it as a free string or with a ‘href’ attribute. The Network SHALL ensure the different sets have equivalent and non-conflicting meaning, and the terminal SHALL select one of the sets to interpret for the end-user.

Contains the following attributes:

type

href
	string

	type
	A
	NO/

TO
	0..1
	This attribute signals the level of this ‘Genre’ element.

The following values are allowed:

“main”

“secondary”

“other”
	string 

	href
	A
	NO/

TO
	0..1
	This attribute signals the controlled vocabulary used for this ‘Genre’ element. 

If this attribute is supported, the following applies to the support and use of classification schemes according to [TVA-Metadata]:

· for values of the ‘type’ attribute equal to "main" or "secondary", the terminal MAY support levels 1-4 of the TV Anytime ContentCS classification scheme identified by the classificationSchemeURI urn:tva:metadata:cs:ContentCS:2005 as defined in Annex A.8 of [TVA-Metadata]

· for a value of the ‘type’ attribute equal to "other", the terminal MAY support levels 1-3 of the TV Anytime IntendedAudienceCS classification scheme identified by the classificationSchemeURI urn:tva:metadata:cs:IntendedAudienceCS:2005 as defined in Annex A.11 of [TVA-Metadata]. When the IntendedAudienceCS is provided simultaneously with an instantiation of the ‘TargetUserProfile’, the two SHALL have equivalent meaning.

· The network SHALL use the following URI syntax to signal terms from classification schemes:
<classificationSchemeURI> “:” <termID>

· If this attribute is instantiated by the network, the element ‘Genre’ SHALL be an empty string and the xml:lang attribute SHALL NOT be used.

If this attribute is supported, the following applies to the support and use of the classification from [MIGFG]:

· This classification SHALL be signalled with  the URI “http://www.loc.gov/rr/mopic/miggen.html”

· The string value carried in the ‘Genre’ element SHALL be used to convey the actual value of the classification as given in [MIGFG]

· The Network MAY use the values “main” and “secondary” of the ‘type’ attribute so as to provide an ordering of two classification applying to the same Service.

Other Classification Schemes MAY be signalled with the 'href' attribute, however how they are used is out of scope of this specification.

. If this attribute is not instantiated, the ‘Genre’ element SHALL be a free string.
	anyURI

	Extension
	E1
	NM/
TM
	0..N
	Additional information related to this fragment. 

Contains the following attribute:

url

Contains the following element:

Description
	

	url
	A
	NM/
TM
	1
	URL containing additional information related to this fragment. 
	anyURI

	Description
	E2
	NM/TM
	0..N
	Description regarding the additional information which can be retrieved from a web page. The language is expressed using built-in XML attribute ‘xml:lang’ with this element
	string

	
	
	
	
	End of program guide
	

	PreviewDataReference
	E1
	NM/
TM
	0..N
	Reference to the ‘PreviewData’ fragment which specifies the preview data (eg. picture, video clip, or low-bit rate stream) associated with this content.

It is possible that there are more than one PreviewDataReference instances associated with the same fragment, in which case, the values of "usage" attributes of these PreviewDataReference instances SHALL be different.

Contains the following attributes:

idRef

usage 
	

	idRef
	A
	NM/
TM
	1
	Identification of the ‘PreviewData’ fragment which this fragment is associated with.


	anyURI

	usage
	A
	NM/
TM
	1
	Specifies the usage of the associated preview data. Possible values: 

0. unspecified

1. Service-by-Service Switching

2. Service Guide Browsing

3. Service Preview 

4. Barker

5. Alternative to blackout

6-127. reserved for future use

128-255. reserved for proprietary use

The explanation and limitation on the above preview data usages is specified in section 5.7.
	unsignedByte

	BroadcastArea
	E1
	NO/
TO
	0..1
	Broadcast area to include location information for BCAST contents

Contains the following attribute:

polarity

timeRelated
Contains the following elements:

TargetArea

hor_acc
	

	polarity
	A
	NO/

TO
	0..1
	Indication of whether the associated target area is intended for positive or negative terminal reception of the content item.

If polarity = true, this indicates the associated content item is intended for reception by terminals located within the corresponding geographical area. (Default)

If polarity = false, this indicates the associated content item is not intended for reception by terminals located within the corresponding geographical area.
	boolean

	timeRelated
	A
	NM/TM
	1
	Indication of whether the associated target area is time-related or not.

If timeRelated=true, this indicates that the terminal SHALL match its current location against the target area when the rendering time specified in the corresponding Schedule fragment is arrived. 

Terminals which are located within the location indicated by ‘TargetArea’ while performing the location filtering are allowed to render the content to user.
If timeRelated=false, this indicates that the associated content is intended to be filtered before terminal downloads and stores it.
	boolean

	TargetArea
	E2
	NO/
TM
	0..N
	The target area to distribute contents (as specified in the [OMA MLP] with modifications)

Contains the following elements:

shape

cc 

name_area 

ZipCode

CellTargetArea
	

	shape
	E3
	NO/
TM
	0..1
	Shapes used to represent a geographic area that describes (as specified in the [OMA MLP])
	

	cc
	E3
	NO/
TM
	0..1
	Country code, 1-3 digits e.g. 355 for Albania (as specified in the [OMA MLP])
	unsignedShort

	name_area
	E3
	NO/
TM
	0..N
	Geopolitical name of area such as ‘Seoul’ (as specified in the [OMA MLP]). The instances of ‘name_area’ element differ only in language. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.
	string

	ZipCode
	E3
	NO/
TM
	0..1
	Zip code
	string

	CellTargetArea
	E3
	NO/

TM
	0..1
	The target area to distribute content specified by he BDS specific service coverage area or minimum transmit area

Contains the following attribute:

type

Contains the following element:

CellArea
	

	type
	A
	NM/

TM
	1
	Allowed values are:

0 –  Unspecified

1 - 3GPP Cell Global Identifier as defined in 3GPP TS 23.003

2 – 3GPP Routing Area Identifier (RAI) as defined in 3GPP TS 23.003
3 – 3GPP Location Area Identifier (LAI) as defined in 3GPP TS 23.003

4 – 3GPP Service Area Identifier (SAI) as defined in 3GPP TS 23.003

5 – 3GPP MBMS Service Area Identity (MBMS SAI) as defined in 3GPP TS 23.003

6 – 3GPP2 Subnet ID as defined in [3GPP2 C.S0054-0]
7 – 3GPP2 SID as defined in [3GPP2 C.S0005-D]

8 – 3GPP2 SID+NID as defined in [3GPP2 C.S0005-D]

9 – 3GPP2 SID+NID+PZID as defined in [3GPP2 C.S0005-D]

10 – 3GPP2 SID+PZID as defined in [3GPP2 C.S0005-D]
11 – DVB-H Cell ID  (specified in section 6.3.4.1 of [BCAST10-DVBH-IPDC-Adaptation] )

10 - 127  reserved for future use

128-255 reserved for proprietary use

	unsignedByte

	CellArea
	E4
	NO/

TM
	0..N
	The BDS specific transmit area given in the format as defined by type.  

Contains the following attribute: 

Value

Contains the following element:

PP2CellID
	

	value
	A
	NM/TM
	1
	The value of the cell ID depending on the value of the type attribute.
	unsignedShort

	PP2CellID
	E5
	NO/

TO
	0..N
	If type = 4, the value is Sector_ID as defined in  [3GPP2 C.S0024-A]

If type = 5, 6, 7 or 8, the value is BASE ID as defined in [3GPP2 C.S0002-0]

Note: See relevant BDS specification for the data type of this element

Note: 3GPP2 terminals SHALL support this element
	positiveInteger 

	hor_acc
	E2
	NO/
TM
	0..N
	Horizontal accuracy in meters (as specified in the [OMA MLP])
	string

	Elements omitted to save space here…
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