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1 Reason for Change

OMA-BCAST-v1_1-2008-0086-CR_SG_Hybrid_scenario_initial_draft which contains section headers for hybrid scenarios was agreed during the Osaka meeting. This CR handles the hybrid broadcast/unicast update and management of Service Guide part which is references in the text introduced by OMA-BCAST-v1_1-2008-0119R02-CR_Hybrid_scenarios_introduction_part_in_SG. 

Change 1 provides a resolution to the comment provided during the Jeju interim meeting that it should be possible for the terminal to somehow specify that Service Guide response only shall include fragments that can not be received over the broadcast channel. The added key-value pair enables this possibility and is typically used in a scenario when a terminal first receives all fragments available over the broadcast channel and then retrieves additional fragment using the interaction channel.

Change 2 includes the changes originally proposed in OMA-BCAST-v1_1-2008-0119R01-CR_Hybrid_scenarios_introduction_part_in_SG, and in addition, provides resolutions to the comments provided during the Jeju interim meeting.
2 Impact on Backward Compatibility

The added key-value pairs for interaction channel retrieval of Service Guide are not backward compatible with BCAST 1.0.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into BCAST 1.1.

6 Detailed Change Proposal

5.4.3.1 Rules applicable to all requests and responses

When requesting either Service Guide fragments or Service Guide Delivery Descriptors over Interaction Channel, the terminal and network SHALL comply with the following rules:

· The terminal SHALL originate requests. The network SHALL respond to requests.

· The request SHALL be made using ‘POST’ method of HTTP/1.1

· The parameters associated with the request SHALL be communicated as key-value pairs following the conventions defined in section 17.13 of [HTML4.01] for submitting HTML form data by the ‘POST’ method using the "application/x-www-form-urlencoded" encoding type. More specifically, once encoded as "application/x-www-form-urlencoded", the parameters to be passed from terminal to system SHALL be communicated in the ‘message-body’ of HTTP/1.1 ‘Request’ message as defined in section 5 of [RFC 2616]. 

· Within a single request, the terminal MAY include multiple key-value pairs. As defined by [HTML4.01] these key-value pairs SHALL be delimited by an ‘&’.

· Within the request, the terminal MAY specify the requested format of response. 

· When the terminal requests only Service Guide Delivery Descriptors, the terminal SHALL send “type=sgdd” as the first key-value-pair in the request. 

· When the terminal requests only Service Guide Delivery Units, the terminal SHALL send “type=sgdu” as the first key-value-pair in the request.
· When the terminal requests Service Guide Delivery Descriptors and all Service Guide fragments declared within the Service Guide Delivery Descriptors that are available over Interaction Channel, the terminal SHALL send “type=sgdd+sgdu” as the first key-value-pair in the request.

· When the terminal makes a specific request for SGDDs (section 5.4.3.3) but requests the result as SGDUs, the server SHALL interpret this as a request to return all matching fragments associated with the SGDDs that the network would return if the network returned SGDDs as a result of the query.
· When the terminal makes a specific request for SG fragments (section 5.4.3.4) but requests the result as SGDDs, the network SHALL interpret this as a request to return all currently valid and matching SGDDs associated with the requested SG fragments. 
· When the terminal requests Service Guide fragments that are only possible to retrieve using the interaction channel, the terminal SHALL include “fragmentAccess=interactionChannelOnly” as a key-value-pair in the request. This key-value pair is typically used in a hybrid broadcast/unicast environment in order to minimize the load on the interaction channel by not requesting fragments that have already been received over the broadcast channel.
· When the terminal wants to minimize the information that are present in the server response, when no update occurred during a given period of time, it MAY insert in the ‘message-body’ of the HTTP/1.1 request the key equal to “lastResponseVersion”: the value of this key is then the last cached “lastResponseVersion” of the response which updates are requested by the terminal. The terminal can be also informed by the server until which time a requested given part of a Service Guide is expected to be up-to- date thanks to the use of the “ResponseValidity” element   (see section 5.4.3.1.1).

· The following two notes give examples of contexts where the terminal can use  “lastResponseVersion” and “ResponseValidity” information provided by the server  

Note 1: for example, if the terminal did an unspecific request (See 5.4.3.2) for retrieving the service guide over the interaction channel, the server could, for instance, instantiate the SGResponse with SGDD(s) and SGDU according to a TimeGrouping criteria from present time to time Tx and inform the terminal that the (part of the) service guide is up-to-date up until Tx through the “ResponseValidity” element in the SGResponse. The server can also indicate the version of the current response in the “lastResponseVersion” attribute. The terminal can then repeat the same (unspecific) request after Tx to obtain a response containing the SGDD(s) and SGDU with the (part of the) service guide that is up to date until later time Ty. 

Note 2: the terminal can also use this mechanism for the request of specific Service Guide Delivery Descriptors (see section 5.4.3.3) or SG fragments (see section 5.4.3.4) using various key and value pairs, such as the “globalServiceID” criterion. However, in the case when the terminal performed a request for specific SGDD(s) using “sgddID(s)” as the key(s), the terminal cannot assume it can repeat the initial request, i.e. using the same “sgddID(s)” values to obtain an update view of the target service guide parts. For instance, for a given fragment signalled at a given time by a given sgddID, the update of the fragment may be signalled at another time by a different sgddID. 
· Furthermore, the terminal MAY announce a specific BCAST release number under which to interpret the request, using the key ‘bcastrelease’. In such case, the server SHALL provide a response according to the requested release number or SHALL announce the requested release number is not supported by using status code ‘012’ in the ‘status’ attribute of the “SGResponse” instance.

· As of the present release of this specification, the value ‘1.0’ is defined. This is also the default value in case the ‘bcastrelease’ key is omitted.
· The response to the request SHALL be HTTP/1.1 response with status ‘200 OK’. 

· The response SHALL have HTTP header field ‘Content-Type’ set to “application/octet-stream”

· The HTTP payload of response SHALL contain one instance of element “SGResponse”. See 5.4.3.1.1 for the definition of element “SGResponse”.

· The element “SGResponse” carries the status code associated with the response, and the optional “lastResponseVersion” attribute.

· If Service Guide Delivery Descriptors are returned with the response, those SHALL be carried within the element “SGResponse”.
· If the optional ResponseValidity element is returned with the response, this SHALL be carried within the element “SGResponse”.
· In case the ‘status’ attribute of the element “SGResponse” holds value ‘012’ or value ‘016’, the server SHALL neither instantiate the “ServiceGuideDeliveryDescriptor” nor provide an SGDU in the response.
· In the HTTP payload, the XML root closing tag of the element “SGResponse” MAY be immediately followed by one Service Guide Delivery Unit. If Service Guide fragments are returned with the response, those SHALL be encapsulated in that Service Guide Delivery Unit.

5.5.3 Service Guide Update and Management Cases for Hybrid Broadcast/Interactive Scenario (Informative)

When Service Guide is delivered in a hybrid broadcast/unicast environment, three cases for Service Guide update and management can be envisioned. These cases are described in the following subsections.

Service Guide partly Distributed over Broadcast Channel and partly Distributed over Interaction Channel
The complete Service Guide consists of fragments that are delivered over both the broadcast channel and the interaction channel. Some of the fragments are only available over the broadcast channel and some of the fragments are only available over the interaction channel. See section C.11.2
 for an explanation of the relationship between the services and the Service Guide fragments in this case.
For discovering and localizing changes made to the fragments delivered over the broadcast channel, the methods explained in section 5.5.2
 can be used. Correspondingly, for discovering and localizing changes made to the fragments delivered over the interaction channel, the terminal-based way or the system-based as described in section 5.5.3
 can be used. In addition, the interaction channel Service Guide update and management can also be eased by using the “lastResponseVersion” and/or “ResponseValidity” information provided by the server as described in section 5.4.3.1
.

The server needs to take into consideration that the terminal might not have access to both the broadcast channel and interaction channel when determining which access method(s) to use for delivering each individual fragment. In other words, the set of fragments delivered over the broadcast channel needs to be consistent as described in section 5.4.1.5.3
, and the same applies for the set of fragments delivered over the interaction channel.
It can be desirable for the terminal to avoid retrieving fragments over the interaction channel which have already been received over the broadcast channel. The key-value pair “fragmentAccess=interactionChannelOnly” can be used for this purpose as described in section 5.2.1.1
.
5.5.3.1 Service Guide completely Distributed over both Broadcast Channel and Interaction Channel
The Service Guide is completely broadcasted, and the same version of the Service Guide is also alternatively available over the interaction channel. In this case, the terminal can use the broadcasted Service Guide to detect changes or updates in the Service Guide, as described in section 5.5.1
. Alternatively, Service Guide update and management is done according to the terminal-based way or the system-based as described in section 5.5.2
. For the terminal-based way, the updates can be eased by using the “lastResponseVersion” and/or “ResponseValidity” information provided by the server as described in section 5.4.3.1
. Alternatively, and in case both the network and terminal support it, the SGDDs may contain information announcing notifications (see section 5.4.1.5.2
), and the BCAST notification function (see section 5.14 of [BCAST11-Services]) can be used to announce changed SGDDs and/or fragments from server to terminal.
5.5.3.2 Service Guide Distributed completely over Interaction Channel
The Service Guide is completely distributed over the interaction channel only. In this case, the Service Guide update and management is done according to the terminal-based way or the system-based as described in section 5.5.2
. For the terminal-based way, the updates can be eased by using the “lastResponseVersion” and/or “ResponseValidity” information provided by the server as described in section 5.4.3.1
. Alternatively, and in case both the network and terminal support the Notification function, the SGDDs may contain information announcing notifications (see section 5.4.1.5.2
), and the BCAST notification function (see section 5.14 of [BCAST11-Services]) can be used to announce changed SGDDs and/or fragments from server to terminal. 
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