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1 Reason for Change

This document combines the comments from Nokia and Expway against OMA-BCAST-v1_1-2008-0136R02-CR__Bug_Fix_to_attributes_of_SGDD,

R01:grammatical change.

R02: Add the advantage of SGDD id and version cardinality with respect to terminal under both broadcast and interactive channel case.

R03: combines the comments from Nokia and Expway, SGDD id and version shall be instantiated in the case of broadcast channel, and remains intact under unicast channel. Textual description in terms of the combined opinions is added.
Uder the case of broadcast channel, the terminal would reserve the SGDD as well as its id and version from the server upon its first request, Thus SGDD carrying the attributes of id and version as mandatory items has evident advantage for both terminal and the server: in terms of the id and version carried in SGDD from server, terminal could conveniently determine the different segments which have been updated since the last SGDD request,rather than processing every segment some of which might remain intact since the last request. Similarly, the server could determine the specifically updated segments the subscriber really intetends to abtain, rather than delivering all of them. The computation load and efficiency of both server and terminal could be saved substaitially..
      Therefore the cardinality of id and version in SGDD here is suggested to be “1” rather than “0..1” under the case of broadcast channel.
2 Impact on Backward Compatibility

Not applicable.

3 Impact on Other Specifications

Not applicable.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is kindly requested to consider the proposed changes for agreement.

6 Detailed Change Proposal

Change 1:  Changes to the SGDD (section 5.4.1.5.2)

5.4.1.5.2 Service Guide Delivery Descriptor
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	ServiceGuideDeliveryDescriptor
	E
	
	
	The Service Guide Delivery Descriptor

Contains the following attributes:

id

version

Contains the following elements:

NotificationReception

BSMList

DescriptorEntry
	

	id
	A
	NM/TM
	0..1
	Unique identifier of the SGDD within one specific SG
This attribute SHALL be instantiated if the SGDD is delivered over broadcast channel 
	anyURI

	version
	A
	NM/TM
	0..1
	Version of SGDD. The newer version overrides the older one as soon as it has been received.
This attribute SHALL be instantiated if the SGDD is delivered over broadcast channel
	unsignedInt 

	NotificationReception
	E1
	NM/TM
	0..1
	Reception information for general Notification Messages.  

In case of delivery over Broadcast channel, IPBroadcastDelivery specifies the address information for receiving Notification message.

In case of delivery over Interaction channel, RequestURL specify address information for subscribing notification, PollURL specify address information for polling notification.

When the Notification Message resource pointed by this element provides Notification Messages carrying Service Guide update, those SHALL relate to the currently bootstrapped Service Guide.

If this element is present, at least one of the atttributes “IPBroadcastDelivery”, “RequestURL”, or “PollURL” SHALL be present. 

Contains the following elements:

IPBroadcastDelivery

RequestURL

PollURL
	

	IPBroadcastDelivery
	E2
	NM/TM
	0..1
	Provides IP multicast address and port number for reception of Notification Messages over the broadcast channel. 

Contains the following attributes:

port

address
	

	port
	A
	NM/TM
	1
	General Notification Message delivery UDP destination port number; delivery over Broadcast Channel.
	unsignedInt

	address
	A
	NM/TM
	1
	General Notification Message delivery IP multicast address; delivery over Broadcast Channel.
	string

	RequestURL
	E2
	NM/TM
	0..1
	URL through which the terminal can subscribe to general Notification Messages; delivery over Interaction Channel.
	anyURI

	PollURL
	E2
	NM/TM
	0..1
	URL through which the terminal can poll general Notification Messages over Interaction Channel.
	anyURI

	BSMList
	E1
	NM/TM
	0..1
	Declaration of the BSM Selectors which can be used in the GroupingCriteria sections defined below.

Contains the following element:

BSMSelector
	

	BSMSelector
	E2
	NM/

TM
	1..N
	Specifies the BSM associated with the fragments in this Service Guide Delivery Unit 

Allows a terminal to determine whether the SGDU’s in this SGDD DescriptorEntry – among the SGDU’s that are announced in various DescriptorEntries in various SGDD’s – is associated with the terminal’s affiliated BSM(s). The terminal’s affiliated BSM(s) are represented within terminal as Management Objects with identifier ‘<X>/ BSMSelector/BSMFilterCode’ or as codes on the Smartcard as defined by [3GPP TS 22.022], [3GPP2 C.S0068-0], [3GPP TS 31.102], [3GPP2 C.S0023-C], or [3GPP2 C.S0065-0]... 

For the interpretation of the BSMSelector within the SGDD the following SHALL apply:

· If the BSMFilterCode present in this element matches to any of the ‘<X>BSMSelector//BSMFilterCode’ entries within the terminal, or to any of the codes on the Smartcard, i.e. all of the instantiated attributes of BSMFilterCode have matching instantiated attributes under the ‘<X>/BSMFilterCode’ or matching codes on the Smartcard, the terminal is able to process, render, interpret and handle the fragments without restrictions. 
Note that it is considered a match when the instantiated attributes under the BMSFilterCode matches a subset of the instantiated attributes of ‘<X>/BSMSelector/BSMFilterCode’ or matches a subset of the codes on the SmartCard. However, when the instantiated BSMFilterCode represents a superset of attributes of the ‘<X>/BSMSelector/BSMFilterCode’ or a superset of the codes on the Smartcard, it is not considered a match, because not all instantiated attributes under the BSMFilterCode matches to instantiated attributes of ‘<X>/BSMSelector/BSMFilterCode’ or codes on the Smartcard. If the BSMFilterCode present in this element does not match to any of the ‘<X>/BSMSelector/BSMFilterCode’ entries within the terminal, , i.e. not all of the instantiated attributes of BSMFilterCode have matching instantiated attributes under the ‘<X>/BSMSelector/BSMFilterCode’ or codes on the Smartcard, the terminal can render, interpret and handle the fragments according to RoamingRules associated with this BSMSelector (identified by the attribute ‘id’). In case the terminal does not have these RoamingRules the terminal SHALL NOT render the fragments to the user. The terminal MAY acquire the rules by sending a RoamingRuleRequest to address indicated by attribute “roamingRuleRequestAddress”.

In case the terminal has no ‘<X>/BSMSelector/BSMFilterCode’ entries or no codes on the Smartcard, for the interpretation of the BSMSelector within the SGDD the following SHALL apply:

· The terminal can render, interpret and handle the fragments according to RoamingRules associated with this BSMSelector (identified by the attribute ‘id’). In case the terminal does not have these RoamingRules the terminal SHALL NOT render the fragments to the user. The terminal MAY acquire the rules by sending a RoamingRuleRequest to address indicated by attribute “roamingRuleRequestAddress”.

Note: RoamingRuleRequest message and associated roaming methods are specified in [BCAST10-Services].

Contains the following attributes:

id 

roamingRuleRequestAddress

Contains the following elements:

BSMFilterCode

Name 

RoamingRule
	

	id
	A
	NM/TM
	1
	Identifier of the BSMSelector. This ‘id’ is unique within network.
	anyURI

	roamingRuleRequestAddress
	A
	NO/
TM
	0..1
	Address to which the terminals can send the RoamingRuleRequests to request RoamingRules associated with this BSMSelector (identified with the ‘id’ attribute).
	anyURI

	BSMFilterCode
	E3
	NM/TM
	0..1
	The code that specifies this BSMSelector. 

Contains the following attributes:

type

serviceProviderCode

corporateCode

serviceProviderName

nonSmartCardCode
Contains the following elements:

NetworkCode3GPP
NetworkCode3GPP2
Note: At most either ‘NetworkCode3GPP’ or ‘NetworkCode3GPP2’ SHALL be present.  Implementation in XML Schema should use <choice>.
	

	type
	A
	NM/

TM
	1
	The type of bsmFilterCode. 

1 – BSMCode (Smart Card Code) 

This is used if the determination is made based on the country and operator code in the (U)SIM/(R-)UIM/CSIM

2 – BSMCode (Non Smart Card Code):

This is used if the determination is made based on the country and operator code in the terminal

Other values are reserved.
	unsignedByte

	serviceProviderCode
	A
	NO/
TM
	0..1
	Service Provider Code as specified by [3GPP TS 22.022] or [3GPP2 C.S0068-0].

Applicable only when “type” == 1
	unsignedByte

	corporateCode
	A
	NO/
TM
	0..1
	Corporate Code as specified by [3GPP TS 22.022] or [3GPP2 C.S0068-0].

Applicable only when “type” == 1
	unsignedByte

	serviceProviderName 
	A
	NO/
TM

	0..1
	Service Provider Name (SPN) as specified by [3GPP TS 31.102], [3GPP2 C.S0023-C], or [3GPP2 C.S0065-0].

Applicable only when “type” == 1
	string

	nonSmartCardCode
	A
	NO/
TM
	0..1
	Value of BSMFilterCode  when “type” == 2
	string

	NetworkCode3GPP
	E4
	NO/TM
	0..1
	IMSI-based Network, Network Subset or SIM/USIM codes as specified by [3GPP TS 22.022].  Applicable only when “type” == 1.
Contains the following attributes:

· mobileCountryCode
· mobileNetworkCode
· networkSubsetCode
· networkSubsetCodeRangeStart
· networkSubsetCodeRangeEnd
· codeRangeStart
· codeRangeEnd
	

	mobileCountryCode
	A
	NO/
TM
	0..1
	Mobile Country Code (3 digits) as specified by [3GPP TS 22.022].
	string of 3 digits

	mobileNetworkCode
	A
	NO/
TM
	0..1
	Mobile Network Code (2-3 digits) as specified by [3GPP TS 23.003].
	string of 2-3 digits

	networkSubsetCode
	A
	NO/
TM
	0..1
	Network Subset Code (2 digits)  as specified by [3GPP TS 22.022].
	string of 2 digits

	networkSubsetCodeRangeStart


	A
	NO/
TM
	0..1
	Instead of providing an explicit code in attribute ‘networkSubsetCode’, the network MAY instead provide a continuous range of codes. 

In such a case the network SHALL 

· provide the smallest code for the terminal to accept in this attribute, 

· the greatest code in the attribute ‘networkSubsetCodeRangeEnd’ and

· SHALL not instantiate attribute ‘network
SubsetCode’.

The terminal SHALL interpret all the code values between the smallest and the greatest code as values to be accepted.
	string of 2 digits

	networkSubsetCodeRangeEnd
	A
	NO/
TM
	0..1
	This attribute signals the end of the range of Network Subset Codes as specified above.
	string of 2 digits

	codeRangeStart
	A
	NO/TM
	0..1
	This attribute signals the lowest code value from a continuous range of one or more codes, which is used by the BCAST Terminal to determine whether a match exists with the local SIM/USIM code.  The Terminal SHALL accept all code values between (and inclusive of) the lowest and highest code value for matching against the local SIM/USIM code.


	string of 8 digits

	codeRangeEnd


	A
	NO/TM
	0..1
	This attribute signals the highest code value for the BCAST Terminal to be considered valid for matching against the local SIM/USIM code, as described above.
	string of 8 digits

	NetworkCode3GPP2
	E4
	NO/TM
	0..1
	IMSI and/or NAI based Network or (R-)UIM/CSIM codes as specified by [3GPP2 C.S0068-0].  Applicable only when “type” == 1.
Contains the following attributes:

· mobileCountryCode
· mobileNetworkCode
· iRMBasedMIN
· hRPDRealm

· ruimCSIMCodeRangeStart

· ruimCSIMCodeRangeEnd
	

	mobileCountryCode
	A
	NO/TM
	0..1
	Mobile Country Code (3 digits) as specified for Network Type 1 by [3GPP2 C.S0068-0].
	string of 3 digits

	mobileNetworkCode
	A
	NO/TM
	0..1
	Mobile Network Code (2-3 digits) as specified for Network Type 1 by [3GPP2 C.S0068-0].
	string of 2-3 digits

	iRMBasedMIN
	A
	NO/TM
	0..1
	First 4 digits of IRM-based MIN as specified for Network Type 2 by [3GPP2 C.S0068-0].
	string of 4 digits

	hRPDRealm
	A
	NO/TM
	0..1
	REALM code of the relevant HRPD network as specified by [3GPP2 C.S0068-0]. 
	integer

	ruimCSIMCodeRangeStart
	A
	NO/TM
	0..1
	(R-)UIM or CSIM code, as specified in [3GPP2 C.S0023-C], [3GPP2 C.S0065-0] or [3GPP2 C.S0068-0].
This attribute signals the lowest code value from a continuous range of one or more codes, which is used by the BCAST Terminal to determine whether a match exists with the local (R-)UIM/CSIM code.  The Terminal SHALL accept all code values between (and inclusive of) the lowest and highest code value for matching against the local (R-)UIM/CSIM code.
	string

	ruimCSIMCodeRangeEnd
	A
	NO/TM
	0..1
	(R-)UIM or CSIM code, as specified in [3GPP2 C.S0023-C], [3GPP2 C.S0065-0] or [3GPP2 C.S0068-0].
This attribute signals the lowest code value from a continuous range of one or more codes, which is used by the BCAST Terminal to determine whether a match exists with the local (R-)UIM/CSIM code.  The Terminal SHALL accept all code values between (and inclusive of) the lowest and highest code value for matching against the local (R-)UIM/CSIM code.
	string

	
	
	
	
	
	

	Name
	E3
	NM/TM
	1..N
	Provides a user readable name for the BSM_Selector, possibly in multiple languages.

The language is expressed using built-in XML attribute xml:lang with this element.

This element can be used to provide information to the user so he can select the BSMSelector the terminal has to use. 
	string

	RoamingRule
	E3
	NO/TM
	0..N
	Specifies a Roaming Rule associated with BSMSelector. 

Contains the following attributes:


allowAll


denyAll

Contains the following elements:


TimeFrame



AllowPurchaseItem


AllowPurchaseData


AllowService


AllowContent


DenyPurchaseItem


DenyPurchaseData


DenyService


DenyContent

The terminal SHALL interpret RoamingRule for each fragment so that in case ‘allow’ rule and ‘deny’ rule apply simultaneously, the ‘deny’ rule takes precedence.

	

	allowAll
	A
	O
	0..1
	Rule that, when set to “true”, allows the Terminal to use all the fragments associated with BSMFilterCode associated with these RoamingRules.

The default value of this attribute is “false”.

This attribute SHALL not be present if attribute ‘denyAll’ is present.
	boolean

	denyAll
	A
	O
	0..1
	Rule that, when set to “true”, prohibits the Terminal to use any the fragments associated with BSMFilterCode associated with these RoamingRules.

The default value of this attribute “false”.
This attribute SHALL not be present if attribute ‘allowAll’ is present.
	boolean

	TimeFrame
	E4
	O
	0..N
	Rule that defines the time frame(s) this RoamingRule is applies to.

Contains the following attributes:


startTime


endTime


	

	startTime
	A
	O
	0..1
	Start of the time frame. If not given, the time frame is assumed to have started at some time in the past. This field is expressed as the first 32bits integer part of NTP time stamps. 


	unsignedInt 

	endTime
	A
	O
	0..1
	End of the time frame. If not given, the time frame is assumed to end at some time in the future. This field is expressed as the first 32bits integer part of NTP time stamps. 


	unsignedInt 

	Allow
PurchaseItem
	E4
	O
	0..1
	Rule that allows the Terminal to use the listed PurchaseItems.
Contains the following element:

   Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents GlobalPurchaseItemID that is allowed to be interpreted, rendered and accessed.
	anyURI

	Allow
PurchaseData
	E4
	O
	0..1
	Rule that allows the Terminal to use the listed PurchaseData items.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents PurchaseData fragment ID that is allowed to be interpreted, rendered and accessed.
	anyURI

	Allow
Service
	E4
	O
	0..1
	Rule that allows the Terminal to use the fragments corresponding to listed GlobalServiceIDs.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents GlobalServiceID. Fragments associated with this GlobalServiceID are allowed to be interpreted, rendered and accessed.
	anyURI

	Allow
Content
	E4
	O
	0..1
	Rule that allows the Terminal to use the fragments corresponding to listed ContentIDs.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents GlobalContentID. Fragments associated with this GlobalContentID are allowed to be interpreted, rendered and accessed.
	anyURI

	Deny
PurchaseItem
	E4
	O
	0..1
	Rule that denies the Terminal to use the listed PurchaseItems.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents GlobalPurchaseItemID that is denied to be interpreted, rendered and accessed..
	anyURI

	Deny
PurchaseData
	E4
	O
	0..1
	Rule that denies the Terminal to use the listed PurchaseData items.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents PurchaseData fragment ID that is denied to be interpreted, rendered and accessed..
	anyURI

	Deny
Service
	E4
	O
	0..1
	Rule that denies the Terminal to use the fragments corresponding to listed GlobalServiceIDs.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents GlobalServiceID. Fragments associated with this GlobalServiceID are denied to be interpreted, rendered and accessed.
	anyURI

	Deny
Content
	E4
	O
	0..1
	Rule that denies the Terminal to use the fragments corresponding to listed ContentIDs.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents GlobalContentID. Fragments associated with this GlobalContentID are denied to be interpreted, rendered and accessed.
	anyURI

	DescriptorEntry
	E1
	NM/
TM
	1..N
	An entry in the Service Guide Delivery Descriptor.

Contains the following elements:

GroupingCriteria,

Transport,

AlternativeAccessURL,

ServiceGuideDeliveryUnit
	

	GroupingCriteria
	E2
	NM/
TM
	0..1
	Specifies the criteria for grouping Service Guide fragments in this Service Guide DescriptorEntry.

If several criteria for grouping are present at the same time, all those grouping criteria apply to the set of Service Guide fragments in this Service Guide DescriptorEntry.

Please note the same fragment may be declared in multiple DescriptorEntry of the same SGDD in case this fragment can meet multiple grouping criteria.

Contains the following elements:

TimeGroupingCriteria

GenreGroupingCriteria

BSMSelector

ServiceCriteria

The ‘GroupingCriteria’ MAY be present as sub-element of ‘DescriptorEntry’ covering all fragments in this DescriptorEntry. Further, the ‘GroupingCriteria’ MAY be present as sub-element of ‘Fragment’ assigning the criteria to a particular fragment. When the ‘GroupingCriteria’ is present on both of the mentioned levels, the terminal SHALL consider the fragment-level ‘GroupingCriteria’ providing additional (not overriding) grouping criteria for the fragment.
	

	TimeGroupingCriteria
	E3
	NM/
TM
	0..1
	Specifies the period of time this DescriptorEntry describes. (For example: declares a certain subgroup of valid Service Guide fragments for next 2 hours). This field contains the 32bits integer part of an NTP time stamp.

Contains the following attributes:

startTime,

endTime
A fragment matches the TimeGroupingCriteria if it describes information related to content or interactivity that can be distributed, consumed, or activated during a time interval that is not disjoint with the time interval specified by startTime/endTime.
	

	startTime
	A
	NM/
TM
	1
	Start of the time period of TimeGroupingCriteria. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt



	endTime
	A
	NM/
TM
	1
	End of the time period of TimeGroupingCriteria. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt



	GenreGroupingCriteria
	E3
	NM/
TM
	0..1
	Specifies the classification of the services/content associated with the fragments in this Service Guide Delivery Unit (e.g. comedy, action, drama).

The OMA BCAST Service Guide allows describing the format of the Genre element in the Service Guide in two ways:

· The first way is to use a free string

· The second way is to use the “href” attributes of the Genre element to convey the information in the form of a controlled vocabulary (classification scheme as defined in [TVA-Metadata] or classification list as defined in [MIGFG]).

The built-in XML attribute xml:lang MAY be used with this element to express the language.

The Network MAY instantiate several different sets of ‘Genre’ element, using it as a free string or with a ‘href’ attribute. The Network SHALL ensure the different sets have equivalent and non-conflicting meaning, and the terminal SHALL select one of the sets to interpret for the end-user.

Contains the following attributes:

type

href
	string

	type
	A
	NO/

TO
	0..1
	This attribute signals the level of this ‘Genre’ element.

The following values are allowed:

“main”

“secondary”

“other”
	string 

	href
	A
	NO/

TO
	0..1
	This attribute signals the controlled vocabulary used for this ‘Genre’ element. 

If this attribute is supported, the following applies to the support and use of classification schemes according to [TVA-Metadata]:

· for values of the ‘type’ attribute equal to "main" or "secondary", the terminal MAY support levels 1-4 of the TV Anytime ContentCS classification scheme identified by the classificationSchemeURI urn:tva:metadata:cs:ContentCS:2005 as defined in Annex A.8 of [TVA-Metadata]

· for a value of the ‘type’ attribute equal to "other", the terminal MAY support levels 1-3 of the TV Anytime IntendedAudienceCS classification scheme identified by the classificationSchemeURI urn:tva:metadata:cs:IntendedAudienceCS:2005 as defined in Annex A.11 of [TVA-Metadata]. When the IntendedAudienceCS is provided simultaneously with an instantiation of the ‘TargetUserProfile’, the two SHALL have equivalent meaning.

· The network SHALL use the following URI syntax to signal terms from classification schemes:
<classificationSchemeURI> “:” <termID>

· If this attribute is instantiated by the network, the element ‘Genre’ SHALL be an empty string and the xml:lang attribute SHALL NOT be used.

If this attribute is supported, the following applies to the support and use of the classification from [MIGFG]:

· This classification SHALL be signalled with  the URI “http://www.loc.gov/rr/mopic/miggen.html”

· The string value carried in the ‘Genre’ element SHALL be used to convey the actual value of the classification as given in [MIGFG]

· The Network MAY use the values “main” and “secondary” of the ‘type’ attribute so as to provide an ordering of two classifications applying to the same Service.

Other Classification Schemes MAY be signalled with the 'href' attribute, however how they are used is out of scope of this specification.

If this attribute is not instantiated, the ‘Genre’ element SHALL be a free string.
	anyURI

	BSMSelector
	E3
	NM/

TM
	0..N
	Specifies the BSM associated with the fragments in this Service Guide Delivery Unit by referencing a BSMSelector structure declared above.

Contains the following attribute:

idRef
	

	idRef
	A
	NM/TM
	1
	Reference to the identifier of the BSMSelector declared within the ‘BSMList’ above.
	anyURI

	ServiceCriteria
	E3
	NM/TM
	0..1
	Allows to group fragments by service. The value of this field is the fragment ID of the ‘Service’ fragment related to that service.
	anyURI

	Transport
	E2
	NM/
TM
	0..1
	The pointer to the transport session delivering the Service Guide fragments within Service Guide Delivery Units announced in this DescriptorEntry.

Contains the following attributes:

ipAddress,

port,

srcIpAddress,

transmissionSessionID,

hasFDT
	

	ipAddress
	A
	NM/
TM
	1
	Destination IP address of the target delivery session
	string

	port
	A
	NM/
TM
	1
	Destination port of target delivery session
	unsignedShort

	srcIpAddress
	A
	NM/
TM
	0..1
	Source IP address of the delivery session
In case source specific multicast scheme is applied in the transmission, then the 'srcIpAddress' attribute SHALL have as its value the IP address found in the IP-packets belonging to the IP-stream in question.

In case this attribute is omitted, there SHALL only be one source IP address from which the file delivery session originates which is defined by the combination of destination IP address, port and transmission session ID given.
	string

	transmissionSessionID
	A
	NM/
TM
	1
	This is the Transmission Session Identifier (TSI) of the session at ALC/LCT level
	unsignedShort 

	hasFDT
	A
	NO/
TM
	0..1
	If FDT is transmitted in the transport session delivering the Service Guide fragments, this attribute SHALL be set to “true”. Otherwise this attribute SHALL be set to “false”. The default value of this attribute is “true”.

If this element is set to “false”, 

· the FEC parameters related to transport objects delivering SGDUs in the transport session SHALL be signalled using EXT_FTI [RFC 3926].

· the optional compression of SGDUs SHALL be signalled using EXT_CENC [RFC 3926]. Note that EXT_CENC was originally defined in [RFC 3926] for signaling the encoding of the FDT, but is assigned to a different usage in this specification for the specific case of SGDU delivery directly using ALC.
	boolean

	AlternativeAccessURL
	E2
	NM/
TM
	0..N
	Declares the alternative URL for retrieving the Service Guide fragments, declared in the parent ‘DescriptorEntry’ element, via the interaction channel. In addition, fragments not declared in the parent ‘DescriptorEntry’ MAY also be available. Terminal MAY check the availability of undeclared fragments by issuing an unspecific Service Guide request against the ‘AlternativeAccessURL’, as specified in section 5.4.3.2 of the present document.

If there are multiple instances of AlternativeAccessURL signalled, the terminal SHALL randomly select one of them to use. 
Note: usage of this element is specified in section 5.4.1.5.4 of the present document.
	anyURI

	ServiceGuideDeliveryUnit
	E2
	NM/
TM
	1..N
	A group of fragments.

Contains the following attributes:

transportObjectID,

versionIDLength,

contentLocation,

validFrom,

validTo

Contains the following element:

Fragment
	

	transportObjectID
	A
	NM/
TM
	0..1
	The transport object ID of the Service Guide Delivery Unit carrying the declared fragments within this group.

If ‘hasFDT’ is assigned with value ‘true’, then the value of ‘transportObjectID’ SHALL match the value of the TOI paired in the FDT instance with the ‘Content-Location’ having as its value the value of the ‘contentLocation’ attribute below.

If and only if element E2 ‘Transport’ is instantiated, SHALL this attribute be instantiated.
	positiveInteger

	versionIDLength
	A
	NO/

TO
	0..1
	Indicates the number of least significant bits representing the version ID in the transportObjectID, when Split TOI is used. If this element is omitted, the terminal assumes Split-TOI is not used.
	unsignedLong

	contentLocation
	A
	NM/TM
	0..1
	This is the location of the Service Guide Delivery Unit. It corresponds to the ‘Content-Location’ attribute in the FDT.

If and only if element E2 ‘Transport’ is instantiated, SHALL this attribute be instantiated.
	anyURI

	validFrom
	A
	NM/
TM
	0..1
	The first moment of time this group of Service Guide fragments is valid. This field contains the 32bits integer part of an NTP time stamp.

Note: If this attribute is not present, ‘validFrom’ attribute MUST be present in the ‘Fragment’ sub-element.
	unsignedInt



	validTo
	A
	NM/
TM
	0..1
	The last moment of time this group of Service Guide fragments is valid. This field contains the 32bits integer part of an NTP time stamp.

Note: If this attribute is not present, ‘validTo’ attribute MUST be present in the ‘Fragment’ sub-element.
	unsignedInt



	Fragment
	E3
	NM/
TM
	1..N
	Declaration of Service Guide fragment. If the fragment is available over the broadcast channel it MUST be present here. If the fragment is available over the interaction channel it MAY be present here. 

Contains the following attributes:

transportID,

id

version

validFrom

validTo

fragmentEncoding

fragmentType

Contains the following element:

GroupingCriteria
	

	transportID
	A
	NM/
TM
	0..1
	The identifier of the announced Service Guide fragment to be used in the Service Guide Delivery Unit header.

Note: if the SG is delivered over the broadcast channel only, this element MUST be present
	unsignedInt

	id
	A
	NM/
TM
	1
	The identifier of the announced Service Guide fragment.
	anyURI 

	version
	A
	NM/
TM
	1
	The version of the announced Service Guide fragment.

Note: The scope of the version is limited to the given transport session. The value of version turn over from 2^32-1 to 0.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field contains the 32bits integer part of an NTP time stamp.

Note: If this attribute is present and ‘validFrom’ attribute of ‘ServiceGuideDeliveryUnit’ is also present, the value of this attribute overrides the value of ‘ServiceGuideDeliveryUnit’ attribute ‘validFrom’.
	unsignedInt

	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field contains the 32bits integer part of an NTP time stamp.

Note: If this attribute is present and ‘validTo’ attribute of ‘ServiceGuideDeliveryUnit’ is also present, the value of this attribute overrides the value of ‘ServiceGuideDeliveryUnit’ attribute ‘validTo’.
	unsignedInt

	fragmentEncoding
	A
	NM/TM
	1
	Signals the encoding of a Service Guide fragment, with the following values:

0 – XML encoded OMA BCAST Service Guide fragment

1 – SDP fragment 

2 –  MBMS User Service Description as specified in [26.346] (see 5.1.2.4, SessionDescriptionReference)

3 – XML encoded Associated Delivery Procedure as specified in [BCAST10-Distribution] section 5.3.4.

4-127 – reserved for future BCAST extensions

128-255 – available for proprietary extensions
	unsignedByte

	fragmentType
	A
	NM/TM
	0..1
	This field signals the type of an XML encoded BCAST Service Guide fragment, with the following values:

0 – unspecified

1 – ‘Service’ Fragment

2 – ‘Content’ fragment

3 – ‘Schedule’ Fragment

4 – ‘Access’ Fragment

5 – ‘PurchaseItem’ Fragment

6 – ‘PurchaseData’ Fragment

7– ‘PurchaseChannel’ Fragment

8 – ‘PreviewData’ Fragment

9 – ‘InteractivityData’ Fragment

10-127 – reserved for BCAST extensions 

128-255 – available for proprietary extensions

This attribute SHALL be present in case ‘fragmentEncoding’=0.

Default: 0
	unsignedByte

	GroupingCriteria
	E4
	NM/
TM
	0..1
	Specifies the criteria for grouping this Service Guide fragment.

If several criteria for grouping are present at the same time, all those grouping criteria apply to this fragment.


Contains the following elements:

TimeGroupingCriteria

BSMSelector

The ‘GroupingCriteria’ MAY be present as sub-element of ‘DescriptorEntry’ covering all fragments in this DescriptorEntry. Further, the ‘GroupingCriteria’ MAY be present as sub-element of ‘Fragment’ assigning the criteria to a particular fragment. When the ‘GroupingCriteria’ is present on both of the mentioned levels, the terminal SHALL consider the fragment-level ‘GroupingCriteria’ providing additional (not overriding) grouping criteria for the fragment.
	

	TimeGroupingCriteria
	E5
	NM/
TM
	0..1
	Specifies the period of time as a grouping criteria for the fragment. (For example: declares a certain subgroup of valid Service Guide fragments for next 2 hours). This field contains the 32bits integer part of an NTP time stamp.

Contains the following attributes:

startTime

endTime

A fragment matches the TimeGroupingCriteria if it describes information related to content or interactivity that can be distributed, consumed or activated during a time interval that is not disjoint with the time interval specified by startTime/endTime.

If a ‘TimeGroupingCriteria’ element exists at DescriptorEntry level which is applicable to this fragment, the time interval defined here at ‘Fragment’ level MUST NOT exceed the time interval defined at ‘DescriptorEntry’ level.
	

	startTime
	A
	NM/
TM
	1
	Start of the time period of TimeGroupingCriteria. This field contains the 32bits integer part of an NTP time stamp..
	unsignedInt



	endTime
	A
	NM/
TM
	1
	End of the time period of TimeGroupingCriteria. This field contains the 32bits integer part of an NTP time stamp.


Note: this is different than fragment validity time.
	unsignedInt



	BSMSelector
	E5
	NM/

TM
	0..N
	Specifies the BSM associated with this fragment by referencing a BSMSelector structure declared above.

Contains the following attribute:

idRef 
	

	idRef
	A
	NM/TM
	1
	Reference to the BSMSelector declared within the BSMList structure above.
	anyURI

	PrivateExt 
	E1 
	NO/
TO
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	NO/TO
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
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