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1 Reason for Change

In Cancun, BCAST has agreed to rename BDS from “Broadcast Distribution System” to “BCAST Distribution system” and to update the definition accordingly in order to cater for the decision to support also unicast delivery.
The following changes are necessary (see agreed document OMA-BCAST-v1_1-2008-0155R01-INP_Updated_Definition_for_BDS):

1. Replace all occurrences of “Broadcast Distribution System” by “BCAST Distribution System” in all OMA BCAST Technical Specifications, RD, AD and ERELD.

2. Replace acronym definition of “BDS”  from “Broadcast Distribution System” to “BCAST Distribution System” in all OMA BCAST Technical Specifications, RD, AD and ERELD
3. Align definition of term “BCAST Distribution System” to be
“
A system typically but not necessarily containing the ability to transmit the same IP flow to multiple Terminal devices simultaneously. A BCAST Distribution System (BDS) typically uses techniques that achieve efficient use of radio resources. A BDS consists of Network functionality up to the IP layer and optional Service Distribution/Adaptation functionality above the IP layer. Most BDSs support broadcast/multicast distribution in the network. Some BCAST Distribution Systems have the capability to deliver the IP flows in the network via unicast.
“

4. Consequently, convert the “Broadcast Network” box in the Architecture Diagram to an OPTIONAL entity, i.e. with dotted line style.

5. Update the Definition of BDS Service Distribution/Adaptation as follows: 
Responsible for the coordination and delivery of BCAST services to the BDS for delivery to the terminal, including file and stream distribution, and Service Guide distribution.  It may also include key distribution, broadcast subscription management, and accounting functionalities. BDS Service Distribution/Adaptation may not exist in certain BDSs.  In that case it would be considered a “Null Function”.  It works with the Interaction Network to perform service discovery, BDS-specific service protection and handles other interaction functions.  It also works with the BDS for content delivery to the terminal.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This Change Request is presented to BCAST for agreement.
6 Detailed Change Proposal

Change 1:  Starting on next page
3.2 Definitions

	(U)SIM
	An SIM or a USIM application residing in the memory of the UICC.

	Broadcast Channel
	The logical channel (usually uni-directional) that provides Broadcast Transport which the Broadcast Enabler uses for broadcast distribution of data to Mobile Terminals.

Typically, the Broadcast Channel supports high bitrates. It is inherently used for downlink purposes and is particularly useful for conveying information that is targeted to all or many Mobile Terminals.

The Broadcast Channel is implemented by a BCAST Distribution System that can efficiently distribute IP-based services to Mobile Terminals. Typically, this means that a broadcast-capable bearer is used as the underlying network technology. 

Broadcast transport mechanisms allow simultaneous distribution of content to many recipients.  Broadcast transport can be accomplished using both broadcast and multicast mechanisms in the underlying BCAST Distribution System.

	BCAST Distribution System
	A system typically but not necessarily containing the ability to transmit the same IP flow to multiple Terminal devices simultaneously. A BCAST Distribution System (BDS) typically uses techniques that achieve efficient use of radio resources. A BDS consists of Network functionality up to the IP layer and optional Service Distribution/Adaptation functionality above the IP layer. Most BDSs support broadcast/multicast distribution in the network. Some BCAST Distribution Systems have the capability to deliver the IP flows in the network via unicast.

	Broadcast Service
	A Broadcast Service is a “content package” suitable for simultaneous distribution to many recipients (potentially) without knowing the recipient.  Either each receiver has similar receiving devices or the content package includes information, which allows the client to process the content according to his current conditions.

Examples of Broadcast Services are:

pure Broadcast Services:
- mobile TV
- mobile newspaper
- mobile file downloading (clips, games, SW upgrades, other applications, applications)

combined broadcast/interactive Broadcast Services:
- mobile TV for filedownloading with voting
- betting Broadcast Services
- auction Broadcast Services
- trading Broadcast Services

	Broadcast Service Area
	The geographical or logical area in which a Broadcast Service is distributed.

	Broadcast Subscription
	The commercial relationship between an Subscriber and a Mobile Broadcast Service Provider, under which the Subscriber can obtain rights to access a service or Service Bundle.

	Component (of Function)
	A Function is further decomposed into Components. Components are used to separate logically separate parts within the Function. This decomposition is helpful in architecture and specification work.

	Content Protection
	This involves the protection of content (files or streams) during the complete lifetime of the content i.e. it is NOT an access control mechanism only as it involves post-acquisition rules. Content protection is enabled for encrypted content through the use of appropriate rules or rights, e.g. using OMA DRM v2.0 for files and OMA DRM Broadcast extensions for streamed content. Content remains protected in the Terminal.

Usage rules are enforced at "consumption time" (typically, based on DRM). In addition to subscription and pay-per-view, typically associate with Service Protection, Content Protection enables also more fine-grained usage rules, such as for displaying, saving in unencrypted form, printing, processing, re-distributing, etc. [DRMDRM-v2.0].

	Content Provider
	Provides content to the Mobile Broadcast Service provider. The Content Provider may be the original source of the content, own the rights to the content distribution, and manage the charging, authorization, and/or subscriptions to content.

	Content Subscription
	The commercial relationship between an Subscriber and a Mobile Broadcast Service Provider and/or Content Provider, under which the Subscriber can obtain rights to access content.

	CSIM
	A Cdma2000 Subscriber Identify Module is an application defined in [3GPP2 C.S0065] residing on the UICC to register services provided by 3GPP2 mobile networks with the appropriate security.

	Digital Rights Management
	A set of technologies that provide the means to control the distribution and consumption of digital media objects.

	End-User
	An Individual who uses services and content [OMA DIC] 

	File Activation
	The act of opening a file with its associated application, or executing it (if it is itself an application) in the Terminal.

	File Expiration
	The point in time when a file becomes invalid.

	Function (of Enabler)
	The Mobile Broadcast Service Enabler consists of several Functions. Functions provide finer granularity than Enabler. Function covers a particular end-to-end functionality within the Enabler. For example, Service Guide is a Function that belongs to Mobile Broadcast Service Enabler.

	General Notification
	The function that allows all End Users to receive service, operational, or emergency related general notices.

	Interaction Channel
	The logical channel for point-to-point communication through which the Mobile Terminal interacts with the Broadcast Services.

	
	

	Mobile Broadcast Network Operator
	The Mobile Broadcast Network Operator distributes Broadcast Services to the Subscriber.

	Mobile Broadcast Service Provider
	The Mobile Broadcast Service Provider provides Broadcast Services to the Subscriber.

The Mobile Broadcast Service Provider may use the facilities of a Mobile Broadcast Network Operator to distribute the Mobile Broadcast Services to the Subscriber.

	Notification
	The function that allows a Subscriber to receive notices about Broadcast Services that match the End User’s specified preferences.

	Secure Removable Media
	A removable media that implements means to protect against unauthorized access to its internal 
Data and includes a SRM Agent (e.g. Secure Memory Card, Smart Card) [SRM v1.0]

	Service Aggregator
	An entity that receives broadcast content from one or more Content Providers and acts as a single Content Provider in presenting those broadcast contents to the Mobile Broadcast Service Enabler using the appropriate defined interfaces.

	Service Bundle
	The Mobile Broadcast Service Provider may choose to combine otherwise unrelated services (possibly originating from different Content Providers and/or Service Aggregators) into a single package, the “Service Bundle”, which is presented to the Subscribers for subscription as a whole. A certain service may be part of more than one bundle.

	Service Discovery
	The process of discovering and acquiring the Service Guide.

	Service Guide
	The information describing the Broadcast Services available to the Subscriber and the Terminal.

	Service Guide Component
	A fragment of Service Guide, which can be used and possibly displayed independently, for example, a SDP file describing a streaming Broadcast Service, a XML fragment containing metadata about a Broadcast Service. [XML]

	Service Hopping
	Changing of Broadcast Services initiated by the End User’s operation, usually in a fast pace, in order to quickly scan through the Broadcast Services that are available to the End User.

	Service Protection
	This involves protection of content (files or streams) during its delivery i.e. it is an access control mechanism only. Content is freely available (thus unencrypted) once securely delivered.

For the benefit of allowing Content Protection to be provided for the same service, Service Protection may be limited to immediate consumption / rendering only, allowing recording of encrypted content for future acquisition of post-acquisition rights (see Content Protection).

	SIM
	A Subscriber Identity Module is a standalone module defined in [3GPP TS 51.011] to register services provided by 2G mobile networks with the appropriate security.

	Subscriber
	Designation for the customer (i.e., a person, organization, or other entity) with which the Mobile Broadcast Service Provider and/or the Content Provider maintains a commercial relationship.

	Terminal
	The mobile device with which an End-User receives and consumes a Broadcast Service.

	UICC
	A Universal Integrated Circuit Card, an ICC (or 'smart card') is a physically removable secured device as defined in [3GPP TS 31.101] for communication purposes not restricted to mobile convenience only.  It is a platform to all the resident applications (e.g. USIM or CSIM)

	USIM
	A Universal Subscriber Identity Module is an application defined in [3GPP TS 31.102] residing in the memory of the UICC to register services provided by 3GPP mobile networks with the appropriate security.


3.3
Abbreviations

	A/V
	Audio/Visual

	APP
	Application

	BC
	Broadcast

	BCMCS
	Broadcast Multicast Service

	BDS
	BCAST Distribution System

	CSIM
	cdma2000 subscriber Identify Module

	DRM
	Digital Rights Management

	DVB
	Digital Video Broadcast

	DVB-H
	Digital Video Broadcast - Handheld

	HLFR
	High Level Functional Requirement

	I&E
	Information and Entertainment

	IC 
	Interaction Channel

	ICC
	Integrated Circuit(s) Card

	IM
	Instant Message

	IP
	Internet Protocol

	ISDB-T
	Integrated Services Digital Broadcasting for Terrestrial

	MBMS
	Multimedia Broadcast/Multicast Service

	MIME
	Multipurpose Internet Mail Extensions

	MMS
	Multimedia Messaging Service

	N/A
	Not Applicable

	OMA
	Open Mobile Alliance

	OSR
	Overall System Requirements

	PROV
	Provisioning

	R-UIM
	Removable User Identity Module

	SD
	Service Discovery

	SDP
	Session Description Protocol

	SIM
	Subscriber Identity Module

	SMS
	Short Message Service

	SRM
	Secure Removal Media

	SW
	Software

	T-DMB 
	Terrestrial Digital Multimedia Broadcasting 

	TV
	Television

	UI
	User Interface

	UICC 
	Universal Integrated Circuit(s) Card

	UK
	United Kingdom

	USIM
	Universal Subscriber Identity Module

	XML
	Extensible Markup Language


4.2 Version 1.1
BCAST 1.1 aims to achieve 16 requirements that were not fulfilled in BCAST 1.0 and to enhance the existing functionalities with new technical solutions. 

In addition to these, BCAST 1.1 has DVB-SH, WiMAX, and FLO IP as new BDSs.

The 9 functions illustrated in section 4.1 are to be enhanced based on the evolution of technology.

5.22.1  ASK  \* MERGEFORMAT Short Description

This use case can be applied for cellular mobile network based BCAST Distribution Systems ( e.g. MBMS or BCMCS). In cellular mobile network based BDS, available radio resource or the radio transmission condition can be different per cell. In this use case, a network operator will inform a Service Provider of the appropriate data rate of Broadcast Service. With this information, a Service Provider provides a network operator with a Broadcast Service having multiple data rate. A network operator delivers a Broadcast Service with appropriate data rate to each cell. Consequently, an End User will receive BCAST service, whose data rate is suitable for a cell where an End User is located. [3GPP2 BCMCS]. 
6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	HLFR-01 Protected Mobile Broadcast Services and content 
	Open solution for protection of Broadcast Services and content SHALL be defined. 
	BCAST 1.0

	HLFR-02 Broadcast Service Area
	It SHALL be possible to configure a Broadcast Service Area individually for each Broadcast Service.
	BCAST 1.0

	HLFR-03 Localized Broadcast Service
	A Broadcast Service SHALL be able to distribute different content data to different locations, i.e. different Broadcast Service Areas.
	BCAST 1.0

	HLFR-04a QoS Configuration
	It SHALL be possible to configure the quality of service for BCMCS.
	BCAST 1.0



	HLFR-04b QoS Configuration
	It SHALL be possible to configure the quality of service for BDS other than BCMCS
	BCAST 1.1

	HLFR-04c QoS Configuration
	It SHALL be possible to configure the quality of service for multiple BDS independently of each other
	BCAST 1.1

	HLFR-05 Efficient Resource Usage
	Mobile Broadcast Services SHALL use the resources of the underlying BCAST Distribution System efficiently.
	BCAST 1.0

	HLFR-06 Multiple Service Providers
	It SHALL be possible for a BCAST Distribution System to distribute services and/or content from multiple service or Content Providers.
	BCAST 1.0

	HLFR-07 Enabling/Disabling Service Reception
	The End User SHALL be able to enable/disable the reception of specific Broadcast Services.
	BCAST 1.0

	HLFR-08 Simultaneous Reception of Services
	It SHOULD be possible for a Terminal that is receiving one Mobile Broadcast Service to also receive simultaneously other Mobile Broadcast Services, if supported by BDS and terminal.
	BCAST 1.0



	HLFR-09 Declaration of End User Preferences
	It SHOULD be possible for the End User to temporarily or permanently declare service preferences to the Mobile Broadcast Service Provider.
	BCAST 1.0

	HLFR-10 Use of other OMA Enablers
	The Mobile Broadcast solution SHALL use other OMA enablers to accomplish its purpose whenever appropriate enablers exist.
	BCAST 1.0

	HLFR-11 Expectations to Underlying BDS
	The Mobile Broadcast solution SHALL be able to make use of the following functionality that can be expected to be provided by the underlying BDS: 
1. the transmission of IP flows to all parts of the associated wireless network 
2. the coordination of transmission requirements of those IP flows
	BCAST 1.0

	HLFR-12 – Support for Point-to-Point Communication
	The Mobile Broadcast solution SHALL be capable of supporting point-to-point communication between a Mobile Broadcast Service Application in the network and a Mobile Broadcast Service Client on the mobile Terminal.
	BCAST 1.0


Table 2: High-Level Functional Requirements

6.1.1 Security

	Label
	Description
	Enabler Release

	SEC-01a Signalling Confidentiality in Network
	The Mobile Broadcast solution SHALL be capable of providing signalling confidentiality between its components and the underlying BDS, where the underlying BDS is BCMCS.
	BCAST 1.0



	SEC-01b Signalling Confidentiality in Network
	The Mobile Broadcast solution SHALL be capable of providing signalling confidentiality between its components and the underlying BDS, other than BCMCS.
	BCAST 1.1

	SEC-02a Signalling Integrity in Network
	The Mobile Broadcast solution SHALL be capable of protecting the integrity of the signalling between its components and the underlying BDS, where the underlying BDS is BCMCS.
	BCAST 1.0



	SEC-02b Signalling Integrity in Network
	The Mobile Broadcast solution SHALL be capable of protecting the integrity of the signalling between its components and the underlying BDS, other than BCMCS.
	For Future Release

	SEC-0 Content and Service Confidentiality in Network
	The Mobile Broadcast solution SHALL be capable of protecting content and service confidentiality between its components and the underlying BDS.
	BCAST 1.0

	SEC-04 Content and Service Integrity in Network
	The Mobile Broadcast solution SHALL be capable of protecting the integrity of the content and services between its components and the underlying BDS.
	BCAST 1.0

	SEC-05 Signalling Privacy and Confidentiality End-to-End
	The Mobile Broadcast solution SHALL be capable of protecting the privacy and confidentiality of the signalling between its components in the network and in the Terminal.
	BCAST 1.0 - partial


	SEC-06a Signalling Integrity End-to-End
	The Mobile Broadcast solution SHALL be capable of protecting the integrity of the signalling between its components in the network and in the Terminal, for all functions except the notification function.
	BCAST 1.0



	SEC-06b Signalling Integrity End-to-End
	The Mobile Broadcast solution SHALL be capable of protecting the integrity of the signalling between its components in the network and in the Terminal, for the notification function.
	BCAST 1.1



	SEC-07 Component Authentication in Network
	The Mobile Broadcast solution SHALL be capable of authenticating its components to the underlying BDS.
	BCAST 1.1

	SEC-08 BDS Authentication in Network
	The Mobile Broadcast solution SHALL be capable of authenticating the underlying BDS to its components.
	BCAST 1.1

	SEC-09 Mutual Component Authentication
	The Mobile Broadcast solution SHALL be capable of authenticating its components to other components.
	BCAST 1.0

	SEC-10 Service Provider Authentication and Authorization
	It SHALL be possible to authenticate and authorize Service Providers to the Mobile Broadcast Network Operator.
	BCAST 1.1

	SEC-11a Protection of Data between Service Provider and BDS
	It SHALL be possible to protect the confidentiality and integrity of data between the Service Provider and Mobile Broadcast Network Operator.
	BCAST 1.0

	SEC-11bProtection of Signalling between Service Provider and BDS
	It SHALL be possible to protect the confidentiality and integrity of signalling between the Service Provider and Mobile Broadcast Network Operator.
	BCAST 1.1

	SEC-12 Content and Service Confidentiality End-to-End
	The Mobile Broadcast solution SHALL be capable of protecting content and service confidentiality between its components in the network and in the Terminal.
	BCAST 1.0

	SEC-13 Content and Service Integrity End-to-End
	The Mobile Broadcast solution SHALL be capable of protecting the integrity of the content and services between its components in the network and in the Terminal.
	BCAST 1.0


Table 3: High-Level Functional Requirements – Security Items

6.1.2 Charging

	Label
	Description
	Enabler Release

	CRG-01 Charging Information 
	It SHALL be possible for the Mobile Broadcast Service Providers in the home and visited network to exchange data for charging related to content and services consumed by End-Users, when supported by the Charging Enabler.
	BCAST 1.0



	CRG-02 Collection of Charging Data
	It SHALL be possible to collect charging information for the delivery of Mobile Broadcast Services to enable billing of Mobile Broadcast Services. 
	BCAST 1.0

	CRG-03
	It SHALL be possible for the Mobile Broadcast Service Providers and Content Providers to exchange data for charging related to content and services consumed by End-Users.
	BCAST 1.1


Table 4: High-Level Functional Requirements – Charging Items

6.1.3 Interoperability

	Label
	Description
	Enabler Release

	IOP-01 Network-Terminal Interoperability
	The Mobile Broadcast solution SHALL ensure interoperability between the network-agnostic parts of Networks and Terminals from different vendors.
	BCAST 1.0

	IOP-02 Enabler Interoperability
	The Mobile Broadcast enabler SHALL be interoperable with other OMA enablers when applicable.
	BCAST 1.0


Table 5: High-Level Functional Requirements – Interoperability Items

6.1.4 Privacy

	Label
	Description
	Enabler Release

	PRIV-01 Identity Information 
	It SHALL be possible for an End User to receive free-to-air as well as paid services and content without disclosing identity information to the Broadcast Service provider or the Content Provider.

For post-paid broadcast services, it SHALL be possible for an End User to receive free-to-air as well as paid services and content without disclosing identity information to the Broadcast Service provider or the Content Provider, in the case that the End User is not the Subscriber
	BCAST 1.0

	PRIV-02 Consumption Information
	It SHALL be possible to prevent disclosing to the Service Provider or to the Content Provider information about the free-to-air as well as subscription-based paid services and content effectively consumed by the End User at a time-specific program level without the End Users permission.
	BCAST 1.0


Table 6: High-Level Functional Requirements – Privacy Items

6.1.5 Secure storage requirements

Here is a short definition of the secure storage entity introduced by SEC-STO-01.

Secure storage entity definition

The secure storage entity may be implemented on either the (U)SIM /(R)UIM on the terminal ,on a Secure Removalable Media. 

It shall be implemented in a protected environment within the device to prevent any threats (either from the network or the device) towards sensitive information. This enables the most sensitive security constraints on the system to be concentrated within the secure storage entity, which would also allow an easier security evaluation of the implementation of the BCAST solution.  

The Mobile Broadcast enabler introduces several layers of cryptographic keys with the higher layers being the most sensitive. Other sensitive data (for instance rights objects) may also be qualified as sensitive information. Storage and access to these sensitive data should be protected regarding confidentiality, access control and integrity aspects. 

Regarding the actual architecture, only the Traffic Encryption Key among cryptographic keys is needed to be transmitted outside the secure storage entity within the device on request from the service decryption block. Other sensitive data should not be exposed to unprotected part of the device.

Security constraints related to the secure storage entity are referred in the requirements SEC-STO-01, SEC-STO-02 and SEC-STO-03.

	Label
	Description
	Enabler Release

	SEC-STO-01

secure storage entity
	The Mobile Broadcast solution SHALL employ a security solution to guarantee the access control, the confidentiality and the integrity of data and processing functions identified as sensitive within the device. 

These features SHALL be provided by a function referred as a secure storage entity.
	BCAST 1.0

	SEC-STO-02
Key Storage

	The Mobile Broadcast solution SHALL allow only the Traffic Encryption Key among cryptographic keys to be transmitted outside the secure storage entity within the device.

Higher cryptographic keys SHALL NOT be exposed within the device during their processing/handling.
	BCAST 1.0

	SEC-STO-03

Interface description
	In case of a smart-card based implementation, the Mobile Broadcast solution SHALL precisely reference and describe functionally the interfaces between the secure storage entity and other entities of the Broadcast system 
	BCAST 1.0


SEC-STO-01: refers to the introduction of a secure storage entity within the device to ensure security features regarding data and processing functions handling such data.

SEC-STO-02: refers to the fact that the sensitive cryptographic keys and related processing functions are not exposed to the unprotected part of the device.
SEC-STO-03: refers to interfaces between the secure storage entity introduced by SEC-STO-01 and other entities of BCAST system (in case of smartcard based implementation).
6.2 Overall System Requirements

	Label
	Description
	Enabler Release

	OSR-01 Leverage
	The Mobile Broadcast enablers SHALL leverage existing technologies and specifications as far as possible to satisfy the requirements, especially protocols, data representations and encoding formats and BCAST Distribution Systems defined by other standards bodies.
	BCAST 1.0

	OSR-02 Broadcast and multicast distribution of Broadcast Services
	It SHALL be possible to distribute Mobile Broadcast Services over broadcast mode and/or multicast mode of a BCAST Distribution System.


	BCAST 1.0

	OSR-03 Modularity, Scalability and Extensibility
	The Mobile Broadcast solution SHALL be modular, scalable and extensible.
	BCAST 1.0

	OSR-04 Parental Control
	The Mobile Broadcast solution SHALL support parental control.
	BCAST 1.0

	OSR-05 Re-use of Subscription Information
	It SHALL be possible to use subscription information for management of distribution of Mobile Broadcast Service to End Users, e.g. in multicast mode.
	BCAST 1.1

	OSR-06 Emergency Broadcast Content
	It SHALL be possible to treat particular broadcast content as “Emergency” in nature, such that preferential treatment can be given to the processing and transmission of that content.
	BCAST 1.0

	OSR-07 Broadcast Content Priority
	It SHALL be possible to assign different priorities to particular broadcast content, where the underlying BDS is BCMCS.
	BCAST 1.0



	OSR-08 Broadcast Content Priority
	It SHALL be possible to assign different priorities to particular broadcast content, where the underlying BDS is something other than BCMCS.
	


Table 7: Overall System Requirements

6.2.1 Broadcast Channel Issues

	Label
	Description
	Enabler Release

	BC-01 Abstraction
	Broadcast Services SHALL use IP based protocols as the technology- and bearer-independent abstraction layer for the Broadcast Channel.
	BCAST 1.0

	BC-02 Network Technology Agnosticism
	It SHALL be possible to use any network technology that provides IP-based Broadcast Channel capabilities as the underlying network technology. 
	BCAST 1.0

	BC-03 Terminal Availability
	Broadcast Services or Enablers or Distribution Systems SHALL NOT assume the Broadcast Terminal to be always switched on, or located within coverage.
	BCAST 1.0

	BC-04 Broadcast Content Priority
	It SHALL be possible to indicate the priority of particular broadcast content to the underlying BCAST Distribution System, where the underlying BDS is BCMCS.
	BCAST 1.0



	BC-05 Broadcast Content Priority
	It SHALL be possible to indicate the priority of particular broadcast content to the underlying BCAST Distribution System, where the underlying BDS is something other than BCMCS.
	BCAST 1.1




Table 8: Overall System Requirements – Broadcast Channel Issues

6.2.2 Interaction Channel Issues

This section defines high-level requirements to the Interaction Channel.

	Label
	Description
	Enabler Release

	IC-01 Possibility to Utilize
	A Broadcast Service MAY utilize an Interaction Channel.
	BCAST 1.0

	IC-02 Abstraction through IP
	The Interaction Channel SHOULD use IP-based protocols.
	BCAST 1.0

	IC-03 Abstraction through Messaging
	The Interaction Channel MAY use messaging mechanisms such as SMS or MMS.
	BCAST 1.0

	IC-04 Necessity to Interact
	If a Broadcast Service is being transmitted – even if the Interaction Channel is not available for a Terminal, be it temporarily or permanently – it SHOULD be possible for the Terminal to receive Broadcast Services, possibly with limited functionality.
	BCAST 1.0


Table 9: Overall System Requirements – Interaction Channel Issues

6.2.3 Service Discovery and Service Guide

	Label
	Description
	Enabler Release

	SD-01 Use of Broadcast Channel
	It SHALL be possible to deliver the Service Guide over the Broadcast Channel.
	BCAST 1.0

	SD-02 Use of Interaction Channel
	Service Discovery SHALL provide a mechanism to deliver some or all of the Service Guide over the Interaction Channel.

Note: whether or not the Interaction Channel is used is up to the operator, and very likely depends on the mechanisms used for Service Discovery; a broadcast-only Terminal may experience some degradation of Service Discovery 
	BCAST 1.0

	SD-03 Structure
	Service Discovery SHALL specify a structured representation of Service Guide, which is extensible and facilitates merging of Service Guide Components that originate from different sources.
	BCAST 1.0

	SD-04 Update
	It SHALL be possible to update the Service Guide.
	BCAST 1.0

	SD-05 Service Preview
	The Service Guide SHALL provide mechanisms to find a service preview where available.
	BCAST 1.0

	SD-06 Identification
	Service Discovery SHALL support a service identification scheme.
	BCAST 1.0

	SD-07 Initial Discovery
	It SHALL be possible for the Terminal to find the initial entry-point for Service Guide acquisition.
	BCAST 1.0

	SD-08 Validity of Service Guide Fragment
	The Service Guide SHALL enable the Terminal to know the validity of a particular Service Guide Fragment.
	BCAST 1.0

	SD-09 Timing 
	The Service Guide SHALL enable indication of activation time and expiration of each Broadcast Service.
	BCAST 1.0

	SD-10 Location
	The Service Guide SHALL specify means to provide location information for a particular Broadcast Service which enables location based filtering of Broadcast Services.
	BCAST 1.0

	SD-11 User Profile and Preference
	The Service Guide SHALL specify means to provide an extensible list of attributes, such as information about target End User groups, or genre attributes for a particular Broadcast Service, which enables End User profile filtering and End User preference filtering of Broadcast Services.
	BCAST 1.0

	SD-12 Terminal Capabilities
	The Service Guide SHALL specify means to provide target Terminal capabilities requirements for a particular Broadcast Service which enables Terminal capability filtering of Broadcast Services. 
	BCAST 1.0

	SD-13 Roaming
	Service Discovery SHALL enable a roaming Terminal to discover and access services from the visited network.
	BCAST 1.0

	SD-14 Application Binding
	The Service Guide SHALL enable binding of Broadcast Services with applications or specifying the types of the service (for example, MIME type in Service Guide).
	BCAST 1.0

	SD-15 Subscription Release Information
	The Service Guide MAY include subscription-related information.
	BCAST 1.0

	SD-16 Efficient Representation
	The Service Guide SHALL support efficient representation for transmission.
	BCAST 1.0

	SD-17 Service Guide Covering Multiple Service Areas
	It SHALL be possible to provide to an End User service guide information for Mobile Broadcast Services distributed in different Broadcast Service areas.
	BCAST 1.0

	SD-18 Modification of Service Guide by BDS
	It SHALL be possible for the BDS to add or modify information in the Service Guide to enable the Terminal to receive the service.
	BCAST 1.1

	SD-19 Emergency Broadcast Content
	It SHALL be possible to indicate the “Emergency” nature of particular broadcast content in the Service Guide.
	BCAST 1.0

	SD-20 Emergency Broadcast Notification
	It SHOULD be possible for the Terminal device to notify the End User of available broadcast content that is “Emergency” in nature.
	BCAST 1.0


Table 10: Overall System Requirements – Service Discover and Service Guide

6.2.4 Stream Distribution

	Label
	Description
	Enabler Release

	STREAM-01 Use of Broadcast Channel
	It SHALL be possible to use the Broadcast Channel for distribution of continuous or intermittent streaming services.
	BCAST 1.0

	STREAM-02 Use of Interaction Channel
	It SHALL be possible to use the Interaction Channel in conjunction with Stream Distribution.
	BCAST 1.0

	STREAM-03 Synchronization
	Stream Distribution SHALL enable synchronization of media streams consisting of multiple components, where each component can have a different content type, encoding or media format.
	BCAST 1.0

	STREAM-04 Adaptive Reception
	Stream Distribution SHALL support selective reception and rendering of media streams, according to the Terminal capabilities and the current reception conditions.
	BCAST 1.0

	STREAM-05 Codecs
	Stream Distribution SHALL provide a mechanism to address the situation where different codecs are used.
	BCAST 1.0

	STREAM-06 Protection
	It SHALL be possible to use Content and/or Service Protection in conjunction with streaming Broadcast Services.
	BCAST 1.0

	STREAM-07 Agnostic to Stream Type and Encoding
	The Stream Distribution mechanism SHALL be agnostic with respect to the stream type or stream encoding.
	BCAST 1.0

	STREAM-08 Reception Reporting
	It SHOULD be possible to report from the device to the Broadcast Service provider whether a streaming service has been received by the Terminal.
	BCAST 1.0

	STREAM-09 Error Resilience
	Stream Distribution SHALL provide means to adapt the error resilience to the characteristics of both the Broadcast Service and of the Broadcast Channel with the help of underlying BCAST Distribution System, where the underlying BDS is BCMCS
	BCAST 1.0



	STREAM-10 Error Resilience
	Stream Distribution SHALL provide means to adapt the error resilience to the characteristics of both the Broadcast Service and of the Broadcast Channel with the help of underlying BCAST Distribution System, where the underlying BDS is something other than BCMCS
	BCAST 1.1




Table 11: Overall System Requirements – Stream Distribution

6.2.5 File Distribution

File Distribution defines an enabler for the distribution of files or sets of files over broadcast which is at the same time

· bearer-independent

· application-independent

· makes no assumption about the content of the files that are distributed

	Label
	Description
	Enabler Release

	FILE-01 Use of Broadcast Channel
	It SHALL be possible to use the Broadcast Channel for distribution of files.
	BCAST 1.0

	FILE-02 Use of Interaction Channel
	It SHALL be possible to use the Interaction Channel for distribution of files.
	BCAST 1.0

	FILE-03 Repetition
	File Distribution SHALL enable distribution of a set of files in a repetitive manner, where the set of files can change over time.
	BCAST 1.0

	FILE-04 Single Transmission
	File Distribution SHALL enable a single distribution of a set of files, meaning that the files are scheduled to be distributed only once.
	BCAST 1.0

	FILE-05 File Type
	File Distribution SHALL enable specifying the types of the files, for example, MIME type.
	BCAST 1.0

	FILE-06 Validity of File
	File Distribution SHALL enable means to indicate activation and expiration time of each file.
	BCAST 1.0

	FILE-07 Location
	File Distribution SHALL enable means to provide location information for a particular file which enables location based filtering of files.
	BCAST 1.0

	FILE-08 User Profile and Preference
	File Distribution SHALL enable means to provide target user information or attributes (eg. Genre) for a particular file which enables user profile and user preference filtering of files.
	BCAST 1.0

	FILE-09 Protection
	It SHALL be possible to use Content and/or Service Protection in conjunction with File Distribution.
	BCAST 1.0

	FILE-10 Error Resilience
	File Distribution SHALL provide means to adapt the error resilience to the characteristics of both the Broadcast Service and of the Broadcast Channel.
	BCAST 1.0

	FILE-11 Codecs
	File Distribution SHALL provide mechanism to address the situation where different codecs are used by itself or with the help of underlying BCAST Distribution System. 
	BCAST 1.0

	FILE-12 Agnostic to File Type and Encoding
	File Distribution mechanism SHALL be agnostic with respect to the file type or file encoding.
	BCAST 1.0

	FILE-13 Reception Reporting
	It SHOULD be possible to report from the device to the Broadcast Service provider whether a file delivery service has been received by the Terminal.
	BCAST 1.0


Table 12: Overall System Requirements – File Distribution












� Notification over broadcast channel is an example that is not supported
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