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1 Reason for Change

On the page 11 in input contribution

OMA-BCAST-v1_1-2009-0036R01-INP_Practical_guide_for_BCAST_1.1_extensions.ppt 
a scenario is described where an existing value in a BCAST structure is given new semantic. In this case backwards compatibility is broken as BCAST 1.0 terminal/server keeps processing messages with modified semantics using BCAST1.0 rules. 

In the input contribution it is suggested that in unicast case returned error code can be signal for the terminal/server to not use BCAST1.1 and to fall back BCAST1.0 messages. Drawback of the solution is that the messages must be sent twice. Additionally it might be difficult to predict what the exact error code is that existing BCAST1.0 implementations will return on these cases. 
For the Service Provisioning messages this CR provides alternative and simpler solution to avoid the mentioned problem. After noticing that Service Provisioning transactions are always terminal initiated it is enough to make sure that BCAST 1.1 terminal is aware of the BCAST release that the BSM supports. BCAST 1.1 BSM itself can detect the release terminal uses from the XML doctype declaration. Therefore a new optional ‘bcastrelease’ attribute is proposed to be added to ‘PurchaseURL’ element which announces the BCAST release the BSM supports.
	BCAST 1.0 terminal
	BCAST 1.0 BSM
	Terminal uses BCAST 1.0 messages.

	BCAST 1.0 terminal
	BCAST 1.1 BSM
	Terminal uses BCAST 1.0 messages.

	BCAST 1.1 terminal
	BCAST 1.0 BSM
	Terminal detects missing ‘bcastrelease’ attribute or ‘bcastrelease’ attribute with value “1.0” and uses BCAST1.0 messages

	BCAST 1.1 terminal
	BCAST 1.1 BSM
	Terminal detects ‘bcastrelease’ attribute with value “1.1” and uses BCAST1.1 messages


2 Impact on Backward Compatibility

-
3 Impact on Other Specifications

-
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is asked to approve this document.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

5.2.1.1 Purchase Channel

The ‘PurchaseChannel’ fragment represents a system from which access and content rights can be purchased by the terminal (and its end-user). 

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	PurchaseChannel
	E
	
	
	‘PurchaseChannel’ fragment

Contains the following attributes:

id
version
validFrom
validTo

rightsIssuerURI

Contains the following elements: 

PortalURL

PurchaseURL

Name

Description

ContactInfo

Extension 

TermsOfUse
PrivateExt
	

	id
	A
	NM/
TM
	1
	ID of the ‘PurchaseChannel’ fragment. The value of this attribute SHALL be globally unique.
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the ‘validFrom’ attribute, or as soon as it has been received if no ‘validFrom’ attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt



	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt



	rightsIssuerURI
	A
	NO/

TO
	0..1
	ID of the rights issuer associated with the BSM. This information is needed to allow unconnected devices to identify the Rights Issuer Services (specified in section 12 of [DRM20-Broadcast-Extensions]) that may be operated by their Home BSM.

The network and terminal SHALL support this attribute when the DRM Profile with broadcast only mode [DRM20-Broadcast-Extensions] is supported.
	anyURI

	PortalURL
	E1
	NM/
TM
	0..N
	The URL on which the BSM offers service related information and/or web-based service provisioning via HTTP or HTTPS.

Contains the following attributes:

supportedService
kmsType

At most one PortalURL per associated Key Management System (signalled by the "kmsType" element) SHALL be given.

If the network expects the terminal not to use the Web portal for the service provisioning functionality, at most one PortalURL SHALL be instantiated here, with the kmsType attribute absent.
	anyURI

	supportedService
	A
	NM/
TM
	0..1
	Specifies how the Terminal is expected to use ‘PortalURL’ and ‘PurchaseURL’. 
0: The Terminal SHALL use the Service provisioning messages of [BCAST10-Services] to ‘PurchaseURL’ to enable the service provisioning functionality. Further, the Terminal MAY contact the ‘PortalURL’ via HTTP to acquire further information on the purchase items available on this purchase channel. 

1: The Terminal SHALL be able to access the ‘PortalURL’ via HTTP to acquire further information on purchase items available on this purchase channel and to achieve service provisioning functionality. Further, the Terminal SHALL perform the service provisioning directly on the ‘PortalURL’ and SHALL NOT send the Service provisioning messages of [BCAST10-Services] to ‘PurchaseURL’ to enable the service provisioning functionality.

2: The Terminal SHALL be able to access the ‘PortalURL’ via HTTP to acquire further information on purchase items available on this purchase channel. Further, the Terminal MAY perform the service provisioning directly on the ‘PortalURL’ or send the Service provisioning messages of [BCAST10-Services] to ‘PurchaseURL’ to enable the service provisioning functionality.

3-255: Reserved for future use.

Default: 0
	unsignedByte

	kmsType
	A
	NM/TM
	0..1
	Identifies the type of Key Management System(s)(KMS). This element MAY only be instantiated when the supportedService attribute value is equal to '1' or '2'.  

Possible values:

0. oma-bcast-drm-pki  

Indicates OMA BCAST DRM profile (Public Key Infrastructure)

1. oma-bcast-gba_u-mbms

Indicates BCAST Smartcard profile using GBA_U (Symmetric Key Infrastructure)

2. oma-bcast-gba_me-mbms

Indicates BCAST Smartcard profile using GBA_ME 
3. oma-bcast-prov-bcmcs 

Indicates provisioned 3GPP2 BCMCS SKI

4 -127 Reserved for future use

128 – 255 Reserved for proprietary use
	unsignedByte

	PurchaseURL
	E1
	NM/
TM
	0..N
	The URL to which the BCAST Service Provisioning messages as specified in section 5.1 of [BCAST10-Services] SHALL be addressed.

At most one PurchaseURL per Key Management System SHALL be given.

Contains the following attributes:

kmsType
bcastrelease
	anyURI

	bcastrelease
	A
	NM/TM
	0..1
	Declares the BCAST release according to which the BSP-M in BSM processes Service Provisioning messages from the terminal.
Possible values:
0. BCAST release 1.0
1. BCAST release 1.1

Default: 0
Note: In case the BSP-M in BSM supports BCAST release 1.1 this attribute SHALL be instantiated and set to ‘1’. Consequently the terminal SHALL conclude from the absence of this attribute that it is communication with the BSM implemented according to the BCAST release 1.0 specifications. In that case the terminal SHALL use the Service Provisioning messages as specified in the BCAST 1.0 specifications. 
	unsignedByte

	kmsType
	A
	NM/TM
	1
	Identifies the type of Key Management System(s)(KMS). Possible values:

0. oma-bcast-drm-pki  

Indicates OMA BCAST DRM profile (Public Key Infrastructure)

1. oma-bcast-gba_u-mbms

Indicates BCAST Smartcard profile using GBA_U (Symmetric Key Infrastructure)

2. oma-bcast-gba_me-mbms

Indicates BCAST Smartcard profile using GBA_ME 
3. oma-bcast-prov-bcmcs 

Indicates provisioned 3GPP2 BCMCS SKI

4 -127 Reserved for future use

128 – 255 Reserved for proprietary use
	unsignedByte
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