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1 Reason for Change

In BCAST 1.0 a great many problems were found in the Notification feature near the end of the standards process, and as a result, the complexity of the feature was cut down and un-needed portions of it were dropped from BCAST 1.0.  During that time period, it was stated that we could add back the features, if needed, to BCAST 1.1

This CR proposes increasing the SessionInformationContentLocation,  and GlobalContentID elements of the download Notification message, from 0..1 to 0..N.  This allows multiple files to be downloaded with a single message, which may potentially save a great deal of Notification bandwidth.  Moreover, if terminals wake up at a certain time (e.g. midnight) to receive notification messages, then this may also save a great deal of battery power as the waking time in most cases could be drastically reduced. This CR returns the BCAST 1.1 specification to the state as of the Chicago ‘2008 meeting, before notification simplification began.
R01:

· Make GlobalContentID 0..N to match DeliverySession
· Add text to explain correspondence rules between ContentLocation and AlternativeURI.
· Add text to explain correspondence between GlobalContentID and SessionInformation.
· Structure now is as follows :

SessionInformation (0..N)


DeliverySession(0..1)



ContentLocation (0..N)

AlternativeURI (0..N)

…

AuxDataTrigger (0..N)

GlobalContentID (0..N)
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree on the proposed changes.
6 Detailed Change Proposal
Change 1:  Make SessionInformation, ContentLocation, and AlternativeURI 0..N to allow multiple downlods with a single notification message in BCAST 1.1.
5.2 Notification Function

Notification function can be used to provide information about forthcoming, imminent or immediate events, messages and notifications related to the BCAST system, to all broadcast services, or to a specific broadcast service. The notifications may be targeted to all reachable terminals or users, or specific terminals or users. Notifications are delivered as Notification Messages, which can be delivered over Broadcast Channel or over Interaction Channel, and stored in the terminal. Notification Messages fall into at least two categories, one category is user-oriented Notification Messages which are to be displayed to terminal users, the other category is terminal-oriented Notification Messages which are to be used for terminal operation and should not be displayed to users. The users are able to subscribe to user-oriented service-specific notifications using Service Provisioning Function specified in Section 5. Advertisement may be directly sent as Notification Messages, or triggered for local insertion by notification. The following outlines the purpose of Notification function in terms of types of Notification Messages that are specified:

· Emergency messages

· General announcements (informing about BCAST system problems, operator announcements, etc.)
· Broadcast main service or content associated notifications


· Information regarding the availability of a specific service such as service breaks, abrupt change in the     schedule (start time / end time) or access entry point of the service

· Service-specific information that is a part of service experience (such as news, sports scores, etc.)

· Information about services available in neighbouring systems, messages providing roaming support

· Download or update announcement on SGDD or SG fragments

· Download or update announcement on normal files such as movie, music, software, etc.

· Auxiliary data downloading or insertion trigger (which are related to the main service or contents)

· Other information related to the main service or content
· Notification-based information that the user has subscribed (i.e. asked to get delivered as soon the information is available).

Specification of Notification function consists of following parts:

· Discovery of availability and access to notifications

· Specification of event types of notifications (eventType)

· Format of Notification Message (syntax as defined by XML Schema in [BCAST10-XMLSchema-Notification])

· Notification Message delivery

·  Delivery over Broadcast Channel 

·  Push delivery over Interaction Channel (including subscribing to notifications over Interaction Channel)

·  Polling notifications over Interaction Channel

· Notification interfaces(syntax as defined by XML Schema in [BCAST10-XMLSchema-Notification]).
Both the Network and Terminal MAY support the Notification function.
5.2.1 Discovery of Availability and Access to Notifications 

5.2.1.1 Discovery of availability and access to general notifications 

General notifications are not bound to any specific service nor Service Provider. Usually they are meant to be received by either all or majority of terminals, regardless of their Service Provider they are affiliated with. Examples of general notifications are emergency messages and announcements related to the operational aspects of BCAST system.

General notifications can be delivered either over Broadcast Channel or over Interaction Channel. The availability and access to general notifications can be discovered through SGDD. 

5.2.1.1.1 General notifications: discovery through SGDD

The availability and access to general notifications can be signalled using the Service Guide Delivery Descriptor by instantiating the ‘NotificationReception’ element under the ‘ServiceGuideDeliveryDescriptor’ root element in the SGDD as defined in section 5.4.1.5.2 of [BCAST10-SG]. In case the Notification function is supported:
· NTC in the Terminal SHALL support the signalling of the availability and access to general notifications through the SGDD.

· NTDA in the Network SHALL support the signalling of the availability and access to general notifications through the SGDD.
5.2.1.2 Discovery of availability and access to notifications specific to a Service Provider

These notifications relate to a specific Service Provider. Usually they are meant to be received by either all or majority of terminals affiliated to the said Service Provider. Examples of such notifications are announcements related to operational aspects of a service.

Notifications specific to a Service Provider can be delivered either over Broadcast Channel or over Interaction Channel. The availability of and access to notifications specific to a Service Provider can be discovered through SGDD. 

5.2.1.2.1 Notifications specific to a Service Provider: discovery through SGDD

The availability and access to notifications specific to a Service Provider can be signalled using the Service Guide Delivery Descriptor by instantiating the ‘NotificationReception’ element under the ‘BSMSelector’ element in the SGDD as defined in section 5.4.1.5.2 of [BCAST10-SG].

· NTC in the Terminal SHALL support the signalling of the availability and access to notifications specific to a Service Provider through the SGDD.

· NTDA in the Network MAY support the signalling of the availability and access to notifications a Service Provider through the SGDD.
5.2.1.3 Discovery of availability and access to service-specific notifications 

Service-specific notifications are notifications that are associated with a specific service of a specific Service Provider. Usually they are meant to be received by the terminals that are accessing the service in question. Examples of service-specific notifications are sports goals, news and operational announcements related to a specific service. 

Service-specific notifications can be delivered either over Broadcast Channel or over Interaction Channel. The availability and access to service-specific notifications can be discovered through ‘Access’ fragment. 

5.2.1.3.1 Service-specific notifications: discovery through ‘Access’ fragment

The availability and access to service-specific notifications can be signalled by including the ‘NotificationReception’ element in any of the ‘Access’ fragments associated with a Service as defined in section 5.1.2.4 of [BCAST10-SG]. In case the Notification function is supported:
· NTC in the Terminal SHALL support the signalling of the availability and access to service-specific notifications through ‘Access’ fragment.

· NTDA in the Network SHALL support the signalling of the availability and access to service-specific notifications through the ‘Access’ fragment.
5.2.1.4 Discovery of availability and access to notifications as an independent service

Notification messages can also be delivered as part of a Notification service that can be discovered through the Service Guide. Usually they are meant to be received by the terminals as an independent service. Examples of such services are news tickers or traffic updates for navigation systems. 

Independent Notification services can be delivered either over Broadcast Channel or over Interaction Channel. The availability and access to such Notification services can be discovered through the ‘Service’ and ‘Access’ fragments. 

5.2.1.4.1 Notifications as an independent service: discovery through ‘Access’ fragment

The availability and access to independent Notification services is signalled by:

· providing a ‘Service’ fragment with the ‘ServiceType’ element set to ‘7’ (Notification), and

· providing an ‘Access’ fragment pointing to the previous ‘Service’ fragment. The sessions or URLs used to deliver the Notification Messages SHALL be signalled by  the “AccessType” element, by providing a session description of a file delivery session using the 'SessionDescription' element, or by providing a list of URLs to be polled for notification messages using the 'AccessServerURL' element. The ‘NotificationReception’ element MAY be instantiated (in order to declare the polling period over HTTP), but the IPBroadcastDelivery and PollURL SHALL not be given as this information is provided by the “AccessType” element.
In order to enable discovery of Notifications as independent services:

· NTC in the Terminal SHALL support the signalling of the availability and access to notification services through ‘Service’ and ‘Access’ fragment.

· NTDA in the Network SHALL support the signalling of the availability and access to notification services through the ‘Service’ and ‘Access’ fragment.
5.2.2 Declaring the usage of a Notification message
Besides the various elements and attributes of the Notification message schema, two attributes are used to specifically announce the intended usage of the message:

· the ‘eventType’ attibute describes the type of notification, it allows the Terminal to identify the nature of the received notification, and

·  the ‘notificationType’ attribute, which is used to signal the primary target of the Notification message. As of this version 1.0 of the specification, either the notification message is primarily intended for the user (value ‘0’) or the terminal (value ‘1’). A terminal-oriented notification usually implies preliminary processing of the notification message by the terminal prior to rendering, if any.

The table below defines the possible values of the ‘eventType’ attribute.

	EventType
	Name
	Description

	0
	-
	Reserved for future use.

	1
	Emergency notification
	To announce emergency messages to users.

	2
	SG download or update notification
	To announce download or update of SGDD or SG fragments

	3
	File download or update notification
	To announce download or update of normal files such as movie, music, software, etc.

	4
	Service availability notification
	To announce the errors, problems or interruption of broadcast main services or contents.

To announce the abrupt schedule changes of broadcast main service or content

To announce the abrupt changes on access entry point of broadcast main service or content.

	5
	Supplemental service notification
	To announce service supplemental information that is a part of service experience (such as news, sports scores, promotional events etc.)

	6
	Auxiliary Data Trigger for Real-time main contents
	To trigger either the auxiliary data downloading and storage, or the auxiliary data insertion, associated with the real-time main service or content.  This notification may be associated with filtering related data to support customization of the auxiliary data storage or insertion. 

	7
	Auxiliary Data Trigger for Non-Real-time main  contents
	To trigger either the auxiliary data downloading and storage, or the auxiliary data insertion, associated with the non-real-time main service content.  This notification may be associated with filtering related data to support customization of the auxiliary data storage or insertion.

	8 -127
	Reserved for future use
	

	128 -255
	Reserved for proprietary use
	


Table 43: Event Types of Notifications
The various combination of ‘eventType’ and ‘notificationType’ are defined below. The reader is reminded that User-oriented notifications are signalled with value ‘0’ of the ‘notificationType’ attribute, while terminal-oriented notifications are signalled with value ‘1’.
Emergency notification (‘eventType’ value ‘1’)

User-oriented: the user is presented with the emergency notification. Other parameters of the notification message can impact the rendering of the notification, such as the ‘presentationType’ attribute.

Terminal-oriented: not applicable.

As of this version of the specification, the ‘notificationType’ attribute SHALL be set to ‘0’ if the ‘eventType’ attribute is set to ‘1’. In case the ‘notificationType’ attribute is not set to ‘0’ but the eventType attribute is set to ‘1’, the 1.0 terminal SHALL assume the notification message is a User-oriented emergency message and SHALL proceed as per the rules defined in section 5.14.6.

Service availability notification (‘eventType’ value ‘4’)
User-oriented: the user is presented with the payload of the notification.

Terminal-oriented: not applicable.

As of this version of the specification, the ‘notificationType’ attribute SHALL be set to ‘0’ if the ‘eventType’ attribute is set to ‘4’. In case the ‘notificationType’ attribute is not set to ‘0’ but the eventType attribute is set to ‘4’, the 1.0 terminal MAY discard the message.

Supplemental service notification (‘eventType’ value ‘5’)

User-oriented: the user is presented with the payload of the notification.

Terminal-oriented: not applicable.

As of this version of the specification, the ‘notificationType’ attribute SHALL be set to ‘0’ if the ‘eventType’ attribute is set to ‘5’. In case the ‘notificationType’ attribute is not set to ‘0’ but the eventType attribute is set to ‘5’, the 1.0 terminal MAY discard the message.

Auxiliary Data Trigger for Real-time main content (‘eventType’ value ‘6’)

User-oriented: not applicable.

Terminal-oriented: the terminal silently processes the payload of the notification.

As of this version of the specification, the ‘notificationType’ attribute SHALL be set to ‘1’ if the ‘eventType’ attribute is set to ‘7’. In case the ‘notificationType’ attribute is not set to ‘1’ but the eventType attribute is set to ‘7’, the 1.0 terminal MAY discard the message.

Auxiliary Data Trigger for Non-Real-Time man content (‘eventType’ value ‘7’)

User-oriented: not applicable.

Terminal-oriented: the terminal silently processes the payload of the notification.

As of this version of the specification, the ‘notificationType’ attribute SHALL be set to ‘1’ if the ‘eventType’ attribute is set to ‘8’. In case the ‘notificationType’ attribute is not set to ‘1’ but the eventType attribute is set to ‘8’, the 1.0 terminal MAY discard the message.

5.2.3 Format of Notification Message

Notification Message structure consists of:

· Generic fields: id, version, notificationType, eventType, IDRef, validTo, Title, Description, PresentationType and Extension

· Notification content: SessionInformation, MediaInformation, SGDD, SGDDReference, FragmentReference and AuxDataTrigger
While the generic fields can be used with all types of notifications, the notification content varies according to the notification type and event type. For example: emergency notification could contain generic fields + MediaInformation; SG download or update notification could contain SGDD, SGDDReference, or FragmentReference, etc.
A Notification Message carrying Service Guide update (eventType with value 2) SHALL only notify updates that relate to the currently bootstrapped Service Guide.
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Notification
Message
	E
	
	
	Notification Message

Contains the following attributes:

id

version

notificationType

eventType

validTo

Contains the following elements:

IDRef

Title 

Description

PresentationType

Extension

SessionInformation

MediaInformation

ServiceGuide
AuxDataTrigger

PrivateExt
	

	id
	A
	NM/
TM
	1
	Identifier of Notification Message
	anyURI

	version
	A
	NM/
TM
	1
	Notification Message version information. It is to be used to check for Notification Message Redundancy and new Notification Messages. This field can be expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	notificationType
	A
	NM/
TM
	1
	This element indicates whether the message is primarily targeted at the user or the terminal. Allowed values are:

0 – indicates that this message is user-oriented 

1– indicates this message is terminal-oriented 

2 - 127: For future use

128 - 255: For proprietary use
Possible combinations of the ‘notificationType’ attribute and the ‘eventType’ attribute are detailled in section 5.14.2.
	unsignedByte

	eventType
	A
	NM/TM
	1
	This element indicates the nature of the notification conveyed by the message.  For a detailed list of values of the ‘eventType’ attribute and its possible combinations with ‘notificationType’, see section 5.14.2.
	unsignedByte

	validTo
	A
	NM/
TM
	0..1
	Valid time of Notification Message. This field expressed as the first 32bits integer part of NTP time stamps.
If ‘validTo’ is specified, the Notification Message SHOULD be expired at the specified time.
	unsignedInt



	IDRef
	E1
	NM/

TM
	0..N
	Fragment ID references of the main services or contents which the Notification Message is related to. This SHALL only be used for Service specific or AuxData Notifications. The terminal SHALL consider the fragment reference to be scoped under the BSMSelector the Notification message applies to.
	anyURI

	Title
	E1
	NM/
TM
	0..N
	Title of Notification Message, possibly in multiple languages. 

The language is expressed using built-in XML attribute ‘xml:lang’ with this element.
	string

	Description
	E1
	NM/
TM
	0..N
	Description or Messages of Notification, possibly in multiple languages

The language is expressed using built-in XML attribute ‘xml:lang’ with this element
Only one instance of this element is allowed per language.
	string

	PresentationType
	E1
	NM/
TM
	0..1
	Recommends the type of presentation for the received Notification Messages based on the priority of the Notification Message. Allowed values are:

0 – For high priority Notification Messages, Terminal MAY immediately render the message after interrupting all the applications.

1 – For medium priority Notification Messages, Terminal MAY immediately render the message, overlaying the present playing services.

2 – For low priority Notification Messages, Terminal MAY NOT immediately render the message, the user can see the stored message whenever he or she wants. 

3-127: For future use

128-255: For proprietary use
	unsignedByte

	Extension
	E1
	NM/
TM
	0..N
	Additional information related to this Notification Message. 

Contains following attribute:

url

Contains following sub-element:

Description
	

	url
	A
	NM/
TM
	1
	URL containing additional information related to this notification. 
	anyURI

	Description
	E2
	NM/

TM
	0..N
	Description regarding the additional information which can be retrieved from a web page. The language is expressed using built-in XML attribute ‘xml:lang’ with this element
	string

	SessionInformation
	E1
	NM/
TM
	0..N
	This element SHALL be present when the Notification Message carries pointer to another delivery session, for example for file download or update, SG download or update, or auxiliary data download.

SessionInformation defines the delivery session information, including the schedule, of the objects delivered over the broadcast channel, and URI as alternative method for delivery over interaction channel.  After receiving Notification Message with SessionInformation, Terminal would access the relevant session specified by SessionInformation and take a proper action like receiving contents.

Contains the following attributes:

validFrom

validTo

usageType

Contains the following elements:

DeliverySession

AlternativeURI

Nominally, access and schedule related delivery session information for relatively long-lived auxiliary data contents SHOULD be specified by the Access and Schedule fragments, respectively, of the Service Guide [BCAST10-ServiceGuide].  Other updates of auxiliary data MAY be delivered on the delivery session referenced by this SessionInformation, specifically, over the duration spanned by the (‘validFrom’, ‘validTo’) attributes of this element.
If ‘AuxDataTrigger’ is instantiated and corresponds to the download trigger, and ‘SessionInformation’ is also instantiated, then the latter element SHALL be used to convey the delivery session information for the auxiliary data content. 
If ‘AuxDataTrigger’ is instantiated and corresponds to the download trigger, and ‘SessionInformation’ is not instantiated, then the <GlobalContentID> sub-element of ‘AuxDataTrigger’ SHALL be instantiated to provide the linkage to the Service Guide, which in turn conveys the delivery session information for the auxiliary data content.
Note: For AuxData Download and Insert triggers, more than one ‘SessionInformation’ element may be instantiated.

	

	validFrom
	A
	NM/
TM
	0..1
	The first moment when the session for terminal to receive data is valid. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt

	validTo
	A
	NM/
TM
	0..1
	The last moment when the session for terminal to receive data is valid. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt

	usageType
	A
	NM/
TM
	0..1
	Defines the type of the object transmitted through the indicated delivery session. Allowed values are:
0 – unspecified

1 - files

2-  streams

3 – SGDD only

4 – mixed SGDD and SGDU

5 - notification

6-127 reserved for future use

128-255 reserved for proprietary use 

Note: the delivery session only carrying SGDUs is declared through ‘SGDD’ element or “SGDDReference” element in this Notification Message. 

Default: 0


	unsignedByte 

	Delivery
Session
	E2
	NM/
TM
	0..1
	Target delivery session information indicated by the Notification Message.

Contains the following attributes:

ipAddress

port

sourceIP

transmissionSessionID

Contains the following element:

ContentLocation
	

	ipAddress
	A
	NM

TM
	1
	Destination IP address of the target delivery session
	string

	port
	A
	NM/

TM
	1
	Destination port of target delivery session
	unsignedShort

	sourceIP
	A
	NM/
TM
	0..1
	Source IP address of the delivery session
	string

	transmission
SessionID
	A
	NM/
TM
	1
	This is the Transmission Session Identifier (TSI) of the session at ALC/LCT level.
	unsignedShort

	ContentLocation
	E3
	NM/TM
	0..N
	This is the location of the Content to be retrieved. It corresponds to the ‘Content-Location’ attribute in the FDT.
Note: If both ‘ContentLocation’ and ‘AlternativeURI’ elements are present, there is a 1:1 correspondence between these elements.

	anyURI

	AlternativeURI
	E2
	NM/
TM
	0..N
	Alternative URI for receiving the object via the interaction channel.  If terminal cannot access the indicated delivery session, the terminal can receive the objects associated with the Notification Message by AlternativeURI.
Note: If both ‘ContentLocation’ and ‘AlternativeURI’ elements are present, there is a 1:1 correspondence between these elements.

	anyURI

	Media
Information
	E1
	NO/
TM
	0..1
	This element SHALL be present when the Notification Message carries information for rendering support of the notification.

Media Information is used to construct and render Notification Messages.

The notification media objects declared below can be delivered over a file delivery session specified by ‘DeliverySession’  element, or be retrieved via interaction channel via AlternativeURI of the media object as defined below.

Contains the following elements:
DeliverySession
Picture

Video

Audio
	

	DeliverySession
	E2
	NM/

TM
	0..1
	Session information to retrieve contents to be used for MediaInformation.

Contains the following elements:

ipAddress

port

sourceIP

transmissionSessionID
	

	ipAddress
	A
	NM/
TM
	1
	Destination IP address of the target delivery session
	string

	port
	A
	NM/

TM
	1
	Destination port of target delivery session
	unsignedShort

	sourceIP
	A
	NM/
TM
	0..1
	Source IP address of the delivery session
	string

	transmission
SessionID
	A
	NM/
TM
	1
	This is the Transmission Session Identifier (TSI) of the session at ALC/LCT level.
	unsignedShort

	Picture
	E2
	NO/
TM
	0..1
	Defines how to obtain a picture and MIME type.

Contains the following attributes:

mimeType

pictureURI
Contains the following element:

AlternativeURI
Note: For BCAST 1.0 the cardinality is set to 0..1 however in future releases the cardinality may change to 0..N in this case for backward compatibility the 1.0 terminal SHOULD only utilize the first Picture element.
	

	mimeType
	A
	NO/
TM
	0..1
	MIME type of Picture
	string

	pictureURI
	A
	NO/
TM
	0..1
	This is the location of the Content to be retrieved. It corresponds to the ‘Content-Location’ attribute in the FDT, if FLUTE is used to deliver the pictureURI. This attribute is to be used in conjunction with the DeliverySession element defined above.
	anyURI

	AlternativeURI
	E3
	NO/
TM
	0..N
	Alternative URI for receiving the object via the interaction channel.  If terminal cannot access the indicated delivery session, the terminal can receive the objects associated with the Notification Message by AlternativeURI.
Multiple instances of the AlternativeURI MAY be instantiated for the purpose of server load distribution.
	anyURI

	Video
	E2
	NO/
TO
	0..1
	Defines how to obtain a video and MIME type.

Contains the following attributes:

mimeType

codec

videoURI
Contains the following element:

AlternativeURI
Note: For BCAST 1.0 the cardinality is set to 0..1 however in future releases the cardinality may change to 0..N in this case for backward compatibility the 1.0 terminal SHOULD only utilize the first Video element.
	

	mimeType
	A
	NO/
TO
	0..1
	MIME type of Video
	string

	codec
	A
	NO/

TO
	0..1
	The codec parameters for the associated MIME Media type. If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. One example of the parameters defined for video/3GPP, video/3GPP2 is specified in [RFC 4281].
	string

	videoURI
	A
	NO/
TO
	0..1
	This is the location of the Content to be retrieved. It corresponds to the ‘Content-Location’ attribute in the FDT, if FLUTE is used to deliver the videoURI. This attribute is to be used in conjunction with the DeliverySession element defined above.
	anyURI

	AlternativeURI
	E3
	NO/
TM
	0..N
	Alternative URI for receiving the object via the interaction channel.  If terminal cannot access the indicated delivery session, the terminal can receive the objects associated with the Notification Message by AlternativeURI.
Multiple instances of the AlternativeURI MAY be instantiated for the purpose of server load distribution.
	anyURI

	Audio
	E2
	NO/
TM
	0..1
	Defines how to obtain a audio and MIME type.

Contains the following attributes:

mimeType

codec

AudioURI
Contains the following element:

AlternativeURI
Note: For BCAST 1.0 the cardinality is set to 0..1 however in future releases the cardinality may change to 0..N in this case for backward compatibility the 1.0 terminal SHOULD only utilize the first audio element.
	

	mimeType
	A
	NO/
TM
	0..1
	MIME type of Audio
	string

	codec
	A
	NO/

TM
	0..1
	The codec parameters for the associated MIME Media type. If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. One example of the parameters defined for audio/3GPP, audio/3GPP2 is specified in [RFC 4281].
	string

	audioURI
	A
	NO/
TM
	0..1
	This is the location of the Content to be retrieved. It corresponds to the ‘Content-Location’ attribute in the FDT, if FLUTE is used to deliver the audioURI. This attribute is to be used in conjunction with the DeliverySession element defined above.
	anyURI

	AlternativeURI
	E3
	NO/
TM
	0..N
	Alternative URI for receiving the object via the interaction channel.  If terminal cannot access the indicated delivery session, the terminal can receive the objects associated with the Notification Message by AlternativeURI.
Multiple instances of the AlternativeURI MAY be instantiated for the purpose of server load distribution.
	anyURI

	ServiceGuide
	E1
	NO/

TO
	0..N
	This element acts as a placeholder for future extensions of the Notification message in order to allow notifications related to the Service Guide (e.g. Service Guide update).

BCAST 1.0 Terminals MAY decide to perform a complete Service Guide update in case they receive a Notification message with value ‘2’ of the ‘eventType’ attribute and an instance of the ‘ServiceGuide’ element.


	ServiceGuideType as defined in section 5.14.8

	AuxDataTrigger
	E1
	NO/

TO
	0..N
	This Element contains information to trigger the auxiliary data downloading and storage, or the auxiliary data insertion associated with main service or content. 

‘globalContentID’ and/or ‘FilteringData’ can be used to identify and/or fetch the auxiliary data content, and/or FilteringData associated with the auxiliary data content.

Note: The auxiliary data downloading trigger indicates that auxiliary data should be downloaded and stored when the filtering criteria are met.  Absence of FilteringData in the downloading trigger implies that the auxiliary data should be stored.  Persistence of storage is terminal implementation dependent.
Contains the following attributes:

type

Contains the following Elements:

GlobalContentID

FilteringData

PresentationRule
	

	type
	A
	NM/TM
	1
	0-The auxiliary data trigger is a download trigger;

1- The auxiliary data trigger is an insertion trigger.

2-127: Reserved for future use.

128-255: Reserved for proprietary use
When AuxDataTrigger is present in the Notification Message, and the ‘type’ attribute is set to ‘0’, the IDRef element SHALL NOT be present; When the ‘type’ attribute is set to ‘1’, the IDRef element SHALL be present to indicate to terminal which main service should this auxiliary data be inserted to.
	unsignedByte

	GlobalContentID
	E2
	NO/

TM
	1..N
	Globally Unique Identifier of the auxiliary data content.  Note: for every ‘GlobalContentID’, there must either be a matching ‘SessionInformation’ element (see above), or there must be zero ‘SessionInformation’ elements in this ‘NotificationMessage’.
If ‘AuxDataTrigger’ is of <type> = 0 (download trigger), and

· if ‘SessionInformation’ is absent, then this element's value SHALL match that of the <globalContentID> attribute of a Service Guide Content fragment which describes a content item belonging to the ‘Auxiliary Data’ service type (see [BCAST10-ServiceGuide]).  ‘GlobalContentID’ then identifies the auxiliary data content item to which the ‘FilteringData’ sub-element of ‘AuxDataTrigger’ is applicable in controlling the subsequent download and caching operation.

· if 'SessionInformation' is present, then ‘GlobalContentID’ is used to identify the Auxiliary Data content downloadable via the 'SessionInformation', for the purposes of replacing Auxiliary Data content already on the terminal, or cancelling a later scheduled download of that Auxiliary Data content using the Service Guide. ‘GlobalContentID’ is not intended to be used to point at the service guide for providing download session information. 
If ‘AuxDataTrigger’ is of <type> = 1 (insertion trigger), then this element SHALL be omitted.  Such insertion trigger and its associated filtering data leads to the insertion of terminal-resident auxiliary data for rendering (which is independent of the identification of an auxiliary data content item for downloading and caching purposes).
	anyURI

	FilteringData
	E2
	NO/

TO
	0..N
	Reference to the location of the filtering related information associated with the AuxDataTrigger Notification Message, or the filtering–related information embedded within this Notification Message.

Note: filtering related information can include attributes, values, rules, filter IDs, etc. 

Contains the following sub-elements:

Location

TargetProfile

FilterIDs

Either Location, TargetProfile, or FilterIDs, but not more than one of these sub-elements, MAY be present in FilteringData.
	

	Location
	E3
	NO/

TM
	0..1
	Reference to the location of the filtering related information associated with the AuxDataTrigger, from which that data can be retrieved.
	anyURI

	TargetProfile
	E3
	NO

/TM
	0..N
	Filter rules and/or attributes to be used in the selection of auxiliary data for downloading and storage, or insertion. 

The extensible list of TargetProfile for a particular AuxDataTrigger notification enables the filtering/customization of the auxiliary data triggered by the notification, according to any specified filtering characteristic, e.g. user preference, user age, user location, service provider, etc.
If the AuxDataTrigger is used to trigger the terminal to download and cache auxiliary data, in which case the ‘type’ attribute under AuxDataTrigger is set to ‘0’, the number of TargetProfile entries SHALL be the same as the number of SessionInformation entries, and specifically, TargetProfile 1 maps to SessionInformation 1, TargetProfile 2 maps to SessionInformation 2, and so on.

Attribute:

filterID

Sub-elements:

Attribute

FilterRules

Note: TargetProfile is intended to be used to identify the type of auxiliary data file associated with the AuxDataTrigger notification.  As an example, for an ad insertion event, ‘attributeName’ = “URI” and ‘attributeValue’ = “advertisement” can be used to match against the URI identifiers of auxiliary data files stored on the terminal for the keyword “advertisement”.  Such mechanism would identify all the advertisements stored on the terminal, for subsequent insertion selection based on filter rules/attributes.
	

	filterID
	A
	NO

/TM
	0..1
	Identity of the TargetProfile to be stored on the terminal for subsequent reference as a Filter ID sent as part of the FilterIDs (E3).
	anyURI

	Attribute
	E4
	NO/

TM
	0..N
	Profile attribute. 

Contains the following attributes:

name

value
	

	name
	A
	NM/TM
	1
	Profile attribute name
	string

	value
	A
	NM/

TM
	1
	Profile attribute value. 
	string

	FilterRules
	E4
	NM/

TM
	0..1
	Filter rules that are used in the selection of auxiliary data for downloading and storage, or insertion.
	string

	FilterID
	E3
	NO

/TM
	0..N
	Zero or more filter IDs used in the selection of auxiliary data for downloading and storage, or insertion.

Each ad filter ID is an alias for a corresponding set of filter rules stored in the terminal.  The rule set(s) in the FilterID list is(are) applied to the selection of the auxiliary data for downloading and storage, or insertion.

The FilterID refers to the TargetProfile previously stored on the terminal.
	anyURI

	PresentationRule
	E2
	NO/

TM
	0..1
	Specifies the presentation rules when the cached content should be rendered with this Notification Message.  

Contains the following attributes:

renderingTime

duration
	

	renderingTime
	A
	NO/

TM
	0..1
	Specifies the timing to start the presentation of the auxiliary data.

In case eventType = 6 this element represent the time instant as the first 32bits integer part of NTP time for which the Notification Message is displayed or the auxiliary data insertion event occurs.

In case eventType = 7, this element represent the offset in  segments for which the auxiliary data insertion event occurs, relative to the start of the presentation of the associated main content.
	unsignedInt



	duration
	A
	NO/

TM
	0..1
	Time length of presentation of the auxiliary data in seconds.
	unsignedShort

	PrivateExt 
	E1 
	NO/
TO
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	NO/TO
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


Table 44: Structure of Notification Message
5.2.4 Notification Message Delivery

Notification Messages are created by the NTG (Notification Generation Function) according to the structure in 7.3 and are prepared for delivery by the NTDA (Notification Distribution/Adaptation Function). Notification Messages MAY be delivered in a number of ways: 

· Notification Message delivery over Broadcast Channel (see section 5.14.4.1)


· Notification Message push-delivery over Interaction Channel (see section 5.14.4.2)


·  Related to push-delivery over Interaction, subscribing to Notification Messages (see section 5.14.4.2.1)

· Polling Notification Messages over Interaction Channel (see section 5.14.4.3)

5.2.4.1 Notification Message Delivery over Broadcast Channel

Over Broadcast Channel, the Notification Messages SHALL be delivered to terminals using one of the following methods:

· 1) UDP delivery: The Notification Message is delivered in a UDP packet. 
The UDP packet SHALL be sent over the Broadcast Channel using the UDP destination port defined in the NotificationReception in the SGDD or the ‘Access’ fragment and the IP address of the ongoing session that the Notification Message is targeted for. If a separate IP address is defined in the NotificationReception in the SGDD or ‘Access’ fragment for the Notification Message then it SHALL be used.  It is RECOMMENDED that to avoid IP level segmentation, Notification Message sizes should be less than 1500 bytes, the average network MTU (Maximum Transfer Unit) size.

To decrease the message size, GZIP MAY be used to compress the Notification Message. 

The payload of the UDP file SHALL start with a header as specified below, followed by the uncompressed or compressed Notification Message. The format of the header is defined as follows: 

	Field
	Type
	Definition

	Payload_type
	uimsbf4
	Signals the type of the payload

Values:

0 – Notification according to MIME type vnd.oma.bcast.notification+xml

1-7 – reserved for future BCAST extensions

8-15 – reserved for proprietary extensions

	Encoding_type
	uimsbf4
	Signals the encoding of the payload

Values:

0 – unencoded

1 – GZIP encoded

2-7 – reserved for future BCAST extensions

8-15 – reserved for proprietary extensions


Table 45: Header for UDP Delivery of Notification Message
Mnemonics: uimsbf4 = Unsigned 4 bit Integer, most significant bit first
2) File delivery: The Notification Message is delivered in a separate file delivery session. There are two options for announcing such a file delivery session. 

(a) the session parameters are announced in a separate Notification Message using the ’DeliverySession’ element. This approach is RECOMMENDED  for service-specific notifications, general notifications, and notifications specific to a Service Provider in case the Notification Message size exceeds the MTU size. 
(b) the session parameters are announced in the Service Guide. This method SHALL be used for independent Notification services as specified in section 5.14.1.4.
To decrease the message size, GZIP MAY be used to compress the Notification Message. The fact that a message is compressed SHALL be signalled in the FDT. The Content-Type of a Notification Message in the FDT SHALL be signalled as “application/vnd.oma.bcast.notification+xml".
The terminal SHALL support GZIP decompression of Notification Messages. 
The Notification Messages MAY be repeatedly transmitted by the Service Provider or Network Provider to increase the probability of all intended terminals receive the Notification Messages.

The following figures illustrate the protocol stacks of the two Notification Message delivery methods over the Broadcast Channel:
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Figure 1: Notification message delivery protocol stack variant 1
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Figure 2: Notification message delivery protocol stack variant 2
5.2.4.2 Notification Message push-delivery over Interaction Channel

The NDTA MAY deliver a Notification Message to the NTC using OMA Push as defined in [BCAST10-Distribution]. The terminal MAY support reception of Notification Messages delivered with OMA Push as defined in [BCAST10-Distribution]. 
5.2.4.2.1 Subscribing and Unsubscribing to User-oriented Notification Messages

Service Provisioning Function SHOULD be used for subscribing or unsubscribing Notification Message over Interaction channel. If the terminal has interaction capability, the terminal SHOULD support subscription and unsubscription of Notification Messages.
· When Terminal subscribes service-specific notification or notification service, Service Request message (See section 5.1.5) SHALL include ‘ServiceID’ element and ‘notification’ attribute under ‘ServiceID’ element

· When Terminal unsubscribes service-specific notification or notification service, Unsubscription message (See section 5.1.5) SHALL include ‘keepSubscription’ attribute, ‘ServiceID’ element and ‘notification’ attribute under ‘ServiceID’ element.

5.2.4.3 Polling notifications over Interaction Channel

In case the Terminal supports the Notification function, the NTC in Terminal with Interaction Channel capability SHALL support polling to notifications over Interaction Channel as follows:

· NTC sends an HTTP1.1 GET Request to the NTDA that is signalled in SGDD or ‘Access’ fragment.

· Response to the HTTP Request sent to the NTDA SHALL embed a set of zero or one or more Notification Messages encapsulated in a Notification MessageContainer delivered over anHTTP1.1 message. The NotificationMessageContainer embeds the exhaustive list of valid Notification Messages (i.e. that have not expired at the time of the response). The following table specifies the format of the NotificationMessageContainer. 
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Notification
MessageContainer
	E
	
	
	Notification MessageContainer
Contains the following element:

NotificationMessage
	

	Notification
Message
	E1
	NM/
TM
	0..N
	Notification Message as specified in section 5.14.3
	Notification
MessageType as specified in section 5.14.3


· The Content-Type of the HTTP Response message containing a NotificationMessageContainer SHALL be set to “application/vnd.oma.bcast.notification+xml”.
· In order to reduce the information that are present in the NTDA response when no update occurred between two subsequent requests from the same terminal, it is recommended that the NTDA sends an entity tag and/or a Last-Modified value in each HTTP 1.1 [RFC 2616] response header. It is expected that the NTC uses these information for subsequent cache-conditional requests as specified in HTTP 1.1 [RFC 2616]. 
· As specified in HTTP 1.1 [RFC 2616], if the NTC has performed a conditional GET request and access is allowed, but the document has not been modified, the NTDA SHOULD respond with the 304 status code. The 304 response SHALL NOT contain a message-body, and thus is always terminated by the first empty line after the header fields.

· As specified in [BCAST10-SG], when the "PollPeriod" element is instantiated in  the "NotificationReception" element of an Access fragment or an SGDD, no caching mechanisms of HTTP 1.1 [RFC 2616] SHOULD conflict with the fact that the NTC is expected to request for a fresh NotificationMessageContainer every "PollPeriod" value. 
· The NTDA MAY compress the HTTP response body with the GZIP algorithm. In this case the Content-Encoding attribute in the corresponding description of the HTTP response SHALL be set to “gzip”. Terminals SHALL support this content encoding.
5.2.5 Notification Interfaces

The following sections specify the Notification interfaces between logical BCAST “backend” entities for message exchanges. The specification is applicable if the interfaces are exposed in a BCAST implementation. If a BCAST implementation does not expose the interfaces, i,e, they are implementation internal, they can be realized using protocols and methods not specified here. If a BCAST implementation does expose the interfaces, the network SHALL support the Notification Backend Interfaces syntax as defined by XML Schema in [BCAST10-XMLSchema-Notification].

5.2.5.1 Protocol Stacks

The following protocol stack SHALL be used for exchanging messages between Notification Components such as CC, NTE, NTG, and NTDA. HTTP or HTTPS that SHALL be based on SSL 3.0 [SSL30] and TLS 1.0 [RFC 2246] over TCP/IP SHALL be used for the delivery of messages. 
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Figure 3: Noticifcation component exchange protocol stack
Messages to and from CC, NTE, NTG or NTDA are transported using HTTP by placing both the requests and the responses addressed to CC, NTE, NTG or NTDA into the payload of the HTTP messages. The requests SHOULD be transported using HTTP POST and the responses SHOULD be transported using the HTTP responses corresponding to the HTTP POST requests.  The syntax for the requests SHOULD be as follows:

· POST <host>/oma/bcast1.0/nt HTTP/1.1\r\n<NTEReq>

· POST <host>/oma/bcast1.0/nt HTTP/1.1\r\n<NTDReq>

where the <host> denotes the part of the URI representing the address of the host.

Both the HTTP POST message and the corresponding HTTP response MAY also contain the following HTTP header fields:

· ‘Content-Length’,

· ‘Content-Type’ which if used SHALL be set to “text/xml” and

· ‘Host’ in case the ‘Request-URI’ is not in the absolute form specified in [RFC 2616].

5.2.5.2 Notification Event Delivery

Notification Event can be generated in CC, BSA, BSM, or BSD/A.  Each Entity delivers Notification Event via Backend Interface such as NT-1, NT-3, and NT-4. CC can deliver Notification Event to NTE via NT-1, NTE will deliver Notification Event generated in either CC or BSA to NTG via NT-3, and NTDA will deliver Notification Event generated in BSD/A to NTG via NT-4.

5.2.5.2.1 Request Message

The following is the delivery message of Notification Event, which is sent from the CC (Content Creation) to the NTE over interface NT-1, from NTE to NTG over interface NT-3 or NTDA to NTG over interface NT-4. 

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	NTEReq
	E
	
	
	Specifies the delivery message of Notification Event for generating Notification Message.

Contains the following attributes:

nteID

entityAddress

deliveryPriority

Contains the following elements:

NotificationEvent
	

	nteID
	A
	M
	1
	Identifier of Notification Event
	unsignedInt 

	entityAddress
	A
	M
	1
	Network Entity Address to receive the response of this message.
	anyURI

	deliveryPriority
	A
	O
	0..1
	Defines the priority of this notification event.  This information is applied to generate Notification Message in NTG.  NTG may be ignored this field.
	boolean

	NotificationEvent
	E1
	M
	1..N
	Specifies the Notification Event, containing information to be included into the Notification Message. It is RECOMMENDED that the information is delivered in the form of BCAST Notification Message format (as specified in section 5.14.3). Other formats MAY be used only for NT-1.

Contains the following sub-element:

NotificationMessage
	

	NotificationMessage
	E2
	O
	0..1
	BCAST NotificationMessage format as specified in section 5.14.3. The following rule applies to child elements or attributes of NotificationMessage which are not relevant: If the element/attribute has a minimum cardinality of 0, it SHALL NOT be instantiated. Otherwise, it SHALL be delivered as empty field.
	complexType as specified in section 5.14.3

	Private
	E2
	O
	0..1
	This container allows to use data formats not specified in BCAST.
	


Table 46: Structure of Notification Event Request Message

5.2.5.2.2 Response Message

The following is the response message of NotificationEvent Delivery and which is sent from the NTE to CC over interface NT-1, from NTG to NTE over interface NT-3 or form NTG to NTDA over interface NT-4. 

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	NTERes
	E
	
	
	Specifies the Response message for NTEReq.

Contains the following elements:

Result
	

	Result
	E1
	M
	1..N
	The list of results, each entry consisting of a pair of ID and statusCode

Contains the following attributes: 

nteID

statusCode
	

	nteID
	A
	M
	1
	Identifier of NTEReq Message
	unsignedInt 

	statusCode
	A
	M
	1
	Indicates the overall outcome how NTEReq is processed, according to the global status code (as specified in Section 5.11).
	unsignedByte 


Table 47: Structure of Notification Event Response Message

5.2.5.3 Notification Message Delivery

Notification Message is generated by NTG in BSM. NTG will request to deliver Notification Message to NTDA via NT-4.

5.2.5.3.1 Request Message

The following is the delivery message of Notification Message which is sent from the NTG to NTDA over interface NT-4.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	NTDReq
	E
	
	
	Specifies the Request message of Notification Message Delivery from NTG to NTDA.

Contains the following attributes:

ntdReqID

entityAddress

deliveryPriority

Contains the following elements:

TargetAddress

NotificationMessage
	

	ntdReqID
	A
	M
	1
	Identifier of NTDReq
	unsignedInt 

	entityAddress
	A
	M
	1
	Network Entity Address to receive the response of this message.
	anyURI

	deliveryPriority
	A
	O
	0..1
	Defines the delivery priority of this Notification Message.  NTG can request NTDA to deliver this notifcaiton message as high priority. If priority=true, it means high priority. If priority=false, it means general message.
	boolean

	TargetAddress
	E1
	O
	0..N
	Specifies TargetAddress to deliver Notification Message. 

For service-specific notification, AccessReference or address under NotificationReception in ‘Access’ fragment can be possible value.

If Notification message is delivered over interaction channel, the value can be e-mail address, IMSI, etc.

If not given, Notification message SHALL be delivered to all users of the service provider using address defined in SGDD.

Contains the following attributes:

deliveryChannel

AddressType
	string

	deliveryChannel
	A
	M
	1
	Specifies the delivery channel

If deliveryChannel = false, Notificaiton Message SHALL be delivered over Broadcast Channel.

If deliveryChannel = true, Notification Message SHALL be delivered over Interaction Channel.
	boolean

	addressType
	A
	M
	1
	Specifies the type of TargetAddress Value

0 - IPAddress

1 - anyURI 

2 - IMSI

3 -127: For Future Use

128 - 255: For Proprietary Use
	unsignedByte

	NotificationMessage
	E1
	O
	0..1
	BCAST NotificationMessage format as specified in section 5.14.3. The following rule applies to child elements or attributes of NotificationMessage which are not relevant: If the element/attribute has a minimum cardinality of 0, it SHALL NOT be instantiated. Otherwise, it SHALL be delivered as empty field.
	complexType as specified in section 5.14.3


Table 48: Structure of Notification Delivery Request Message

5.2.5.3.2 Response Message

The following is the response message of Notification Message Delivery which is sent from NTDA to NTG over interface NT-4. 

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	NTDRes
	
	
	
	Specifies the Response message for NTDReq.

Contains the following elements:

Result
	

	Result
	E1
	M
	1..N
	The list of results, each entry consisting of a pair of request ID and statusCode

Contains the following attributes: 

ntdReqID

statusCode
	

	ntdReqID
	A
	M
	1
	Identifier of NTDReq Message


	unsignedInt 

	statusCode
	A
	M
	1
	Indicates the overall outcome how NTDReq is processed, according to the global status code (as specified in Section 5.11).
	unsignedByte 


Table 49: Structure of Notification Delivery Response Message
5.2.6 Minimal support for emergency notifications

If the terminal supports emergency notifications, then the terminal SHALL support the use of Notification Function for those notifications as follows:

· The terminal SHALL be able to discover of the entry point to notification delivery channel as specified in section 5.14.1.1.1 through the use of element ‘NotificationReception’. Further, the terminal SHALL assume that ‘NotificationReception’ element describes the entry point to general notification delivery channel within which the notification messages are delivered using “UDP Delivery” as specified in section 5.14.4.1.

· The terminal SHALL support the “UDP delivery” over Broadcast Channel as specified in section 5.14.4.1 as follows:

· The terminal SHALL support ‘Payload_type’ having value ‘0’ 

· The terminal SHALL support ‘Encoding_type’ having value ‘0’

· The terminal SHALL support the Notification Message format for emergency notifications as follows:

· The terminal SHALL assume that attribute ‘notificationType’ is assigned with value ‘0’ (user oriented notification message)

· The terminal SHALL assume that attribute ‘eventType’ is assigned with value ‘1’ (emergency notification)

· The terminal SHALL assume that element ‘Title’ is present and expressed possibly in multiple languages.

· The terminal SHALL assume that element ‘Description’ is present and expressed possibly in multiple languages.

· The terminal SHALL assume that element ‘PresentationType’ is assigned with value ‘0’ (high-priority notification messages)

· The terminal MAY skip all the other elements and attributes in the Notification Message.
5.2.7 Guidelines for MediaInformation usage

As rich media presentation technologies are not specified in BCAST 1.0, the rendering of the Notification message is implementation specific. However the following section provides basic guidelines on the use of MediaInformation elements provide a consistent layout for the Notification messages. If required by service providers the guidelines below can be replaced with proprietary mechanisms. 
· If multiple instances of Description element are present then the terminal SHOULD select and display the text of the Description based on the Terminal language setting.

· The Description element SHOULD always be set when using MediaInformation.

· Either the DeliverySession element or the AlternativeURI element SHOULD be set to indicate the delivery session providing the content to be used for MediaInformation.

· If the Picture element is set in the MediaInformation, the Picture element SHOULD be displayed first with the text contained in the Description element being displayed under the Picture element.

· If the Audio element is set in the MediaInformation, the Audio element SHOULD be played in conjunction with the text contained in the Description element being displayed. 

· If both the Picture and the Audio elements are set in the MediaInformation then two guidelines above SHOULD be met. 

· Video element in the MediaInformation MAY be supported by the terminal and if the Video element is supported by the terminal, the following guidelines apply:
· If the Video element is set in the MediaInformation, the Video element SHOULD be displayed first with the text contained in the Description element being displayed under the Video element.

· If both the Video and the Picture elements are set in the MediaInformation then only the Video element SHOULD be displayed.

· If both the Video and the Audio elements are set in the MediaInformation then only the Video element SHOULD be displayed.

To support the possibility of multiple cardinalities of Picture and Audio elements in future release of BCAST 1.1 the Terminals supporting BCAST 1.0 SHOULD be able to parse and only select the first Picture or Audio element even if there are multiple instances of Picture and Audio elements in future BCAST 1.1 Notifications. 

5.2.8 Extensibility placeholders for future usage of Notification

For the purpose of extending the usage of the Notification message in releases following the BCAST 1.0 specification while maximizing backward compatibility with 1.0 terminals, extensibility placeholders have been defined. These contains a wildcard schema component in which new attributes and elements can be inserted.  Currently defined placeholders are:

· the ‘ServiceGuide’ element in the Notification message (see section 5.14.3)
Extensions targeting the extensibility placeholders SHALL NOT be defined within the XML namespaces applicable to BCAST 1.0.

The Terminal SHALL ignore Notification messages with values of the ‘eventType’ or ‘notificationType’ attributes that it does not support.

5.2.8.1 The ServiceGuide placeholder

The ‘ServiceGuide’ element in the Notification message is the placeholder for future extensions related to the Service Guide. It is of type ‘ServiceGuideType’, that is defined as an element containing the following wildcard:


<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/> 










NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 25)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050101-I]

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 15 (of 25)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050101-I]

_1203406279.vsd
HTTP/HTTPS


HTTP/HTTPS


TCP


TCP


IP


IP



