Doc# OMA-BCAST-v1_1-2009-0151-AdCast_Hidden_Services.doc
Change Request

Doc# OMA-BCAST-v1_1-2009-AdCast_Hidden_Services.doc
Change Request




Change Request

	Title:
	AdCast Hidden Services
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BCAST

	Doc to Change:
	OMA-TS-BCAST_Service_Guide-V1_1-latest-version

	Submission Date:
	03 August 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Donald Gillies, dgillies@qualcomm.com
Charles Lo, clo@qualcomm.com  

	Replaces:
	n/a


1 Reason for Change
See related “AdCast Changes” Input contribution.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To BCAST group, to review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Allow some services to be “hidden” via a “hidden” attribute in the Service fragment.  In particular, this enables 2 types of AuxData services, hidden (e.g. CacheCast) and visible/subscribable (e.g. AdCast).
5.2.1.1 Service

A service represents a bundle of content items, which forms a logical group to the end-user. An example would be a TV channel, composed of several TV shows. A ‘Service’ fragment contains the metadata describing the Mobile Broadcast service. It is possible that the same metadata (i.e., attributes and elements) exist in the ‘Content’ fragment(s) associated with that ‘Service’ fragment. In that situation, for the following elements: ‘ParentalRating’, ‘TargetUserProfile’, ‘Genre’ and ‘BroadcastArea’, the values defined in ‘Content’ fragment take precedence over those in ‘Service’ fragment.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Service
	E
	
	
	‘Service’ fragment

Contains the following attributes:

id
version
validFrom
validTo

globalServiceID

weight
hidden

baseCID

emergency
UDBAllowed
Contains the following elements:

ProtectionKeyID

ServiceType 
Name

Description

AudioLanguage

TextLanguage

ParentalRating

TargetUserProfile 

Genre

Extension

PreviewDataReference

BroadcastArea

TermsOfUse
Popularity
PrivateExt
	

	id
	A
	NM/

TM
	1
	ID of the ‘Service’ fragment. The value of this attribute SHALL be globally unique.”
	anyURI

	version
	A
	NM/

TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the ‘validFrom’ attribute, or as soon as it has been received if no ‘validFrom’ attribute is given. 
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt

	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.
	unsignedInt

	globalServiceID
	A
	NM/

TM
	0..1
	The globally unique identifier identifying the service this ‘Service’ fragment describes.
	anyURI

	weight
	A
	NM/

TM
	0..1
	Intended order of display of this service relative to other services as presented to the end user.  The order of display is by increasing weight value (i.e., service with lowest weight is displayed first).

Default: 65535

User preference, if available, SHALL override the weight.
	unsignedShort



	hidden
	A
	NM/
TM
	0..1
	If this flag is present and set to TRUE, the Program Guide for this service SHOULD NOT be displayed to the user.
	boolean

	baseCID
	A
	NO/
TO
	0..1
	For the DRM Profile, part of the Service or Program CID used to identify the corresponding asset within a OMA DRM 2.0 Rights Object. The Service or Program CID is obtained from the BaseCID as described in [BCAST10-ServContProt] section 5.5.1.

This element is only Mandatory to support for the network and terminal in case the DRM Profile is supported [BCAST10-ServContProt].

Note: for uniqueness of the baseCID see Appendix H.
	string

	emergency
	A
	NO/
TO
	0..1
	When assigned with value ‘true’, specifies that this service is a service of emergency nature. That also means that all content items belonging to this service are contents of emergency nature. 

This attribute can be used for presentation purposes to users.

It is RECOMMENDED that the Terminal processes the reception of the services or content of emergency nature with high priority, and highlights their availability to user. How to order the emergency service or content is out of the scope of the specification.

The default value of this attribute is ‘false’.
	boolean

	UDBAllowed
	A
	NO
TO
	0..1
	Represents whether if this Service can be used in User Defined Bundle subscriptions.
	boolean

	ProtectionKeyID
	E1
	NO/

TO
	0..N
	Key identifier needed to access a protected service. This information allows the terminal to determine whether or not it has the correct key material to access service(s) within a PurchaseItem. 

In a scenario where this fragment is shared among multiple service providers, different key identifiers from the different service providers to access this specific protected service/content may be mixed in this element and the terminal SHOULD be able to sort out the key identifiers associated with the terminal’s affiliated service provider based on the Key Domain ID. How this is used is out of scope and is left to implementation.

The network and terminal SHALL support this element in case the Smartcard Profile is supported [BCAST10-ServContProt].

The protection key identifiers to access a specific service or content item SHALL only be signalled in one of the following fragment types: 'Service', 'Content', 'PurchaseItem', 'PurchaseData' or 'Access' fragments, but not mixed.

Contains the following attribute:

type
	base64Binary

	type
	A
	NM/TM
	1
	Type of ProtectionKeyID:

0: ProtectionKeyID is the 5-byte long concatenation of the  Key Domain ID with the Key group part of the SEK/PEK ID, where both values are as used in the Smartcard Profile [BCAST10-ServContProt].
The Key number part SHALL NOT be provided.

The Terminal MAY use the Key Domain ID and Key group part of the ProtectionKeyID to determine whether it already has the SEK applicable to the related service. The Terminal MAY use this information to indicate to the user which services can currently be accessed. The Terminal SHALL not use the SEK ID in the ProtectionKeyID to request a missing SEK. It is possible for the Terminal to request missing SEK based on the information from the secure function after the STKM decryption has been failed.

1-127 Reserved for future use

128-255 Reserved for proprietary use 
	unsignedByte 

	ServiceType 
	E1
	NM/

TM
	0..N
	Type of the service. 

Allowed values are:

0 - unspecified
1 - Basic TV
2 - Basic Radio

3 - RI services
4 - Cachecast

5 - File download services
6 - Software management services

7 - Notification

8 – Service Guide

9 - Terminal Provisioning services
10 – Auxiliary Data

11 – Streaming on demand

12 – File download on demand

13 - 127  reserved for future use

128 -255 reserved for proprietary use

The mixed service types SHALL be indicated by the presence of multiple instances of ServiceType (for example, for mixed Basic TV and Cachecast, two instances of ServiceType, with values 1 and 4 are present for this ‘Service’ fragment.

This element SHALL be processed by the terminal strictly for rendering to the user for example as a textual indicator, an icon, or graphic representation for the service. However, ‘ServiceType’ with value of 3 and 9 SHALL NOT be rendered and their existence SHOULD NOT be displayed to the user.  
With value 6, i.e. sofware management services, users can select the desired software components (Eg. desktop theme, ringtone, SG navigator update) to download over broadcast channel or interaction channel. The software components provided by this sofware management service are described by ‘Content’ fragments which belong to this ‘Service’ fragment. It is not expected that terminals are able to automatically select and download software components using this type of service.
If the terminal supports the ‘AuxDataTrigger’ notification type, and it supports auxiliary data download/caching for subsequent insertion/rendering to users (as described in [BCAST10-Services]), then the content items belonging to this service SHALL be downloaded and selectively cached by the terminal in accordance to the ‘AuxDataTrigger’ element of <type> = 0 (i.e. download trigger)  in the Notification message (Section 5.14.3 of [BCAST10-Services]).

Services which "ServiceType" equals to "11" or "12" provide "On demand" contents over the Interaction Channel. They do not relate to e.g. live Basic TV or Basic Radio.
	unsigned Byte 
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