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1 Reason for Change

This CR resolves comment A008 in OMA-ADRR-BCAST-V1_1-20090810-D.

Source: Samsung Electronics

Form: BCAST doc #77

Comment: SRM Enabler v1.1 will specify protocols for BCAST token management and GRO support. BCAST functional architecture needs to be updated respectively.

2 Impact on Backward Compatibility

This Status is not used by the parental control function. The Smartcard will not use this status code then. There is then no issue of backward compatibility. To avoid issue on terminal side, this status code is prohibited in this CR to avoid re-using it in later specifications.
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is asked to agree this CR.

6 Detailed Change Proposal

Change 1:  Change section 5.3.4.1 as follows
5.3.4 Service Protection and Content Protection Functions

5.3.4.1 Overview

The Service and Content Protection functions provide a BDS-agnostic way of protecting both content and services delivered within Mobile Broadcast services.  The Figure below illustrates the difference between Service Protection and Content Protection.
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Figure 6 – Roles of Service and Content Protection

Service protection has the purpose of allowing access to a service, i.e., for a defined set of (audio-visual) data for a specified amount of time.  Service protection assumes no responsibility for content after have been released to the user terminal; it does not provide any technical means to protect content outside of the bit-pipe that is implementing access control. 

Content protection has the purpose of securing the individual pieces of content.  Content may or may not have post-delivery usage rights associated with it.
Service Protection, independent from Content Protection, is intended for subscription management.  In the absence of content protection, usage rights to content in general may be free, or subject to applicable legislation, business model or other requirements; however such considerations are beyond the scope of these definitions.  Content Protection deals with post-delivery usage rights, which specify how contents can be used according to permissions and constraints.

Secure Removable Media (SRM) Enabler version 1.1 extends BCAST Service and Content Protection functional architecture by enabling usage rights and tokens portability via SRM card. For more details see [SRM11-Architecture].
Change 2:  Add reference to SRM 1.1 Enabler in section 2.1
	[SRM11-Architecture]
	“OMA Secure Removable Media Architecture”, Open Mobile Alliance™, OMA-AD-SRM-V1_1, 
URL: http://www.openmobilealliance.org/
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