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1 Reason for Change

This CR is part of a bundle of CRs to handle the 3GPP part of action BCAST-2009-A018. This action was initiated with the purpose to reference a consistent set of 3GPP references and at the same time handle the concerns specified in liaison OMA-CD-2009-0017-Reply_LS_from_3GPP_SA4_on_Recommendations_on_Mobile_Optimized_RSS_Work_Item from 3GPP SA4 regarding the current references to release 6 and thereby missing release 7 & 8 extensions. This is solved in this bundle of CRs by updating all 3GPP references to release 8 in BCAST 1.1 which then OMA DCD can reference to satisfy the concerns by 3GPP SA4.
2 Impact on Backward Compatibility

3GPP releases are developed to be backward compatible. No deviations from this fact have been identified that would impact the BCAST specification. The changes are therefore deemed not to cause backward compatibility issues.
3 Impact on Other Specifications

Companion CRs have been submitted in order to update all 3GPP references to release 8.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into BCAST 1.1.

6 Detailed Change Proposal
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