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1 Reason for Change

This CR introduces the Smartcard Broadcast Provisioning function in the Service Guide TS specification.
R01:  Following comments received during Singapore meeting:

· Changes SmartcardProvisioningReception 
· Change “Device” to “Smartcard”
· Add complexType  to  “SubscriberGroupIdentifier” element 
· Add a sentence to refer to [BCAST11-Services] for the use of some elements used for filtering.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The Cr applies on the OMA-TS-BCAST_Service_Guide-V1_1-20090707-D. 

It is proposed to introduce the changes in a new version of the BCAST document.
6 Detailed Change Proposal

Change 1:  Add new Service Type in service fragment

5.2.1.1 Service

A service represents a bundle of content items, which forms a logical group to the end-user. An example would be a TV channel, composed of several TV shows. A ‘Service’ fragment contains the metadata describing the Mobile Broadcast service. It is possible that the same metadata (i.e., attributes and elements) exist in the ‘Content’ fragment(s) associated with that ‘Service’ fragment. In that situation, for the following elements: ‘ParentalRating’, ‘TargetUserProfile’, ‘Genre’ and ‘BroadcastArea’, the values defined in ‘Content’ fragment take precedence over those in ‘Service’ fragment.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Service
	E
	
	
	‘Service’ fragment

Contains the following attributes:

id
version
validFrom
validTo

globalServiceID

weight
baseCID

emergency
UDBAllowed
Contains the following elements:

ProtectionKeyID

ServiceType 
Name

Description

AudioLanguage

TextLanguage

ParentalRating

TargetUserProfile 

Genre

Extension

PreviewDataReference

BroadcastArea

TermsOfUse
Popularity
PrivateExt
	

	…
	…
	…
	…
	…
	…

	ServiceType 
	E1
	NM/

TM
	0..N
	Type of the service. 

Allowed values are:

0 - unspecified
1 - Basic TV
2 - Basic Radio

3 - RI services
4 - Cachecast

5 - File download services
6 - Software management services

7 - Notification

8 – Service Guide

9 - Terminal Provisioning services
10 – Auxiliary Data

11 – Streaming on demand

12 – File download on demand

13 – Smartcard Provisioning services

14 - 127  reserved for future use

128 -255 reserved for proprietary use

The mixed service types SHALL be indicated by the presence of multiple instances of ServiceType (for example, for mixed Basic TV and Cachecast, two instances of ServiceType, with values 1 and 4 are present for this ‘Service’ fragment.

This element SHALL be processed by the terminal strictly for rendering to the user for example as a textual indicator, an icon, or graphic representation for the service. However, ‘ServiceType’ with value of 3, 9 and 13 SHALL NOT be rendered and their existence SHOULD NOT be displayed to the user.  If ‘ServiceType’is 10, the associated Program Guide portion of this fragment SHOULD NOT be displayed.
With value 6, i.e. sofware management services, users can select the desired software components (Eg. desktop theme, ringtone, SG navigator update) to download over broadcast channel or interaction channel. The software components provided by this sofware management service are described by ‘Content’ fragments which belong to this ‘Service’ fragment. It is not expected that terminals are able to automatically select and download software components using this type of service.
If the terminal supports the ‘AuxDataTrigger’ notification type, and it supports auxiliary data download/caching for subsequent insertion/rendering to users (as described in [BCAST10-Services]), then the content items belonging to this service SHALL be downloaded and selectively cached by the terminal in accordance to the ‘AuxDataTrigger’ element of <type> = 0 (i.e. download trigger)  in the Notification message (Section 5.14.3 of [BCAST10-Services]).

Services which "ServiceType" equals to "11" or "12" provide "On demand" contents over the Interaction Channel. They do not relate to e.g. live Basic TV or Basic Radio.
	unsigned Byte 



	…
	…
	…
	…
	…
	


Change 2:  Add a new Element in Access fragment for the Smartcard Provisionning services reception
6.4.2.1 Access

An ‘Access’ fragment describes to the terminal how it can access a service or a schedule during the lifespan of the ‘Access’ fragment. If the service or content is protected, the fragment also contains service and content protection information.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Access
	E
	
	
	‘Access’ fragment

Contains the following attributes:

id
version
validFrom
validTo

Contains the following elements:

AccessType

KeyManagementSystem

EncryptionType

ServiceReference

ScheduleReference

TerminalCapabilityRequirement

BandwidthRequirement

ServiceClass
ReferredSGInfo
PreviewDataReference

NotificationReception
SmartcardProvisioningReception
PrivateExt
	

	…
	…
	…
	…
	…
	…

	SmartcardProvisioningReception
	E1
	NO/TO
	0..1
	Reception information for Smartcard provisioning messages reception on the broadcast channel. This element is used to define all elements necessary for the Reception of the message. In this element, identification of the Subscriber group of the concerned Smartcards is specified. The technology used by the terminal to transfer data to the Smartcard is also defined.
This element SHALL be present when the value of ‘ServiceClass’ is “urn:oma:bcast:oma_bsc;sp:1.1” and SHALL be absent otherwise.
Contains the following elements:

   Addressing
  SmartcardAccess

	

	Addressing
	E2
	NO/TM
	0..1
	This element defines the addressing scheme used and the SubscriberGroupIdentifier used to target unique Smartcard or subset of Smartcards within a  group.
When this element is absent, all Smartcards are targeted and the terminal SHALL NOT perform address filtering
This element contains the following Attributes:

type
groupSize
This element contains the following element
SubscriberGroupIdentifier


	

	type
	A
	NM/TM
	1
	This element defines the type of addressing scheme used for the Smartcard provisioning. 

0- Fixed Group Address Mode (as defined in [DRM20-Broadcast-Extensions] in section 10).  
1- 127  Reserved for future use
	unsignedByte

	groupSize
	A
	NM/TM
	1
	Indicates the size of the groups defined for this addressing

0- 1 Smartcard
1- 2 Smartcards
n-    2n Smartcards
255-  2255 Smartcards
The use of this element for the filtering is described in [BCAST11-Services].
	unsignedByte

	SubscriberGroupIdentifier
	E3
	NM/TM
	1..N
	This element defines the Subscriber Group concerned by the Smartcard provisioning service. The Terminal uses this information to process  only messages targeting the user’s Smartcard and to discard messages the Smartcard is not concerned to. 
As defined in  [DRM20-Broadcast-Extensions]  section 10 for Addressing Type equals to “0- Fixed Group Address Mode” 
The use of this element for the filtering is described in [BCAST11-Services].
	complexType

	SmartcardAcess
	E2
	NM/TM
	1
	This element defines the technology used to transfer messages to the card. This element is used as terminal capabilities required to consume the service.
Contains the following attribute:

technology
Contains the following elements:

URL
Request

	

	technology
	A
	NM/TM
	1
	Specifies the technology type used to transfer the file to the Smartcard
0- Envelope (as defined in [ETSI TS 102221]
1- SCWS (as defined in [OMA-TS-Smartcard_Web_Server-V1_1].
 2- – 127 reserved for future use

128 – 255 reserved for proprietary use
	unsignedByte

	URL
	E3
	NO/TM
	0..1
	This element specifies the URL used to transfer the file to the SCWS in case of Technology attribute equals to “1- SCWS”. 
This element SHALL be present in case of Technology attribute equals to “0- Envelope”.
This element is absent in case of  Technology attribute equals to “1- SCWS”.
	anyURI

	Request
	E3
	NO/TM
	0..1
	This element specifies the request used to transfer the file to the SCWS in case of Technology attribute equals to “1- SCWS”.  
This element SHALL be present in case of Technology attribute equals to “0- Envelope”.

This element is absent in case of  Technology attribute equals to “1- SCWS”.

Contains the following attribute

  type
	

	type
	A
	NM/TM
	1
	Specifies the Request type used to transfer the file to the SCWS

0- PUT
 1- – 127 reserved for future use

128 – 255 reserved for proprietary use
	unsignedByte

	PrivateExt 
	E1 
	NO/
TO
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	NO/TO
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


Change 3:  Add a new Service Class Identifier for Smartcard Provisioning
E.2.1 urn:oma:bcast:oma_bsc:sp:1.1

Services of this service class offer a Smartcard Provisioning service using the broadcast channel over FD-5. Files are transmitted and locally stored in a file cache and then transmitted to the Smartcard.    
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