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1 Reason for Change

MMS over BCAST item was first presented in Helsinki by ZTE, backed by other companies. And further discussed in Boston meeting.

After two joint calls between MWG & BCAST, a solution was found not impacting on MMS specifications and on MMS Proxy-Relay (and on interfaces MM1 and MM7). This low impact solution was firstly detailed in MWG INP 0044, and is now available as a BCAST INP (OMA-BCAST-v1_1-2009-0187) with the following improvements:

· Resolution of two remaining issues at the same time (1. “absence of MMS acknowledgement impacts standard MMS clients” and 2. “according to what signaling an MMS client determines it must not send MMS acknowledgement”), by simply omitting X-Mms-Transaction-ID in the broadcast MMS PDU (standard way of instructing MMS client to not send any MMS acknowledgement)

· Under operator’s request, addition of an alternative mode called “systematic acknowledgement [through BCAST system]” allowing MMS delivery even when BCAST client is not launched – at the cost of some scalability.
This CR implements the TS Service Guide part of INP 0187 (see also companion CR 0189). 
Revision 01:

· Addition of new cosigners

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To BCAST group, to review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Update Normative References
2.1
Normative References

	[3GPP TS 22.022]
	“Personalisation of GSM Mobile Equipment (ME); Mobile functionality specification”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 22.022 Release 6, 
URL: http://www.3gpp.org

	[3GPP TS 23.003]
	“Numbering, Addressing and Identification”, 3rd Generation Partnership Project TS 23.003 Release 6, 
URL: http://www.3gpp.org/ftp/Specs/

	[3GPP TS 26.346]
	“Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs”, 3rd Generation Partnership Project TS 26.346 Release 6, 
URL: http://www.3gpp.org/ftp/Specs/

	[3GPP TS 31.102]
	“Characteristics of the Universal Subscriber Identity Module (USIM) application”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 31.102, Release 6,
URL: http://www.3gpp.org/

	[3GPP TS 33.220]
	“Generic Authentication Architecture, Generic Bootstrapping Architecture”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 33.220 Release 6, 
URL: http://www.3gpp.org

	[3GPP2 C.S0002-0]
	3GPP2 C.S0002-0 “Physical Layer Standard for cdma2000 Spread Spectrum Systems”, Release 0

	[3GPP2 C.S0005-D]
	3GPP2 C.S0024-D v2.0 “Upper Layer (Layer 3) Signaling Standard for cdma2000 Spread Spectrum Systems,” Release D

	[3GPP2 C.S0023-C]
	“Removable User Identity Module for Spread Spectrum Systems”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0023, Release C, Version 1.0, June 2006, 
URL: http://www.3gpp2.org/Public_html/specs/C.S0023-C_v1.0_060530.pdf

	[3GPP2 C.S0024-A]
	3GPP2 C.S0024-A v2.0 “cdma2000 High Rate Packet Data Air Interface Specification”, Release A

	
	

	[3GPP2 C.S0065-0]
	 “cdma2000 Application on UICC for Spread Spectrum Systems”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0065, Release 0, Version 1.0, June 2006,
URL: http://www.3gpp2.org/

	[3GPP2 C.S0068-0]
	“ME Personalization for cdma2000 Spread Spectrum Systems”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0068, Release 0, Version 1.0, May 2006,
URL: http://www.3gpp2.org/

	[3GPP2 X.S0022-A]
	3GPP2 X.S0022-A v1.0 “Broadcast and Multicast Service in cdma2000 Wireless IP Network”

URL: http://www.3gpp2.org/ 

	[BCAST10-BCMCS-Adaptation]
	“Broadcast Distribution System Adaptation – 3GPP2/BCMCS”, Open Mobile Alliance™, OMA-TS-BCAST_BCMCS_Adaptation-V1_0, 
URL: http://www.openmobilealliance.org/

	[BCAST10-Distribution]
	“File and Stream Distribution for Mobile Broadcast Services”, Open Mobile Alliance™, OMA-TS-BCAST_Distribution-V1_0, 
URL: http://www.openmobilealliance.org/

	[BCAST10-DVBH-IPDC-Adaptation]
	“Broadcast Distribution System Adaptation – IPDC over DVB-H”, Open Mobile Alliance™, OMA-TS-BCAST_DVB_Adaptation-V1_0, 
URL: http://www.openmobilealliance.org/

	[BCAST11-DVBSH-IPDC-Adaptation]
	“Broadcast Distribution System Adaptation – IPDC over DVB-SH”, Open Mobile Alliance™, OMA-TS-BCAST_DVBSH_Adaptation-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST10-MBMS-Adaptation]
	“Broadcast Distribution System Adaptation – 3GPP/MBMS”, Open Mobile Alliance™, OMA-TS-BCAST_MBMS_Adaptation-V1_0, 
URL: http://www.openmobilealliance.org/

	[BCAST10-Requirements]
	“Mobile Broadcast Services Requirements”, Open Mobile Alliance™, OMA-RD-BCAST-V1_0, 
URL: http://www.openmobilealliance.org/

	[BCAST10-ServContProt]
	“Service and Content Protection for Mobile Broadcast Services”, Open Mobile Alliance™, OMA-TS-BCAST_SvcCntProtection-V1_0, 
URL: http://www.openmobilealliance.org/

	[BCAST10-Services]
	“Mobile Broadcast Services”, Open Mobile Alliance™, OMA-TS-BCAST_Services-V1_0, 
URL: http://www.openmobilealliance.org/

	[BCAST10-Schema-sg-f]
	“Mobile Broadcast Services – XML Schema for Service Guide Fragments”, Open Mobile Alliance™, OMA-SUP-XSD_bcast_sg_fragments-V1_0, 
URL: http://www.openmobilealliance.org/

	[BCAST10-Schema-sg-be]
	“Mobile Broadcast Services – XML Schema for Service Guide Backend Interfaces”, Open Mobile Alliance™, OMA-SUP-XSD_bcast_sg_backend-V1_0, 
URL: http://www.openmobilealliance.org/

	[BCAST10-Schema-sg-sgdd]
	“Mobile Broadcast Services – XML Schema for SGDD”, Open Mobile Alliance™, OMA-SUP-XSD_bcast_sg_sgdd-V1_0, 
URL: http://www.openmobilealliance.org/

	[BCAST11-FLO-Adaptation]
	“Broadcast Distribution System Adaptation – Forward Link Only”, Open Mobile Alliance™, OMA-TS-BCAST_FLO_Adaptation-V1_1, 
URL: http://www.openmobilealliance.org/

	[DRM20-Broadcast-Extensions]

	“OMA DRM v2.0 Extensions for Broadcast Support”, Open Mobile Alliance™, OMA-TS-DRM-XBS-V1_0, 
URL: http://www.openmobilealliance.org/ 

	[IEEE 802.16-2004]
	IEEE 802.16-2004 October 2004, Air Interface for Fixed and Mobile Broadband Wireless Access Systems – Amendment for Physical and Medium Access Control Layers for Combined Fixed and Mobile Operation in Licensed Bands, August 2004
URL: http://www.ieee.org

	[IEEE 802.16e-2005]
	IEEE 802.16-2005 and IEEE 802.16-2004/Cor 1-2005, Local and Metropolitan Area Networks – Part 16: Air Interface for Fixed and Mobile Broadband Wireless Access Systems, February 2006
URL: http://www.ieee.org

	[HTML401]
	HTML 4.01 Specification, W3C Recommendation 24 December 1999, 
URL: http://www.w3.org/TR/html4/.


	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, 
URL: URL:http://www.openmobilealliance.org/

	[ITU-MCC]
	“List of Mobile Country or Geographical Area Codes”, ITU-T Telecommunication Standardization Sector of ITU Complement To ITU-T Recommendation E.212 (05/2004),

URL:  http://www.itu.int/dms_pub/itu-t/opb/sp/T-SP-E.212A-2007-PDF-E.pdf
Note: This List will be updated regularly by numbered series of amendments published in ITU Operational Bulletin. For the latest version see:

URL: http://www.itu.int/itu-t/bulletin/annex.html

	[MIGFG]
	The Moving Image Genre-Form Guide, Library of US Congress, 
URL: http://www.loc.gov/rr/mopic/miggen.html

	[OMA MLP]
	“Mobile Location Protocol”, Open Mobile Alliance™, OMA-TS-MLP-V3_2, 
URL:http://www.openmobilealliance.org/

	[OMA MMS 1.2]
	“Multimedia Messaging Service V1.2”, Open Mobile Alliance™,  
URL:http://www.openmobilealliance.org/

	[OMA MMS 1.3]
	“Multimedia Messaging Service V1.3”, Open Mobile Alliance™,  
URL:http://www.openmobilealliance.org/

	[OMNA]
	Open Mobile Naming Authority, Open Mobile Alliance™, 
URL: http://www.openmobilealliance.org/tech/omna

	[RFC 1035] 
	“DOMAIN NAMES - IMPLEMENTATION AND SPECIFICATION”, P. Mockapetris, November 1987, 
URL: http://www.ietf.org/rfc/rfc1035.txt

	[RFC 1123]
	“Requirements for Internet Hosts -- Application and Support”, Internet Engineering Task Force, R. Braden, Editor, October 1989, 
URL: http://www.ietf.org/rfc/rfc1123.txt

	[RFC 130] 
	"RFC 1305 Network Time Protocol (Version 3) Specification, Implementation and Analysis", D. Mills, March 1992, 
URL: http://www.ietf.org/rfc/rfc1305.txt

	[RFC 1952] 
	“GZIP file format specification version 4.3”, P. Deutsch, May 1996, 
URL: http://www.ietf.org/rfc/rfc1952.txt

	[RFC 2046]
	“Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed, N. Borenstein, November 1996, 
URL: http://www.ietf.org/rfc/rfc2046.txt

	[RFC 2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC 2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, 
URL: URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC 2246]
	“The TLS Protocol, Version 1.0”, T. Dierks, C.Allen, January 1999, 
URL: http://www.ietf.org/rfc/rfc2246.txt   

	[RFC 2326]
	IETF RFC 2326, “Real Time Streaming Protocol (RTSP) “, 
URL : http://www.ietf.org/rfc/rfc2326.txt

	[RFC 2396]
	“Uniform Resource Identifiers (URI): Generic Syntax”, T. Berners-Lee et al., August 1998, 
URL: http://www.ietf.org/rfc/rfc2396.txt 

	[RFC 2616]
	IETF RFC 2616, “Hypertext Transfer Protocol -- HTTP/1.1”, 
URL: http://www.ietf.org/rfc/rfc2616.txt

	[RFC 3066]
	“Tags for the Identification of Languages”, H. Alvestrand, January 2001, 
URL: http://www.ietf.org/http://www.ietf.org/rfc/rfc3066.txt 

	[RFC 3450]
	“Asynchronous Layered Coding (ALC) Protocol Instantiation”, M. Luby, J. Gemmell, L. Vicisano, L. Rizzo, J. Crowcroft, December 2002, 
URL: http://www.ietf.org/rfc/rfc3450.txt 

	[RFC 3451]
	“Layered Coding Transport (LCT) Building Block”, M. Luby, December 2002, 
URL: http://www.ietf.org/rfc/rfc3451.txt

	[RFC 3695]
	"Compact Forward Error Correction(FEC) Schemes", Luby, M. and L. Vicisano, 
URL: http://www.ietf.org/rfc/rfc3695.txt

	[RFC 3926]
	“FLUTE - File Delivery over Unidirectional Transport”, T. Paila, October 2004, 
URL: http://www.ietf.org/rfc/rfc3926.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[RFC 4396]
	“RTP Payload Format for 3rd Generation Partnership Project (3GPP) Timed Text”, J.Rey, Y. Matsui, February 2006,                                                                                                                                              URL: http://www.ietf.org/rfc/rfc4396.txt 

	[RFC 4566]
	“SDP – Session Description Protocol”, M. Handley, July 2006, 
URL: URL: http://www.ietf.org/rfc/rfc4566.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[SSL30]
	“SSL 3.0 Specification”, Netscape Communications, November 1996, 
URL: http://wp.netscape.com/eng/ssl3/draft302.txt   

	[TVA-Metadata]
	ETSI TS 102 822-3-1 v1.3.1, “Broadcast and On-line Services: Search, select, and rightful use of content on personal storage systems ("TV-Anytime")”, 
URL: http://portal.etsi.org

	[XML]
	Extensible Markup Language (XML) 1.1, W3C Recommendation 04 February 2004, edited in place 15 April 2004 
URL: http://www.w3.org/TR/xml11

	[XML-Schema-2]
	XML Schema Part 2: Datatypes, Second Edition, W3C Recommendation 28 October 2004, 
URL: http://www.w3.org/TR/xmlschema-2/#built-in-datatypes


Change 2:  Update Abbreviations section
3.3
Abbreviations

	3GPP
	3rd Generation Partnership Project

	ALC
	Asynchronous Layered Coding

	BCAST
	Mobile Broadcast Services

	BCMCS
	Broadcast Multicast Service

	BDS
	Broadcast Distribution System

	BSA
	BCAST Service Application

	BSD/A
	BCAST Service Distribution/Adaptation

	BSM 
	BCAST Subscription Management 

	CID
	Content ID

	DRM
	Digital Rights Management

	DVB
	Digital Video Broadcast

	DVB-H
	Digital Video Broadcast – Handheld

	DVB-SH
	Digital Video Broadcast – Satellite to Handheld

	EXT_CENC
	(LCT header) Extension (defining) Content Encoding

	EXT_FTI
	(LCT header) Extension (defining) FEC Transmission Information

	FDT
	File Delivery Table

	FEC
	Forward Error Correction

	FLUTE
	File Delivery over Unidirectional Transport

	GBA
	Generic Bootstrapping Architecture

	GBA_ME
	Mobile Equipment (Terminal) based GBA

	GBA_U
	GBA with UICC-based enhancements

	GZIP
	GNU zip

	HRPD
	High Rate Packet Data

	HTTP
	Hypertext Transfer Protocol

	IP
	Internet Protocol

	IPDC
	IP DataCast

	KMS
	Key Management System

	LCT
	Layered Coding Transport

	MBMS
	Multimedia Broadcast / Multicast Service

	MD5
	Message Digest (Number) 5

	MIME
	Multipurpose Internet Mail Extensions

	MLP
	Mobile Location Protocol

	MM/MMS
	Multimedia Message/Multimedia Messaging Service

	MMS
	Multimedia Messaging Service

	NID
	Network Identification

	NTP
	Network Time Protocol

	OMA
	Open Mobile Alliance

	OTI
	Object Transmission Information

	PZID
	Packet Zone ID

	RI
	Rights Issuer

	RO
	Rights Object

	RTP
	Real-time Transport Protocol

	RTSP
	Real-Time Streaming Protocol

	SDP
	Session Description Protocol

	SG
	Service Guide

	SG-A
	Service Guide Adaptation

	SG-C
	Service Guide-Client

	SG-D
	Service Guide-Distribution

	SGDD
	Service Guide Delivery Descriptor

	SGDU
	Service Guide Delivery Unit

	SG-G
	Service Guide Generation

	SID
	System Identification

	SMIL
	Synchronized Multimedia Integration Language

	SMS
	Short Message Service

	TOI
	Transport Object Identifier

	TSI
	Transport Session Identifier

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	USBD
	User Service Bundle Description

	USD
	User Service Description

	WAP
	Wireless Access Protocol

	XML
	Extensible Markup Language


Change 3:  Add a new ServiceType value for MMS service
5.1.2.1
Service

A service represents a bundle of content items, which forms a logical group to the end-user. An example would be a TV channel, composed of several TV shows. A ‘Service’ fragment contains the metadata describing the Mobile Broadcast service. It is possible that the same metadata (i.e., attributes and elements) exist in the ‘Content’ fragment(s) associated with that ‘Service’ fragment. In that situation, for the following elements: ‘ParentalRating’, ‘TargetUserProfile’, ‘Genre’ and ‘BroadcastArea’, the values defined in ‘Content’ fragment take precedence over those in ‘Service’ fragment.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Service
	E
	
	
	‘Service’ fragment

Contains the following attributes:

id
version
validFrom
validTo

globalServiceID

weight
baseCID

emergency
UDBAllowed
Contains the following elements:

ProtectionKeyID

ServiceType 
Name

Description

AudioLanguage

TextLanguage

ParentalRating

TargetUserProfile 

Genre

Extension

PreviewDataReference

BroadcastArea

TermsOfUse
Popularity
PrivateExt
	

	(…skipped…)

	ServiceType 
	E1
	NM/

TM
	0..N
	Type of the service. 

Allowed values are:

0 - unspecified
1 - Basic TV
2 - Basic Radio

3 - RI services
4 - Cachecast

5 - File download services
6 - Software management services

7 - Notification

8 – Service Guide

9 - Terminal Provisioning services
10 – Auxiliary Data

11 – Streaming on demand

12 – File download on demand
13 – MMS delivery service
14 - 127  reserved for future use

128 -255 reserved for proprietary use

The mixed service types SHALL be indicated by the presence of multiple instances of ServiceType (for example, for mixed Basic TV and Cachecast, two instances of ServiceType, with values 1 and 4 are present for this ‘Service’ fragment.

This element SHALL be processed by the terminal strictly for rendering to the user for example as a textual indicator, an icon, or graphic representation for the service. However, ‘ServiceType’ with value of 3 and 9 SHALL NOT be rendered and their existence SHOULD NOT be displayed to the user.  If ‘ServiceType’is 10, the associated Program Guide portion of this fragment SHOULD NOT be displayed.
With value 6, i.e. sofware management services, users can select the desired software components (Eg. desktop theme, ringtone, SG navigator update) to download over broadcast channel or interaction channel. The software components provided by this sofware management service are described by ‘Content’ fragments which belong to this ‘Service’ fragment. It is not expected that terminals are able to automatically select and download software components using this type of service.
If the terminal supports the ‘AuxDataTrigger’ notification type, and it supports auxiliary data download/caching for subsequent insertion/rendering to users (as described in [BCAST10-Services]), then the content items belonging to this service SHALL be downloaded and selectively cached by the terminal in accordance to the ‘AuxDataTrigger’ element of <type> = 0 (i.e. download trigger)  in the Notification message (Section 5.14.3 of [BCAST10-Services]).

Services which "ServiceType" equals to "11" or "12" provide "On demand" contents over the Interaction Channel. They do not relate to e.g. live Basic TV or Basic Radio.
	unsigned Byte 



	(…skipped…)


Change 4:  Add a newTerminalCapabilityRequirement in Content fragment, with a new MMS element
5.1.2.3
Content 

‘Content’ fragment describes a content or programme that is a part of a service that the content refers to. A ‘Content’ fragment can be composed of several (audiovisual) media streams originating from several sources which together form a logical entity. An example is a single TV show broadcasted in several audio languages. A ‘Content’ fragment contains the metadata to describe a content or programme, represented by the attributes and elements in the following table. In the case of ‘ParentalRating’, ‘TargetUserProfile’, ‘Genre’, and ‘BroadcastArea’, should one or more of these elements exist in both the ‘Content’ fragment and its associated ‘Service’ fragment, the values of those elements in the ‘Content’ fragment take precedence over its counterparts in ‘Service’ fragment.

	Name
	Type
	Category 
	Cardinality 
	Description
	Data Type

	Content
	E
	
	
	‘Content’ fragment

Contains the following attributes:

id
version
validFrom
validTo

globalContentID

emergency

baseCID
UDBAllowed
Contains the following elements:

ServiceReference

ProtectionKeyID

Name

Description

StartTime
EndTime
AudioLanguage

TextLanguage

Length

ParentalRating

TargetUserProfile

Genre

Extension

PreviewDataReference 

BroadcastArea

TermsOfUse
Popularity

Freshness
TerminalCapabilityRequirement
PrivateExt
	

	(…skipped…)

	Freshness
	E1
	NO/TO
	0..1
	Temporal freshness of the associated content item and its attributes.  This element may be use by the terminal in deciding whether or not to download and cache the content item referenced by this ‘Content’ fragment, for subsequent user accessibility.  Such filtering MAY be performed in conjunction with stored user preference or user profile information.

Contains the following attributes:

releaseDate

broadcastDate


	

	releaseDate
	A
	NM/TM
	0..1
	The earliest release date of the content (i.e. when this content first appeared in Theaters, on DVD, or on television or elsewhere).  This is expressed in UTC, using the ‘dateTime’ XML built-in datatype. 
	dateTime

	broadcastDate
	A
	NM/TM
	0..1
	The earliest broadcast date (i.e. when this content first appeared on broadcast media, such as television or a BCAST system.)  This is expressed in UTC, using the ‘dateTime’ XML built-in datatype.
	dateTime

	TerminalCapabilityRequirement
	E1
	NO/

TM
	0..1
	Terminal capabilities needed to consume the  content item, and refining the TerminalCapabilityRequirement element contained in the Access fragment(s) describing the session(s) where this content item is delivered.
This element MAY be instantiated if all the following is true:

-
all the Access fragments linked to the Content fragment (via Service, or via Schedule) describe a file delivery session

-
each of these Access fragments contains a TerminalCapabilityRequirement element
-
each of these TerminalCapabilityRequirement elements is a strict superset of this TerminalCapabilityRequirement element in Content fragment
This element SHALL NOT be instantiated otherwise.
Contains the following element:

    MMS

	

	MMS
	E2
	NO/
TO
	0..1
	MMS capability related requirements, specific to the MM described by this content item. These parameters are especially used by the BCAST client to check – before the actual retrieval of the MM - if the MM is suitable to MMS client capabilities, and if not, if a request for content adaptation can be attempted.
Contains the following elements:

    ContentClass

    DRMClass

Contains the following attributes:

    messageID

    messageSize

    isMessageSizeConformant

    contentLocation
Further details on the use of this element are provided in section 5.16 of [BCAST11-Services].
	

	messageID
	A
	NM/

TM
	1
	Message ID uniquely identifying the MM. 

Value of this attribute SHALL be equal to the Message-ID header field value of the MM.


	string

	messageSize
	A
	NM/

TM
	0..1
	Message size of the MM in bytes. 
This attribute SHALL be instantiated when ‘isMessageSizeConformant’ is present and set to False.
	unsignedInt

	isMessageSizeConformant
	A
	NM/

TM
	0..1
	Indicates whether the message size of the MM conforms to the MM Content Class the MM belongs to.

Default: true
	boolean

	contentLocation
	A
	NM/

TM
	0..1
	URL to be used by the BCAST client to fetch the MM on interaction channel when the MM is no longer available on broadcast channel
	anyURI

	ContentClass
	E3
	NM/

TM
	1
	MM Content Class which the MM belongs to. 
Value of this element SHALL match the X-Mms-Content-Class header field value of the MM.

Possible values:

  0 - Text

  1 - Image Basic

  2 - Image Rich

  3 - Video Basic

  4 - Video Rich

  5 - Megapixel

  6 - Content Basic

  7 - Content Rich

  8 - 127 reserved for future use

  128 – 255 reserved for proprietary use
	unsignedByte

	DRMClass
	E3
	NM/

TM
	0..N
	DRM methods used to protect some embedded objects of the MM. Possible values:

  0 - OMA DRM v1.0 Forward Lock

  1 - OMA DRM v1.0 Combined Delivery

  2 - OMA DRM v1.0 Separate Delivery

  3 – 127 reserved for future use

  128 – 255 reserved for proprietary use
	unsignedByte

	PrivateExt 
	E1 
	NO/
TO
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	NO/TO
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


Change 5:  Add a new MMS element to TerminalCapabilityRequirement of Access fragment
5.1.2.4
Access

An ‘Access’ fragment describes to the terminal how it can access a service or a schedule during the lifespan of the ‘Access’ fragment. If the service or content is protected, the fragment also contains service and content protection information.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Access
	E
	
	
	‘Access’ fragment

Contains the following attributes:

id
version
validFrom
validTo

Contains the following elements:

AccessType

KeyManagementSystem

EncryptionType

ServiceReference

ScheduleReference

TerminalCapabilityRequirement

BandwidthRequirement

ServiceClass
ReferredSGInfo
PreviewDataReference

NotificationReception

PrivateExt
	

	(…skipped…)

	TerminalCapabilityRequirement
	E1
	NO/

TM
	0..1
	Terminal capabilities needed to consume the service or content. 

This element provides a hint to the terminal of what is needed to apply the consumption method represented by this ‘Access’ fragment. It is out of scope of this specification how the terminal applies this information.

For video and audio, the media type and the related media type attributes in the Session Description information signal the audio/video decoder. Additionally, this element provides a hint on the decoder requirements to the terminal that it can use without inspecting the Session Description information. For initiation of the media consumption session, the parameters defined in the Session Description information SHALL take priority.

It is RECOMMENDED that the complexities of the audio/video streams are described here if they differ from the complexities which can be derived from the media type attributes in the Session Description information (e.g. level

Contains the following elements:

Video

Audio

DownloadFile
Rich Media
MMS
	

	Video
	E2
	NO/

TM
	0..1
	Video codec capability related requirements 

Contains the following elements:

MIMEType

Complexity
	

	MIMEType
	E3
	NO/
TM
	0..1
	MIME Media type of the video. 

If the complexities that can be derived from the MIMEType element and the codec parameters below differ from the parameters defined under the ‘Complexity’ element below, then the parameters defined under the ‘Complexity’ element SHALL take priority. 

Contains the following attribute:

codec
	string

	codec
	A
	NO/
TM
	0..1
	The codec parameters for the associated MIME Media type. If the MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the media SHOULD be included in the string. One example of the parameters defined for video/3GPP, video/3GPP2 is specified in [RFC4281].
	string



	Complexity
	E3
	NM/

TM
	0..1
	The complexity the video decoder has to deal with.

It is RECOMMENDED that this element is included if the complexity indicated by the MIME type and codec parameters differs from the actual complexity.

Contains the following elements:

Bitrate

Resolution

MinimumBufferSize
	

	Bitrate
	E4
	NO/

TM
	0..1
	The total bit-rate of the video stream. 

Contains the following attributes:

average

maximum
	

	average
	A
	NO/

TM
	0..1
	The average bit-rate in kbit/s
	unsignedShort 

	maximum
	A
	NO/

TM
	0..1
	The maximum bit-rate in kbit/s
	unsignedShort 

	Resolution
	E4
	NO/

TM
	0..1
	The resolution of the video.

Contains the following attributes:

horizontal

vertical

temporal
	

	horizontal
	A
	NM/

TM
	1
	The horizontal resolution of the video in pixels.
	unsignedShort

	vertical
	A
	NM/

TM
	1
	The vertical resolution of the video in pixels.
	unsignedShort

	temporal
	A
	NM/

TM
	1
	The maximum temporal resolution in frames per second.


	decimal

	MinimumBufferSize
	E4
	NO/

TM
	0..1
	The minimum decoder buffer size needed to process the video content in kbytes. 
	unsignedInt 

	Audio
	E2
	NO/

TM
	0..1
	The audio codec capability. 

Contains the following elements:

MIMEType

Complexity
	

	MIMEType
	E3
	NO/
TM
	0..1
	MIME Media type of the audio. 

If the complexities that can be derived from the MIMEType element and the codec parameters below differ from the parameters defined under the ‘Complexity’ element below, then the parameters defined under the ‘Complexity’ element SHALL take priority.

Contains the following attribute:

codec
	string

	codec
	A
	NO/
TM
	0..1
	The codec parameters for the associated MIME Media type. If the MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the media SHOULD be included in the string. One example of the parameters defined for audio/3GPP, audio/3GPP2 is specified in [RFC4281].
	string



	Complexity
	E3
	NM/

TM
	0..1
	The complexity the audio decoder has to deal with.

It is RECOMMENDED that this element is included if the complexity indicated by the MIME type and codec parameters differs from the actual complexity.

Contains the following elements:

Bitrate

MinimumBufferSize
	

	Bitrate
	E4
	NO/

TM
	0..1
	The total bit-rate of the audio stream.

Contains the following attributes:

average

maximum
	

	average
	A
	NO/

TM
	0..1
	The average bit-rate in kbit/s
	unsignedShort 

	maximum
	A
	NO/

TM
	0..1
	The maximum bit-rate in kbit/s
	unsignedShort 

	MinimumBufferSize
	E4
	NO/

TM
	0..1
	The minimum decoder buffer size needed to process the audio content in kbytes. 
	unsignedInt 

	DownloadFile
	E2
	NO/

TM
	0..1
	The required capability for the download files.

Contains the following elements:

MIMEType
	

	MIMEType
	E3
	NM/

TM
	1..N
	Assuming a download service consists of a set of files with different MIME types which together make up the service, the terminal must support all of these MIME types in order to be able to present the service to the user.

The format of this string 

· SHALL follow the ‘Content-Type’ syntax defined in [RFC 2045].

· Additionally the ‘Content-Type’ MAY be augmented as defined in [RFC 4281].

In the latter case the ‘Content-Type’ SHALL begin by

· “audio/3gpp”,

· “audio/3gpp2”,

· “video/3gpp” , 

· “video/3gpp2”

Contains the following attribute: 

codec
	string

	codec
	A
	NO/

TM
	0..1
	The codec parameters for the associated MIME Media type.

If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. One example of the parameters defined for audio/3GPP, audio/3GPP2, video/3GPP, video/3GPP2 is specified in [RFC4281].
	string

	RichMedia
	E2
	NO/

TO
	0..1
	Declares the rich media content characteristics. 

Contains the following element:

Capabilities
	

	Capabilities
	E3
	NM/TM
	1
	Contains the following attributes:

type

version

Contains the following element:

MIMEType

Complexity
	

	type
	A
	NM/TM
	1
	Indicate the type of RM content. 

Allowed values are:

0 – according to MIME type

1 – W3C SVG Tiny
2 – OMA RME

3 – MPEG LASeR

4 – 3GPP DIMS

5 – 127 reserved for future use

128 – 255 reserved for proprietary use
	unsignedByte

	version
	A
	NM/TM
	1
	Defines the version associated with the type
	string

	MIMEType
	E4
	NM/
TM
	0..N
	MIME Media type of the rich media content.

Contains the following attribute:

Codec
	String



	codec
	A
	NM/
TM
	0..1
	The codec parameters for the associated MIME Media type. If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. One example of the parameters defined for video/richmedia+xml is defined in Section 7 of 3GPP DIMS specification.
	string



	Complexity
	E4
	NM/

TM
	1
	The complexity the rich media engine has to deal with. 

Contains the following attributes:

profile

sceneUpdateCommands

screenOrientation

Contains the following elements:

Animations

EmbeddedMediaElements

DOMnodes

Scripting

Compression


	

	profile
	A
	NO/TO
	1
	Defines the profile/level of the RMS

Example: 

For DIMS: mobile profile level 10

For LASeR: 2006 amd1

Note: it is conditional on the ‘type’ and ‘version’ attributes
	string

	sceneUpdateCommands
	A
	NO/

TM
	1
	Indicates whether the rich media content requires the processing of scene update commands to render the content.

Default: False
	boolean

	screenOrientation
	A
	NO/

TM
	1
	Indicates whether the rich media scene requires scene orientation management

Default: False
	boolean

	Animations
	E5
	NO/

TM
	1
	The number of animations in the rich media scene.

Contains the following attributes:

maximum
	

	maximum
	A
	NM/

TM
	0..1
	The maximum number of animations in the rich media scene
	unsignedShort 

	EmbeddedMediaElements
	E5
	NM/

TM
	1
	The number of embedded media elements (i.e. video and audio) in the rich media scene. 

Contains the following attributes:

embeddedVideo

embeddedAudio
	

	embeddedVideo
	A
	NM/

TM
	0..1
	The number of concurrently running embedded video elements in the rich media scene.
	unsignedShort 

	embeddedAudio
	A
	NM/

TM
	0..1
	The number of concurrently running embedded audio elements in the rich media scene.
	unsignedShort 

	DOMNodes
	E5
	NO/

TM
	1
	The number of DOM nodes required to render the rich media content

Contains the following attributes:

maximum
	

	maximum
	A
	NM/

TM
	1
	The maximum number of active DOM nodes in a rich media scene at any given time.
	unsignedShort 

	Scripting
	E5
	NO/

TM
	1
	Indicates whether the rich media scene requires the processing of scripts (for e.g. ECMAScript) to render the content.

Contain the following attribute:

MIMEType
	

	MIMEType
	A
	NM/TM
	0..1
	Indicates the MIMEtype of the script used within the Rich Media content.

If not present is indicates that the content does not contain any script.
	String

	Compression
	E5
	NO/

TM
	1
	Indicates whether the delivered rich media scene is compressed/encoded or not.  

Contains the following attribute:

contentEncoding
	

	content Encoding
	A
	NM/

TM
	1
	Scheme used to encode/compress the rich media content

0- None

1- XML

2- Gzip

3- LASeR

4- BiM

5- – 127 reserved for future use

128 – 255 reserved for proprietary use
Note: default value is 0.
	unsignedByte

	MMS
	E2
	NO/

TO
	0..1
	MMS capability related requirements 

Contains the following elements:

    ContentClass
    DRMClass

Contains the following attributes:

    version
    3GPP_3GPP2

    allMessageSizesConformant
    acknowledgementMode
    receptionReportURL
Further details on the use of this element are provided in section 5.16 of [BCAST11-Services].
	

	version
	A
	NM/
TM
	0..1
	Version of the OMA MMS enabler which the MMs of the file delivery session comply with.
  0 – OMA MMS 1.2 as per [OMA MMS 1.2]
  1 – OMA MMS 1.3 as per [OMA MMS 1.3]
  2 – 127 reserved for future use
  128 – 255 reserved for proprietary use

Default: 1.
	unsignedByte

	3GPP_3GPP2
	A
	NM/
TM
	0..1
	Indicates the MMS suite of specifications which the MMS client implementation must conform to: 
  0 – 3GPP
  1 – 3GPP2
  2 – 127 reserved for future use

  128 – 255 reserved for proprietary use

This attribute SHALL be instantiated in the case of OMA MMS 1.3, to indicate in particular which MM Content Class definitions the ContentClass elements are referring to.
This attribute SHOULD be omitted otherwise.
	unsignedByte

	allMessageSizesConformant
	A
	NM/
TM
	0..1
	When set to True, each MM delivered in the file delivery session SHALL have a message size lower than or equal to the maximum message size defined for the  respective MM Content Class.
When set to False, one (or more or all)  MMs delivered in the file delivery session MAY have a message size greater than the maximum message size defined for the  respective MM Content Class. Such MMs SHALL besides comply with all the other characteristics defined by the respective MM Content Class (presentation language, types of media objects, OMA DRM methods, etc.). 
Default: True.
	boolean

	acknowledgementMode
	A
	NO/
TM
	0..1
	Indicates BCAST Client action following the successful retrieval of one MM over broadcast channel.

  0 – No acknowledgment

In this mode, the BCAST Client never acknowledge the successful retrieval

  1 – Systematic acknowledgment
In this mode, the BCAST Client always acknowledge the successful retrieval of the MM to BSM or BSD/A
  2 - 127 reserved for future use

  128 - 255 reserved for proprietary use
Default: 0.
	unsignedByte

	receptionReportURL
	A
	NM/TM
	1
	URL to be used by BCAST Client to send MMS Broadcast Reception Reports/ 
	anyURI

	ContentClass
	E3
	NM/

TM
	1..N
	MM Content Class which some or all the MMs delivered in the file delivery session belong to. Possible values:
  0 - Text

  1 - Image Basic

  2 - Image Rich

  3 - Video Basic

  4 - Video Rich

  5 - Megapixel

  6 - Content Basic

  7 - Content Rich
  8 - 127 reserved for future use

  128 - 255 reserved for proprietary use
	unsignedByte

	DRMClass
	E3
	NM/

TM
	0..N
	OMA DRM v1.0 methods used to protect some embedded objects of some or all the MMs delivered in the file delivery session. Possible values:

  0 - OMA DRM v1.0 Forward Lock

  1 - OMA DRM v1.0 Combined Delivery

  2 - OMA DRM v1.0 Separate Delivery

  3 - 127 reserved for future use

  128 - 255 reserved for proprietary use 
	unsignedByte

	BandwidthRequirement
	E1
	NO/
TM
	0..1
	Specification of needed network bandwidth in kbit/s to the access channel described in this fragment.

A broadcast service can include multiple accessible streams (same content) with different bandwidth, so that the terminal can make a choice depending on its current reception condition.
	unsigned Int

	(…skipped…)
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