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1 Reason for Change

This CR introduces Terminal-Centric Audience Measurement for BCAST 1.1.

The functionality of the Audience Measurement as well as the used messages are described in a new section in the TS Services.
2 Impact on Backward Compatibility

New functionality for BCAST1.1.
3 Impact on Other Specifications

Required registrations:

The two MIME Types introduced in Appendices H.8 and H.9 need to be registered with IANA: http://www.iana.org/cgi-bin/mediatypes.pl
The binary WSP code for media type ‘application/vnd.oma.bcast.am-trigger’ needs to be registered with OMNA (http://www.openmobilealliance.org/Tech/omna/omna-req-wsp-content-type.aspx), and this registration to be recorded in the ERELD under “OMNA considerations”

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Group is proposed agree the changes as introduced in the following section.
6 Detailed Change Proposal

Change 1:  New abbreviations, to be added in section 3.3
	AMCI
	Audience Measurement Campaign Invitation

	AMCP
	Audience Measurement Campaign Participation

	AMRD
	Audience Measurement Report Delivery

	AMRR
	Audience Measurement Report Response

	AMRT
	Audience Measurement Report Trigger


Change 2:  New section for Audience Measurement

5.16 Audience Measurement Function

The Audience Measurement Function provides to the Service Provider measures on the user consumption of BCAST contents and services. The measures are processed on the client side and collected by a collection function on the server side. The measures are then analyzed to produce statistics on them.

The Audience Measurement Function allows a remote configuration of the Audience Measurement parts on the client side to activate/deactivate the metering and the reporting, to setup the parameters used for the Audience Measurement process (e.g. the list of metrics, the report delivery frequency, etc.). 

The Audience Measurement Function provides also means for the user to opt-in to the measuring and be included in a panel of users for a given Audience Measurement Campaign.

The Client Audience Measurement Function could be implemented in the Terminal in case of Terminal-Centric Audience Measurement implementation or in the Smartcard in case of Smartcard-Centric Audience Measurement implementation. An architectural overview of the Audience Measurement function appears in [BCAST11-Architecture].
5.16.1 Terminal-Centric Audience Measurement

The Terminal-Centric Audience Measurement provides a solution of audience monitoring, by introducing the Audience Measurement in the Terminal on the client side. The Terminal-Centric solution offers a secure processing for the Audience Measurement process controlled by the agreement (Opt-In) of the user, and a secure storage of measures on the client side. 

The Terminal-Centric Audience Measurement function allows a remote configuration of the function on the client side.

5.16.1.3 Process description

The following sections detail each step involved in the Terminal-Centric Audience Measurement function.

5.16.1.3.1 Registration Process

The Registration process is used to populate a BCAST AM-M clients database. BCAST AM-M MAY use the database to facilitate the selection of the panel of users for an Audience Measurement campaign. 

Registration is OPTIONAL. How the Registration is performed, is out of the scope for this version of the specification.

5.16.1.3.2 Opt-In Process

The Opt-In process is used to call a user to participate a specific Audience Measurement campaign. BCAST AM-M provides an invitation to BCAST AM-C, asking it participate a specific Audience Measurement campaign. After consulting the user (directly or indirectly), BCAST AM-C responses whether it will or will not participate in the campaign. In case Terminal will participate the campaign, the BCAST AM-M provides the configuration data for the campaign.
Opt-In process starts by BCAST AM-M sending an Audience Measurement Campaign Invitation (AMCI) message (see section 5.16.1.4.1). The AMCI message MAY be sent over Broadcast Channel or Interaction Channel.

· The AMCI message MAY be sent over Broadcast Channel in Service Guide. In this case, the message is targeted to all Terminals receiving the SG.

· The AMCI message MAY be sent over Interaction Channel in Service Guide. In this case, the message is targeted to the Terminal receiving the AMCI message.

· The AMCI message MAY be sent over SMS bearer, over Interaction Channel. In this case, the message is targeted to the Terminal receiving the AMCI message. This SMS message MAY either include the full AMCI message, or just serve as a trigger to download that message. See section 5.16.1.3.7 for details on SMS delivery.
To prevent unauthorized parties opening campaigns and possibly collecting measurement data from the users, the following mechanism is used:

All valid Audience Measurement Server Address URLs of a given campaignID are announced in SGDD (see [BCAST11-SG]).

When receiving an AMCI message, Terminal SHALL check whether the ServerAddressURL in the message is announced in the SGDD under element AudienceMeasurement/CampaignInfo.
· If Terminal does not find the server address in the SGDD, Terminal SHALL ignore the AMCI message.

· If Terminal finds the server address in the SGDD, Terminal SHALL continue the Opt-In process as described further below in this section.

If the AMCI message attribute consentRequired is false, Terminal MAY perform a silent Opt-In, which MAY result “Refuse” (opted-out) or “Accept” (opted-in).

If the AMCI message attribute consentRequired is true, Terminal MAY perform a silent Opt-In, which MAY result “Refuse” (opted-out), but SHALL NOT result “Accept” (opted-in).

The BCAST AM-M may wish to have a random panel of users participating in the Audience Measurement campaign. In such case, the BCAST AM-M MAY select to deliver the AMCI message over Broadcast Channel, and provide the randomSelector to indicate the percentage of user wished to participate in the campaign.

If the AMCI message was received over Broadcast Channel in SGDD, Terminal SHALL generate a random decimal value between 0 (exclusive) and 100 (inclusive). If the generated value is less than or equal to the value of the randomSelector in the AMCI message, the Terminal SHALL continue the Opt-In process as described further below in this section. Otherwise, the Terminal SHALL silently end the Opt-In process with the result of “Refuse” (silent opt-out).

If the AMCI message attribute consentRequired is false, the Terminal MAY use silent Opt-In, in which case the user is not consulted directly, but a pre-set answer is used instead. 

For example, if the received AMCI message contains a campaignID in which the current user has already accepted to participate, the Terminal MAY silently assume user acceptance. Note that the AMCI message can be used in the process of providing new configuration data for the existing campaign, for which a user of the Terminal has already accepted to participate.

A pre-set answer MAY be acquired from the user and stored into the Terminal by some other means, which are out of scope of this specification. For example, user’s acceptance for some or all Audience Measurement campaigns could be part of the contract between the operator and the user.
If the AMCI message contains the campaignStartTime, and if the current time has passed the campaignStartTime, and the current user of the Terminal has not opted-in to the campaign referred in the AMCI message attribute campaignID, Terminal SHOULD silently end the Opt-In process with the result of “Refuse” (silent opt-out).

It is OPTIONAL for a Terminal to support more than one simultaneous Audience Measurement campaigns. If a Terminal has an active Audience Measurement campaign when receiving an AMCI message for a different campaign, the Terminal MAY silently end the Opt-In process with the result of “Refuse”.

If the AMCI message attribute consentRequired is true, and the Terminal did not silently refuse the invitation, the Terminal SHALL consult the user for the participation in the campaign. In such case, the result of the Opt-In process is according to the user choice.
Note that within a Terminal the Opt-In process is user specific. The Terminal SHALL not assume “Accept” for other users of the Terminal, only if some users have accepted an invitation to participate an Audience Measurement campaign.
After the Opt-In process, Terminal SHOULD respond to the AMCI message by sending an Audience Measurement Campaign Participation Request (AMCP Request) message (see section 5.16.1.4.2).  If sent, the AMCP Request SHALL be sent over the Interaction Channel, to the URL provided in the AMCI message. In case the Opt-In process result was “Accept”, the AMCP Request message SHALL contain the output of the Opt-In process. (Note that omitting the output of the Opt-In from the AMCP Request implies that the output was “Refuse”.)
If the Terminal sends an AMCP Request message indicating a “Refuse” (opted-out), the BCAST AM-M SHALL remove the Terminal/user combination from the panel of users of the campaign, and respond with AMCP Response message, with campaignEndTime set to past (indicates that the campaign has closed for the user identified in userID of the AMCP Request message).
If the AMCP Request message indicates an “Accept” (opted-in), the BCAST AM-M SHALL respond with an Audience Measurement Campaign Participation Response (AMCP Response) message (see section 5.16.1.4.3). This message SHALL contain the configuration data for the campaign (see section 5.16.1.3.3). If the globalStatusCode contains an error code, Terminal SHALL consider the campaign closed for the associated user (identified by the userID in the corresponding AMCP Request message).
The protocol used for AMCP Request and AMCP Response messages is HTTP(S), according to the URL provided in the AMCI message attribute ServerAddressURL, with the MIME type set to application/vnd.oma.bcast.am-message+xml (see appendix H.8).
5.16.1.3.3 Configuration Process

Each campaign has its own configuration data, including such information as what to measure, when to report, and where to report, etc.

Configuration data is provided to a Terminal at the end of the Opt-In process (see section 5.16.1.3.2), using the Audience Measurement Campaign Participation Response (AMCP Response) message (see section 5.16.1.4.3).

Configuration data of a Terminal that has accepted to be part of a campaign MAY be changed during the campaign. In such case, BCAST AM-M sends an Audience Measurement Campaign Invitation (AMCI) message over Interaction Channel to the Terminals being part of the campaign. When sending AMCI message to change the configuration data of an existing campaign, the AMCI message SHALL be sent over Interaction Channel. For the process triggered by an incoming AMCI message, see section 5.16.1.3.2. The configuration of a Terminal MAY also be changed by AM-M in the response (AMRR) to a measurement report (AMRD).
Configuration data is campaign and user specific. Each user of a Terminal has its own configuration data for each campaign the user has opted-in.
5.16.1.3.4 Measurement Process

The Measurement process is for collecting data as configured in the configuration data of the Audience Measurement campaign.

During a campaign, Terminal SHALL NOT delete any Audience Measurement data of the campaign before the data has been reported to the AM-M (see section 5.16.1.3.5). When he campaign ends, Terminal SHOULD report all the measured data, and MAY delete all the Audience Measurement data for that campaign.

The end time of the Measurement process of a given campaign is configured in the configuration data of the campaign. Note that the configuration data MAY be changed during the campaign. This can be used e.g. to deactivate an active campaign.

How the Measurement process is performed, is out of the scope for this version of the specification.

It is OPTIONAL for a Terminal to support more than one simultaneous Audience Measurement campaigns. If a Terminal has an active Audience Measurement campaign when receiving an AMCP Response message for another campaign, the Terminal MAY end the Measurement process of the previously active campaign.

5.16.1.3.5 Reporting Process

In the Reporting process, Terminal that has accepted to participate in an Audience Measurement campaign sends measured data of the campaign to the BCAST AM-M, as defined in the configuration data of the campaign.

Note that this section applies only on Terminals and users that have accepted to participate in the associated Audience Measurement campaign,

The BCAST AM-C SHALL send the report to the BCAST AM-M depending of the report delivery frequency that has been configured during the configuration process, or upon specific request from the BCAST AM-M. The BCAST AM-M can store the measurement results in a database. The Terminal SHALL NOT perform the reporting if the opted-in user is not present. For example, if the user is identified by the SIM (IMSI), reporting is performed only when the relevant SIM is present in the Terminal.
BCAST AM-C SHOULD be able to send a report to BCAST AM-M based on an internal event of the Terminal. BCAST AM-C SHOULD send a un-scheduled report to the BCAST AM-M in case of danger of loss of measurement data, e.g., due to overflow of buffers. BCAST AM-M SHOULD be prepared to receive un-scheduled (‘ad hoc’) reports from the BCAST AM-C.
The BCAST AM-C SHALL send the Audience Measurement data to the BCAST AM-M in an Audience Measurement Report Delivery (AMRD) message (see section 5.16.1.4.4). The AMRD message SHALL be transported over HTTP(S), as configured with the configuration data of the campaign (see section 5.16.1.3.3), with the MIME type set to application/vnd.oma.bcast.am-message+xml (see appendix H.8).
While sending the AMRD message, the BCAST AM-C SHALL continue Measurement process (see section 5.16.1.3.4), according to the configuration data.

The BCAST AM-M MAY respond an incoming AMRD message with an Audience Measurement Report Response (AMRR) message (see section 5.16.1.4.5), using the same protocol for message delivery as used for AMRD message. When BCAST AM-C receives the AMRR message from BCAST AM-M, BCAST AM-C SHOULD delete the reported Audience Measurement data.
When BCAST AM-M explicitly wants to request a reporting from a specific BCAST AM-C, it SHALL send an Audience Measurement Report Trigger (AMRT) message (see section 5.16.1.4.6) to the BCAST AM-C, over the Interaction Channel using SMS bearer. When receiving AMRT message to an open campaign, Terminal SHALL enter the Reporting process and send an AMRD message to the BCAST AM-M.
If the BCAST AM-M intends to reconfigure a Terminal, it MAY include into the response (AMRR) to the measurement report (AMRD) an ACMP Response data structure.
5.16.1.3.6 Opt-Out process

The Opt-Out process is for stopping the BCAST AM-C panel participation from Audience Measurement Campaign(s). Many ways are supported for the Opt-Out process. Below are described some of the options.

The User MAY contact the BCAST AM-M (off-line), and request to be opted out. In such case, the BCAST AM-M sends to the Terminal an Audience Measurement Campaign Invitation (AMCI) message, Terminal responds with Audience Measurement Campaign Participation Request (AMCP Request) message, and server then responds with Audience Measurement Campaign Participation Response (AMCP Response) message with campaignEndTime set to past. This implies to the Terminal that the campaign has closed for the user. Note that this process is described in section 5.16.1.3.2.
The Terminal MAY also perform opt-out by sending the AMCP Request message to the BCAST AM-M (to the same address as it was sent when opted-in). In the AMCP Request message, Terminal sets the userConsent to “Refuse”. Server then responds with an AMCP Response, with campaignEndTime set to past.

5.16.1.3.7 Audience Measurement SMS Trigger
When SMS bearer is used for delivering an Audience Measurement message to a Terminal, the SMS SHALL satisfy the following conditions:

· The SMS carries a WAP connectionless push (WDP/WSP encoding) as defined in [OMA Push] ;

· The WSP content type header contains the Content Type code registered by OMNA for ‘application/vnd.oma.bcast.am-trigger’ (see Appendix H.9), i.e. the binary value 0xXX; 

· The WSP X-Wap-Application-Id header contains the binary code registered by OMNA for the PUSH Application ID identifying the BCAST Push client, as specified in [BCAST10-Distribution].

The actual trigger message SHALL be structured as follows. Note that the ‘type’ parameter signals the type of the message and as such determines its structure (i.e. number, semantics and size of the parameters contained).

	Data Field Name
	Data Type

	Audience_Measurement_Trigger_Message {
	

	
type
	uimsbf8

	
if(type==0 or type==2) {
	

	

Download.validFrom
	uimsbf32

	

Download.validTo
	uimsbf32

	

Download.url
	bytestring

	
}
	

	
else if(type==1) {
	

	

AMCI.flags
	uimsbf8

	

AMCI.campaignID
	uimsbf32

	

AMCI.campaignStartTime
	uimsbf32

	

if(AMCI.flags[7]==1) {
	

	


AMCI.campaignEndTime
	uimsbf32

	

}
	

	

AMCI.campaignName
	bytestring

	

AMCI.campaignDescription
	bytestring

	

AMCI.serverAddressURL
	bytestring

	

if(AMCI.flags[6]==1) {
	

	


AMCI.additionalInfoURL
	bytestring

	

}
	

	
}
	

	
else if(type==3) {
	

	
	

	

AMRT.bsmID
	bytestring

	

AMRT.numUserIDs
	uimsbf8

	

for(i=0; i<AMRT.numUserIDs; i++) {
	

	


AMRT.userIDType
	uimsbf8

	


AMRT.userID
	bytestring

	

}
	

	

AMRT.numDeviceIDs
	uimsbf8

	

for(j=0; j<AMRT.numDeviceIDs; j++) {
	

	


AMRT.deviceIDType
	uimsbf8

	


AMRT.deviceID
	bytestring

	

}
	

	

AMRT.numCampaignIDs
	uimsbf8

	

for(k=0; k<AMRT.numCampaignIDs; k++) {
	

	


AMRT.campaignID
	bytestring

	

}
	

	
	

	}
	


Table 1: Audience Measurement Trigger Message Structure

	uimsbfN
	Unsigned Nbit Integer, most significant bit first

	bytestring
	Array of bytes


Table 2: Mnemonics used in <ADD REFERENCE TO TABLE 1>
	type
	Signals the type of the message. 
0 – Trigger to download a BCAST 1.1 AMCI message 

1 – Binary structure for pushing a BCAST 1.1 AMCI message
2 – Trigger to download a BCAST 1.1 AMRT message 

3 – Binary structure for pushing a BCAST 1.1 AMRT message
4-255 – reserved for future use
Terminals MAY discard messages with an unknown value in the ‘type’ field. 

	Download.validFrom
	Point in time from which the AMCI or AMRT message can be downloaded from Download.url, represented as 32bit integer part of NTP time stamp

	Download.validTo
	Point in time until which the AMCI or AMRT message can be downloaded from Download.url, represented as 32bit integer part of NTP time stamp

	Download.url
	URL from which the Terminal can download the AMCI or AMRT message, encoded as null-terminated string

	AMCI.flags
	Flags

bit 7: presence of ‘campaignEndTime’ field (1 = present; 0 = absent) 

bit 6: presence of ‘additionalInfoURL’ field (1 = present; 0 = absent) 

bit 5: value of field ‘userConsentRequired’ as defined in section 5.16.1.4.1
bit 4 … bit 0: reserved, set to 0

	AMCI.campaignID
	Campaign ID as defined in section 5.16.1.4.1

	AMCI.campaignStartTime
	Campaign start time as defined in section 5.16.1.4.1

	AMCI.campaignEndTime
	Campaign end time as defined in section 5.16.1.4.1

	AMCI.campaignName
	CampaignName as defined in section 5.16.1.4.1 encoded as null-terminated string

	AMCI.campaignDescription
	Description as defined in section 5.16.1.4.1 encoded as null-terminated string

	AMCI.serveraddressURL
	ServerAddressURL as defined in section 5.16.1.4.1 encoded as null-terminated string

	AMCI.additionalInfoURL
	AdditionalInfoURL as defined in section 5.16.1.4.1 encoded as null-terminated string

	
	

	AMRT.bsmID
	BSMID as defined in section 5.16.1.4.6 encoded as null-terminated string

	AMRT.numUserIDs
	Number of user IDs

	AMRT.userIDType
	type attribute of element UserID as defined in section 5.16.1.4.6 

	AMRT.userID
	UserID as defined in section 5.16.1.4.6 encoded as null-terminated string

	AMRT.numDeviceIDs
	Number of device IDs

	AMRT.deviceIDType
	type attribute of element DeviceID as defined in section 5.16.1.4.6 

	AMRT.deviceID
	DeviceID as defined in section 5.16.1.4.6 encoded as null-terminated string

	AMRT.numCampaignIDs
	Number of campaign IDs

	AMRT.campaignID
	CampaignID as defined in section 5.16.1.4.6 encoded as null-terminated string

	
	


Table 3: Semantics for <ADD REFERENCE TO TABLE 1 >
If the Terminal receives a message with the ‘type’ parameter equals to 0 or 2, it SHALL send an HTTP(S) request to the URL indicated in the field Download.url, if the current time is in the interval signalled by Download.validFrom and Download.validTo, and the URL has been declared in the SGDD using the ‘ServerAddressURL’ parameter. In case the ‘type’ equals to 0, the BCAST AM-M SHALL respond with an AMCI message as specified in section 5.16.1.4.1, and the Terminal SHALL then proceed as defined in section 5.16.1.3.2. In case the ‘type’ equals to 2, the BCAST AM-M SHALL respond with an AMRT message as specified in section 5.16.1.4.1, and the Terminal SHALL then proceed as defined in section 5.16.1.3.5.
If the Terminal receives a message with the ‘type’ parameter equals to 1, it SHALL populate the fields of an AMCI as delivered in the SMS message, and proceed as defined in section 5.16.1.3.2, if the URL content in the ‘AMCI.serveraddressURL’ field has been declared in the SGDD using the ‘ServerAddressURL’ parameter.

If the Terminal receives a message with the ‘type’ parameter equals to 3, it SHALL populate the fields of an AMRT as delivered in the SMS message, and proceed as defined in section 5.16.1.3.5, if the URL content in the ‘AMRT.serveraddressURL’ field has been declared in the SGDD using the ‘ServerAddressURL’ parameter. Note that due to the size of the structure, the resulting message will be fragmented over multiple SMSs.
5.16.1.4 Message Description

5.16.1.4.1 Audience Measurement Campaign Invitation (AMCI) message
The Audience Measurement Campaign Invitation (AMCI) message SHALL be used to invite the Terminal to an Audience Measurement campaign. It MAY also be used to trigger the process to reconfigure the existing campaign. AMCI message is sent by BSM to the Terminal over SMS (see section 5.16.1.3.7), in the Service Guide or via HTTP after an SMS Trigger. For Service Guide delivery of the AMCI, the structure is specified in the [BCAST11-SG]. For SMS initiated pull delivery over HTTP(S), the structure is specified below. This message MAY be compressed with GZIP [RFC 1952].
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	AudienceMeasurementCampaignInvitation
	E
	
	
	Audience Measurement Campaign Invitation message.
Contains the following attributes:

   campaignID

   campaignStartTime

   campaignEndTime

Contains the following elements:

   UserConsentInformation
   ServerAddressURL

   AdditionalInfoAddressURL
	

	campaignID
	A
	M
	1
	Identifier of the Audience Measurement Campaign.
	unsignedInt

	campaignStartTime
	A
	M
	1
	Time when the measurement is planned to start.
This parameter is directed to the Terminal for pre-filtering purposes, e.g. to filter overlapping campaigns if the Terminal is not capable of handling multiple campaigns simultaneously. 

This information SHALL NOT be used to configure the Audience Measurement function on the Terminal. 

This information SHOULD NOT be presented to the user.

This field contains the 32-bits integer part of an NTP time stamp.
	unsignedInt

	campaignEndTime
	A
	O
	0..1
	Time when the measurement is planned to end. 

This parameter is directed to the Terminal for pre-filtering purposes, e.g. to filter overlapping campaigns if the Terminal is not capable of handling multiple campaigns simultaneously. This information SHALL NOT be used to configure the Audience Measurement function on the Terminal.
This information SHOULD NOT be presented to the user.

This field contains the 32-bits integer part of an NTP time stamp.
	unsignedInt

	UserConsentInformation
	E1
	M
	1
	User consent information needed to perform opt-in for Campaign participation. 

Contains the following attributes:

consentRequired

Contains the following elements:

CampaignName


CampaignDescription
	

	consentRequired
	A
	NM/TM
	1
	User consent required for Campaign participation. 

If this attribute is FALSE the Terminal MAY perform silent Opt-In; otherwise, the user MUST be asked.


	boolean

	CampaignName
	E2
	M
	1
	Name of the campaign. This field SHALL be presented to user only if user consent is asked.
The language MAY be expressed using built-in XML attribute ‘xml:lang’ with this element.
	string

	CampaignDescription
	E2
	M
	1..N
	Description of the campaign.

In a case of campaign reconfiguration this attribute gives reasoning for the change.

This information SHALL be shown to the user, when user consent is asked.

The language MAY be expressed using built-in XML attribute ‘xml:lang’ with this element.
	string

	ServerAddressURL
	E1
	M
	1
	This element signals a URL of the Audience Measurement server to which the Audience Measurement Campaign Participation Request message is sent.

The Terminal SHALL verify the URL by comparing it to the URL’s listed in SGDD under element AudienceMeasurement/CampaignInfo [BCAST11-SG].

If the given URL does not match any of the URL’s listed in the SGDD, the Terminal SHALL ignore this message.
	anyURI

	AdditionalInfoAddressURL
	E1
	O
	0..1
	URL for additional information related to this Campaign. This link SHOULD be shown to the user, when user consent is asked.
	anyURI


5.16.1.4.2 Audience Measurement Campaign Participation Request (AMCP Request) message
This message is sent by the Terminal (AM-C) to the BSM (AM-M). This message MAY be compressed with GZIP [RFC 1952]. 
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	AudienceMeasurementCampaignParticipationRequest
	E
	
	
	Audience Measurement Campaign Participation Request message.

Contains the following attributes:

   campaignID

   requestID

   userConsent
Contains the following element:

   UserID

   DeviceID
	

	campaignID
	A
	M
	1
	Identifier for the Audience Measurement Campaign. Maps with the campaignID delivered over Audience Measurement Campaign Invitation.
	unsignedInt

	requestID
	A
	M
	1
	Identifier for this particular Audience Measurement Campaign Participation Request Message
	unsignedInt

	userConsent
	A
	O
	0..1
	This attribute is set to True, if the user accepts to participate in the campaign. If the attribute is missing from the request or set to False, the user has refused the attendance to the campaign.
	boolean

	UserID
	E1
	M
	1..N
	The user identity known to the BSM.
Contains the following attributes:

   type
For AMCP Request message, each instantiated UserID SHALL have different type.
	string

	type
	A
	M
	1
	Specifies the type of User ID. Allowed values are:

0 – username defined in [RFC 2865] 

1 – IMSI

2 – URI

3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use
	unsignedByte

	DeviceID
	E1
	M
	1..N
	A unique device identification known to the BSM.

Contains the following attributes:

   type
For AMCP Request message, each instantiated DeviceID SHALL have different type.
	string

	type
	A
	M
	1
	Specifies the type of Device ID.  Allowed values are:
0 –– reserved for future use

1 – IMEI [3GPP TS 23.003]

2 – MEID [3GPP2 C.S0072]

3-127 reserved for future use

128-255 reserved for proprietary use
	unsignedByte


5.16.1.4.3 Audience Measurement Campaign Participation Response (AMCP Response) message
This message is sent by the BSM (AM-M) to the Terminal (AM-C). This message MAY be compressed with GZIP [RFC 1952]. 
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	AudienceMeasurementCampaignParticipationResponse
	E
	
	
	Audience Measurement Campaign Participation Response message.
Contains the following attributes:

   campaignID
   requestID
   campaignStartTime

   campaignEndTime

   randomOffset

   reportingPeriod
   globalStatusCode
   serverURL

Contains the following elements:

   RequestedMeasurementEvent
	

	campaignID
	A
	M
	1
	Identifier for the Audience Measurement Campaign. Maps with the campaignID delivered over Audience Measurement Campaign Invitation.
	unsignedInt

	requestID
	A
	M
	1
	Identifier for the corresponding Audience Measurement Campaign Participation message. This SHALL be instantiated if the corresponding Campaign Participation message includes it.  In case instantiated, it SHALL contain the same value as the requested in the corresponding Report Delivery message.
	unsignedInt

	campaignStartTime
	A
	M
	1
	Time when the measurement is activated in the Terminal. This field contains the 32-bits integer part of an NTP time stamp.
	unsignedInt

	campaignEndTime
	A
	M
	1
	Time when the measurement is de-activated in the Terminal. This field contains the 32-bits integer part of an NTP time stamp.
	unsignedInt

	randomOffset
	A
	O
	0..1
	Random offset for reporting time in minutes.
	unsignedShort

	reportingPeriod
	A
	O
	1
	Reporting period representing the number of hours between reporting sessions. 


Reporting time (N) =   

  campaignStartTime 

+ N x reportingPeriod 

+ random,

where ‘N’ represents the number of the report, and ‘random’ represents a real number between 0 and ‘randomOffset’
	unsignedByte

	globalStatusCode
	A
	M
	1
	The overall outcome of the request, according to the return codes defined in the section 5.11.

If this value is anything else by 000 (“Success”), the Terminal SHALL consider the campaign with the associated userID closed. See in particular the global status code value 032 that can be returned to reject a Terminal participating in a campaign.
	unsignedByte

	serverURL
	A
	M
	1
	URL through which the Terminal delivers the Audience Measurement reports.
	anyURI

	RequestedMeasurementEvent
	E1
	O
	0…N
	Request to the Terminal to measure and report certain events.

If this element is not instantiated, the Terminal SHALL measure all the event types according to its capabilities
Contains the following attributes:

   eventType

   samplingInterval
Contains the following elements:

   NetworkType
	

	eventType
	A
	M
	1
	Types of events that the Terminal will observe and report.
0 – Service Consumption 

1 – Recording Consumption 

2 – Signal Strength 

3-127 reserved for future use

128-255 reserved for proprietary use
	unsignedByte

	samplingInterval
	A
	O
	0..1
	The length of the interval in seconds between successive measurements. This attribute SHALL be present when the ‘type’ attribute has the value 2, and be absent otherwise.
	unsignedInt

	NetworkType
	E2
	O
	0..N
	The type of the network for which Singal Strength is requested to be monitored. This element SHALL be present when the ‘eventType’ attribute has the value 2, and be absent otherwise.

Allowed values are

0 - GERAN
1 - UTRAN

2 - CDMA

3 - DVB-H

4 - DVB-SH satellite

5 - DVB-SH terrestrial
6 - WIMAX 

7 - FLO IP
8 – WiFi

9-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	ProprietaryMeasurementEvent
	E1
	O
	0..N
	Proprietary or application-specific measurements that are not defined in this specification that Terminal MAY report.
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements which may further contain sub-elements or attributes.
	


5.16.1.4.4 Audience Measurement Report Delivery (AMRD) message
This message is sent by the Terminal (AM-C) to the BSM (AM-M). This message MAY be compressed with GZIP [RFC 1952]. 
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	AudienceMeasurementReportDelivery
	E
	
	
	Audience Measurement Report Delivery message.

Contains the following attributes:

   campaignID
   requestID
Contains the following elements:

   UserID

   DeviceID

   ServiceConsumptionMeasurementEvent

   RecordingConsumptionMeasurementEvent

   SignalStrengthMeasurementEvent
   ProprietaryMeasurementEvent
	

	campaignID
	A
	M
	1
	Identifier for the Audience Measurement Campaign the measurement results relate to. 
	unsignedInt

	requestID
	A
	O
	0…1
	Identifier for the Audience Measurement Report delivery message.
	unsignedInt

	UserID
	E1
	M
	1..N
	The user identity known to the BSM.
Contains the following attributes:
   type
For AMRD message, each instantiated UserID SHALL have different type.
	string

	type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 –username defined in [RFC 2865]
1 – IMSI

2 – URI

3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use
	unsignedByte

	DeviceID
	E1
	M
	1..N
	A unique device identification known to the BSM.

Contains the following attributes:

   type
For AMRD message, each instantiated DeviceID SHALL have different type.
	string

	type
	A
	M
	1
	Specifies the type of Device ID.  Allowed values are:
0 –– reserved for future use

1 – IMEI [3GPP TS 23.003]

2 – MEID [3GPP2 C.S0072]

3-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	ServiceConsumptionMeasuremntEvent
	E1
	O
	0..N
	Single Service Consumption Measurement event.
Contains the following attributes:

startTime

endTime

globalServiceIDRef
Contains the following elements:

GlobalContentIDRef
	

	startTime
	A
	M
	1
	Point of time when consumption started.
This field contains the 32-bits integer part of an NTP time stamp.
	unsignedInt

	endTime
	A
	M
	1
	Point of time when consumption ended
This field contains the 32-bits integer part of an NTP time stamp.
	unsignedInt

	globalServiceIDRef
	A
	M
	1
	Reference to global Service ID of the service consumed.
	string

	GlobalContentIDRef
	E2
	O
	0..N
	References to global Content ID(s) of the content consumed.
	string

	RecordingConsumptionMeasurementEvent
	E1
	O
	0..N
	Single Service Recording Consumption Measurement event

Contains the following attributes:

recordingStartTime
recordingEndTime
startTime

endTime

globalServiceIDRef

Contains the following elements:

GlobalContentIDRef
	

	recordingStartTime
	A
	M
	1
	Point of time when the event recording was started.

This field contains the 32-bits integer part of an NTP time stamp.
	unsignedInt

	recordingEndTime
	A
	M
	1
	Point of time when the event recording was stopped.

This field contains the 32-bits integer part of an NTP time stamp.
	unsignedInt

	startTime
	A
	O
	0..1
	Point of time when recorded content consumption was started.

This field contains the 32-bits integer part of an NTP time stamp.
	unsignedInt

	endTime
	A
	O
	0..1
	Point of time when recorded content consumption ended.

This field contains the 32-bits integer part of an NTP time stamp.
	unsignedInt

	globalServiceIDRef
	A
	M
	1
	Reference to global Service ID of the service consumed.
	string

	GlobalContentIDRef
	E2
	O
	0...N
	References to global Content ID(s) of the content consumed.
	string

	SignalStrengthMeasurementEvent
	E1
	O
	0…N
	Signal strength of reception.
Contains the following attributes:

strength

networkType
time
Contains the following elements:

Cell
	

	strength
	A
	M
	1
	Signal strength value in dB
	decimal

	networkType
	A
	M
	1
	The type of the network for which field strength has been monitored. 

Allowed values are

0 - GERAN
1 - UTRAN

2 - CDMA

3 - DVB-H

4 - DVB-SH satellite

5 - DVB-SH terrestrial
6 - WIMAX 

7 - FLO IP
8 – WiFi

9-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	time
	A
	M
	1
	Point of time of the signal strength measurement.

This field contains the 32-bits integer part of an NTP time stamp.
	unsignedInt

	Cell
	E2
	O
	0..1
	The target area to distribute content specified by he BDS specific service coverage area or minimum transmit area

Contains the following attribute:

   type

Contains the following element:

   CellArea
	

	type
	A
	M
	1
	Allowed values are:

0 –  Unspecified

1 - 3GPP Cell Global Identifier as defined in 3GPP TS 23.003

2 – 3GPP Routing Area Identifier (RAI) as defined in 3GPP TS 23.003

3 – 3GPP Location Area Identifier (LAI) as defined in 3GPP TS 23.003

4 – 3GPP Service Area Identifier (SAI) as defined in 3GPP TS 23.003

5 – 3GPP MBMS Service Area Identity (MBMS SAI) as defined in 3GPP TS 23.003

6 – 3GPP2 Subnet ID as defined in [3GPP2 X.S0022-A]
7 – 3GPP2 SID as defined in [3GPP2 C.S0005-D]

8 – 3GPP2 SID+NID as defined in [3GPP2 C.S0005-D]

9 – 3GPP2 SID+NID+PZID as defined in [3GPP2 C.S0005-D]

10 – 3GPP2 SID+PZID as defined in [3GPP2 C.S0005-D]
11 – DVB-H Cell ID  (specified in section 6.3.4.1 of [BCAST10-DVBH-IPDC-Adaptation] )
12 - 127  reserved for future use

128 -255 reserved for proprietary use
	unsignedByte 

	CellArea
	E3
	M
	1
	The BDS specific transmit area given in the format as defined by type.  

Contains the following attribute:

   value

Contains the following element:

   PP2CellID
	

	value
	A
	M
	1
	The value of the cell ID. The structure of this value depends on the value of the type attribute
	string

	PP2CellID
	E4
	O
	0..N
	If type = 6, the value is Sector_ID as defined in  [3GPP2 C.S0024-A]

If type = 7, 8, 9 or 10, the value is BASE ID as defined in [3GPP2 C.S0002-0]

3GPP2 Terminals SHALL support this element.
	positiveInteger



	ProprietaryMeasurementEvent
	E1
	O
	0..N
	Proprietary or application-specific measurements that are not defined in this specification that Terminal MAY report.
	

	<proprietary elements>
	E2
	O
	0..N
	Proprietary or application-specific elements which may further contain sub-elements or attributes.
	


5.16.1.4.5 Audience Measurement Report Response (AMRR) message
This message is sent by the BSM (AM-M) to the Terminal (AM-C). This message MAY be compressed with GZIP [RFC 1952].

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	AudienceMeasurementReportResponse
	E
	O
	
	Audience Measurement Reporting Response message.
Contains the following attributes:

   campaignID
   requestID 
   globalStatusCode
Contains the following elements:

   AudienceMeasurementCampaignParticipationgResponse
	

	campaignID
	A
	M
	1
	Identifier for the Audience Measurement Campaign the measurement results relate to. 
	unsignedInt

	requestID
	A
	O
	0..1
	Identifier for the corresponding Audience Measurement Report delivery message. This SHALL be instantiated if the corresponding Report Delivery message includes it.  In case instantiated, it SHALL contain the same value as the requested in the corresponding Report Delivery message.
	unsignedInt

	global
Status
Code
	A
	M
	1
	The overall outcome of the request, according to the return codes defined in the section 5.11.

	unsignedByte

	AudienceMeasurementCampaignParticipationResponse
	E1
	O
	0..1
	Set of parameters to re-configure the client for the campaign in question after delivering the measurement results.
	complexType as defined in section 5.16.1.4.3


5.16.1.4.6 Audience Measurement Report Trigger (AMRT)

This message is sent by the BSM (BCAST AM-M) to the Terminal (BCAST AM-C) over SMS or via HTTP after an SMS Trigger (see section 5.16.1.3.7). For pull delivery over HTTP(S) following an SMS Trigger, the structure is specified below. This message MAY be compressed with GZIP [RFC 1952]. 
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Audience MeasurementReportTrigger
	E
	
	
	Audience Measurement Report Trigger
Contains the following attributes:

   triggerNonce
Contains the following elements:

   BSMID

   UserID

   DeviceID

   CampaignID
   ServerAddressURL
	

	
	
	
	
	
	

	BSMID
	E1
	M
	1
	Identifier of the BCAST AM-M known to the BCAST AM-C
	string

	UserID
	E1
	M
	1…N
	The user identity known to the BSM.
Contains the following attributes:
   type
For AMRD message, each instantiated UserID SHALL have different type.
	string

	type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 –username defined in [RFC 2865]
1 – IMSI

2 – URI

3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use
	unsignedByte

	DeviceID
	E1
	M
	1…N
	A unique device identification known to the BSM.

Contains the following attributes:

   type
For AMRD message, each instantiated DeviceID SHALL have different type.
	string

	type
	A
	M
	1
	Specifies the type of Device ID.  Allowed values are:
0 –– reserved for future use

1 – IMEI [3GPP TS 23.003]

2 – MEID [3GPP2 C.S0072]

3-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	CampaignID
	E1
	M
	0..N
	Identifier of Audience Measurement Campaign that the BCAST AM-C is participate in.
	unsignedInt

	
	
	
	
	
	


5.16.2 Smartcard-Centric Audience Measurement

Change 3:  Add needed status codes to section 5.11

5.11 Global Status Codes

The following table lists all the possible status codes for success or error case, and their applicability to each transaction.  The table is to be used for GlobalStatusCode and roamingAuthorizationStatus in Provisioning, Roaming and Adience Measurement Response messages. The codes may also be used in other response messages in other BCAST technical specifications. 
	Code
	Status

	000
	Success

The request was processed successfully.

	001
	Device Authentication Failed

This code indicates that the BSM was unable to authenticate the device, which may be due to the fact that the device is not registered with the BSM, or that inappropriate security credentials were submitted by the device.

In this case, the user may contact the BSM, and establish a contract, or get the credentials in place that are used for authentication.

	002
	User Authentication Failed

This code indicates that the BSM was unable to authenticate the user, which may be due to the fact that the user is not registered with the BSM, or that inappropriate security credentials were submitted by the user.

In this case, the user may contact the BSM, and establish a contract, or get the credentials in place that are used for authentication. Alternatively, if offered another opportunity, the user may re-enter the security credentials required for user authentication.

	003
	Purchase Item Unknown

This code indicates that the requested purchase item is unknown. This can happen e.g. if the device has a cached service guide with old information.

In this case, the user may re-acquire the service guide.

	004
	Device Authorization Failed

This code indicates that the device is not authorized to get Long-Term Key Messages from the RI.  For example, the device certificate was revoked in the case of the DRM Profile, or because trust relationship could not be established between the terminal and the BSM, in the case of the Smartcard Profile.

	005
	User Authorization Failed

This code indicates that the user has not subscribed to the requested broadcast service, in the case of either the DRM Profile or the Smartcard Profile.  In this case, the user may be given an opportunity to contact the BSM operator for service subscription.”.

	006
	Device Not Registered

This code indicates that the device is not registered with the RI that is used for the transaction in the case of the DRM Profile, or that the device is not registered with the BDS-SD or the BSM, in the case of the Smartcard Profile.

In this case, the device may automatically perform the registration, and, if the registration is successful, re-initiate the original transaction.

	007
	Server Error

This code indicates that there was a server error, such as a problem connecting to a remote back-end system.

	008
	Mal-formed Message Error

This code indicates that there has been a device malfunction, such as a mal-formed XML request.

In such a case, the transaction may or may not (e.g. if there is an interoperability problem) succeed if it is re-initiated later.

Note: This code can also be used between network entities

	009
	Charging Error

This code indicates that the charging step failed (e.g. agreed credit limit reached, account blocked).
The user may in such a case contact the BSM operator.

Note: This code can also be used between network entities.

	010
	No Subscription

This code indicates that there has never been a subscription for this service item, or that the subscription for this item has terminated.

The user may in such a case issue a service request for a new subscription.

	011
	Operation not Permitted

This code indicates that the operation that the device attempted to perform is not permitted under the contract between BSM and user.

The user may in this case contact BSM operator and change the contract.

Note: This code can also be used between network entities.

	012
	Unsupported version

This code indicates that the version number specified in the request message is not supported by the network. 

In case the terminal cannot fall back to another version, the user may contact the BSM operator.

Note: This code can also be used between network entities.

	013
	Illegal Device

This code indicates that the device requesting services is not acceptable to the BSM. E.g. Blacklisted.

In this case, the user may contact the BSM operator.

	014
	Service Area not Allowed

This code indicates that the device is not allowed in the requested area due to subscription limits

In this case, the user may contact the BSM operator or subscribe to the applicable service.

	015
	Requested Service Unavailable

This code indicates that the requested service is unavailable due to transmission problems.

In this case, the request may be re-initiated at a later time.

Note: This code can also be used between network entities.

	016 
	Request already Processed

This code indicates that an identical request has been previously processed. 

In this case, the user or the entity may check to see if the request had already been processed (i.e. received an LTK), if not retry the request.

	017
	Information Element Non-existent 

This code indicates that the message includes information elements not recognized because the information element identifier is not defined or it is defined but not implemented by the entity receiving the message. 

In this case related entities should contact each other.

	018 
	Unspecified

This code indicates that an error has occurred which cannot be identified.

In this case related entities should contact each other. 

	019 
	Process Delayed

Due to heavy load, request is in the queue, waiting to be processed.

In this case the user or entity should wait for the transaction to complete.

Note: If this error occurs between network entities, the system should wait for the transaction to complete.

	020
	Generation Failure

This code indicates that the request information (message) could not be generated. 

In this case the user or entity should retry later.

	021
	Information Invalid

This code indicates that the information given is invalid and cannot be used by the system.

In this case the request should be rechecked and sent again.

	022
	Invalid Request

This code indicates that the requesting key materials and messages (e.g., LTKM) are not valid and can not be fulfilled.

In this case the request should be rechecked and sent again.

	023
	Wrong Destination

This code indicates that the destination of the message is not the intended one.

In this case the request should be rechecked and sent again.

	024
	Delivery of Wrong Key Information

This code indicates that the delivered key information and messages (e.g., LTKM) are invalid.

In this case the request should be rechecked and sent again.

	025
	Service Provider ID Unknown

This code indicates a confliction when the Visited or Home Service Provider requests a message to the Home or Visited Service Provider.  

	026
	Service Provider BSM_ID Unknown

This code indicates a confliction when the Visited or Home Service Provider BSM requests a message to the Home or Visited Service Provider BSM.

	027
	Already in Use

This indicates requested setup value is already used in the Network Entity.  Response message may contain the recommended value to use.

	028
	No Matching Fragment

No fragment or SGDD matches the given request criteria.

	029
	Now Subscribed

Specifies whether the subscription did succeed. Upon reception of this status code the terminal SHALL assume the service associated with the associated purchase item can be consumed via the associated ‘Access’ fragment of the service as defined in the Service Guide [BCAST10-SG].  This status code SHALL NOT be returned if the Purchase Item in question is associated with a service that is protected by Service or Content Protection.   

	030
	User already subscribed with different purchase options
Indicates that the user tries to repurchase an already subscribed item, but with different options. This can happen when terminal loses subscription information. In this case, the terminal MAY issue an AccountInquiry request to restore the subscription information.

	031
	User must agree to the terms of use

Indicates that the BSM rejected the subscription because the user did not agree to the terms of use.

	032
	Campaign participation rejected

Indicates that the Terminal has been rejected a request to participate in an Audience Measurement campaign.

	033 ~ 127
	Reserved for future use

	128 ~ 255
	Reserved for proprietary use


Table 4: Global Status Codes
Change 4:  New Appendix H.8 for application/vnd.oma.bcast.am-message+xml

H.8 Media-Type Registration Request for application/vnd.oma.bcast.am-message+xml
This section provides the registration request, as per [RFC 2048], to be submitted to IANA.

Type name: 

application

Subtype name: 

vnd.oma.bcast.am-message+xml
Required parameters: 
none

Optional parameters: 
none

Encoding considerations: 
binary

Security considerations: 

BCAST Audience Measurement Message data are passive, meaning they do not contain executable or active content which may represent a security threat. The format does not include confidential fields. However, the information present in this media format is used to configure the receiving application. Thus, the usage of the format may be vulnerable to attacks modifying or spoofing the content of this format. Depending on the system architecture, it is recommended to use source authentication and integrity protection.
Interoperability considerations: 

This content type carries audience measurement messages within the scope of the OMA BCAST enabler. The OMA BCAST enabler specification includes static conformance requirements and interoperability test cases for this content.

Published specification: 

OMA BCAST 1.1 Enabler Specification – Mobile Broadcast Services, especially section <insert number of section defining Terminal-based AM>. Available from http://www.openmobilealliance.org    

Applications, which use this media type: 

OMA BCAST Audience Measurement Client

Additional information:

       Magic number(s): 
none

       File extension(s): 
none

       Macintosh File Type Code(s): 
none

Person & email address to contact for further information: 

Name tbd

Email tbd
Intended usage: Limited use.

Only for usage with the BCAST Audience Measurement XML messages, which meets the semantics given in the mentioned specification. 

Author/Change controller: OMNA – Open Mobile Naming Authority, OMA-OMNA@mail.openmobilealliance.org
Change 5:  New Appendix H.9 for application/vnd.oma.bcast.am-trigger
H.9 Media-Type Registration Request for application/vnd.oma.bcast.am-trigger

This section provides the registration request, as per [RFC 2048], to be submitted to IANA.

Type name: 

application

Subtype name: 

vnd.oma.bcast.am-trigger
Required parameters: 
none

Optional parameters: 
none

Encoding considerations: 
binary

Security considerations: 

BCAST Audience Measurement Trigger message data are passive, meaning they do not contain executable or active content which may represent a security threat. The format does not include confidential fields. However, the information present in this media format is used to configure the receiving application. Thus, the usage of the format may be vulnerable to attacks modifying or spoofing the content of this format. Depending on the system architecture, it is recommended to use source authentication and integrity protection.
Interoperability considerations: 

This content type carries trigger messages within the scope of the OMA BCAST enabler. The OMA BCAST enabler specification includes static conformance requirements and interoperability test cases for this content.

Published specification: 

OMA BCAST 1.1 Enabler Specification – Mobile Broadcast Services, especially section <insert number of section defining AM Trigger>. Available from http://www.openmobilealliance.org    

Applications, which use this media type: 

OMA BCAST Audience Measurement Client

Additional information:

       Magic number(s): 
none

       File extension(s): 
none

       Macintosh File Type Code(s): 
none

Person & email address to contact for further information: 

Name tbd

Email tbd
Intended usage: Limited use.

Only for usage with the BCAST Audience Measurement Trigger message, which meets the semantics given in the mentioned specification. 

Author/Change controller: OMNA – Open Mobile Naming Authority, OMA-OMNA@mail.openmobilealliance.org
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