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1 Reason for Change

This CR corrects the DVB references in TS SvcCntProtection as proposed in INP 0229.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
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Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To BCAST group, to review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Update ETSI DVB references
2.
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…
7.1.2
Location_based_restriction Descriptor
This descriptor is for the location-based restrictions on the rendering of content based on [BCAST10-SG].  

An alternative service can be specified in the service guide [BCAST10-SG]. It is possible to specify an alternative service as a blank screen with a burnt-in text notifying the user of the blackout. In this case, the burnt-in text can be conveyed as a subtitle in 3GPP Timed Text format as described in [BCAST10-Services].

If a terminal supporting a location_based_restriction descriptor receives an STKM with this descriptor and the terminal is not able to obtain its current location or is not able to process the STKM, then the terminal MUST NOT decrypt the Traffic Key and possible Program Key contained in this STKM and MUST NOT decrypt the corresponding content.  A terminal MAY be capable of determining at least its cell ID using a native bearer signalling mechanism.  A terminal MAY in addition utilize a suitable position location protocol to determine its position.  Examples are SUPL [OMA SUPL] or MLP [OMA MLP].  In the case that a terminal is not capable of determining location information other than a cell ID, additional location information (other than a list of blacked out cell IDs) provided in the location_based_restriction Access Criteria Descriptor MAY be ignored.  In the case that the terminal is able to detect multiple cell IDs using native bearer signalling mechanisms, for the purpose of checking against a possible blackout it MAY select the same cell ID that is being used to receive the protected service.
The descriptor tag for this descriptor is 2.  The value for this descriptor is encoded as follows:
…
cell_target_area_type – specifies the cell_target_area type as defined in [BCAST10-SG]. The following values are possible:

0x0 =
Unspecified

0x1 =
3GPP Cell Global Identifier as defined in [3GPP TS 23.003 v6]

0x2 = 
3GPP Routing Area Identifier as defined in [3GPP TS 23.003 v6]

0x3 = 
3GPP Location Area Identifier as defined in [3GPP TS 23.003 v6]

0x4 = 3GPP Service Area Identifier (SAI) as defined in [3GPP TS 23.003 v6]

0x5 = 3GPP MBMS Service Area Identity (MBMS SAI) as defined in [3GPP TS 23.003 v6]

0x6 = 3GPP2 Subnet ID as defined in [3GPP2 X.S0022-A]

0x7 = 3GPP2 SID as defined in [3GPP2 C.S0005-D]

0x8 = 3GPP2 SID+NID as defined in [3GPP2 C.S0005-D]

0x9 – 3GPP2 SID+NID+PZID as defined in [3GPP2 C.S0005-D]

0xA = 3GPP2 SID+PZID as defined in [3GPP2 C.S0005-D]

0xB = DVB-H Cell ID (specified in section 6.3.4.1 of [BCAST10-DVBH-IPDC-Adaptation])
0xC = DVB-SH Cell ID (specified in section 6.3.4.1.1 of [BCAST11-DVBSH-IPDC-Adaptation])
0xD = WiMAX Base Station Identifier (BSID) as defined in [IEEE 802.16-2004] and [IEEE 802.16e-2005] 

0xE = WiMAX Operator ID (NAP ID) as defined in [IEEE 802.16-2004] and [IEEE 802.16e-2005]

0xF = Forward Link Only Cell ID (specified in section 6.3.5.1 of [BCAST11-FLO-Adaptation])
0x10 = DVB-SH DVB service ID (specified in section 6.3.4.1.2 of [BCAST11-DVBSH-IPDC-Adaptation])
descriptor_length – the length of the descriptor, in bytes.

number_of_cell_area_values – specifies the number of cell_area_value included in the target area.

cell_area_value_length – specifies the length (in bytes) of the cell_area_value field.
cell_area_value – identifies a generic cell area used when the cell_target_area_type is 0x0. The format of this value is not defined.

3gpp_mcc – Mobile Country Code used for 3GPP networks that identifies the country in which the GSM PLMN is located as defined in  [3GPP TS 23.003 v6].  Coding of this field is defined in [3GPP TS 23.003 v6].
3gpp_mnc –  Mobile Network Code used for 3GPP networks that identifies the GSM PLMN in the country defined by 3gpp-mcc as defined in  [3GPP TS 23.003 v6]. Coding of this field is defined in [3GPP TS 23.003 v6].
3gpp_lac –  Location Area Code used for 3GPP networks that identifies a location area within a PLMN  as defined in  [3GPP TS 23.003 v6].

3gpp_ci –  Cell Identity  used for 3GPP networks as defined in  [3GPP TS 23.003 v6].

3gpp_rac –  Routing Area Code used for 3GPP networks as defined in  [3GPP TS 23.003 v6].
3gpp_sac –  Service Area Code used for 3GPP networks as defined in  [3GPP TS 23.003 v6]. 

mbms_sai –  MBMS Service Area Identities used for 3GPP networks that identifies a group of cells within a PLMN as defined in  [3GPP TS 23.003 v6].

3gpp2_subnet_id_length –  number of bit of the 3gpp2_subnet_id field.
3gpp2_subnet_id –  binary representation of the subnet value for the subnet.  This field is 128 bits at most as defined in [3GPP2 X.S0022-A].
padding_bits – these bits ensure the descriptor is byte-aligned and are set to 0.  Length of this field, in bits, is given by the formula “8–- mod(3gpp2_subnet_id_length, 8)”, where mod(a,b) gives the remainder on the division of a by b.

3gpp2_sid –  System Identification; number that uniquely identify the 3GPP2 wireless system as defined in [3GPP2 C.S00005-D].
3gpp2_nid –  Network Identification; uniquely identifies a network which is subset of base stations within the wireless system as defined in [3GPP2 C.S00005-D].
3gpp2_pzid – Packet data services zone identifier of the base station as defined in [3GPP2 C.S00005-D].
dvbh_network_id  – Network Identifier of the DVB-H system as defined in [ETSI EN 300 468].  This Network Identifier is transmitted in the Network Information Table (NIT) according to [ETSI EN 300 468].
dvbh_cell_id – Cell Identifier of the DVB-H system as defined in [ETSI EN 300 468].  This Cell Identifier is transmitted in the TPS bits of the DVB-H signal according to [ETSI EN 302 304].
dvbh_hierarchy – defines the logical channel (“lp” for “low priority” or “hp” for “high priority”) that is selected for reception when hierarchical modulation is used. Coding of Hierarchy field is: 

0x0 = Not defined

0x1= low priority

0x2= high priority

dvbh_cell_id_extension – Cell Identifier extension defined in [ETSI EN 300 468] and  transmitted in the Network Information Table (NIT) according to [ETSI EN 300 468].
dvbsh_hierarchy – defines the logical channel (“lp” for “low priority” or “hp” for “high priority”) that is selected for reception when hierarchical modulation is used. Coding of Hierarchy field is: 

0x0 = Not defined

0x1= low priority

0x2= high priority

dvbsh_network_id_flag  – indicates whether or not dvbsh_network_id field is present in this DVB-SH cell identification stucture. Set to STK_FLAG_TRUE if dvbsh_network_id field present, or to STK_FLAG_FALSE if absent. This field SHALL be set to STK_FLAG_FALSE if the DVB-SH network conforms to cell id allocation recommendation given in [ETSI TS 102 611-2]. 
dvbsh_network_id  – Network Identifier of the DVB-SH system as defined in [ETSI EN 300 468]. This Network Identifier is transmitted in the Network Information Table (NIT) according to [ETSI EN 300 468].
dvbsh_cell_id – Cell Identifier of the DVB-SH system as defined in [ETSI EN 302 583]. This Cell Identifier is transmitted in the DVB-SH signal according to [ETSI EN 302 583], either in the TPS bits for the OFDM mode or in the Signalling Field for the TDM mode.
dvbsh_cell_id_extension – Cell Identifier extension defined in [ETSI EN 300 468] and  transmitted in the Network Information Table (NIT) according to [ETSI EN 300 468].
number_of_wimax_bsids – specifies the number of  wimax_bsid fields included in the following loop.

wimax_bsid – WiMAX Base Station Identifier as specified in [IEEE 802.16-2004] and [IEEE 802.16e-2005].
number_of_wimax_operator_ids – specifies the number of  wimax_operator_id fields included in the following loop.
wimax_operator_id – WiMAX Network ID (NAP ID) as specified in [IEEE 802.16-2004] and [IEEE 802.16e-2005].
forward_link_only_network_id – Network identifier as defined in [TIA-1099].
forward_link_only_local_area_infrastructure_id – Local-area infrastructure identifier as defined in [TIA-1099].
forward_link_only_wide_area_infrastructure_id – Wide-area infrastructure identifier as defined in [TIA-1099].
dvbsh_ts_original_network_id  – original_network_id identifying (along with transport_stream_id) the DVB-SH Transport Stream which the DVB service belongs to.  This identifier is transmitted according to [ETSI EN 300 468] in the TS loop of the Network Information Table (NIT).
dvbsh_ts_transport_stream_id  – transport_stream_id identifying (along with original_network_id) the DVB-SH Transport Stream which the DVB service belongs to.  This identifier is transmitted according to [ETSI EN 300 468] in the TS loop of the Network Information Table (NIT) as well as in the Program Association Table (PAT).
dvbsh_ts_service_id  – service_id identifying the DVB service in the DVB-SH Transport Stream identified by original_network_id and transport_stream_id. This identifier is transmitted according to [ETSI EN 300 468] in the Service Description Table (SDT) as well as in the Program Association Table (PAT) – where in the latter case ‘service_id’ is named ‘program_number’.
number_of_3gpp2_cell_ids – specifies the number of  3gpp2_cell_id fields included in the following loop.

3gpp2_cell_id – If cell_target_area_type = 6, then the value is Sector_ID as defined in [3GPP2 C.S0024-A].  If cell_target_area_type = 7, 8, 9, or A, then the value is BASE ID as defined in [3GPP2 C.S0002-0].
…
14.
Conversion between Time and Date Conventions
(Note: this text is modified from [ETSI EN 300 468] for BCAST purposes.  In particular, the version in this text maintains byte alignment everywhere.)
The types of conversion which may be required are summarized in Figure 1.
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Figure 1 – Conversion routes between Modified Julian Date (MJD) and Co-ordinated Universal Time (UTC)

The conversion between MJD + UTC and the ”local” MJD + local time is simply a matter of adding or subtracting the local offset. This process may, of course, involve a “carry” or “borrow” from the UTC affecting the MJD. The other five conversion routes shown on the diagram are detailed in the formulas below:
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