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 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Sergey Seleznev, SPCP editor, s.sergey@samsung.com

	Replaces:
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1 Reason for Change

The following SCRs were added in the current revision:
· Smartcard is ISIM card (SC)
· Support of OMA BCAST Command: Event Signalling Mode (Client, SC)
· Support of Smartcard Broadcast Provisioning (SC)

· LTKM Deletion for DRM Profile (Client, BSM)

R01:

BCAST-SCCommands-C-046 and BCAST-SCSPCP-S-036: changes the reference from E.3.5 to 6.7.3.1 to be more clear on implementational aspects.

BCAST-BSMSPCP-S-054: clarifies that only one requirement is needed (adding OR)
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into BCAST 1.1

6 Detailed Change Proposal

Appendix C. Static Conformance Requirements (Normative)

The notation used in this appendix is specified in [IOPPROC].

Note: BCAST adaptation specifications, such as [BCAST10-BCMCS-Adaptation], [BCAST10-DVBH-IPDC-Adaptation], and [BCAST10-MBMS-Adaptation], in which it is specified how the BCAST 1.0 enabler is implemented over a specific BDS (Broadcast Distribution System), may overrule or adapt requirements from this SCR or provide additional requirements.

C.1 SCR for Clients

	Item
	Function
	Reference
	Status
	Requirement

	BCAST-SPCP-C-001
	Support for Service Protection
	4.1
	O
	

	BCAST-SPCP-C-002
	Support for Content Protection
	4.1
	O
	

	BCAST-TerminalCapability-C-003
	Terminal with cellular radio interface and with Smartcard supporting Service Protection
	4.1
	O
	BCAST-SPCP-C-005

	BCAST-TerminalCapability-C-004
	Terminal without cellular radio interface or without Smartcard supporting Service Protection
	4.1
	O
	BCAST-SPCP-C-006

	BCAST-SPCP-C-005
	Support for Smartcard Profile for Service Protection 
	4.1
	O
	BCAST-ContentLayer-C-007 AND BCAST-STKM_SC-C-010 AND  BCAST-SDP-C-014     AND BCAST-LTKM_SC-C-015 AND BCAST-KeyManagement-C-016 AND

BCAST-SC_ParentalControl-C-033 AND

BCAST-SC_LocationRestriction-C-034

	BCAST-SPCP-C-006
	Support for DRM Profile for Service Protection 
	4.1
	O
	BCAST-ContentLayer-C-007 AND BCAST-STKM_DRM-C-011 AND BCAST-LTKM_DRM-C-013 AND BCAST-SDP-C-014

	BCAST-ContentLayer-C-007
	Processing of Content Layer encryption - SRTP
	9.2
	O
	BCAST-SRTPsignal-C-030

	BCAST-ContentLayer-C-008
	Processing of Content Layer encryption - IPsec
	9.1
	O
	

	BCAST-ContentLayer-C-009
	Processing of Content Layer encryption - ISMACRYP
	9.3
	O
	

	BCAST-STKM_SC-C-010
	STKM for Smartcard Profile
	6.7
	O
	BCAST-SCCommands-C-035

	BCAST-STKM_DRM-C-011
	STKM for DRM Profile
	5.5
	O
	

	BCAST-SC_Binding-C-012
	Binding of STKM to Terminal with Smartcard
	12
	O
	

	BCAST-LTKM_DRM-C-013
	LTKM for DRM Profile
	5.4
	O
	

	BCAST-SDP-C-014
	Protection Signalling in SDP
	10.1
	O
	

	BCAST-LTKM_SC-C-015
	LTKM for Smartcard Profile
	6.6
	O
	BCAST-SCCommands-C-036

	BCAST-KeyManagement-C-016
	Service Access for Terminal with Smartcard
	6.10
	O
	

	BCAST-Recording-C-017
	Recording
	8
	O
	

	BCAST-CPFilesDRM-C-018
	Content Protection for Downloading Files in Terminals with no Smartcard
	5.6.2.2
	O
	

	BCAST-CP_RTP_DRM-C-019
	Content Protection for Streaming in Terminals with no Smartcard
	5.6.1.2
	O
	BCAST-CP_Form-C-023

	BCAST-CPFilesSC-C-020
	Content Protection for Downloading Files in Terminals with Smartcard
	6.8.2.2
	O
	BCAST-ClientID-C-027

	BCAST-CP_RTP_SC-C-021
	Content Protection for Streaming in Terminals with Smartcard
	6.8.1
	O
	BCAST-CP_Form-C-023 AND BCAST-ClientID-C-027 AND BCAST-SAC-C-028

	BCAST-CP_Recorded_SC-C-022
	Content Protection of Recorded Material in Terminals with Smartcard
	6.9.1, 8.5
	O
	BCAST-ClientID-C-027 AND BCAST-SC_Binding-C-012
AND

BCAST-SCCommands-C-035
AND

BCAST-SCCommands-C-040

	BCAST-CP_Form-C-023
	Content Protection Format
	9.3.3
	O
	

	BCAST-Domains-C-024
	Broadcast Domains
	5.3
	O
	

	BCAST-MeteringDRM-C-025
	Usage Metering for DRM Profile
	5.9
	O
	

	BCAST-MeteringSC-C-026
	Usage Metering for Smartcard Profile
	6.6.5
	O
	

	BCAST-ClientID-C-027
	BCAST Client ID
	6.11
	O
	

	BCAST-SAC-C-028
	Use of SAC
	6.8.1.3
	O
	

	BCAST-ContentLayer-C-029
	Processing of Content Layer authentication - ISMACRYP
	9.3
	O
	BCAST-SRTPsignal-C-030

	BCAST-SRTPsignal-C-030
	SDP Signalling of SRTP
	10.4
	O
	

	BCAST-Recording_SC-C-031
	Recording in Terminals with Smartcard for Smartcard profile
	8.5
	O
	BCAST-SCCommands-C-040

	BCAST-SC_ParentalControl-C-032
	Support of Parental Control Message in Smartcard profile
	6.6.5
	O
	BCAST-SCCommands-C-036

	BCAST-SC_ParentalControl-C-033
	Support of Smartcard-based parental control
	6.7.3.11.1
	O
	BCAST-SCCommands-C-035 AND BCAST-SCCommands-C-042 AND
BCAST-SCCommands-C-046

	BCAST-SC_LocationRestriction-C-034
	Support of Smartcard-based location restriction
	6.7.3.11.2
	O
	BCAST-SCCommands-C-035 AND BCAST-SCCommands-C-044 AND BCAST-SCCommands-C-045

	BCAST-SCCommands-C-035
	Support of MTK generation mode AUTHENTICATE Command for OMA BCAST operation
	E.2.1
	O
	

	BCAST-SCCommands-C-036
	Support of MSK update mode AUTHENTICATE Command for OMA BCAST operation
	E.2.2
	O
	

	BCAST-SCCommands-C-037
	Support of AUTHENTICATE Command for OMA BCAST operation: SPE Deletion Mode
	E.2.3.1
	O
	

	BCAST-SCCommands-C-038
	Support of AUTHENTICATE Command for OMA BCAST operation: Recording Deletion Mode
	E.2.3.2
	O
	

	BCAST-SCCommands-C-039
	Support of OMA BCAST Command: SPE Audit Mode
	E.3.2
	O
	

	BCAST-SCCommands-C-040
	Support of OMA BCAST Command: Record Signalling Mode
	E.3.3
	O
	

	BCAST-SCCommands-C-041
	Support of OMA BCAST Command: Recording Audit  Mode
	E.3.4
	O
	

	BCAST-SCCommands-C-042
	Support of VERIFY PIN Command
	6.7.3.11.1
	O
	

	BCAST-SCCommands-C-043
	Support of UNBLOCK PIN Command
	6.7.3.11.1
	O
	

	BCAST-SCCommands-C-044
	Support of DISPLAY TEXT Command
	6.7.3.11.2
	O
	

	BCAST-SCCommands-C-045
	Support of PROVIDE LOCAL INFORMATION Command
	6.7.3.11.2
	O
	

	BCAST-SCCommands-C-046
	Support of OMA BCAST Command: Event Signalling Mode
	6.7.3.1
	O
	

	BCAST-LTKMDelete-S-047
	LTKM Deletion for DRM Profile
	5.4.4
	O
	BCAST-LTKM_DRM-C-013


C.2 SCR for BSD/A

	Item
	Function
	Reference
	Status
	Requirement

	BCAST-BSDASPCP-S-001

	Support Backend interface for Service Protection
	13.1
	O
	BCAST-BSDASPCP-S-002 OR 
BCAST-BSDASPCP-S-003

	BCAST-BSDASPCP-S-002

	Support BCAST specific interface for SP-4
	13.1.2
	O
	

	BCAST-BSDASPCP-S-003

	Support SP-4 by the adaptation of DVB Simulcrypt Head-end interfaces 
	13.1.1
	O
	

	BCAST-BSDASPCP-S-004

	Support Backend interface for Content Protection
	13.2
	O
	BCAST-BSDASPCP-S-005

	BCAST-BSDASPCP-S-005

	Support CP-4 by BCAST specific interface
	13.2
	O
	

	BCAST-BSDASPCP-S-006

	Support Service Protection 
	4
	O
	BCAST-BSDASPCP-S-007 OR 
BCAST-BSDASPCP-S-012

	BCAST-BSDASPCP-S-007

	Support DRM profile for Service Protection
	5
	O
	BCAST-BSDASPCP-S-008 AND 
BCAST-BSDASPCP-S-009 AND 
BCAST-BSDASPCP-S-010 AND 
BCAST-BSDASPCP-S-011

	BCAST-BSDASPCP-S-008

	Support delivery of STKM for DRM profile
	5.5
	O
	

	BCAST-BSDASPCP-S-009

	Support the encryption for Service Protection of Stream for DRM Profile
	5.6.1.1
	O
	BCAST-BSDASPCP-S-028 OR 
(BCAST-BSDASPCP-S-029 AND BCAST-BSDASPCP-S-038) OR 
(BCAST-BSDASPCP-S-030 AND BCAST-BSDASPCP-S-037) OR 
BCAST-BSDASPCP-S-031

	BCAST-BSDASPCP-S-010

	Support the encryption for Service Protection of File for DRM Profile
	5.6.2.1
	O
	BCAST-BSDASPCP-S-028 OR  
BCAST-BSDASPCP-S-033 

	BCAST-BSDASPCP-S-011

	Support SDP signalling for Service Protection of DRM Profile
	5.8
	O
	BCAST-BSDASPCP-S-034 

	BCAST-BSDASPCP-S-012

	Support Smartcard Profile for Service protection
	6
	O
	BCAST-BSDASPCP-S-013 AND 
BCAST-BSDASPCP-S-014 AND 
BCAST-BSDASPCP-S-015 AND 
BCAST-BSDASPCP-S-016

	BCAST-BSDASPCP-S-013

	Support delivery of STKM for Smartcard profile
	6.7.3
	O
	

	BCAST-BSDASPCP-S-014

	Support the encryption for Service Protection of Stream for Smartcard Profile
	6.7.4
	O
	BCAST-BSDASPCP-S-028 OR 
(BCAST-BSDASPCP-S-029 AND BCAST-BSDASPCP-S-038) OR 
(BCAST-BSDASPCP-S-030 AND BCAST-BSDASPCP-S-037) 

	BCAST-BSDASPCP-S-015

	Support the encryption for Service Protection of File for Smartcard Profile
	6.8.2.1
	O
	BCAST-BSDASPCP-S-028 OR  
BCAST-BSDASPCP-S-033 

	BCAST-BSDASPCP-S-016

	Support SDP signalling for Service Protection of Smartcard Profile
	6.10.1.2
	O
	BCAST-BSDASPCP-S-034 

	BCAST-BSDASPCP-S-017

	Support Content Protection 
	4
	O
	BCAST-BSDASPCP-S-018 OR 
BCAST-BSDASPCP-S-023

	BCAST-BSDASPCP-S-018

	Support DRM profile for content protection
	5
	O
	BCAST-BSDASPCP-S-019 AND 
BCAST-BSDASPCP-S-020 AND 
BCAST-BSDASPCP-S-021 AND 
BCAST-BSDASPCP-S-022

	BCAST-BSDASPCP-S-019

	Support delivery of STKM for DRM profile
	5.5
	O
	

	BCAST-BSDASPCP-S-020

	Support the encryption for Content Protection of Stream for DRM Profile
	5.6.1.2
	O
	BCAST-BSDASPCP-S-028 OR 
(BCAST-BSDASPCP-S-029 AND BCAST-BSDASPCP-S-038) OR 
(BCAST-BSDASPCP-S-030 AND BCAST-BSDASPCP-S-037)

	BCAST-BSDASPCP-S-021

	Support the encryption for Content Protection of File for DRM Profile
	5.6.2.2
	O
	BCAST-BSDASPCP-S-028 OR 
BCAST-BSDASPCP-S-031 OR  
BCAST-BSDASPCP-S-033 

	BCAST-BSDASPCP-S-022

	Support SDP signalling for Content Protection of DRM Profile
	5.8
	O
	BCAST-BSDASPCP-S-034 

	BCAST-BSDASPCP-S-023

	Support Smartcard Profile for content protection
	6
	O
	BCAST-BSDASPCP-S-024 AND 
BCAST-BSDASPCP-S-025 AND 
BCAST-BSDASPCP-S-026 AND 
BCAST-BSDASPCP-S-027

	BCAST-BSDASPCP-S-024

	Support delivery of STKM for Smartcard profile
	6.7.3
	O
	

	BCAST-BSDASPCP-S-025

	Support the encryption for Content Protection of Stream for Smartcard Profile
	6.7.4
	O
	BCAST-BSDASPCP-S-028 OR 
(BCAST-BSDASPCP-S-029 AND BCAST-BSDASPCP-S-038) OR 
(BCAST-BSDASPCP-S-030 AND BCAST-BSDASPCP-S-037) 

	BCAST-BSDASPCP-S-026

	Support the encryption for Content Protection of File for Smartcard Profile
	6.8.2.2
	O
	BCAST-BSDASPCP-S-028 OR  
BCAST-BSDASPCP-S-033 

	BCAST-BSDASPCP-S-027

	Support SDP signalling for Content Protection of Smartcard Profile
	6.10.1.2
	O
	BCAST-BSDASPCP-S-034 

	BCAST-BSDASPCP-S-028

	Support IPSEC
	9.1
	O
	

	BCAST-BSDASPCP-S-029

	Support SRTP
	9.2
	O
	

	BCAST-BSDASPCP-S-030

	Support ISMACryp
	9.3
	O
	

	BCAST-BSDASPCP-S-031

	Support PDCF
	9.4
	O
	

	void-BCAST-BSDASPCP-S-032

	Obsolete
	N/A
	
	

	BCAST-BSDASPCP-S-033
	Support DCF
	9.4
	O
	

	BCAST-BSDASPCP-S-034

	Support SDP signalling for protection
	10.1
	O
	BCAST-BSDASPCP-S-035 AND
BCAST-BSDASPCP-S-036

	BCAST-BSDASPCP-S-035

	Support SDP signalling for STKM
	10.1.3
	O
	

	BCAST-BSDASPCP-S-036

	Support SDP signalling for LTKM
	10.1.4
	O
	

	BCAST-BSDASPCP-S-037

	Support SDP signalling for ISMACryp
	0
	O
	

	BCAST-BSDASPCP-S-038

	Support SDP signalling for SRTP
	10.4
	O
	

	BCAST-BSDASPCP-S-039

	Support for STKM generation
	13.1.2.4
	O
	

	BCAST-BSDASPCP-S-040

	Support the common attribute of  STKM
	7
	O
	

	BCAST-BSDASPCP-S-041

	Support for the operation for recording
	8
	O
	

	BCAST-BSDASPCP-S-042

	Support for sharing a protected data stream for the different  operators using both DRM and Smartcard profile
	11
	O
	BCAST-BSDASPCP-S-043 AND 
BCAST-BSDASPCP-S-044 AND 
(BCAST-BSDASPCP-S-045 OR BCAST-BSDASPCP-S-046)

	BCAST-BSDASPCP-S-043

	Support mapping for mapping of encryption and authentication keys
	11.1
	O
	

	BCAST-BSDASPCP-S-044

	Support mapping for mapping between Key IDs for Smartcard profile and Key IDs for DRM profile
	11.2
	O
	

	BCAST-BSDASPCP-S-045

	Support sharing SRTP Protected data Stream
	11.3
	O
	

	BCAST-BSDASPCP-S-046

	Support sharing ISMACryp Protected data Stream
	11.4
	O
	


C.3 SCR for BSM

	Item
	Function
	Reference
	Status
	Requirement

	BCAST-BSMSPCP-S-001

	Support Backend interface for Service Protection
	13.1
	O
	BCAST-BSMSPCP-S-002 OR 
BCAST-BSMSPCP-S-003

	BCAST-BSMSPCP-S-002

	Support BCAST specific interface for SP-4
	13.1.2
	O
	

	BCAST-BSMSPCP-S-003

	Support SP-4 by the adaptation of DVB Simulcrypt Head-end interfaces 
	13.1.1
	O
	

	BCAST-BSMSPCP-S-004

	Support Backend interface for Content Protection
	13.2
	O
	BCAST-BSMSPCP-S-005

	BCAST-BSMSPCP-S-005

	Support CP-4 by BCAST specific interface
	13.2
	O
	

	BCAST-BSMSPCP-S-006

	Support Service Protection 
	4
	O
	BCAST-BSMSPCP-S-007 OR
BCAST-BSMSPCP-S-008

	BCAST-BSMSPCP-S-007

	Support DRM profile for Service Protection
	5
	O
	BCAST-BSMSPCP-S-009 AND
BCAST-BSMSPCP-S-010 AND 
BCAST-BSMSPCP-S-011 AND
BCAST-BSMSPCP-S-039

	BCAST-BSMSPCP-S-008

	Support Smartcard profile for Service Protection
	6
	O
	BCAST-BSMSPCP-S-012 AND
BCAST-BSMSPCP-S-013 AND
BCAST-BSMSPCP-S-018 AND
BCAST-BSMSPCP-S-019 AND
BCAST-BSMSPCP-S-034 AND 
BCAST-BSMSPCP-S-039 AND 
BCAST-BSMSPCP-S-053

	BCAST-BSMSPCP-S-009

	Support registration for DRM Profile
	5.3
	O
	

	BCAST-BSMSPCP-S-010

	Support LTKM generation for DRM Profile for Service Protection
	5.4
	O
	

	BCAST-BSMSPCP-S-011

	Support STKM generation for DRM Profile for Service Protection
	5.5
	O
	

	BCAST-BSMSPCP-S-012

	Support Subscriber Key Establishment for Smartcard Profile
	6.5
	O
	

	BCAST-BSMSPCP-S-013

	Support LTKM generation for Smartcard Profile for Service Protection
	6.6
	O
	

	BCAST-BSMSPCP-S-014

	Support of LTKM Push delivery over UDP
	6.6
	O
	

	BCAST-BSMSPCP-S-015

	Support of LTKM Request 
	6.6
	O
	

	BCAST-BSMSPCP-S-016

	BSM Solicited Pull Procedure Initiation over SMS Bearer
	6.6.2
	O
	BCAST-BSMSPCP-S-015

	BCAST-BSMSPCP-S-017

	BSM Solicited Pull Procedure to Initiate the Registration Procedure
	6.6.3
	O
	BCAST-BSMSPCP-S-015 AND

BCAST-BSMSPCP-S-053

	BCAST-BSMSPCP-S-018

	Support the use of EXT BCAST for LTKM
	6.6.4
	O
	

	BCAST-BSMSPCP-S-019

	Support of  SPE=0x04
	6.6.4
	O
	

	BCAST-BSMSPCP-S-020

	Support of  SPE=0x00
	6.6.4
	O
	

	BCAST-BSMSPCP-S-021

	Support of  SPE=0x01
	6.6.4
	O
	

	BCAST-BSMSPCP-S-022

	Support of  SPE=0x02
	6.6.4
	O
	

	BCAST-BSMSPCP-S-023

	Support of  SPE=0x03
	6.6.4
	O
	

	BCAST-BSMSPCP-S-024

	Support of  SPE=0x05
	6.6.4
	O
	

	BCAST-BSMSPCP-S-025

	Support of  SPE=0x07
	6.6.4
	O
	

	BCAST-BSMSPCP-S-026

	Support of  SPE=0x08
	6.6.4
	O
	

	BCAST-BSMSPCP-S-027

	Support of  SPE=0x09
	6.6.4
	O
	

	BCAST-BSMSPCP-S-028

	Support of  SPE=0x0A
	6.6.4
	O
	

	BCAST-BSMSPCP-S-029

	Support of  SPE=0x0C
	6.6.4
	O
	

	BCAST-BSMSPCP-S-030

	Support of  SPE=0x0D
	6.6.4
	O
	

	BCAST-BSMSPCP-S-031

	Support for Parental Control Message 
	6.6.5
	O
	

	BCAST-BSMSPCP-S-032

	Support for verification messages
	6.6.6.1
	O
	

	BCAST-BSMSPCP-S-033

	Support for reporting messages 
	6.6.6.2 6.6.6.3
	O
	

	BCAST-BSMSPCP-S-034

	Support STKM generation for Smartcard Profile for Service Protection
	6.7
	O
	

	BCAST-BSMSPCP-S-035

	Support the use of EXT BCAST for STKM
	6.7.2
	O
	

	BCAST-BSMSPCP-S-036

	Parental control access criteria
	6.7.3.11.1
	O
	

	BCAST-BSMSPCP-S-037

	Location access criteria
	6.7.3.11.2
	O
	

	BCAST-BSMSPCP-S-038

	Support for BCAST Client ID for Smartcard Profile
	6.11
	O
	

	BCAST-BSMSPCP-S-039

	Support the common attribute of STKM
	7
	O
	

	BCAST-BSMSPCP-S-040

	Support Content Protection
	4
	O
	BCAST-BSMSPCP-S-041 OR BCAST-BSMSPCP-S-042

	BCAST-BSMSPCP-S-041

	Support DRM Profile for Content Protection
	5
	O
	BCAST-BSMSPCP-S-009 AND
BCAST-BSMSPCP-S-044 AND 
BCAST-BSMSPCP-S-045 

	BCAST-BSMSPCP-S-042

	Support Smartcard Profile for Content Protection
	6
	O
	BCAST-BSMSPCP-S-053 AND
BCAST-BSMSPCP-S-047 AND 
BCAST-BSMSPCP-S-048

	void-BCAST-BSMSPCP-S-043

	Obsolete
	N/A
	
	

	BCAST-BSMSPCP-S-044

	Support LTKM generation for DRM Profile for Content Protection
	5.4
	O
	

	BCAST-BSMSPCP-S-045

	Support STKM generation for DRM Profile for Content Protection
	5.5
	O
	

	void-BCAST-BSMSPCP-S-046

	Obsolete
	N/A
	
	

	BCAST-BSMSPCP-S-047

	Support LTKM generation for Smartcard Profile for Content Protection
	6.6
	O
	

	BCAST-BSMSPCP-S-048

	Support STKM generation for Smartcard Profile for Content Protection
	6.7
	O
	

	BCAST-BSMSPCP-S-049

	Support recording for DRM Profile for Content Protection
	5.7 and 8
	O
	

	BCAST-BSMSPCP-S-050

	Support recording for Smartcard Profile for Content Protection
	6.9 and 8
	O
	

	BCAST-BSMSPCP-S-051

	Usage Metering for DRM Profile
	5.9
	O
	

	BCAST-BSMSPCP-S-052

	Support TBK for Smartcard Profile for Content Protection
	12
	O
	

	BCAST-BSMSPCP-S-053
	MBMS registration and de-registration procedure 
	6.6
	O
	

	BCAST-BSMSPCP-S-054
	LTKM Deletion for DRM Profile
	5.4.4
	O
	BCAST-BSMSPCP-S-010 OR
BCAST-BSMSPCP-S-044


C.4 SCR for Smartcard

	Item
	Function
	Reference
	Status
	Requirement

	BCAST-SCSPCP-C-001

	Smartcard is (U)SIM card
	6.2
	O
	

	BCAST-SCSPCP-C-002

	Smartcard is (R)-UIM/CSIM Card
	6.2
	O
	

	BCAST-SCSPCP-C-003

	Support of the GBA Subscriber Key establishment
	6.2
	O
	BCAST-SCSPCP-C-001

	BCAST-SCSPCP-C-004

	Support of BCMCS Subscriber Key establishment 
	6.2
	O
	BCAST-SCSPCP-C-002

	BCAST-SCSPCP-C-005

	Support of all MBMS Key management features
	6.2
	O
	BCAST-SCSPCP-C-003                OR

BCAST-SCSPCP-C-004

	BCAST-SCSPCP-C-006

	Support of MBMS Key management features only related to the processing of MBMS MSK and MTK messages
	6.2
	O
	BCAST-SCSPCP-C-004                OR

BCAST-SCSPCP-C-003

	BCAST-SCSPCP-C-007

	Support of BCAST Key management
	6.2
	O
	(BCAST-SCSPCP-C-005 OR BCAST-SCSPCP-C-006) AND BCAST-SCSPCP-C-008 AND BCAST-SCSPCP-C-009

	BCAST-SCSPCP-C-008

	Support the use of EXT BCAST for LTKM
	6.6.4
	O
	BCAST-SCSPCP-C-007 AND BCAST-SCSPCP-C-012 AND BCAST-SCSPCP-C-010 AND BCAST-SCSPCP-C-011

	BCAST-SCSPCP-C-009

	Support the use of EXT BCAST for STKM
	6.7.2
	O
	BCAST-SCSPCP-C-007 AND BCAST-SCSPCP-C-028

	BCAST-SCSPCP-C-010

	Support of verification message
	6.6.6.1
	O
	

	BCAST-SCSPCP-C-011

	Support of reporting message
	6.6.6.2
	O
	

	BCAST-SCSPCP-C-012

	Support of  SPE=0x04
	6.6.4
	O
	BCAST-SCSPCP-C-028 AND BCAST-SCSPCP-C-029 AND BCAST-SCSPCP-C-030 AND BCAST-SCSPCP-C-032

	BCAST-SCSPCP-C-013

	Support of  SPE=0x00
	6.6.4
	O
	BCAST-SCSPCP-C-008

	BCAST-SCSPCP-C-014
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