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	Submission Date:
	20/10/2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Anne-Marie Praden, Gemalto N.V, anne-marie.praden@gemalto.com

	Replaces:
	n/a


1 Reason for Change
Introduction of Smartcard Broadcast Provisioning in ETR document
2 Impact on Backward Compatibility

New functionality for BCAST1.1
3 Impact on Other Specifications

none

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Please discuss and agree the CR.

6 Detailed Change Proposal

Change 1:  Section 5.1: add the Feature Key for Smartcard Broadcast Provisioning function
5.1 Enabler Test Requirements

The test requirements collected in this section are related to the BCAST-1.0 Enabler. 

This section defines which specific functionalities of BCAST-1.0 shall or should be tested to ensure adequate operation of the implementations, including any security requirements and constraints on usage if specified. That means that devices (terminals/servers) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) are included here asappropriate.

 The anticipated reconciliation or discrepancies or problems no matter when found SHALL be through the problem and change processes established for the drafting and evolution, validation and post approval phases for specifications.

In the following sections present the test requirements.  The top level grouping of requirements is per specification of OMA BCAST 1.0 suite.  Consequently, within each specification the grouping is per functional entity. Further, the test requirements are categorized to “Mandatory” and “Optional” classes:

· Mandatory test requirements cover mandatory tests for features/functions of BCAST 1.0 Enabler.
· Optional test requirements cover optional tests for features/functions of BCAST 1.0 Enabler.
The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature,
Following are the Feature Keys of BCAST 1.0 that should be tested. 
	Feature Key
	Description

	SG
	Service Guide

	FD
	File Distribution

	SD
	Stream Distribution

	SCPD
	Service and Content Protection - DRM Profile

	SCPS
	Service and Content Protection - Smartcard Profile

	NT
	Notification

	SPR
	Service Provisioning

	TP
	Terminal Provisioning

	SI
	Service Interaction 

	MR
	Mobility and Roaming

	CODEC
	Multimedia CODEC

	FP
	Flow Provisioning

	SCBP
	Smartcard Broadcast Provisioning


Change 2:  Section 5.1.1.2.1: Add an optional terminal test requirement

5.1.1.2.1 Optional terminal test requirement
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	FD-005
	File distribution over Interaction Channel
	Required to test whether file distribution method using FLUTE is supported over Interaction Channel.

	
	MR-001
	Support for Service Guide signalling to mitigate mobility effects
	Required to test whether the terminal is able to use the signalling provided by Service Guide to mitigate the effects of mobility, including failure to access selected Access.

	
	MR-002
	Find the roaming service area
	Required to test whether the terminal correctly interprets the availability of roaming information from the BSM code in Service Guide Delivery Descriptor.

	
	MR-003
	Support for roaming request
	Required to test whether the terminal is able to correctly execute the message exchange that is required to complete roaming request/response to BSM.

	
	NT-001
	Support for Notification Message
	Required to test whether the Notification Message is properly processed and interpreted for Mandatory  elements and attributes

	
	NT-002
	Minimal support for Notification Message
	Required to test whether the terminal supports the minimum definition of Notification Message as specified for emergency notifications.

	
	NT-003
	Discovery of entry point through Service Guide Delivery Description or Access fragments
	Required to test whether the entry point for generic or service-specific notification messages - as signalled through SGDD and Access fragments - is supported. 

	
	NT-004
	Support for receiving Notification Message over Broadcast Channel
	Required to test whether the Notification Message reception over Broadcast Channel is supported

	
	SCBP-001
	Support for Smartcard Broadcast Provisioning 
	Required to test whether data targeting the Smartcard is correctly transmitted to the Smartcard after filtering signalled in the service guide and using the technology indicated in the service guide.

	Error Flow
	
	
	


Table 5: Applicability Table for Enabler Specific Optional Test Requirements

Change 3:  Section 5.1.1.2.2: Add an optional BSD/A test requirement

5.1.1.2.2 Optional BSD/A test requirement
	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	SG-024
	Processing Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are properly generated, processed and correctly interpreted

	
	SG-025
	Delivery of Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are correctly requested, responded, and delivered.

	
	FD-006
	File distribution over Interaction Channel
	Required to test whether file distribution method using FLUTE is supported over Interaction Channel.

	
	FD-007
	Processing File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	FD-008
	Delivery of File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are correctly requested, responded, and delivered.

	
	SD-004
	Stream distribution over Interaction Channel
	Required to test whether stream distribution method is supported for mandatory parts over Interaction Channel.

	
	SD-005
	Processing Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	SD-006
	Delivery of Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are correctly requested, responded, and delivered.

	
	SCPD-013
	Processing SPCP Backend Message for DRM Profile 
	Required to test whether SPCP Backend Messages for DRM Profile are properly generated, processed and correctly interpreted

	
	SCPD-014
	Delivery of SPCP Backend Message for DRM Profile
	Required to test whether SPCP Backend Messages for DRM Profile are correctly requested, responded, and delivered.

	
	SCPS-013
	Processing SPCP Backend Message for Smartcard Profile 
	Required to test whether SPCP Backend Messages for Smartcard Profile are properly generated, processed and correctly interpreted

	
	SCPS-014
	Delivery of SPCP Backend Message for Smartcard Profile
	Required to test whether SPCP Backend Messages for Smartcard Profile are correctly requested, responded, and delivered.

	
	NT-005
	Support for Notification Message delivery over Broadcast Channel
	Required to test whether the Notification Message delivery over Broadcast Channel is supported

	
	NT-008
	Processing Notification Backend Message
	Required to test whether Notification Backend Messages are properly generated, processed and correctly interpreted

	
	NT-009
	Delivery of Notification Backend Message
	Required to test whether Notification Backend Messages are correctly requested, responded, and delivered.

	
	TP-002
	Declaration of Terminal Provisioning in Service Guide
	Required to test whether the server supports declaration of Terminal Provisioning in the Service Guide both, as a service and as an access to a service.

	
	SCBP-002
	Support of Smartcard Broadcast Provisioning signalling
	Required to test whether the server supports declaration of Smartcard Broadcast Provisioning in the Service Guide.

	Error Flow
	
	
	


Table 6: Applicability Table for Enabler Specific Optional Test Requirements
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