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1 Reason for Change

R04: Adapt the CR to the accepted compromise

R03: Add Telia Sonera as co-signer.

R02: Add Orange and Bouygues telecom as co-signers

R01: add cosigners
The data collected by Audience Measurement systems could be classified as special personal data in some countries as this data can provide information on a person's religious or philosophical beliefs, political opinions, sex life ... 

For example, Audience Measurement system may track the fact that a user watches every Sunday morning the Catholic mass on his TV set. This gives information on the person's religious belief. The storage of these data, classified as special personal data in some countries, is prohibited by regulation of these countries.
This CR completes the Smartcard-centric Audience Measurement solution with the processing of Access criteria Audience measurement control, to prohibit the Audience measurement relative to some specific contents.
This CR has a companion for SPCP specification.

2 Impact on Backward Compatibility

New functionality for BCAST1.1
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Please discuss and agree the CR.
6 Detailed Change Proposal

Change 1:  Section 7.1
Metering Process

Depending on the activation and opt-in states, the BCAST AM-C SHALL run, stop or pause the metering process on the client side as specified in Table 1. The activation state is controlled by the Activation process as described in Error! Reference source not found.. The Opt-in state is controlled by the Opt-in process as described in Error! Reference source not found.. The Metering process contains features that allow to meet regulatory requirements
	Metering process state
	Opt-in state

	
	Opted-in
	Opted-out

	Activation state
	Activated
	RUNNING
	PAUSED

	
	Deactivated
	STOPPED
	STOPPED


Table 1: Metering process state
The Metering process consists in tracking user consumption of services, materialized by zapping events, and storing these events along with other corresponding data, in accordance with the list of metrics. Zapping events together with the other corresponding data constitute the Audience data. The Metering  process for encrypted services and contents SHALL be based on information, exchanged between the Terminal and the Smartcard during consumption of services, that cannot be  forged by a malicious third-party, i.e., signed at the head-end: STKMs, LTKMs, Parental Control Messages, and any other message presenting such characteristic. Depending of the configuration the service provider has chosen during the Configuration process, the Metering process for unencrypted (clear-to-air) services and contents MAY be based on the STKMs received by the Smartcard, and the information received from the Terminal using Event Signalling Mode of BCAST Command (see section 6.14 of [BCAST11-ServContProt])
As the process is controlled by the user’s opt-in state, Audience data SHALL not be recorded in the Smartcard when the user decides to opt-out. Recording of Audience data SHALL resume as soon as the user decides to opt-in again.
During metering, the Audience data SHALL be stored in the Smartcard and SHALL be protected from unauthorized access. The Audience data SHALL not be erased after a power-off of the terminal or a battery shortage. The size of the buffer is defined by a configuration parameter (see section Error! Reference source not found.). When the buffer fills up, a Reporting process SHALL be automatically launched by the Smartcard as specified in section Error! Reference source not found. to prevent any loss of data.
The Metering process contains features that allow meeting regulatory requirements. In some countries, there could be regulations concerning personal data processing. 
Opt-in process is one of these features. 

Additionally, regulations could prohibit the processing of personal data that could provide information on a person's religious or philosophical beliefs, political opinions, sex life... Audience Measurements of selected services or contents might be disallowed due to these specific regulatory requirements. For these countries there is then a need to control the AM process for specific contents.
For encrypted services
Audience_measurement_disallowed flag in the access criteria Smartcard-Centric_Audience_measurement_control descriptor SHALL be used in the STKM message (as described in [BCAST11-ServContProt] to signal to the Audience Measurement Client that the corresponding content is a critical content in term of audience measurement and that the Audience measurement of such content is prohibited. 
The following process SHALL apply:
· If the Smartcard supports Smartcard-centric Audience Measurement function and if the Audience_measurement_disallowed flag in the STKM is set to TKM_FLAG_TRUE, then the Audience Measurement metering process SHALL be put in PAUSED state and Audience measurement data relative to this content SHALL NOT be stored on the client side.

· If the Smartcard supports Smartcard-centric Audience Measurement function and if the Audience_measurement_disallowed flag in the STKM is set to TKM_FLAG_FALSE or no Audience_measurement_control descriptor is present in the STKM, then the Audience Measurement process is authorized and measurement MAY be stored on the client side.
For clear to air services (non encrypted)
If Audience_measurement_disallowed flag in the access criteria Smartcard-Centric_Audience_measurement_control descriptor is used in the STKM message (as described in [BCAST11-ServContProt] to signal that the Audience measurement of a critical content is prohibited, then the following process SHALL apply:

· If the Smartcard supports Smartcard-centric Audience Measurement function and if the Audience_measurement_disallowed flag in the STKM is set to TKM_FLAG_TRUE, then the Audience Measurement metering process SHALL be put in PAUSED state and Audience measurement data relative to this content SHALL NOT be stored on the client side.

· If the Smartcard supports Smartcard-centric Audience Measurement function and if the Audience_measurement_disallowed flag in the STKM is set to TKM_FLAG_FALSE or no Audience_measurement_control descriptor is present in the STKM, then the Audience Measurement process is authorized and measurement MAY be stored on the client side.
The traffic_protection_protocol value in the STKM SHALL be the one for NULL encryption as defined in [BCAST11-ServContProt].

If the Terminal receive audience measurement control in the Service Guide, then the terminal SHALL signal to the Smartcard that the AM is disallowed or allowed  for a content using the “AM Control for clear to air contents” event of the Event Signalling Mode of BCAST Command as described in [BCAST11-ServContProt] according to Attribute amAllowed that is specified in Service and Content fragments of BCAST Service Guide [BCAST11-SG] In case the AM is disallowed and the AM control Type for clear to air has been set during the configuration phase to the value 1 indicating Event Signalling is used, the Audience Measurement metering process SHALL be put in PAUSED state and Audience measurement data relative to this content SHALL NOT be stored on the client side.

Change 2:  Section 5.20.2.1.3

Configuration Process

The BCAST AM-M configures the BCAST AM-C with the parameters specific to the campaign (e.g. the list of metrics, the report delivery frequency,…).

Configuration consists in setting the following parameters:

· Reporting parameters

· Address of  BCAST AM-M 

· Bearer parameters
· Additional metrics 
The list of metrics that SHALL be recorded are signalled in the configuration message during the configuration stage.  This message MAY contains some additional metrics as the Location when the user starts the consumption of a content, the location when the user ends the consumption of the content, the consumption time and Content ID provided by the Terminal. The consumption time and Content ID provided by the Terminal could be used for example when a third party is involved in the AM on the network side..
Anytime the BCAST AM-M needs to set or modify the BCAST AM-C configuration parameters, it SHALL send a CONFIGURATION message. Any bearer described in 5.3 is suitable to transport this message. It CAN be sent at any time after Registration has occurred.

The CONFIGURATION message is further specified in section 5.20.2.3.3.

Change 3:  Section 5.20.2.3.3

CONFIGURATION message (BCAST AM-M to BCAST AM-C)

The CONFIGURATION message tag is 0x06. The TLV (Tag Length Value) format is used to carry configuration parameters to the BCAST AM-C.

	Description
	Value
	M/O
	Length
(in bytes)

	Reporting bearer Tag
	0xA1
	O
	1

	Length
	1
	O
	1

	Reporting bearer
	Binary
	O
	1

	BCAST AM-M address Tag
	0xA2
	O
	1

	Length 
	L1
	O
	A

	BCAST AM-M address
	URL
	O
	L1

	SMSC address Tag
	0xA3
	O
	1

	Length
	L2
	O
	B

	SMSC address
	Binary
	O
	L2

	TPDA address Tag
	0xA4
	O
	1

	Length
	L3
	O
	C

	TPDA address
	Binary
	O
	L3

	Reporting mode Tag
	0xA6
	O
	1

	Length
	1
	O
	1

	Reporting mode
	Binary
	O
	1

	Reporting frequency Tag
	0xA7
	O
	1

	Length
	1
	O
	1

	Reporting frequency
	Unsigned short 
	O
	1

	Reporting trigger Tag
	OxA8
	O
	1

	Length
	L5
	O
	D

	Reporting trigger
	Unsigned short
	O
	L5

	Location Type Tag
	0xA9
	O
	1

	Length
	1
	O
	1

	Location Type
	Binary
	O
	1

	AM Control Type for Clear to Air Tag
	0xAB
	O
	1

	Length
	1
	O
	1

	AM Control Type for Clear to Air
	Binary
	O
	1

	Additional metrics Tag
	0xAA
	O
	1

	Length
	4
	O
	1

	Additional metrics
	Binary
	O
	4


Table 75: CONFIGURATION message

Reporting bearer: bearer used for reporting messages (SMS or HTTP)
0x00 = Hyper Text Transfer Protocol (HTTP)

0x01 = Short Message Service Point to Point (SMS-PP)

BCAST AM-M address: BCAST AM-M URL coded in UTF-8. This address is used to send the REPORTING message over HTTP.

SMSC address: address of SMS centre. This is the TS‑Service Centre Address as defined in [3GPP TS 31.102]. Coded as defined for EFSMSP [3GPP TS 31.102] for TS-Service Centre Address

TPDA address: address of BCAST AM-M when using SMS bearer, This is the TP-Destination Address as defined in [3GPP TS 31.102]. Coded as defined for EFSMSP in [3GPP TS 31.102] for TP-Destination Address

Reporting mode: Mode of reporting: 

0x00 = Push (from BCAST AM-C to BCAST AM-M)

0x01 = Pull (Reporting triggered by BCAST AM-M)
Reporting frequency: period in hours between two data reporting in Push mode

Reporting trigger: data size which triggers an automatic reporting from BCAST AM-C 
Location Type: This field gives the type of location the BCAST AM_C should return in the report. This tag is present only if the location information is required by BCAST AM_M as indicated in additional metrics. If several location types are needed a list of location types is present in the location type TLV. The following values are defined:
0x00: Geographical location (as defined for GAD shapes in [3GPP TS 31.111])

0x01: 3GPP Location (as defined for Location Information in [3GPP TS 31.111])
0x02: 3GPP2 location (as defined for Location Information in [3GPP2 C.S0035-A])

0x03: DVB-H location (as defined for Broadcast Network Information in [3GPP TS 102.223])

0x04: DVB-SH location (as defined for Broadcast Network Information in [3GPP TS 102.223])

0x05: WiMAX location 

0x06: Forward Link Only location 

0xFF to 0x07: reserved for future use.
AM Control Type for Clear to Air: Indicates if the AM control for clear to air services is used using “AM Control for Clear to Air contents” event of the Event Signalling Mode of BCAST command as defined in [BCAST11-ServContProt]. 
· If set to 0 or the TLV is absent, indicates that the AM control signalled in the Event Signalling Mode of the BCAST command is not used. If the AM control is needed, it is done using the access criteria Audience_measurement_control descriptor in the STKM . 
· If set to 1 indicates that the AM control for Clear to air services signalled in the Event Signalling Mode of the BCAST command is used.
Additional metrics: this is a bit mask indicating the additional metrics required by the BCAST AM-M, in addition to zapping information. 
Bit 0: indicates the location_In information shall be provided (1) or not (0). Location_In is the Location where the user is when she starts watching a particular service.

Bit 1: indicates the location_Out information shall be provided (1) or not (0). Location_Out is the Location where the user is when she stops watching a particular service 
Bits 2: Indicates that the consumption time provided by the Terminal in the Event Signalling Mode of the BCAST command SHALL be provided (1) or SHALL NOT (0)
Bit 3: Indicates that the Content ID provided by the Terminal in the Event Signalling Mode of the BCAST Command SHALL be provided (1) or SHALL NOT (0)

Bit 4  to 15 are reserved for future use. 
Bits 16 to 31 are reserved for proprietary extensions.

Change 4:  Section 5.20.2.3.5
Reporting

The REPORTING message MAY be transported via SMS or over HTTP.  The description of the REPORTING message via SMS is described in section 5.20.2.3.5.1  and the REPORTING message sent over HTTP is described in section 5.20.2.3.5.3
REPORTING message via SMS (BCAST AM-C to BCAST AM-M)

The REPORTING message tag is 0x08. The format of its payload is detailed in the table below.

	Description
	Value
	M/O
	Length
(in bytes)

	User ID Tag
	0x13
	M
	1

	Length
	L1
	M
	A

	User ID
	Binary
	M
	L1

	Reporting data Tag
	0xC0
	M
	1

	Length 
	3+L1+…+Ln
	M
	1

	Reporting mode
	Binary
	M
	1

	Report ID 
	Binary

Unsigned short 
	M
	2

	Zapping event [1]
	Zapping event record
	M
	L1

	….
	
	
	

	Zapping event [n]
	Zapping event record
	O
	Ln


Table 77: REPORTING message

User ID: same as Table 69: REGISTRATION_ RESPONSE message
Reporting mode: indicates the mode of the report:

0x00: Push (reporting triggered by BCAST AM-C when data size reaches the reporting trigger value),

0x01: pull (reporting triggered by BCAST AM-M request) 

0x02: cyclic (automatic periodic reporting)

Report ID: reporting identifier, this information is repeated in the REPORTING_RESPONSE message for BCAST AM-M acknowledgement

Zapping event: audience data representing a service consumption session, sent from BCAST AM-C to BCAST AM-M

The BCAST AM-C SHALL format Zapping event records as follows:

	Description
	Value
	M/O
	Length
(in bytes)

	Record Format 
	Binary
	M
	2

	Key Domain ID
	Binary


	O
	3

	Key group part
	Binary


	O
	2

	Time stamp
	Binary


	O
	1,2,3,4

	Duration
	Binary
	O
	1,2,3,4

	Additional_metrics TLV
	See values below
	O
	1

	               ”” 
	L1
	O
	1

	               ””
	Binary
	O
	L1


Table 78: Zapping event record format

Note 1: The first Zapping event of Audience data SHALL contain Key Domain ID, Key group part and Time stamp.

Note 2: A Zapping event MAY contain Key Domain ID, Key group part and Time stamp even if it is not the first event.

Record Format: detailed below in Table 78: Zapping event record format 
Key Domain ID:  key domain ID value retrieved from STKM message 

Key group part:  key group part value retrieved from STKM message

Time stamp: if it is the first Zapping event of the Audience data, this is the value of the Time stamp extracted from the STKM and coded on 4 bytes. Otherwise, it is the difference between the Time stamp of the current Zapping event and the Time stamp in the previous Zapping event. The format of the Time stamp is then defined in the Record Format (see Table 78: Zapping event record format)

Duration: equal to the last time stamp minus the first time stamp of a service consumption sequenceAdditional_metrics TLV: These TLVs allow the coding of additional metrics.  The MSB of the tag value signals if there is additional TLV after the current TLV. If the MSB is set to 1, this indicates that there is another TLV (another metric) after this current TLV. If the MSB is set to 0, this indicates that this is the last metric of this zapping event.

The list of tags for additional metrics defined for this version of the specification is given in the table below

	Tag name
	Value
	Description

	Location_In 
	0x01
	This TLV gives the Location where the user is when she starts watching a particular service

	Location_Out 
	0x02

	This TLV gives the Location where the user is when she  stops watching a particular service

	Consumption Time 
	0x03

	This TLV gives the Consumption Time provided by the Terminal, consumption time by a user of the content concerned by the zapping event..

	Service/Content ID 
	0x04

	This TLV gives the Identifier of the content concerned by the zapping event. This Identifier is provided by the Terminal 


Table 79: list of tags for additional metrics
	Description
	Value
	M/O
	Length
(in bytes)

	Location Tag 
	0x01 or 0x02
	M
	1

	Length
	L0
	M
	1

	Location_Type
	See below
	M
	1

	If (Location_type ==0x00) {
	
	
	

	    Length of GAD shape
	L1
	O
	1

	    GAD shape
	See below
	O
	L1

	    }
	
	
	

	If (Location_type ==0x01) {
	
	
	

	    3gpp_LAC
	Binary
	O
	2

	    3gpp_Cell ID
	Binary
	O
	2

	    }
	
	
	

	If (Location_type == 0x02) {
	
	
	

	    3gpp2_SID
	Binary
	O
	2

	    3gpp2_NID
	Binary
	O
	2

	    3gpp2_BASE_ID
	Binary
	O
	2

	    3gpp2_BASE_LAT
	Binary
	O
	3

	    3gpp2_BASE_LONG
	Binary
	O
	3

	    }
	
	
	

	If (Location_type == 0x03 or 0x04) {
	
	
	

	    dvb_Network_ID
	See below
	O
	2

	    dvb_Cell ID
	See below
	O
	2

	    number_of_dvb_subcell_ID
	Binary
	O
	1

	    for (j=0; j< number_of_dvb_subcell_ID; j++) {
	
	
	

	         dvb_Subcell_ID
	See below
	O
	1

	         }
	
	
	

	If (Location_type == 0x05) {
	
	
	

	    number_of_wimax_bsids
	Binary
	O
	2

	    for (j=0; j< number_of_wimax_bsids; j++) {
	
	
	

	         wimax_BSID
	See below
	O
	6

	         }
	
	
	

	If (Location_type == 0x06) {
	
	
	

	    flo_network_ID
	See below
	O
	2

	    flo_presence_flags
	See below
	O
	1

	    If (flo_presence_flags = 0xXXXXXXX1) {
	
	
	

	        flo_WOI_ID

        }
	See below
	O
	2

	    If (flo_presence_flags = 0xXXXXXX1X) {
	
	
	

	        flo_LOI_ID
	See below
	O
	2

	        }
	
	
	

	   }
	
	
	

	
	
	
	


Table 80: Location TLV definition

Note: several Location tags MAY be present with a location_type different for each.
Location_Type: This field gives the type of location. The following values are defined:
0x00: Geographical location (as defined for GAD shapes in [3GPP TS 31.111])

0x01: 3GPP Location (as defined for Location Information in [3GPP TS 31.111])
0x02: 3GPP2 location (as defined for Location Information in [3GPP2 C.S0035-A])

0x03: DVB-H location (as defined for Broadcast Network Information in [3GPP TS 102.223])

0x04: DVB-SH location (as defined for Broadcast Network Information in [3GPP TS 102.223])

0x05: WiMAX location 

0x06: Forward Link Only location 
Length of GAD shape: the length of the Universal Geographical Area Description (GAD) shape in Binary coding
GAD shape: Universal geographical area description shape. Shape data is encoded as described in [3GPP TS 23.032] with the first byte of the shape containing the shape type. The GAD shape is retrieved from the terminal using the ENVELOPE (Geographical Location Reporting) Command (as defined in[3GPP TS 31.111 v8].  This is the value of GAD shape when the user starts watching a particular service in the Location_In TLV and is the value of GAD shape when the user stops watching the current service in the Location_Out TLV.
3gpp_LAC: This is the value of LAC (Location Area Code) when the user starts watching a particular service in the Location_In TLV and is the value of LAC (Location Area Code) when the user stops watching the current service in the Location_Out TLV. LAC is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [3GPP TS 31.111] for 3GPP at the beginning of a service consumption sequence or at the end of a service consumption sequence.
3gpp_Cell ID: This is the identifier of the cell where the user is when she starts watching a particular service in the Location_In TLV and this is the identifier of the cell where the user is when she stops watching the current service in the Location_Out TLV. The cell identifier is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [3GPP TS 31.111] for 3GPP) at the beginning of a service consumption sequence or at the end of a service consumption sequence.
3gpp2_SID: 3GPP2 System Identification as defined in [3GPP2 C.S0005-D]. SID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [3GPP2 C.S0035-A] for 3GPP2)
3gpp2_NID: 3GPP2 Network Identification as defined in [3GPP2 C.S0005-D]. NID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [3GPP2 C.S0035-A] for 3GPP2)
3gpp2_BASE_ID: 3GPP2 Base Station Identification of the current base station as defined in [3GPP2 C.S0005-D]. BASE_ID is retrieved from terminal using proactive command PROVIDE LOCAL INFORMATION (as defined in [3GPP2 C.S0035-A] for 3GPP2
3gpp2_BASE_LAT: 3GPP2 Base Station Latitude of the current base station as defined in [3GPP2 C.S0005-D]. BASE_LAT is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [3GPP2 C.S0035-A] for 3GPP2)
3gpp2_BASE_LONG: 3GPP2 Base Station Longitude of the current base station as defined in [3GPP2 C.S0005-D]. BASE_LONG is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [3GPP2 C.S0035-A] for 3GPP2)
dvb_Network_ID: is defined in [ETSI EN 300 468] and is transmitted in the Network Information Table (NIT) according to [ETSI EN 300 468]. The dvb_Network_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.
number_of_dvb_subcell_ID: specifies the number of dvb subcell_ID fields included in the following loop.
dvb_Subcell_ID: corresponds to cell_id_extension defined in [ETSI EN 300 468] and is transmitted as "cell_id_extension" in the Network Information Table (NIT) according to [ETSI EN 300 468]. The dvb_Subcell_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.
number_of_wimax_bsids: specifies the number of WiMAX BSID fields included in the following loop.
wimax_BSID: WiMAX Base Station Identifier as specified in [IEEE 802.16-2004] and [IEEE 802.16e-2005]
flo_network_ID: Identifier of the particular network defining the WOI_ID and LOI_ID, according to [TIA-1099a], Section 1.11. The flo_network_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.

flo_presence_flags: - indicates whether the Infrastructure Identifiers are present in the forward link only cell identification structure.
Bit 0:  

If set to 1, Wide-Area Infrastructure Identifier is present in the forward link only cell identification structure.
If set to 0: Wide-Area Infrastructure Identifier is absent in the forward link only cell identification structure.
Bit 1:  

If set to 1, Local-Area Infrastructure Identifier is present in the forward link only cell identification structure.
If set to 0: Local-Area Infrastructure Identifier is absent in the forward link only cell identification structure.
Bit 2 to 7: reserved for future use
flo_WOI_ID: Wide-Area Infrastructure ID, transmitted in Wide-Area OIS Channel, according to [TIA-1099a], Section 1.11. The flo_WOI_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.
flo_LOI_ID: Local-Area Infrastructure ID, transmitted in Wide-Area OIS Channel or RF Channel Description Message, according to [TIA-1099a], Section 1.11. The flo_LOI_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.
	Description
	Value
	M/O
	Length
(in bytes)

	Consumption Time Tag 
	0x03
	M
	1

	Length
	4
	M
	1

	Consumption Time
	Binary
	M
	4


Table XX: Consumption Time TLV definition
Consumption Time: integer value of the accumulated service consumption time encoded on 4 bytes. Service/Content consumption time is calculated from the information sent in “Event Signalling Mode” command defined in [BCAST11-ServContProt]. Actual service consumption time is 2Consumption Time seconds. For reliability, this time SHOULD be a time coming from the network and  SHOULD NOT be a time that may be modified by the user.
	Description
	Value
	M/O
	Length
(in bytes)

	Service/Content IDTag 
	0x04
	M
	1

	Length
	L0
	M
	7

	Service/content ID
	String
	M
	L0


Table XX: Service/Content ID TLV definition
Service/Content ID: anyURI value (GlobalServiceID and GloabalContentID) retrieved from “Event Signalling Mode” command defined in [BCAST11-ServContProt]. This Identifier is retrieved by the Terminal in the Service Guide. 
In case of clear to air services and contents, this value is present and is coded as follows:
“GlobalServiceID”||”/”||”GlobalContentID”
For encrypted services, The GlobalServiceID is not necessary as the Key domain ID and Key group part are introduced in the Zapping event record as described in table78. The Service/content ID is then coded as follow
“/”||“GlobalContentID”
The Record Format field is encoded as follows:

	Record_Format field description
	Length (in bits)
	Type

	Record_Format() {
	16
	

	

key_domain_id_presence_flag
	1
	bslbf

	

key_group_part_index
	6
	uimsbf

	

ts_sign
	1
	bslbf

	

ts_format
	3
	uimsbf

	

duration_format
	3
	uimsbf

	       additional_metrics_presence_flag
	1
	bslbf

	

reserved_for_future_use
	1
	bslbf

	
}
	
	


Table 81: Zapping event Record Format encoding

key_domain_id_presence_flag - key_domain_id is present (1) or absent (0) in this Zapping event. When it is absent, the last key_domain_id present in the Audience data is used.

key_group_part_index – 0 indicates that the key_group_part is not present; any other value indicates the index of the first occurrence of key_group_part coded on 6 bits.

ts_sign – used when ts_format=1,2,3, or 4.0 indicates that Time stamp   is greater than or equal to zero, 1 indicates that Time stamp is strictly lower than 0.

ts_format – coding of Time stamp in absolute or relative value: the value 0 indicates that Time stamp is not present;  values 1, 2, 3 and 4 indicate the number of bytes used to code the Time stamp relative value; 8 indicates that the absolute  Time stamp value is present.

duration_format – 0 indicates that Duration is not present, 1, 2, 3 and 4 indicate the number of bytes used to code the Duration.  

additional_metrics_presence_flag –This bit indicates whether additional metrics are present in the zapping event record. 0: there no additional metrics; 1:  Additional metrics are appended in the zapping event record in the form of TLV.
Change 5:  Add tags in tables of tags (§5.20.2.3.7)

Defined Field Tags
The following table lists all the Tags defined in the previous sections for message fields.
	Tag Name
	Value
	Defined in Section

	Security
	0x10
	5.20.2.2.5.1

	Client Identifiers
	0x11
	5.20.2.3.1.1

	Card Random
	0x12
	5.20.2.3.1.1

	User ID
	0x13
	5.20.2.3.1.2, 5.20.2.3.2.3

	Server Random 
	0x14
	5.20.2.3.1.2

	Opt-in state
	0x21
	5.20.2.3.2.2, 5.20.2.3.2.3

	Prompt message
	0x22
	5.20.2.3.2.1

	Reporting bearer
	0xA1
	5.20.2.3.3

	BCAST AM-M address
	0xA2
	5.20.2.3.3

	SMSC address
	0xA3
	5.20.2.3.3

	TPDA address
	0xA4
	5.20.2.3.3

	
	
	

	Reporting mode
	0xA6
	5.20.2.3.3

	Reporting frequency
	0xA7
	5.20.2.3.3

	Reporting trigger
	0xA8
	5.20.2.3.3

	Location Type
	0xA9
	5.20.2.3.3

	Additional metrics
	0xAA
	5.20.2.3.3

	AM Control Type for Clear to Air
	0xAB
	5.20.3.3.3

	Activation state
	0xB0
	5.20.2.3.4

	Reporting data
	0xC0
	5.20.2.3.5.1

	Reporting message state
	0xC1
	5.20.2.3.5.2

	Reporting request
	0xD0
	5.20.2.3.5.5

	AM-C state 
	0xE0
	5.20.2.3.1.4

	Supported bearers
	0xE1
	5.20.2.3.1.4

	Security type supported
	0xE2
	5.20.2.3.1.4

	Location type supported
	0xE3
	5.20.2.3.1.4

	Buffer size
	0xE4
	5.20.2.3.1.4

	Buffer filling level
	0xE5
	5.20.2.3.1.4

	Last status error
	0xE6
	5.20.2.3.1.4

	Terminal Smartcard-Centric AM Capability
	0xE7
	5.20.2.3.1.4


Change 6:  Add a new section describing the signalling of terminal and smartcard AM capability: §5.20.2.1.8

5.20.2.1.8 Signalling the Terminal and Smartcard Smartcard-centric AM capability
If the Terminal supports the Smartcard-centric Audience Measurement, it SHALL read, after power-on, the EFBST file in the Smartcard (as defined in [BCAST11-ServContProt]) to discover the Smartcard-centric AM capability of the Smartcard. 
· If the Smartcard doesn’t support the Smartcard-Centric Audience Measurement, the Terminal SHALL NOT send Event signalling Mode of the OMA BCAST Command with AM related events to the Smartcard.

· If the Smartcard supports the Smartcard-Centric Audience Measurement, theTerminal SHALL send a Event Signalling  Mode of the OMA BCAST Command with the event ‘Smartcard-Centric AM support’ to indicate to the Smartcard that the Terminal supports the Smartcard-centric Audience Measurement. 
After the reception of this command from the Terminal, the Smartcard MAY send the Smartcard-centric AM capability of the Terminal to the server in the AUDIT_RESPONSE message.
Change 7:  Add the Smartcard-Centric AM capability of the Terminal in the AUDIT_RESPONSE message

AUDIT_RESPONSE message (BCAST AM-C to BCAST AM-M)
The AUDIT_RESPONSE message tag is 0x0C. The TLV (Tag Length Value) format is used to carry the list of features supported by BCAST AM-C and the current state and configuration of BCAST AM-C. The AUDIT_RESPONSE contains all the parameters that were requested in the AUDIT_REQUEST command in the Tags list.

	Description
	Value
	M/O
	Length
(in bytes)

	Client Identifiers Tag
	0x11
	O
	1

	Length 
	1+L1
	O
	1

	Identifiers Type
	Binary
	O
	1

	Identifiers
	Binary
	O
	L1

	User ID Tag
	0x13
	O
	1

	Length
	L2
	O
	1

	User ID
	Binary
	O
	L2

	Opt-in state Tag
	0x21
	O
	1

	Length 
	1
	O
	1

	Opt-in state
	Boolean value 
	O
	1

	AM-C state Tag
	0xE0
	O
	1

	Length
	L3
	O
	C

	AM-C state
	Binary
	O
	L3

	BCAST AM-M address Tag
	0xA2
	O
	1

	Length 
	L4
	O
	A

	BCAST AM-M address
	URL
	O
	L4

	SMSC address Tag
	0xA3
	O
	1

	Length
	L5
	O
	B

	SMSC address
	Binary
	O
	L5

	TPDA address Tag
	0xA4
	O
	1

	Length
	L6
	O
	C

	TPDA address
	Binary
	O
	L6

	Supported bearers Tag
	0xE1
	O
	1

	Length
	L7
	O
	C

	Supported bearers
	Binary
	O
	L7

	Security type supported Tag
	0xE2
	O
	1

	Length
	L8
	O
	C

	Security type supported 
	Binary
	O
	L8

	Location type supported Tag
	0xE3
	O
	1

	Length
	L9
	O
	C

	Location type supported
	Binary
	O
	L9

	Buffer size Tag
	0xE4
	O
	1

	Length
	L10
	O
	C

	Buffer size
	Binary
	O
	L10

	Buffer filling level Tag
	0xE5
	O
	1

	Length
	L11
	O
	C

	Buffer filling level
	Binary
	O
	L11

	Reporting trigger Tag
	OxA8
	O
	1

	Length
	L12
	O
	D

	Reporting trigger
	Unsigned short
	O
	L12

	Last status error Tag
	0xE6
	O
	1

	Length
	1
	O
	1

	Last status error
	Binary
	O
	1

	Terminal Smartcard-Centric AM Capability Tag
	0xE7
	O
	1

	Length
	1
	O
	1

	Terminal Smartcard-Centric AM Capability
	Binary
	O
	1


Table 71: AUDIT_RESPONSE message
Identifiers Type: same as Table 66: REGISTRATION_REQUEST message
Identifiers: same as Table 66: REGISTRATION_REQUEST message
User ID: same as Table 69: REGISTRATION_RESPONSE message
Opt-in state: same as Table 73: OPT_IN message
AM-C state: this field gives the state of the AM-C:

0x00: Stopped

0x01: Running

0x02: Pause

Other values:  reserved for future use
BCAST AM-M address: same as Table 75: CONFIGURATION message
SMSC address: same as Table 75: CONFIGURATION message
TPDA address: same as Table 75: CONFIGURATION message
Supported bearers: this field gives the list of supported bearers

0x00: BIP

0x01: SMS only

0x02: BIP and SMS

0x80:  BIP only (but Terminal does not support TCP)

0x81: SMS only (but Terminal does not support TCP)

0x82: BIP and SMS (but Terminal does not support TCP)

Other values:  reserved for future use
Security type supported: This field gives the type of security the BCAST AM-C supports.

0x01: At transport level (e.g. SMS-PP or HTTPs)

0x02: At application level

0x03 At both levels (transport level and application level)

Other values:  reserved for future use
Location type supported: This field gives the type of location tracking supported by the BCAST AM-C. If several types are supported a list of location types is present in the location type supported TLV.  

The MSB of the location type supported indicates the tracking state of this location system (0XXXXXXX: Deactivated; 1XXXXXXX: Activated)

The other bits indicate the type of location:

0x00: Geographical location (as defined for GAD shapes in [3GPP TS 31.111])

0x01: 3GPP Location (as defined for Location Information in [3GPP TS 31.111])
0x02: 3GPP2 location (as defined for Location Information in [3GPP2 C.S0035-A])

0x03: DVB-H location (as defined for Broadcast Network Information in [3GPP TS 102.223])

0x04: DVB-SH location (as defined for Broadcast Network Information in [3GPP TS 102.223])

0x05: WiMAX location 

0x06: Forward Link Only location 
Buffer size: This field indicates the size of the buffer for the reporting, in bytes
Buffer filling level: This filed indicates the used size of the buffer, in bytes
Reporting trigger: same as Table 75: CONFIGURATION message
Last status error: This field gives the last status error 

0x0000: NO_ERROR

0x00XX: XX is the tag value of the TLV in error or the tag value of the command in error.

(e.g. 0x0011 ERROR_TAG_CLIENT_IDENTIFIERS)
Terminal Smartcard-Centric AM Capability: This field indicates if the Terminal supports the Smartcard-Centric Audience Measurement

0x00: Indicates that the Terminal doesn’t support the Smartcard-Centric AM 

0x01: Indicates that the Terminal  supports the Smartcard-Centric AM
Change 8:  Changes in SCR tables

C.7 SCR for BCAST Audience Measurement Client in Terminal (BCAST AM-C)
	Item
	Function
	Reference
	Status
	Requirement

	BCAST-AM-C-001
	Support for Terminal-Centric Audience Measurement
	Section 5.20.1
	O
	[BCAST-AM-C-002 OR 
(BCAST-AM-C-002 AND 
BCAST-AM-C-003) OR 
(BCAST-AM-C-005 AND
BCAST-AM-C-002 AND 
BCAST-AM-C-003) OR
(BCAST-AM-C-005 AND
BCAST-AM-C-002)] AND

BCAST-AM-C-034   

	BCAST-AM-C-002
	Support for Terminal-Centric Audience Measurement via HTTP(S)
	Section 5.20.1
	O
	BCAST-AM-C-007 AND 
BCAST-AM-C-013 AND 
BCAST-AM-C-015 AND 
BCAST-AM-C-021 AND 
BCAST-AM-C-023 AND 
BCAST-AM-C-025

	BCAST-AM-C-003
	Support for Terminal-Centric Audience Measurement via SMS
	Section 5.20.1
	O
	BCAST-AM-C-004

	BCAST-AM-C-004
	Audience Measurement SMS Trigger
	Section 5.20.1.1.7
	O
	BCAST-AM-C-008 AND 
BCAST-AM-C-026 AND    BCAST-AM-C-033

	BCAST-AM-C-005
	Support  signalling of Audience Measurement function in SG
	Section 5.4.1.5.2 in [BCAST11-SG]
	O
	BCAST-AM-C-006

	BCAST-AM-C-006
	Audience Measurement Campaign Invitation (AMCI) message over SG
	Section 
5.20.1.1.2,

5.20.1.2.1, [BCAST11-SG]
	O
	BCAST-AM-C-010 AND 
BCAST-AM-C-012 

	BCAST-AM-C-007
	AMCI message over HTTP(S)
	Section 
5.20.1.1.2,

5.20.1.2.1
	O
	BCAST-AM-C-009

	BCAST-AM-C-008
	AMCI message over SMS
	Section 5.20.1.1.7
	O
	BCAST-AM-C-009

	BCAST-AM-C-009
	AMCI message format
	Section 5.20.1.2.1
	O
	BCAST-AM-C-010 AND 
BCAST-AM-C-012

	BCAST-AM-C-010
	ServerAddressURL authentication
	Section 
5.20.1.1.2,

5.20.1.2.1
	O
	

	BCAST-AM-C-011
	Silent Opt-In
	Section 
5.20.1.1.2, 5.20.1.2.1
	O
	

	BCAST-AM-C-012
	Non-silent Opt-In, user consent asked explicitly
	Section
5.20.1.1.2,  
5.20.1.2.1
	O
	

	BCAST-AM-C-013
	Audience Measurement Campaign Participation Request (AMCP Request) message over HTTP(S)
	Section 5.20.1.1.2
	O
	BCAST-AM-C-014

	BCAST-AM-C-014
	AMCP Request message format
	Section 5.20.1.2.2
	O
	BCAST-AM-C-016

	BCAST-AM-C-015
	Audience Measurement Campaign Participation Response (AMCP Response) message over HTTP(S)
	Section 
5.20.1.1.2, 5.20.1.1.3,

5.20.1.2.3
	O
	BCAST-AM-C-018

	BCAST-AM-C-016
	AMCP Response message responding the AMCP Request
	Section
5.20.1.1.2, 5.20.1.1.3,

5.20.1.2.3
	O
	BCAST-AM-C-018

	BCAST-AM-C-017
	AMCP Response message pushed (not responding to an AMCP Request message)
	Section
5.20.1.1.3,  
5.20.1.2.3
	O
	BCAST-AM-C-018

	BCAST-AM-C-018
	AMCP Response message format
	Section 5.20.1.2.3
	O
	BCAST-AM-C-019

	BCAST-AM-C-019
	Audience Measurement Configuration Data
	Section 5.20.1.2.7, 5.20.1.2.3
	O
	BCAST-AM-C-020

	BCAST-AM-C-020
	Event measurement
	Section 5.20.1.1.4
	O
	

	BCAST-AM-C-021
	Audience Measurement Report Delivery (AMRD) message over HTTP(S)
	Section
5.20.1.1.5, 

5.20.1.2.4
	O
	BCAST-AM-C-022 AND 
BCAST-AM-C-023

	BCAST-AM-C-022
	AMRD message format
	Section 5.20.1.2.4
	O
	

	BCAST-AM-C-023
	Audience Measurement Report Response (AMRR) message over HTTP(S)
	Section
5.20.1.1.5,

5.20.1.2.5
	O
	BCAST-AM-C-024

	BCAST-AM-C-024
	AMRR message format
	Section 5.20.1.2.5
	O
	

	BCAST-AM-C-025
	Audience Measurement Report Trigger (AMRT) message over HTTP(S)
	Section
5.20.1.1.5, 

5.20.1.2.6
	O
	BCAST-AM-C-027

	BCAST-AM-C-026
	AMRT message over SMS
	Section
5.20.1.1.5, 5.20.1.1.7, 

5.20.1.2.6
	O
	BCAST-AM-C-027

	BCAST-AM-C-027
	AMRT message format
	Section 5.20.1.2.6
	O
	

	BCAST-AM-C-028
	Support for Smartcard-centric Audience measurement 
	Sections 5.20.2
	O
	BCAST-AM-C-029 AND (BCAST-AM-C-030 OR  BCAST-AM-C-031) AND

BCAST-AM-C-035 AND BCAST-AM-C-036    

	BCAST-AM-C-029
	Support of DISPLAY TEXT and GET INPUT SIMtookit commands
	Sections 5.20.2.1.2 
	O
	

	BCAST-AM-C-030
	Support of SMS-PP protocol
	Sections 5.20.2.2.2 
	O
	

	BCAST-AM-C-031
	Support of BIP protocol
	Sections 5.20.2.2.3
	O
	

	BCAST-AM-C-032
	Support of Smartcard Broadcast provisioning protocol
	Sections 5.20.2.2.4
	O
	

	BCAST-AM-C-033
	Support CampaignInfo in SG
	Section 5.4.1.5.2 in [BCAST11-SG]
	O
	

	BCAST-AM-C-034
	Allowing/Disallowing measurements of particular service or content items
	Section 5.20.1
	O
	

	BCAST-AM-C-035
	Support of Event Signalling Modes of the BCAST command (Time Consumption and AMallowed/AMDisallowed
	Section  of [BCAST11-ServContProt]
	O
	

	BCAST-AM-C-036
	Support of STKM for Clear to air Services with NULL encryption
	Section  5.20.2.1.8
	O
	


C.8. SCR for BCAST Audience Measurement Client in Smartcard (BCAST AM-C)
	Item
	Function
	Reference
	Status
	Requirement

	BCAST-AM-SC-001
	Support of Audience measurement in Smartcard
	Sections 5.20.2
	O
	(BCAST-SCSPCP-C-005

OR  BCAST-SCSPCP-C-007) AND 

BCAST-AM-SC-005 AND BCAST-AM-SC-008 AND BCAST-AM-SC-009 AND BCAST-AM-SC-0010 AND BCAST-AM-SC-011 AND BCAST-AM-SC-021 AND BCAST-AM-SC-022 AND BCAST-AM-SC-023

	BCAST-AM-SC-002
	Support of Registration Process for AM
	Sections 5.20.2.1.1 
	O
	BCAST-AM-SC-001 AND BCAST-AM-SC-003 AND BCAST-AM-SC-004

	BCAST-AM-SC-003
	Support of REGISTRATION-REQUEST 
	Sections 5.20.2.1.1
	O
	BCAST-AM-SC-018

	BCAST-AM-SC-004
	Support of REGISTRATION-RESPONSE Message
	Sections 5.20.2.1.1
	O
	BCAST-AM-SC-018

	BCAST-AM-SC-005
	Support of OPT_IN message
	Sections 5.20.2.1.2
	O
	

	BCAST-AM-SC-006
	Support of OPT_IN_INVITATION_TRIGGER  message
	Sections 5.20.2.1.2
	O
	BCAST-AM-SC-007

	BCAST-AM-SC-007
	Support of OPT_IN_STATE_NOTIFICATION message
	Sections 5.20.2.1.2
	O
	

	BCAST-AM-SC-008
	Support of Configuration process
	Sections 5.20.2.1.3
	O
	BCAST-AM-SC-012

	BCAST-AM-SC-009
	Support of Activation  process
	Sections 5.20.2.1.4
	O
	BCAST-AM-SC-013

	BCAST-AM-SC-0010
	Support of Metering Process
	Sections 5.20.2.1.5
	O
	

	BCAST-AM-SC-011
	Support of Reporting Process
	Sections 5.20.2.1.6 
	O
	BCAST-AM-SC-014 AND BCAST-AM-SC-015 AND BCAST-AM-SC-016 AND BCAST-AM-SC-017

	BCAST-AM-SC-012
	Support of CONFIGURATION message 
	Sections 5.20.2.1.3
	O
	BCAST-AM-SC-018 OR BCAST-AM-SC-019 OR BCAST-AM-SC-020

	BCAST-AM-SC-013
	Support of ACTIVATION message
	Sections 5.20.2.1.4
	O
	BCAST-AM-SC-018 OR BCAST-AM-SC-019 OR BCAST-AM-SC-020

	BCAST-AM-SC-014
	Support of REPORTING message
	Sections 5.20.2.1.6
	O
	BCAST-AM-SC-018 OR BCAST-AM-SC-019

	BCAST-AM-SC-015
	Support of REPORTING_RESPONSE message
	Sections 5.20.2.1.6
	O
	BCAST-AM-SC-018 OR BCAST-AM-SC-019

	BCAST-AM-SC-016
	Support of REPORTING_REQUEST message
	Sections 5.20.2.1.6
	O
	BCAST-AM-SC-018 OR BCAST-AM-SC-019 OR BCAST-AM-SC-020

	BCAST-AM-SC-017
	Reporting based on internal event
	Sections 5.20.2.1.6
	O
	BCAST-AM-SC-014

	BCAST-AM-SC-018
	Support of SMS-PP protocol
	Sections 5.20.2.2.2
	O
	

	BCAST-AM-SC-019
	Support of HTTP protocol
	Sections 5.20.2.2.3
	O
	

	BCAST-AM-SC-020
	Support of Smartcard Broadcast provisioning protocol
	Sections 5.20.2.2.4
	O
	

	BCAST-AM-SC-021
	Support of AM Control using Access criteria in STKM
	Section 5.20.2
	O
	

	BCAST-AM-SC-022
	Support of AM Control using Event Signalling command for clear to air services
	Section 5.20.2
	O
	

	BCAST-AM-SC-023
	Support of Event Signalling command for Time consumption
	Section 5.20.2
	O
	


C.9 SCR for BCAST Audience Measurement Management (AM-M)
	Item
	Function
	Reference
	Status
	Requirement

	BCAST-AM-M-001
	Support for Terminal-Centric Audience Measurement
	Section 5.20.1
	O
	[(BCAST-AM-M-002 OR 

(BCAST-AM-M-002 AND 

BCAST-AM-M-003)) OR 
(BCAST-AM-M-002 AND 
BCAST-AM-M-003 AND
BCAST-AM-M-005) OR 
(BCAST-AM-M-002 AND 
BCAST-AM-M-005)] AND 
(BCAST-AM-M-040

	BCAST-AM-M-002
	Support for Terminal-Centric Audience Measurement via HTTP(S)
	Section 5.20.1
	O
	BCAST-AM-M-007 AND
BCAST-AM-M-010 AND 

BCAST-AM-M-012 AND 

BCAST-AM-M-017 AND 

BCAST-AM-M-019 AND 

BCAST-AM-M-021

	BCAST-AM-M-003
	Support for Terminal-Centric Audience Measurement via SMS
	Section 5.20.1
	O
	BCAST-AM-M-004

	BCAST-AM-M-004
	Audience Measurement SMS Trigger
	Section 5.20.1.1.7
	O
	BCAST-AM-M-008 AND

BCAST-AM-M-022 AND 

BCAST-AM-M-039

	BCAST-AM-M-005
	Support  signalling of Audience Measurement function in SG
	Section 5.4.1.5.2 in [BCAST11-SG]
	O
	BCAST-AM-M-006

	BCAST-AM-M-006
	Audience Measurement Campaign Invitation (AMCI) message over SG
	Section
5.20.1.1.2, 

5.20.1.2.1, [BCAST11-SG]
	O
	

	BCAST-AM-M-007
	AMCI message over HTTP(S)
	Section 
5.20.1.1.2,

5.20.1.2.1
	O
	BCAST-AM-M-009

	BCAST-AM-M-008
	AMCI message over SMS
	Section 5.20.1.1.7
	O
	BCAST-AM-M-009

	BCAST-AM-M-009
	AMCI message format
	Section 5.20.1.2.1
	O
	

	BCAST-AM-M-010
	Audience Measurement Campaign Participation Request (AMCP Request) message over HTTP(S)
	Section 
5.20.1.1.2

5.20.1.2.2
	O
	BCAST-AM-M-011

	BCAST-AM-M-011
	AMCP Request message format
	Section 
5.20.1.1.2

5.20.1.2.2
	O
	BCAST-AM-M-013

	BCAST-AM-M-012
	Audience Measurement Campaign Participation Response (AMCP Response) message over HTTP(S)
	Section 
5.20.1.1.2 5.20.1.1.3

5.20.1.2.3
	O
	BCAST-AM-M-015

	BCAST-AM-M-013
	AMCP Response message responding the AMCP Request
	Section 
5.20.1.1.2 5.20.1.1.3

5.20.1.2.3
	O
	BCAST-AM-M-015

	BCAST-AM-M-014
	AMCP Response message pushed (not responding to an AMCP Request message)
	Section 
5.20.1.1.3

5.20.1.2.3
	O
	BCAST-AM-M-015

	BCAST-AM-M-015
	AMCP Response message format
	Section 5.20.1.2.3
	O
	BCAST-AM-M-016

	BCAST-AM-M-016
	Audience Measurement Configuration Data
	Section 5.20.1.2.7, 5.20.1.2.3
	O
	

	BCAST-AM-M-017
	Audience Measurement Report Delivery (AMRD) message over HTTP(S)
	Section 
5.20.1.1.5

5.20.1.2.4
	O
	BCAST-AM-M-018 AND 

BCAST-AM-M-019

	BCAST-AM-M-018
	AMRD message format
	Section 5.20.1.2.4
	O
	BCAST-AM-M-020

	BCAST-AM-M-019
	Audience Measurement Report Response (AMRR) message over HTTP(S)
	Section 
5.20.1.1.5

5.20.1.2.5
	O
	BCAST-AM-M-020

	BCAST-AM-M-020
	AMRR message format
	Section 5.20.1.2.5
	O
	

	BCAST-AM-M-021
	Audience Measurement Report Trigger (AMRT) message over HTTP(S)
	Section 
5.20.1.1.5

5.20.1.2.6
	O
	BCAST-AM-M-023

	BCAST-AM-M-022
	AMRT message over SMS
	Section 
5.20.1.1.5 5.20.1.1.7
5.20.1.2.6
	O
	BCAST-AM-M-023

	BCAST-AM-M-023
	AMRT message format
	Section 5.20.1.2.6
	O
	

	BCAST-AM-M-024
	Support of Audience measurement in Smartcard
	Sections 5.20.2
	O
	BCAST-AM-M-028 AND BCAST-AM-M-031 AND BCAST-AM-M-032 AND BCAST-AM-M-033 AND BCAST-AM-M-034 AND BCAST-AM-M-035 AND 
(BCAST-AM-M-040 AND BCAST-AM-M-041 AND BCAST-AM-M-042

	BCAST-AM-M-025
	Support of Registration Process for AM
	Sections 5.20.2.1.1 
	O
	BCAST-AM-M-024 AND BCAST-AM-M-026 AND BCAST-AM-M-027

	BCAST-AM-M-026
	Support of REGISTRATION-REQUEST 
	Sections 5.20.2.1.1
	O
	BCAST-AM-M-036

	BCAST-AM-M-027
	Support of REGISTRATION-RESPONSE Message
	Sections 5.20.2.1.1
	O
	BCAST-AM-M-036

	BCAST-AM-M-028
	Support of OPT_IN message
	Sections 5.20.2.1.2
	O
	

	BCAST-AM-M-029
	Support of OPT_IN_INVITATION_TRIGGER  message
	Sections 5.20.2.1.2
	O
	BCAST-AM-M-030

	BCAST-AM-M-030
	Support of OPT_IN_STATE_NOTIFICATION message
	Sections 5.20.2.1.2
	O
	

	BCAST-AM-M-031
	Support of CONFIGURATION message 
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