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1 Reason for Change

This CR is the resolution of comment A013 and A014 from Gemalto against Services spec. In section 5.19.3: 
A013: ADF BCAST should be replaced by ADF_BSIM as defined in [BCAST11-ServContProt]
A014: BCAST-MO should be replaced by BCAST MO as used in the rest of the document.
2 Impact on Backward Compatibility

This CR adds just a clarification.
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Please discuss and agree the CR.
6 Detailed Change Proposal

Change 1:  Section 5.19.3
5.19.3 Filtering of Smartcard Broadcast Provisioning Services

The terminal SHALL filter the Smartcard Provisioning services according to Subscriber Group Identifier defined in the SubscriberGroupIdentifier element in the Addressing element of the Access fragment of the service guide if present.  If the Terminal is not able to retrieve in the Smartcard or in the BCAST MO the information necessary for the filtering announced in the service guide and described below, the Terminal SHALL ignore the announcement for such services in the service guide.

If the Addressing element is absent, all Smartcards supporting the Smartcard Broadcast Provisioning function are targeted and the Terminal SHALL NOT perform address filtering as specified in [BCAST11-SG] The Terminal SHALL transmit the related content to the Smartcard if the Smartcard supports the Smartcard Broadcast Provisioning function. 

The  SubscriberGroupIdentifier element is defined as follows:

<complexType name="SubscriberGroupIdentifier">

  <sequence>

    <choice>

      <element name="subscriberGroupBase" type="base64Binary"/>

      <sequence>

        <element name="flexibleGroupAddress" type="base64Binary"/>

        <element name="uniqueSmartcardFilter" type="base64Binary" minOccurs="0"/>

      </sequence>

    </choice>

    <choice minOccurs="0">

      <element name="subscriberAccessMask" type="base64Binary"/>

      <element name="subscriberPosition" type="base64Binary"/>

    </choice>

  </sequence>

</complexType>

The SubscriberGroupIdentifier MUST contain either a <subscriberGroupBase> element or a <flexibleGroupAddress> element. If a Device in a Fixed Subscriber Group is addressed, the <subscriberGroupBase> element MUST be present. If a Device in a Flexible Subscriber Group is addressed, the <flexibleGroupAddress> element MUST be present and the <uniqueDeviceFilter> element MAY be present. 

In the scope of BCAST1.1, only the Fixed Subscriber Group addressing is defined with a group size of 2n Smartcards, group size defined in the SmartcardProvisioningReception element as defined in [BCAST11-SG]. In this case the <subscriberGroupBase>  MUST be present and depending of the addressing mode (whole subscriber group, subset of the subscriber group, or a unique Smartcard in the subscriber group), <subscriberAccessMask> or <subscriberPosition> MAY be present:

· If the whole subscriber group is addressed, then only <subscriberGroupBase> element is present
· If unique Smartcard in the subscriber group is addressed, then the <subscriberGroupBase> element is present and the <subscriberPosition> element is present
· If a subset of the subscriber group is addressed, then the <subscriberGroupBase> element is present and the <subscriberAccessMask> element is present
<subscriberGroupBase> element contains the base64 representation of the fixed group address. The size depends on the group size. For a group size of 2n Smartcards, the size of this element is 40-n bits

<subscriberPosition> element contains the base64 coding of  the fixed position  in the group of the Smartcard addressed. The size depends on the group size. For a group size of 2n Smartcards, the size of this element is n bits.
<subscriberAccessMask> element is used to define which Smartcards in the group are addressed. It is a Eurocrypt style bit access mask added to the group address. Each device in the subscriber group has a unique position in that group. The bit in the bit access mask at this position determines whether the Smartcard is addressed or not.

In case of Fixed Subscriber Group addressing, the Unique Smartcard Filter (USF) is used and compared with SubscriberGroupBase and SubscriberPosition to determine if the Smartcard is concerned by the file as follows:

· In the case of a group size of 256 devices, the first 32 bits of the USF contain the fixed_group_address field, whilst the last 8 bits contain the fixed_position_in_group field. If the whole Fixed Subscriber Group is addressed, the first 32 bits of the USF are compared to the SubscriberGroupBase in the SubscriberGroupIdentifier element.  If a unique Smartcard in the Fixed Subscriber Group is addressed, the last 8 bits (fixed_position_in_group field)  are additionally compared to the subscriberPosition in the SubscriberGroupIdentifier element. When a subset of a fixed group is addressed, the subscriberAccessMask can be used to define to which Smartcards in the group the file is addressed to. Terminals connected to Smartcard not listed in the subscriberAccessMask will ignore the file. 

·  In the case of a group size of 512 devices, the first 31 bits of USF contain the fixed_group_address field whilst the last 9 bits contain the fixed_position_in_group field. If the whole Fixed Subscriber Group is addressed, the first 31 bits of the USF are compared to the SubscriberGroupBase in the SubscriberGroupIdentifier element.  If a unique Smartcard in the Fixed Subscriber Group is addressed, the last 9 bits (fixed_position_in_group field)  are additionally compared to the 8bits of subscriberPosition and the most significant bit (padding bit) of the subscriberGroupBase in the SubscriberGroupIdentifier element. When a subset of a fixed group is addressed, the subscriberAccessMask can be used to define to which Smartcards in the group the file is addressed to. Terminals connected to Smartcard not listed in the subscriberAccessMask will ignore the file.

· In case of a group size of 2n devices, The first (40-n) bits of USF contain the fixed_group_address field whilst the last n bits contain the fixed_position_in_group field. If the whole Fixed Subscriber Group is addressed, the first (40-n) bits of the USF are compared to the SubscriberGroupBase in the SubscriberGroupIdentifier element.  If a unique Smartcard in the Fixed Subscriber Group is addressed, the last n bits (fixed_position_in_group field)  are additionally compared to the subscriberPosition of the subscrinberGroupBase in the SubscriberGroupIdentifier element. When a subset of a fixed group is addressed, the subscriberAccessMask can be used to define to which Smartcards in the group the file is addressed to. Terminals connected to Smartcard not listed in the subscriberAccessMask will ignore the file.


[image: image1.emf]Fixed_group_address

USF

40 bits

Group size = 2n devices

Fixed_position_in_group

n bits

=

Addressing 

the whole 

group

subscriberGroupBase element

Addressing 

unique 

Smartcard in the  

group

subscriberGroupBase element subscriberPosition

Addressing a 

subset of 

Smartcards in 

the  group

subscriberGroupBase element

subscriberAccessMask


Figure 4: Filtering in Smartcard Broadcast provisioning

The USF is stored either in the EFUSF under the ADF_BSIM in the Smartcard or in EFUSF under the DF BCAST defined under the USIM, CSIM or R-UIM of the Smartcard (as defined in [BCAST11-ServContProt]), or retrieved from the BCAST MO. The EFUSF under the ADF_BSIM takes precedence to the others and EFUSF under the DF BCAST takes precedence to the BCAST MO.
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