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	Source:
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1 Reason for Change

This CR addresses the following consistency review comment:
	H001
	2010.01.07
	E
	4
	Source: Samsung Electronics
Form: doc #0080
Comment: Introduction section should be updated to describe version 1.1 features.
Proposed Change: Editor to provide a CR.

OMA-BCAST-v1_1-2009-0329-CR_SPCP_Version_1_1_Introduction
	Status: OPEN


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

BCAST WG to discuss and agree this CR.
6 Detailed Change Proposal

Change 1:  Add new section 4.2
4.2 Version 1.1
Changes in Service and Content Protection specification version 1.1 over version 1.0 are introduced in Table 5.
Table 5: Changes in SPCP version 1.1
	Category
	Function
	Description

	Parental Control
	Parental PIN request control
	The new flag “PINCODE_to_unlock_disallowed” is introduced in parental control message. By setting this flag, the server can disallow unlocking of access to a content that requires entering a parental PINCODE.

	
	Parental control in service provisioning
	The AUTHENTICATE command and ADF BSIM are extended to support the case when parental consent is needed for requesting service provisioning. Smartcard can now be used for signing information in the service provisioning messages.

	
	Multiple services support
	It is specified how parental control applies to multiple instances of  different services when those have to be treated by the terminal simultaneously.

	
	Parental control for DRM Profile
	It is specified how the terminal is expected to process and use the parental control information delivered in STKMs.

	BCAST Distribution Systems
	Support for DVB-SH
	DVB-SH BDS is added. DVB-SH cell is added in cell_target_area descriptor of STKM location_based_restriction descriptor.

DVB service ID is added for DVB-SH in cell_target_area descriptor.

	
	Support for FLO BDS
	FLO BDS is added. FLO cell is added in cell_target_area descriptor of STKM location_based_restriction descriptor.

	
	Support for WiMAX BDS
	location_based_restriction descriptor is updated to include WiMAX BSID and NAP ID. 

	Service Provisioning
	Subscription Pause and Resume
	Support for subscription pause and resume (defined in [BCAST11-Services]) is added. For DRM Profile, this additionally includes support of ROAP RO Deletion protocol defined in [XBS DRM extensions-v1.1].

	
	Smartcard Broadcast Provisioning
	Support for Smartcard Broadcast Provisioning (defined in [BCAST11-Services]) is added.

	Smartcards
	Support for ISIM
	ISIM is added in Smartcard Profile.

	References
	-
	All 3GPP references are updated to release 8.

ETSI DVB references are corrected.

	Bug Fixes
	-
	PUI for BSIM is added.
Protection_after_reception bits definition and coding are fixed.

Status code for ‘PINCODE not initialized’ is revocked.

Other clerical changes applied.
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