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1 Reason for Change

This CR resolves the comment F001 raised in OMA-BCAST-v1_1-2009-0334:

Comment: TS DVB Adaptation contains references to BCAST 1.0 documents (e.g. [BCAST10-SG], [BCAST10-Distribution], [DRM20-Broadcast-Extensions]…).

Proposed Change: Replace all these references by references to BCAST 1.1 documents (e.g. [BCAST10-SG] ( [BCAST11-SG])
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To BCAST group, to review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Change references to BCAST 1.0 documents by references to BCAST 1.1 documents
2. References

2.1 Normative References

	[BCAST11-Distribution]
	"File and Stream Distribution for Mobile Broadcast Services ", Open Mobile Alliance™, OMA-TS-BCAST_Distribution-V1_1, 
URL:http://www.openmobilealliance.org/

	[BCAST11-ServContProt]
	"Service and Content Protection for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_SvcCntProtection-V1_1, 
URL:http://www.openmobilealliance.org/

	[BCAST11-Services]
	"Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_Services-V1_1, 
URL:http://www.openmobilealliance.org/

	[BCAST11-SG]
	"Service Guide for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_ServiceGuide-V1_1, 
URL:http://www.openmobilealliance.org/

	[DRM20-Broadcast-Extensions]
	"OMA DRM v2.0 Extensions for Broadcast Support", Open Mobile Alliance™, OMA-TS-DRM-XBS-V1_1, 
URL:http://www.openmobilealliance.org/

	[ETSI EN 300 468]
	ETSI EN 300 468 v1.x.x, “Digital Video Broadcasting (DVB); Specification for Service Information (SI) in DVB systems”,
URL:http://portal.etsi.org/   

	[ETSI EN 302 304]
	ETSI EN 302 304 v1.x.x, “Digital Video Broadcasting (DVB); Transmission System for Handheld Terminals (DVB-H)”, 
URL:http://portal.etsi.org/   

	[ETSI TS 102 005]
	ETSI TS 102 005, v1.x.x, “Specification for the use of video and audio coding in DVB services delivered directly over IP”, 
URL:http://portal.etsi.org/ 

	[ETSI TS 102 470-1]
	ETSI TS 102 470-1 v1.x.x, “Digital Video Broadcasting (DVB); IP Datacast: Program Specific Information (PSI)/Service Information (SI); Part 1: IP Datacast over DVB-H”, 
URL:http://portal.etsi.org/  

	[ETSI TS 102 471]
	ETSI TS 102 471 v1.x.x, “Digital Video Broadcasting (DVB); IP Datacast over DVB-H: Electronic Service Guide ( )”, 
URL:http://portal.etsi.org/   

	[ETSI TS 102 472]
	ETSI TS 102 472 v1.x.x, “Digital Video Broadcasting (DVB); IP Datacast over DVB-H: Content Delivery Protocols”, 
URL:http://portal.etsi.org/   

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, 
URL:http://www.openmobilealliance.org/

	[ISMACryp]
	"ISMA Encryption and Authentication v1.1.”, Internet Streaming Media Alliance, 
URL:http://www.isma.tv/ 

	[RFC1952]
	IETF RFC 1952 “GZIP file format specification version 4.3”, P. Deutsch, May 1996, 
URL:http://www.ietf.org/rfc/rfc1952.txt

	[RFC2119]
	IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC3926]
	IETF RFC 3926 "FLUTE - File Delivery over Unidirectional Transport", T. Paila at al, October 2004, 
URL:http://www.ietf.org/rfc/rfc3926.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[TVA-Metadata]
	ETSI TS 102 822-3-1 v1.3.1, “Broadcast and On-line Services: Search, select, and rightful use of content on personal storage systems (TV-Anytime)”, 
URL:http://portal.etsi.org/ 


…
3.2
Definitions

	BCAST Distribution System
	A system typically but not necessarily containing the ability to transmit the same IP flow to multiple Terminal devices simultaneously. A BCAST Distribution System (BDS) typically uses techniques that achieve efficient use of radio resources. A BDS consists of Network functionality up to the IP layer and optional Service Distribution/Adaptation functionality above the IP layer. Most BDSs support broadcast/multicast distribution in the network. Some BCAST Distribution Systems have the capability to deliver the IP flows in the network via unicast.

	Broadcast Service
	A Broadcast Service is a “content package” suitable for simultaneous distribution to many recipients (potentially) without knowing the recipient.  Either each receiver has similar receiving devices or the content package includes information, which allows the client to process the content according to his current conditions.

Examples of Broadcast Services are:

pure Broadcast Services:
- mobile TV
- mobile file downloading (mobile newspaper, clips, games, SW upgrades, other applications)

combined broadcast/interactive Broadcast Services:
- mobile TVwith file downloading and voting
- betting Broadcast Services
- auction Broadcast Services
- trading Broadcast Services

	Smartcard Profile
	Alias for a set of Smartcard-based technologies and mechanisms which provide key establishment and key management, as well as permission and token handling for the Service and Content Protection solution for BCAST Terminals.  In particular, subscriber key establishment and both short and long term key management may be based on GBA mechanisms and a Smartcard with (U)SIM/ISIM as defined by 3GPP, or based on a pre-provisioned shared secret key and a Smartcard with R-UIM/CSIM/ISIM or a UIM as defined by 3GPP2.

The Smartcard Profile is described in [BCAST11-ServContProt] Section 6.



…
3. Generic adaptation over DVB-H IP transmission network

This Section describes how BCAST specifications (namely  [BCAST11-Services], [BCAST11-SG], [BCAST11-ServContProt], [BCAST11-Distribution] and [DRM20-Broadcast-Extensions]) are used over a DVB-H network. The provisions in this Section thus complement the ones in the generic specifications so that BCAST services can be distributed over a DVB-H IP transmission network, without re-using the DVB-IPDC functionality and hence without the ability for sharing services with native DVB-IPDC terminals (unlike the BDS specific adaptation specified in Section 7 below).

All normative statements in this specification are only applicable to cases where OMA BCAST services are distributed over a DVB-H network specified in [ETSI EN 302 304].

The sentence "as defined by BCAST Enabler specifications" is a shorthand notation that indicates both BCAST server and terminal SHALL respect relevant BCAST specifications (listed above).

Generic adaptation MAY be supported by BCAST Network entities and SHALL be supported by BCAST Terminal.

3.1 Access to the IP layer

The specification of Section 5 of [ETSI TS 102 470-1] SHALL apply. 

3.2 Generic adaptation related to OMA-TS-BCAST_Services

3.2.1 Interaction

OMA BCAST enables four cases of interaction specified in Section 5.3 of [BCAST11-Services] related to Mobile Broadcast Services. In all of these cases the interaction is supported by Interactive Channel. Since DVB-H is purely an unidirectional bearer and does not include a logical Interactive Channel itself, any bi-directional mobile system can be used as Interactive Channel with DVB-H. Therefore these four cases of interaction are directly applicable when DVB-H is the BDS, i.e., a terminal with access to an interactive channel SHALL support all of these four cases of interaction. 

The specification in section 5.3 of [BCAST11-Services] SHALL apply.

3.2.2 Service Provisioning

The specification in section 5.1 of [BCAST11-Services] SHALL apply.

3.2.3 Terminal Provisioning

The specification in section 5.2 of [BCAST11-Services] SHALL apply.

Overriding the “status” definitions in [BCAST11-Services] Appendix F, terminal support for the <IPDC> node of the BCAST Management Object and its sub-nodes is defined as follows:

	Node
	Status

	<X>/BDSEntryPoint/<X>/IPDC
	Required

	<X>/BDSEntryPoint/<X>/IPDC/Tuning
	Optional

	<X>/BDSEntryPoint/<X>/IPDC/Tuning/Frequency
	Required

	<X>/BDSEntryPoint/<X>/IPDC/Tuning/UseLPChannel
	Required

	<X>/BDSEntryPoint/<X>/IPDC/IPPlatformID
	Required

	<X>/BDSEntryPoint/<X>/IPDC/DVBNetworkID
	Required

	<X>/BDSEntryPoint/<X>/IPDC/ESGProviderID
	Required


Table 1: BCAST Management Object and its sub-nodes
3.2.4 Notification

The specification in Section 5.14 of [BCAST11-Services] SHALL apply. 

When using IPDC over DVB-H as the underlying BCAST Distribution System the Notification functionality is enabled as specified in [BCAST11-Services].

3.3 Generic adaptation related to OMA-TS-BCAST_ServiceGuide

3.3.1 Service Guide Delivery over Broadcast Channel

The provisions relevant to Service Guide delivery over Broadcast Channel in section 5.4.2 of [BCAST11-SG] SHALL apply, with the following extension: the Genre definition as specified in section 6.3.4.2 also applies to the GenreGroupingCriteria element in the SGDD.

3.3.2 Compression of Service Guide Delivery Units

The specification in section 5.4.1.4 of [BCAST11-SG] SHALL apply.

3.3.3 Session Description

The general provisions of specification in section 5.1.2.5 of [BCAST11-SG] SHALL apply with the modifications as detailed in the following sections.

3.3.3.1 SessionDescription for broadcast streamed media sessions

The SessionDescription SHALL provide the following parameters:

· The sender IP address

· List of media components in the session 

· Initial buffering delay, using the ‘min-buffer-time’ attribute as specified in [ETSI 102 472] section 5.3.4.
The terminal MAY ignore the following parameters in the SessionDescription if they are present, as they are either not required or out of scope of IPDC over DVB-H BDS:

· FEC configuration and related parameters

· The mode of MBMS bearer per media

For all parameters composing the SessionDescription, rules defined in [ETSI TS 102 472] Section 5.2 SHALL apply.

3.3.3.2 SessionDescription for broadcast file delivery sessions

The specification in section 5.1.2.5.3 of [BCAST11-SG] SHALL apply.

Furthermore, Session Description is modified considering the characteristics of IPDC over DVB-H, as explained below.

The SessionDescription MAY provide the following parameters:

· FEC capabilities and related parameters

· Media type(s) (i.e. “application”) and fmt-list (i.e. “0”)

· Service language(s) per media

· Data rates using SDP bandwidth modifiers

The terminal MAY ignore the mode of MBMS bearer per media in the SessionDescription, as this parameter is out of the scope of IPDC over DVB-H.

For all parameters composing the SessionDescription, rules defined in [ETSI TS 102 472] Section 6.1.13 SHALL apply.

3.3.4 Service Guide Data Model

The specification in section 5.1 of [BCAST11-SG] SHALL apply.
…
3.4 Generic adaptation related to OMA-TS-BCAST_SvcCntProtection and OMA-TS-DRM-XBS 

The provisions in the two specifications [BCAST11-ServContProt] and [DRM20-Broadcast-Extensions] SHALL apply.

For the Smartcard Profile, only the Session Description Method for Acquiring SEK/PEK as defined in section 6.10.1.2 of [BCAST11-ServContProt] SHALL be used to provide the entry point to the BSM.

3.5 Generic adaptation related to OMA-TS-BCAST-Distribution

3.5.1 File Distribution

The specification in section 5.2 of [BCAST11-Distribution] SHALL apply.

Note: The interface between BSD/A and DVB-IPDC network entity. i.e., FD-B1 is not defined in BCAST 1.0 Enabler because DVB-IPDC does not specify the external interface between DVB-IPDC network entities and 3rd party entity.

In addition the following SHALL apply as specified in [ETSI TS 102 472]
· Terminals SHALL support interpretation of source packets constructed according to the source packet construction and reception component of the Raptor FEC Scheme for the case where there is a single sub-block (i.e. N=1).

· Terminals MAY support the Repair packet construction and Raptor FEC decoding component of the Raptor FEC Scheme.

3.5.2 Associated Delivery Procedures 

The specification in section 5.3 of [BCAST11-Distribution] SHALL apply.

3.5.3 Stream Distribution

The specification in section 6 of [BCAST11-Distribution] SHALL apply.

FEC RAPTOR scheme (FEC encoding ID 1) is not supported for Stream Distribution.
Note: The interface between BSD/A and DVB-IPDC network entity. i.e. SD-B1 is not defined in BCAST 1.0 Enabler because DVB-IPDC does not specify the external interface between DVB-IPDC network entities and 3rd party entity.
…
4. BDS specific adaptation to DVB-IPDC functionality

This Section describes which DVB-IPDC technologies are deployed with BCAST technologies and how the nine BCAST functions are adapted to IPDC over DVB-H. The adaptation can be implemented via restrictions and extensions of the BCAST specifications (namely [BCAST11-Services], [BCAST10_ServiceGuide], [BCAST11-SvcCntProt], [BCAST11-Distribution] and [DRM20-Broadcast-Extensions]). The provisions in this section take precedence over the ones in the BCAST specifications to enable BCAST services distributed over DVB-H to be shared with DVB-IPDC terminals. 

All normative statements in this specification are only applicable to cases where OMA BCAST services are distributed over a DVB-H network specified in [ETSI EN 302 304].

BDS Specific adaptation MAY be supported by BCAST Network entities and SHALL be supported by BCAST Terminal.
…
4.1 BDS specific adaptation related to OMA-TS-BCAST_SvcCntProtection and OMA-TS-DRM-XBS 

The provisions in the two specifications [BCAST11-ServContProt] and [DRM20-Broadcast-Extensions] SHALL apply, unless otherwise stated in the following sub-sections

4.1.1 Encryption Protocols

The specification in Section 9 "Encryption Protocols" of [BCAST11-ServContProt] with the constraints indicated below in Section 7.4.1.1 SHALL apply.

IPsec, SRTP and ISMACryp are the common content encryption methods included in both DVB-IPDC and BCAST specifications and hence OMA BCAST Terminals SHALL support IPsec, SRTP and ISMACryp. 

4.1.1.1 Constraints on content encryption

This Section clarifies specific restrictions on the use of IPsec, SRTP and ISMACryp relative to what is described in [BCAST11-ServContProt] so that compliance to DVB-IPDC specifications is achieved, i.e., so that a common encryption layer is achieved, allowing both BCAST Terminals and DVB-IPDC Terminals to access the same encrypted stream.

IPsec

The specification in Section 9.1 of [BCAST11-ServContProt] SHALL apply.
SRTP

The specification in Section 9.2 of [BCAST11-ServContProt] with the following constraints SHALL apply:

A NULL Master Salt SHALL be used. 

When the Smartcard Profile is used, MKI length SHALL be 2 bytes. Note that as DVB-IPDC provides a range of acceptable MKI lengths, the Service Provider must ensure this is applied.

When the Smartcard Profile is not used, the MKI length MAY be variable.

ISMACryp

The specification in Section 9.3 of [BCAST11-ServContProt] SHALL apply. 

The Table 2 below summarises constraints required for IPsec, SRTP and ISMACryp to allow BCAST and DVB-IPDC Terminals to share access to a common encrypted data stream.

	Parameter
	DRM Profile
	Smartcard Profile

	TEK ID for IPsec
	SPI (32 bits)
	SPI (32 bits) = 0x0001 || MTK ID (2 bytes)

	TEK ID for SRTP
	MKI (2 bytes) for compatibility with Smartcard Profile, otherwise variable i.e. matching that used by DVB-IPDC
	MKI = MTK ID (2 bytes) for BCAST

	MK for SRTP
	128 bits
	128 bits

	MS for SRTP
	NULL
	NULL

	TEK ID for ISMACryp
	key_indicator (2 bytes)
	MTK ID (2 bytes)

	TEK for ISMACryp
	key_k (128 bits)
	128 bits

	MS for SRTP auth
	112 bits in SDP
	112 bits


Table 2: Encryption parameters for shared BCAST / DVB-IPDC encrypted content stream

4.1.2 Key Management

In both cases, specific constraints on layer 4 for streams are detailed in Section 7.4.1.1 above, to be compatible with DVB-IPDC terminals.

4.1.2.1 DRM Profile

As specified in [BCAST11-ServContProt] and [DRM20-XBS].
STKMs and LTKMs MAY be shared between DRM Profile and DVB-IPDC 18Crypt devices. 
Following constrains on STKM SHALL be followed: 
· protection_after_reception SHALL be 0  (i.e content protection) 

· the most significant bit of the traffic_key_lifetime SHALL be 0  (i.e the lifetime SHALL NOT exceed 128 seconds) 

· next_master_key_index_flag, if present, SHALL be 0 (i.e. next_master_key_index field not present) 

· next_master_salt_flag, if present, SHALL be 0 (i.e. next_master_salt field not present) 

· master_salt_flag, if present, SHALL be 0 (i.e. master_salt field not present, and a NULL value SHALL be assumed) 

· traffic_protection_protocol SHALL NOT be TKM_ALGO_DCF (i.e. DCF encryption protocol SHALL NOT be used) 

· if traffic_protection_protocol is TKM_ALGO_ISMACRYP, then traffic_authentication_flag SHALL be 0 (i.e. traffic authentication SHALL NOT be used for ISMACryp) 

· In parental_rating Access Criteria Descriptor, if available, the rating_type SHALL NOT be greater than 9. The rating_value SHALL only assume values that are specified in [ETSI TS 102 474], table B.6..
Note that DVB-IPDC 18Crypt devices will ignore the location_based_restriction_descriptor as defined in section 7.1.2 of [BCAST11-ServContProt].
Following constrains on LTKM SHALL be followed: 

· BCRO SHALL NOT be signed, but MAC SHALL be used 

· when broadcasting BCROs, other addressing modes than the following SHALL NOT be used: 
· Whole Fixed Subscriber Group Addressing (mode 0x0), 
· Subset of Fixed Subscriber Group Addressing (mode 0x1), 

· Unique Device Addressing (mode 0x2, 0x3), 

· Domain Addressing (mode 0x4) 

Following constrains on Token Delivery Response message SHALL be followed: 

· BCRO SHALL NOT be signed, but MAC SHALL be used

4.1.2.2 Smartcard Profile

As specified in [BCAST11-ServContProt].

Only the Session Description Method for Acquiring SEK/PEK as defined in section 6.10.1.2 of [BCAST11-ServContProt] SHALL be used to provide the entry point to the BSM.

4.2 BDS specific adaptation related to OMA-TS-BCAST-Distribution

Section 6.5 SHALL apply.

4.2.1 File Distribution

The BSD/A SHALL use FLUTE [RFC3926] for file distribution

Note: The interface between BSD/A and DVB-IPDC network entity. i.e. FD-B1 is not defined in BCAST 1.0 Enabler because DVB-IPDC does not specify the external interface between DVB-IPDC network entities and 3rd party entity.

4.2.1.1 Signalling of parameters with FLUTE

FLUTE FDT Instances SHALL comply with [BCAST11‑Distribution], with the following restrictions :

· Content-Type attribute SHALL be included either in the <FDT-Instance>, the <File> element or both;

· Content-Length attribute SHALL be included in each <File> element.

4.2.1.2 FDT Instance schema restrictions

FLUTE FDT Instances SHALL comply with BCAST FDT Instance schema defined in [BCAST11‑Distribution].

In addition, DVB-H adaptation restrictions defined in section 7.5.1.1 SHOULD be enforced in BCAST FDT Instances, using the ‘xsi:type’ attribute as follows: 

· Type of <FDT‑Instance> element SHOULD be ’FDT-InstanceType-BdsDvb’ or ’FDT-InstanceType-BdsMbmsDvb’ from BCAST FDT namespace ;

· Type of <File> element type SHOULD be ’FileType-BdsMbmsDvb’ from BCAST FDT namespace.

4.2.2 Associated Delivery Procedures 

Section 6.5.2 SHALL apply.

If the Associated Delivery Procedure is supported, a Terminal and BSD/A SHALL support the XML schema definitions for the associated delivery procedures as defined in [BCAST11-Distribution], and the BSD/A SHALL instantiate a ‘serverURI’ element. 

…
8.2
Service Guide Bootstrapping

IPDC over DVB-H is a system where IP flows are carried in the form of IP streams inside MPEG-2 Transport Streams. When an end-user selects a service the terminal has to tune into an IP stream which provides the service. The importance of this step is twofold:
- Find the information which provides the mapping between IP flows and MPEG-2 TS (IP streams), so the terminal knows where to find the right IP stream of a service.
- Find the entry point of the SG, because the SG provides the mapping between end-user services and IP streams.  

MPEG-2 Transport Streams are made up of packets of 188 bytes. Each packet is identified by its PID (Packet IDentifier) value in the header of the packet. There are special packets that provide information about what can be found in other packets. These packets are the PSI/SI packets and carry tables with information. MPEG-2 Transport Stream traffic is grouped in programs. A program is an MPEG-2 concept that resembles a TV channel. These programs consist out of elementary streams of audio, video and/or data. The PMT table lists the PIDs of the elementary streams that make up a single program. The PAT table has a list of all programs and the PID value of the PMT table. The PAT table is the root table and always carries PID#0, so can be easily found. This is illustrated in the figure below. 
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Figure 1: Illustration of the function of PAT and PMT tables in MPEG-2 TS

Illustration of the function of PAT and PMT tables in MPEG-2 TSInformation about the DVB network is written down in the NIT (Network Information Table). The NIT always carries PID#10. The NIT is the first table the terminal accesses when it parses a MPEG-2 TS. For bootstrapping purposes of DVB-H services the important part is that the NIT contains a list of IP platform ID’s and for each IP platform ID it indicates where the INT (IP/MAC Notification table) can be found. So the terminal goes through the NIT and looks for it’s Platform ID and gets the program number for the INT table. It then looks for this program in the PAT, finds the PID of the PMT and this PMT tells the PID of the elementary stream that carries the actual INT data. The INT data contains the important mapping between the IP streams and the MPEG-2 programs and elementary streams. For each IP stream it is listed in which program and which elementary stream the IP stream can be found. 

When the content of the INT table is known by the terminal it can now start to receive the Electronic Service Guide. In order to do this it needs the SG entry point. This is the IP destination address of the IP flow which contains SG data. This SG entry point can be pre-provisioned or provisioned according to mechanisms described in the terminal provision function of the Services specification [BCAST11-Services].. 
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